This manual links to Knowledgebase Technote, PlantPAx System Release 5.20
Configuration and Implementation Tools, for multiple tools; download now for

offline access.
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PlantPAx Distributed Control System Configuration and Implementation User Manual

Important User Information

Read this document and the documents listed in the additional resources section about installation, configuration, and
operation of this equipment before you install, configure, operate, or maintain this product. Users are required to familiarize
themselves with installation and wiring instructions in addition to requirements of all applicable codes, laws, and standards.

Activities including installation, adjustments, putting into service, use, assembly, disassembly, and maintenance are required to
be carried out by suitably trained personnel in accordance with applicable code of practice.

If this equipment is used in a manner not specified by the manufacturer, the protection provided by the equipment may be
impaired.

In no event will Rockwell Automation, Inc. be responsible or liable for indirect or consequential damages resulting from the use
or application of this equipment.

The examples and diagrams in this manual are included solely for illustrative purposes. Because of the many variables and
requirements associated with any particular installation, Rockwell Automation, Inc. cannot assume responsibility or liability for
actual use based on the examples and diagrams.

No patent liability is assumed by Rockwell Automation, Inc. with respect to use of information, circuits, equipment, or software
described in this manual.

Reproduction of the contents of this manual, in whole or in part, without written permission of Rockwell Automation, Inc., is
prohibited.

Throughout this manual, when necessary, we use notes to make you aware of safety considerations.

may lead to personal injury or death, property damage, or economic loss.

ATTENTION: Identifies information about practices or circumstances that can lead to personal injury or death, property damage,

ﬁ WARNING: |dentifies information about practices or circumstances that can cause an explosion in a hazardous environment, which
A or economic loss. Attentions help you identify a hazard, avoid a hazard, and recognize the consequence.

IMPORTANT Identifies information that is critical for successful application and understanding of the product.

These labels may also be on or inside the equipment to provide specific precautions.

SHOCK HAZARD: Labels may be on or inside the equipment, for example, a drive or motor, to alert people that dangerous voltage
may be present.

BURN HAZARD: Labels may be on or inside the equipment, for example, a drive or motor, to alert people that surfaces may reach
dangerous temperatures.

ARC FLASH HAZARD: Labels may be on or inside the equipment, for example, a motor control center, to alert people to potential Arc
Flash. Arc Flash will cause severe injury or death. Wear proper Personal Protective Equipment (PPE). Follow ALL Regulatory
requirements for safe work practices and for Personal Protective Equipment (PPE).

B> B>

The following icon may appear in the text of this document.

\F/\ Identifies information that is useful and can help to make a process easier to do or easier to understand.
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Preface

About This Publication

Download Firmware, AOP,
EDS, and Other Files

Summary of Changes

Table 1- PlantPAx System Documentation

Welcome to the PlantPAx® DCS, a single, plant-wide control system that helps

to drive productivity, increase efficiencies and reduce costs in your plant or
mill.

This manual helps you implement process control where controllers, HMI, and
I/O are located in different areas of the plant. The PlantPAx system offers
flexibility, using the latest technology and scalability to build only what you
need to help reduce development time, downtime, and operational cost.

Download firmware, associated files (such as AOP, EDS, and DTM), and access
product release notes from the Product Compatibility and Download Center at

rok.auto/pedc.

This publication contains the following new or updated information. This list
includes substantive updates only and is not intended to reflect all changes.

Topic Page
Adjusted system workflow for new documentation. 13
Added Antivirus information 20
Added PlantPAx View Only Role Throughout
Updated PRP Topology 9
Updated DLR Topology 103
Split previous Chapter b for Process applications into three chapters. Chapter 5 - Configure

Process Controller, Chapter 6 - Create Process Application, and Chapter 7 - Modify Process As Noted.
Applications.

Created Chapter 11 - Analytics 263

The following table lists the documentation resources that are available to help
procure, configure, and maintain a PlantPAx system.

Stage Publication Description

Define and Procure | Selection Guide. publication PROCES-SGO00T Helps you understand the elements of the PlantPAx system to make sure
P e that you buy the proper components.

Install Template User Manual, publication 9528-UMO01 Provides direction on how to install and deploy PlantPAx virtual templates.

Develop and Operate
publication PROCES-RM200

Rockwell Automation Library of Process Objects Reference Manual,

Configuration and Implementation User Manual, publication PROCES-UMIOO Provides system guidelines and instructions to assist with the development

of your PlantPAx system.

Describes the Add-On Instructions, PlantPAx instructions, and associated
faceplates that are available to develop applications.

Software and Firmware
Updates

You can view or download publications at rok.auto/literature.

When you update software or firmware revisions, we recommend that you
verify the impact on performance and memory utilization before
implementing the upgrade on the production system. For FactoryTalk® View
or ControlLogix® platforms, we recommend that you review the release notes
and verify the impact of the upgrade on performance and memory utilization.

You can also verify the compatibility of an upgrade with the other software and
operating systems in use in your PlantPAx system. See the
Product Compatibility and Download Center.
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http://literature.rockwellautomation.com/idc/groups/literature/documents/sg/proces-sg001_-en-p.pdf
http://literature.rockwellautomation.com/idc/groups/literature/documents/um/9528-um001_-en-p.pdf
http://literature.rockwellautomation.com/idc/groups/literature/documents/um/proces-um100_-en-p.pdf
http://literature.rockwellautomation.com/idc/groups/literature/documents/rm/proces-rm200_-en-p.pdf
www.rockwellautomation.com/literature
https://compatibility.rockwellautomation.com/Pages/home.aspx

Rockwell Automation System Support offers technical assistance that is tailored for control systems.
Services and support Some of the features include the following:

« Highly experienced team of engineers with training and
systems experience

« Process support at a systems-level that is provided by process engineers
« Use of online remote diagnostic tools

. Access to otherwise restricted TechConnect>™ Knowledgebase content

« 24-hour, 7 days per week, 365 days per year of phone-support coverage
upgrade option

For more information, contact your local distributor or Rockwell Automation

representative or see http://www.rockwellautomation.com/support.
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Chapter ]

System Workflow

The PlantPAx® distributed control system is an integrated control and
information solution that helps manufacturers achieve Plant-wide
Optimization in a wide range of industries. This single platform can run your
entire plant and integrates all HMI, controls, optimization, engineering,
information, and inputs/outputs into one common system architecture.

The following workflow shows the steps for how to size, design, and
implement a scalable PlantPAx system. Click the links for the information that
is related to each step.

1. Use the PlantPAx System Estimator (part of the Integrated
Architecture® Builder tool) to size your application.

,/ ™
™

Smaller System
(PASS-C + OWS-
1S0)

-~ Size Your System
™

Larger System
(PASS + Application
“ Servers)

2. Manage servers and security paolicies.
«  Smaller systems = Work Group
« Larger systems = Domain Controllers

See Pracess Controller Features on page 117 Chapter for security
configurations

3. Configure the Process Automation System Server (PASS).

« Smaller systems = PASS-C + OWS-ISO

« Larger systems = Virtual templates

See PlantPAx Virtualization User Manual, 3528-UMOO, for template details

4. Design the Network Infrastructure
« Select network topologies
« Configure switches

Waork Group

Virtual
Templates

Core, Distribution, and Access Switches

(continued)
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Chapter 1 System Workflow

(previous)
5. Develop the Process Applications. See Chapter 5, Chapter 6, and Chapter 7. Engineering Workstation (EWS)
« HMI displays (based on the PlantPAx graphic framework guidelines) Logix 5000 Process Controller
« Controller logic (control strategies using the embedded PlantPAx instructions and -
Add-On Instruction)

« Alarms
6. Add additional servers for application-specific needs.
- Smaller systems = application servers co-located on a PASS-C Application Servers
« Larger systems = each application server is separate « Asset management

« Historical Data

« Batch management

i « Analytics

Operator Workstations (OWS)
7. Deploy your application to clients.
For more information, see Rockwell Automation Library of Process Objects
Reference Manual, PROCES-RM200

Example PlantPAx System
Operator Workstations (OWS)
% Engineering Workstations (EWS)
i

Application Servers (AppServ)

€2 eneas
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Chapter 1 System Workflow

Size Your System

Rockwell Automation includes the PlantPAx System Estimator (PSE) tool as
part of the Integrated Architecture® Builder software. The PSE Estimator tool
helps define your PlantPAx system and verifies that your architecture and
system elements are sized properly. The PSE includes online help that can
assist you as you use the tool.

The PSE employs sizing guidelines that are based on the rules and
recommendations from PlantPAx system characterization to achieve known
performance and reliability. The PSE focuses on the critical system attributes
of a PlantPAx system so you can verify that your system does not exceed system
recommendations.

Before you run the PSE, you must plan the scope of your project so that you
know the I/O requirements. This could be an equipment list or project
database of devices. For more information, see Chapter 5, Process
Applications.

Make sure that your PSE project has no errors. As much as possible, the project
should accurately represent the physical layout of the system, such as the
controllers, I/O, HMI, and data servers. The I/O locations and control rooms
must align with your system architecture drawings.

« Ifyousize based on I/O counts, the PSE makes assumptions as to the
devices that I/O is connected to and assigns the I/O to control strategies.

« Ifyouknow the devices, the PSE results are more accurate if you size
based on control strategies.

« Make sure that the logic execution rates accurately represent the
requirements of the process.

« Reserve memory and CPU utilization in the controller for auxiliary logic
(such as logic for batch applications).

« Accurately account for the process and device networks that are defined
in the PSE. Also account for any networks not defined in the PSE.

«  Select the execution periods in the PSE appropriate for your control
strategies to verify the controller sizing meets the needs of the system.

The final PSE project only accounts for devices, not the programming that
automates the devices. Extra programming can include batch, recipe control,
or sequencing of any other logic used in the system. Make sure to consider any
extra programming so that the system does not overload the controller.

IMPORTANT  The PSE, along with the IAB, gives you a high-level Bill of Materials.
You must complete a panel design to house, mount, and power the
equipment for your environmental needs.

The PSE provides pre-engineered enclosures for PlantPAx systems
are available from Rockwell Automation.
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Select the Process
Automation System Server

Use the sizing results from the PSE, the number of I/O points, and the overall
size of the process to determine the Process Automation System Server (PASS)
that best suits your PlantPAx system.

The PASS is the main component for PlantPAx computing. A PASS supports an
HMI server, displays, alarms, and data connections to controllers. A PASS
contains the following:

« FactoryTalk® Directory and Activation server
« FactoryTalk® View SE HMI server

« FactoryTalk® Alarms and Events server

« FactoryTalk® Linx Data server

« FactoryTalk® Historian node interface

A PASS is scalable from a single standalone server to multiple distributed
servers. You can deploy a PASS directly to a host computer or run as a virtual
guest on a host server.

The sizing recommendations help determine how to best deploy the software
for your PlantPAx system:

« Smaller systems (typically less that 2000 I/O points) place all system
software on a consolidated Process Automation System Server (PASS-C)
with multiple operator workstations (OWS-ISO)

Examples include skid, station, and distributed architectures where a
single PASS-C supports the system.

« Larger systems use a Process Automation System Server (PASS), in
addition to individual application servers (AppServ), engineering
workstations (EWS), and operator workstations (OWS).

Larger systems are typically distributed architectures with multiple PASS
servers.

Consolidated Process Automation System Server (PASS-C)

The consolidated Process Automation System Server (PASS-C) supports
smaller systems, such as skids or stations, where the system software runs on
only a few computers. The PASS-C offers reduced complexity and cost.

A PASS-C computer can be manually installed and configured or is available as
a pre-configured virtual image. The virtual image includes a server-based
Windows® operating system and contains pre-installed FactoryTalk server
software. The PASS-C 1s intended to support up to 10 OWS clients.

Similar to the PASS-C, an operating workstation OWS virtual image is also
available. This image includes a client-based Windows operating system that
contains the required FactoryTalk client software.

Figure 1illustrates a small PlantPAx system with a PASS-C that runs all
FactoryTalk software and an OWS that provides a client interface.
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PASS-C

« Alarm and Event server

FactoryTalk Directory
FactoryTalk Security
HMI server

Data server

SOL server

FactoryTalk Historian server
« FactoryTalk AssetCentre server

Figure 1- Smaller PlantPAx Systems with Single PASS-C Server

FactoryTalk Activation server ﬁ

)

OWS (optional)

For more information, see the PASS-C chapter in the PlantPAx Template User
Manual, publication 9528-UMoo1.

Process Automation System Server (PASS)

The Process Automation System Server (PASS) supports larger, distributed
systems or customer-defined, critical processes. Whenever possible, use
virtualization to provide greater computing efficiency, enhanced backup and
recovery capability, and to offer high availability with server redundancy.

PlantPAx virtual images are available for PASS and application servers to run
on server-based computer hardware with a hypervisor, such as VMware ESXi.
The PlantPAx virtual images are deployed from templates and contain a
Windows operating system along with pre-installed FactoryTalk software. The
virtual images help:

« Reduce installation time and increase consistency with drop-in virtual
machines with pre-configured system elements

« Enable the consolidation of computing resources that multiple operating
systems and applications can share a single physical server

« Support flexibility and portability across hardware platforms

For configuration details, see the PlantPAx Template User Manual, publication
9528-UMOOLI.

Figure 2 illustrates a larger PlantPAx system, with two PASS computers and
supporting application servers, in a network distributed architecture.

« PASS_O1 server contains the FactoryTalk Network Directory, Security
configuration and often hosts FactoryTalk® Activation licenses.

« PASS_02 server contains FactoryTalk®View SE (HMI server, data server,
and alarms server) and optional ThinManager® server.

« Anoptional PASS_o3 server could be a secondary (HMI, data, and alarms
server) that would switch over if PASS 02 was unreachable.

« AppServ_Info server contains a Factory Historian SE server and a local
Historian database.

« Anoptional AppServ_Infoz server could be a redundant FactoryTalk®
Historian SE server, as part of a collective. In this configuration, the
Historian database would be hosted on a separate computer that both
could access.

« AppServ_Asset server contains FactoryTalk® AssetCentre for system
tracking and verification.

« AppServ_Batch server contains FactoryTalk® Batch software to handle
large batching processes.
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Figure 2 - Large PlantPAx Systems with Multiple Servers

PASS_OT:
™3 . FactoryTalk Directory e 1 AppServ_Info:
= « FactoryTalk Activation server = o SQOL server
=% - FactoryTalk Security - 9 - FactoryTalk Historian server
F+ AppServ_Asset:
L « FactoryTalk AssetCentre server
PASS_02:
. thl server AppServ_Batch:
« Uata server
o » FactoryTalk Batch server
PASS_03 « Aarms server '
Redundant : « FactoryTalk Live Data server
« ThinManager server
Next Steps Once you have sized your system and decided on whether to use a PASS-C or
PASS, complete the following:
1. Manage Servers and Security Policies
A Domain Controller is recommended for most PlantPAx systems,
however, in smaller systems a Workgroup can be sufficient.
For more information, see Chapter 2, Domain or Workgroup
2. Configure the Process Automation System Server
For more information, Chapter 3, Process Automation System Server
3. Design Network Topologies and Configure Switches
The PlantPAx system supports several network topologies to meet
various system requirements. Each topology is based on system
characterization tests to help deliver system performance.
For more information, see Chapter 4, Network Infrastructure
4. Develop Process Applications

Process applications implement control strategies that encompass
control logic and HMI displays.

Execute control logic on Logix 5000® process controllers. The process
controller comes with a default task model and embedded PlantPAx
instructions that improve design and deployment efforts. The process
controller is also conformal-coated for protection from dust and
corrosive pollutants.

Deploy HMI displays for operators and maintenance personnel so they
can monitor and maintain the system.

For more information, see Chapter 5 - Process Controller Features
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5.

Chapter 6 - Bulk Configuration of a PlantPAx System, and Chapter 7 -

Modifying an Existing PlantPAx System.

Add Application Servers

PlantPAx application servers (AppServ) manage system software that is
required for your application. There can be multiple servers depending
on the size and structure of your application.

Table 2 - System Server Descriptions

AppServ Elements Description

The asset management server acts as a centralized tool for managing automation-
related asset information (both Rockwell Automation and third-party assets). The

AppServ-Asset asset management application server includes capabilities for source control,

audits, change notifications, reporting, security, and backup/restore.
For more information, see Chapter 8, Asset Management.

AppServ-Info (Historian, SOL)

Data management storage can include a Historian or SQL server. These two servers
depend on the function that is being provided: FactoryTalk Historian software or a
SOL server.

For more information, see Chapter 9, Historical Data.

The batch application server provides comprehensive batch management,
including unit supervision, recipe management, process management, and material

AppServ-Batch management. The batch application server can be linked with visualization

elements on the OWS and configuration clients on the EWS.
For more information, see Chapter 10, Batch Management.

Guidelines for Servers and Workstations

The following guidelines for servers and workstations are already
implemented in the PlantPAx templates. If you create custom VMs, follow
these guidelines to align with PlantPAx configurations.

Install the latest software patches for all Rockwell Automation software.

The Patch File Validator utility verifies software versions on your system
and installs a patch roll-up. To download, see the Knowledgebase

Technote Patch File Validator Utility.
Disable power-saving for the Network Interface Card (NIC).

The NIC card connects a workstation to other devices on the network.
The power-saving feature turns off the network card when not in use,
which can interfere with network throughput.

Disable power-saving for the Windows operating system.

The power-saving feature turns off Windows features when not in use,
which can interfere with network throughput.

Enable Remote Desktop Server (RDS) functionality on application
servers that need remote access, such as the AppServ-EWS or AppServ-
OWS (available via templates).

RDS enables multiple instances of the OWS and EWS as thin clients from
one server. Thin clients can run applications and process data on a
remote computer to minimize the amount of information on a network.

Enable Adjust for Best Performance so that Windows features that are
not is use are turned off, which yields more memory and performance
for the system.

Make sure that the user is never notified by the User Account Control.

Disable automatic Windows updates. This helps prevent updates that
haven’t been qualified by Rockwell Automation from being installed on
the workstation or server.
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PlantPAx System ID

20

The only exception is if your organization has a controlled patching
process to verify updates on a non-production system, or when a facility
1s non-active, to reduce the chance of any unexpected results or side
effects.

Antivirus

PlantPAx recommends the installation of antivirus software on servers and
workstations running industrial automation software. Although all
FactoryTalk software is expected to be compatible with the antivirus
protections on the market, PlantPAx has tested Windows Defender and
Crowdstrike antivirus packages. These antivirus packages had no adverse
effect on the performance of the PlantPAx Distributed Control System when
used with the default configurations.

« Proper configuration, management, and updating of antivirus software
is required. Any antivirus protection can impact operation if the
configuration of firewalls, network threat protections, and access
controls is too restrictive.

The PlantPAx system ID is a unique identifier that helps simplify the
management of your system over its lifecycle. The System ID creates a record
of the installed products in your system and provides a dashboard that shows
the hardware lifecycle status, notifications of updates and patches, and
compatibility information. Use this information to:

« Plan spare and replacement parts to better size inventory
« Define the boundaries of the system
+ Plan when and where to implement system upgrades

Search  Manage  Browse » =

Automation

Litecycle Change Summary

1 3 2 ]
; 17% o 50% i 33% z
3 4 Z 0

PROCESSIN.

L

MACHINE LFFCYVCIE PANE MOTHFIED:

ATATUS LQTY, DATE

The system ID is only available if you purchase a PlantPAx catalog number for
the software for the first PASS in your system. The catalog number determines
an activation string for the software products on the bundle. This activation
string (serial number) is the system ID.

The system integrator uses an Asset Inventory Agent in a FactoryTalk
AssetCentre project to generate an inventory file (.raai file). The System ID is
gathered via the license number of FactoryTalk AssetCentre via FactoryTalk
Activation Manager. The System Integrator registers your System ID with
Rockwell Automation and provides you directions on how to access your
MyEquipment portal.
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System Verification A critical system attribute is a visible performance indicator of a system-wide
characteristic. Critical system attributes do the following:

« Determine system limits

« Establish system rules

« Establish system recommendations

« Measure system element and system infrastructure performance

The following critical system attributes are used to verify PlantPAx system
characterization.

Table 3 - CSA Performance Indicators

Critical System Attribute Performance

A noncached display is called up by the operator and ready for operator use

Display callup (paint time) within 2 seconds.

Display update The display updates control information within 1 second.
Steady state alarm time 2;%?)% state alarms occurring at 20 per second are timestamped within 1
Alarm burst time All alarms in a burst of 2000 alarms are timestamped within 3 seconds.

A system element returns to full operation within 5 minutes of the restoration
after a failure or loss.

Operator-initiated actions are loaded into the controller and the feedback for
the operator action is within 2 seconds.

Batch server: operator action time An operator batch command has been acted on by the controller in 1second.
Batch server: server action time A server batch command has been acted on by the controller in 1second.
Batch server: controller action time | Batch status events display on the operator workstation within 1second.

Recovery

Operator-initiated control

For a complete system verification, use the guidelines in Appendix C, PlantPAx
Deployment Recommendations and Verification Tool.
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Notes:
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Domain or Workgroup

PlantPAx® systems require computer management, from either a domain
controller or workgroup configuration, for secure interaction.

A Windows® domain is a collection of computers that share rules and
procedures. These computers comprise a central directory database,
which is the Active Directory. The sharing of network objects creates a
unified base to manage users, groups, and security settings

A Windows workgroup computer is independently configured.
Workgroups are only suitable in smaller systems with 10 or fewer
computers.

The following is the recommended workflow to configure a domain controller
or workgroup. For experienced users, each step outlines requirements. For
more detailed information, follow the referenced links.

A

Siep 1: Configure the Domain Controller or a Workgroup

In larger systems, create a dedicated domain controller for the PlantPAx
system. If your control system contains an existing domain controller, add the
configuration that is recommended for a PlantPAx system. Domain controller
components include:

Microsoft Windows Server operation system

Active Directory Domain Services, DHCP, and DNS Server Roles.
Parent and child domains

Reverse DNS Lookup Zone.

Configure DHCP server options and authorize server.

For more information, see Primary Domain Controller.

Windows Workgroups are available for small systems that do not require
complex security controls. Considerations when using a workgroup include:

There are typically no more than 10 computers.
All computers must be on the same local network or subnet.
All computers are peers; no computer has control over another computer.

Each computer has a set of user accounts. To log in to any computer in
the workgroup, you must have an account on that computer.

A workgroup isn’t protected by a centrally managed password.

For more information, see Windows Workgroup.
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N
Step 2: Configure a Redundant Domain Controller

If needed, create a redundant domain controller for high availability.
Considerations for the redundant domain controller include:

« The redundant domain controller has a unique name and IPv4 address.

« Install the Active Directory Domain Services role and promote to domain
controller.

« Add the Directory Services Restore Mode (DSRM) password.

For more information, see Additional Domain Controller.

!
Step 3: Create Roles, Areas, and Users

There are required roles for a PlantPAx system. Areas and users depend on
your application. Assign users to Roles and Areas.

The PlantPAx Roles are:
« PlantPAx Administrator
« PlantPAx Engineering
« PlantPAx Maintenance
. PlantPAx Maintenance Supervisor
« PlantPAx Manager
« PlantPAx Operator
« PlantPAx Operator Supervisor
« PlantPAx View Only

Name areas based on access, for example:
« Areaol_Advanced (engineering access)
« Areaol_Basic (non-engineering access)

Replace ‘Areaor’ with the name of your process area.

For more information, see Create Roles, Areas, and Users.
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N

Step 4: Configure Group Policies

Prerequisites

Workgroup

-

! Domaiﬁ

Configure recommended group policies for a PlantPAx system, such as:
«  Windows NTP client
«  Windows time service

For more information, see Configure Group Policy Management.

Configure recommended security policies, such as password strength, account
lockout, Kerberos, and interactive login.

For more information, see Configure Group Policies.

Create a PlantPAx user policy that limits access to USB drives, portable devices,
and other software.

For more information, see PlantPAx Users Policy Object.

Following the System Workflow, configure a domain controller or a
workgroup, depending on the size of your system.

The PlantPAx architecture assumes that there’s a Microsoft Windows forest in
place to host a supervisory and/or control domain network.

«  Youneed at least one domain controller per each parent/root/child
domain.

« The domain controllers are separate computers.
«  Youneed at least two domain controllers for fault tolerance.
« Do notload any application software on a domain controller.

« The domain controllers must be local (within the firewall) to the
PlantPAx system.
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Domain or Workgroup

We recommend that PlantPAx servers and workstations be members of a
Windows domain. However, workgroups are supported for systems with 10 or
fewer workstations and servers.

Configuration Details

Workgroup advantages:

« No domain controller (Windows Server 0S) to purchase or maintain.

« Recommended for small PlantPAx applications only where user
accounts do not change often

Workgroup rules:

« All workstation and server system elements in a single PlantPAx
system must be members of the same workgroup

« All users participating in the workgroup must be members of the
Administratars group

« Create the same set of user accounts and passwords on every
computer in a FactoryTalk® View application

Domain advantages:

» Centralized administration of users, policies, and security

« High availability, when both primary and secondary domain controllers

Workgroup - decentralized administration
(allowed if 10 or fewer computers)

are used.
« Recommended for larger systems to provide the best system
performance.
Domain - centralized administration Domain rules:
(recommended) « Al workstation and server system elements in a single PlantPAx

system must be members of the same domain

« PlantPAx server system elements must not be used as domain
controllers.

« Required for systems with more than 10 computers

« The domain controller must be its own independent computer with no
other application software.

For more information, see this additional resource.

Resource Description

Microsoft® online libraries, for example TechNet, provide detailed guidelines for all
aspects of the Windows and Windows domains. Examples of detailed guidelines are
design, deployment, maintenance, security, disaster recovery, and so on. PlantPAx
documentation provides best practice critique to certain Windows roles, features,
and such where a typical PlantPAx DCS is hosted.

Windows Operating System and
domain references

Primary Domain Controller  The domain controller manages:

26

« IP address scheme for the computer network
« DNS and reverse lookup zone

« DHCP server

« Assigned roles, areas, and users

« Group policies

If your company has an existing domain infrastructure, in which the PlantPAx

system interacts with, please consult with your local IT resources before
continuing.
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Create the Primary Domain Controller

Starting with a new installation of Windows Server 2019 operating system,
login as local administrator. The computer is initially assigned a random 15-
character computer name, which looks something like this: WIN-

VPLC4SD9KWG.

1. Change the computer name to comply with your company naming
guidelines. Or, in this example, to reflect it as being a process automation
domain controller (PADCA, PADCB, and so forth).

2. Next assign the Windows server a fixed IP address (TCP/IPv4), within
the subnet designated for the given network architecture.

For example: 172.18.1.10

Install Active Directory Services, DHCP, and DNS Roles

Before a Windows server can function as a domain controller, additional roles

and features must be installed.

1. Launch the Server Manager.

s Server Manager

T

I Dashboard
i Local Sarer
ii All Servers

B Fieand Storags Services B

WHAT'S NEW

LEARN MORE

© Server Manager * Dashboard

Add roles and features

Add other servers to manage

4 Create a server group

2. From the Dashboard, click the second option to 'Add roles and features'.
Use the following table to complete the configuration.

Roles and Features Wizard

Configure

Before You Begin

Read and click next

Installation Type

Check 'Role-based or feature-based installation.’

Select a server from the server pool.

Server Selection Select the local computer PADCA in the Server Pool list
In the Roles dialog, select the following:
« Active Directory Domain Services

Server Roles

« DHCP Server
« DNS Server

Pop up dialog. Add features that are required for
Active Directory Domain Services.

Check the option to Include management tools (if applicable)
and then select Add Features.

Select the available .NET Framework features to be installed on

Features the domain controller.
Check ‘Group Policy Management."
AD DS Active Directory Domain Services requires a DNS server. If
selected for the Server Role, click Next.
S Check 'Restart the destination server automatically if
Confirmation necessary’, and select Install.
Results Once the installation process completes, close the wizard and

restart the server if necessary.
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Promote the Primary Domain Controller

On the Server Manager management console, complete these steps for the

active domain computer.

1. Select the Alert flag on the header.

B Server Wanager

((:) *  Server Manager * Dashboard -@ | FA i

B Dashboard

B Local Server

B Al Servers

§ ADDs |

18 DHCP
2 DNs

g Filea ge Services B
B File 2nd Storage Senvces !LEARI

o gl

o Featurs instaflation

| Post-deployment Configura.

i for Active Directory Domain

ramate this server to a domain controller

j, Postdegloyment Configurstion

Conhiguration required for CHCP Server ot PACCT

Hide

Complete DHCP configuration

————
Cor

ation required. Installation succeeded an

Add Rales and Features

Task Details

2. Select 'Promote this server to a domain controller'.

Using the Active Directory Domain Services Configuration Wizard, use
the following for guidance on your deployment.

IMPORTANT Take careful consideration when specifying a new root domain

name.

« Understand domain naming conventions so they make sense given
your system, owner, or location.

« Do not use any reserved words or characters, and use caution if
adding a period, which must not be used in later versions of

Windows.

« See Microsoft Support for more information on naming conventions
in Active Directory for computers, domains, sites, and organizational

units.

Topic

Configure

Deployment Configuration

Select to 'Add a new forest'.
Specify the domain information for this operation.
Enter a Root Domain Name.

Examples:

« PlantPAx.Company.Local

« DCS.PlantPAxMfg.com

« PlantPAx.RockwellAutomation.com

Domain Controller Options

Select Windows Server 2019 as the Forest functional level.
Select Windows Server 2019 as the Domain functional level.
Check 'Domain Name System (DNS)."

Check ‘Global Catalog (GC).

Enter a Directory Services Restore Mode password

IMPORTANT: You use this password when you configure a redundant
domain controller and for any subsequent DC recovery efforts. Record this
password in a safe/secure place.

DNS Options

Do not specify 'DNS Delegation options.'

Additional Options

Make sure that the domain name is used for the NetBIOS Domain Name.
Accept defaults for the remaining options.

Paths

Use the default folder locations.

Review Options

Review your selection options.

Prerequisites Check

Validate all prerequisites and Install if no errors. The server restarts.
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Additional Domain Controller

IMPORTANT  For each additional domain controller, you must have a fresh
installation of Windows Server 2019 operating system before
repeating the ‘Create the Primary Domain Controller’ procedure.

Create an Additional Domain Controller

To reduce disruptions during unplanned and planned downtime, add another
Domain controller for backup as well as scalability later.

1. Change the computer name to comply with your company naming
guidelines. Or, in this example, to reflect it as being a process automation
domain controller (PADCB, and so forth).

2. Next assign the Windows Server a fixed IP address (TCP/IPv4), within
the subnet designated for the given network architecture. For example,
172.20.1.11, and supply the DNS address from the initial domain
controller: 172.20.1.10

3. Repeat Create the Primary Domain Controller steps. Name, address, and
install Active Directory roles for the additional domain controller.

4. Install the ‘Active Directory Domain Services’ role.

Install Active Directory Services, DHCP, and DNS Roles

Just like creating the primary domain controller, repeat these steps.

1. Install Active Directory, DHCP, and DNS roles used on creating the
primary domain controller.

2. Install the 'Active Directory Domain Services' role.

See the primary domain controller instructions if you need help with using the
roles wizard.
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Promote the Additional Domain Controller

On the Server Manager management console, complete these steps for the
standby domain computer.

1. Select the Alert flag on the header.

i Server Manager — O *

7 . . - = ;
\.6) ~  Server Manager * Dashboard - @ | F'A Vlenage  Tools  View  Help
% g <

oo
[ o

§ Local Server

: | Post-decloyment Configura.

< at PADCT

‘ Configuration ragiired fo: Actie Directory Danain
#F Al Servers

i aDDs | ™
¥ DHeP

& DNS Configuration required for BHCE Server ot PARCT ) Cloud Services

Pramate this server to o domam contraller

j, Post-degloyment Configurstion

B§ File and Storage Services b Hide

| LEARI Complete DHCP conf

o Featurs instaflation

ROLE
Rales
ii'-i Add Rales-and Features - 1 |
Task Details

2. Select 'Promote this server to a domain controller'.

Using the Active Directory Domain Services Configuration Wizard, use
the following for guidance on your deployment.

AD DS Configuration Wizard Configure

Select to 'Add a domain controller to an existing domain.'
Deployment Configuration Select the Domain:

Select the forest:

Select Windows Server 2019 as the Forest functional level. Select Windows
Server 2019 as the Domain functional level. Check 'Domain Name System
(DNS).'

Check ‘Global Catalog (GC).

Domain Controller Options Enter a Directory Services Restore Mode password.

IMPORTANT: You use this password when you configure a redundant
domain controller and for any subsequent DC recovery efforts. Record
this password in a safe/secure place.

DNS Options Do not specify 'DNS Delegation options.'

Additional Options Replicate from: 'your domain name’

Paths Use the default folder locations.

Review Options Review your selection options.

Prerequisites Check Validate all prerequisites and Install if no errors. The server restarts.
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Configure Domain
Controllers

On the primary and additional domain controller, now you can implement and
configure the new features and roles that were added, such as: Active
Directory, DHCP, and DNS.

Server Manager Tools Menu

The Windows ‘Server Manager’ contains a Tools menu that provides quick
access to many of the management consoles required for the following
configurations.

i Server Manager - o =

AE T ¢ 7 d s
i Diashboard WELCOME TO SERVER MANAGER Active Divestory Module fo

nckows P Shall
LBk Active Directory Sites snd Senices
B8 Al Servers o I SR PO S| Active Directory Users and Computers
W ADDs . piclible” o LLd v ADS! Eelit
1é oiice OUACK ETART | Compsnent Senvies

Compater Mansgemsat
& DS Dedragmaent snd Optioize Drives
W§ File and Storage Services b Al piEr S s Ao [ e
: - i Disk Clesnup

WHATS NEW NS
Event Viewer
Greap Paficy Management
TSCE] Iniater

LEAPR MORE Loeal Socuriey Policy

Micressdt
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Create a Reverse DNS Lookup Zone

Reverse lookup zones are used to resolve IP addresses to host names, rather
than host names to IP addresses, as is the case with forward lookup zones. You
must program a special domain namespace (in-addr.arpa) as a reverse lookup
zone.

On your initial domain controller, use the Server Manager to access the DNS
Manager console window.

1. Toaccess the DNS Manager, right-click Reverse Lookup Zone
New Zone.

r‘: D'MS Manager = m} Pt
File  Action  View Help

b ol A5 | MR N ? Bl W =R

£ DNS ]
A M lﬁi Add a Mew Zone
| Forward Lockup Zones -
1 Reverce | anlyin Panec
= Trust Mew Zone...

| Conc

Jorain Mame Systern (DME) allows a DMS namespace to be divided into zones, Each zone
s information ebout one or more contiguous DNS domains,

View » . .
Id & new zone, on the Action menu, click New Zone,

Refresh

Help
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2. Configure the New Zone wizard as shown in the following table.

Basic Step Configure

Zone Type Select ‘Primary zone.

Check 'To all DNS servers running on domain controllers in this domain <your target
domain>".
For example: PlantPAx.MyCompany.Local.

Active Directory Zone
Replication Scope

Reverse Lookup Zone Name Check ‘IPv& Reverse Lookup Zone.

Enter the network ID portion of the IP address of the domain controller (omit the last

Network D number). For example, enter 172.20.1.

Check ‘Allow only secure dynamic updates (recommended for

Dynamic Update Active Directory).

A successful configuration displays details of the lookup zone.

Mew Zone Wizard Pt

Completing the New Zone Wizard

‘fou have successfulty completed the New Zore Wizard, You
L spedfied the following settings:
Z
L Mame:  1.18.172.In-adcr. ama

Type: Active Directory-Integrated Primary

Lookuo type: Reverse

Mote: You shoud now add records to the zone or ensure
that records are updated dynamically. You tan then venfy
name resalution uzing nslockp.

To ciose this wizard and oreste the new zone, dick Frish,
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Map the Host Name to the IP Address

Create a pointer (PTR) record that associates the DNS name to the IP address.
During a search, the IP address is reversed to find the associated DNS name.

From the Server Manager, use the DNS Manager to create the New
Pointer (PTR).

1. GotoTools > DNS > Reverse Lookup Zone > Zone > New Pointer

‘r": DMS Manager = il X

File Action View Help

aplpEXEOE BEl EEE
& DHS Mame Type Data Timeszam
v i PF.\DCJ E:](sume os parent folder) Start of Authority (S0A4) [1], padcl.plartpaxrocka.,  static

I Fomand Locken Fones Ejfsame as parent folder) Mame Server (N5) padcl.plantpasrockwella.,  static

w || Reverse Lookup Zones
111817 incadde 3ma

y [ Trust P Update Server Data File
» [ Condit Reload

Mew Pointer [PTR]...

2. Enter the IP address of the domain controller and browse for the
host name.

Successful configuration shows pointers for both a primary and
secondary domain controller.

. DMS Manager — m] B
File Action View Help
e | zEXEEEEig8a

B ons

& Mome Type Data Timestarmp
~ & papct = el S5 ; ) . ;
4 o Lok Z Flisarme oz parentfolder)  Start of Authority (50, [1], padcl.plantoanrockweliautomation..,  static
el icame ac parent folder)  Mame Server (MS) padcl.plantpanrockwellautomation.com.  static

~ | Reverse Lookup Zonss
-l 118172in-addr.arpa
| Toust Points
| Conditional Fonwarders

H 17220190 Pointer (FTR]
= RE£EARN Fointer (PTR}
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Add DHCP Features

A DHCP server is a network server that automatically provides and assigns IP
addresses, default gateways, and other network parameters to client devices
that request the information.

On the Server Manager management console, complete these steps to add a

DHCP server.

1. Select the Alert flag on the header.

T Server Manager

= Dashboard

All Servers
B AD DS

DHCP
DNS

Server Manager * Dashb

Post-deployment Configura..
WELCOME TO

Configuration requived for DHCPSarier at FADCY

Complete DHCP configuration

Tack Deszils

2. Click to ‘Complete DHCP configuration’

3. Open the DHCP management console and right click IPv4 > New Scope
and configure the following for the control network.

Basic Step

Configure

Scope Name

Enter a name (such as Control Network) and a description (such as PlantPAx Control
Network).

IP Address Range

Enter the start and end of the IP address range.
Example:

Start IP Address: 172.20.1.128

End IP Address: 172.20.1.254

Length: 24

Subnet Mask: 255.255.255.0

Add Exclusions and Delay

Optional: Exclusions are address or a range of addresses that aren't distributed by
the server. A delay is the time duration by which the server delays the transmission
of a DHCPOFFER message.

Lease Duration

The lease specifies how long a client can use and IP address from this scope.
Default values: Days: 8 Hours: 0 Minutes: 0

Configure DHCP Options

You have to configure the most common DHCP options before clients can use the
scope.
Select: 'Yes, | want to configure these options now'.

Router (Default Gateway)

Enter the gateway IP address. Example: 172.20.1.1

Domain name and DNS servers

Parent Domain: 'your domain name'
Server IP addresses. Example: 172.20.1.10 and 172.20.1.11

WINS

Optional: Computers running Windows can use WINS servers to convert NetBIOS
computer names to IP addresses.

Activate Scope

Select 'Yes, | want to activate this scope now'.
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Configure Failover

This DHCP option provides high availability by synchronizing IP address
information between two DHCP servers.

1. Goto Tools > DHCP > primary domain > IPv4 > Configure Failover and
configure the following.

Basic Step Configure

Configure Failover Click Add Server and locate the secondary domain controller. Example: PADCB

Select 'Hot standby' for mode.

Coatllowalowr | L9n ke ok et aubetcaon e shard st pson) s
Relationship p )

Enter a 'Shared Secret', which can be passwords, pass phrases,
or random numbers.

2. Repeat step 1 to configure a second DHCP server.

A successful configuration displays details of the failover
configuration.

Configure Failover

Failover wil b set up betwsen padca plartpax rockwelau... and
padab plantpax rockwallau. . with the following parameters

Scapes

172.20.1.0

Relatiorship Name padoa plantpax rockweliautomat
Madmum Cliert Lead Tme: 1 hrs Omins

Mode: Hot standby

State Switchover interval Disabled

< >
Hot Standby Configuration

Role of Partner Server Standby

Addresses reserved for standby: 5%

<Back Cancel
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Create Roles, Areas, and
Users

configure the roles, areas, and users.

From operators and maintenance personnel to engineers, the domain
controller manages groups in the Active Directory. Use the Server Manager to

1. Use the Windows Server Manager Tools menu to launch the ‘Active
Directory Users and Computers’ console.

2. Fromyour domain, right-click, select New> Organizational Unit and type
the name PlantPAx.

3. Under the PlantPAx group, right-click and select New > Organization
Unit to create folders for Users, Areas, and Roles.

File
o

Action

Wiewr

BBz HE d8ETE%

: Active Directory Users and Cormputers

Help

w

j Active Directory Users and Computers [PADCA |
_| Saved Quenes
~ 3 PlantPAocRockwellAutomation.cem

Builtin

| Compuiers
2| Domain Controllers
_| ForeignSecurityPrincipals
| Managed Service Accounts
2| PlantPAx

o Arees

7l Roles

2 Users

| Users

Type

Crganizational Unit
Organizational Unit
Crganizational Unit

Description

Add Groups for Role-Based Security

Roles define different security access for areas of a plant. We recommend the
following roles:
« PlantPAx Operators
« PlantPAx Operating Supervisor
« PlantPAx Maintenance
« PlantPAx Maintenance Supervisor
« PlantPAx Manager
« PlantPAx Engineering
« PlantPAx Administrator
« PlantPAx View Only
- HMI Approver

L Active Directory Users 2nd Compuiters a =
File Action  Wiew Halp
o 2EHEd:= BHE T aa7ER
: BActree Direckory Users and Camputers [FH| plzme Tipe Description
i courd s 2 PlartPle Administrator Sacurity Group - Slokal
v P'_“';P?"L'b'w B2, plartP Enginzering Security Group - Global
. c"" ""m BB PP Wsirtenance Security Group - Glokal
- D:::in C:ntrollers %F'Iantp.nx Mzirtenance Wperdisar Securty Group - Global
= FareignSe cutyPrincissl H2, Plartfs Manager Security Group - Giokal
" ;\ﬂanaged it 2 PlartPac: O persting Superdsor Security Group - Global
v 20 PlantPos w_}PianU’Ax Operators Szcurity Group - Global
=7 Areas %Plamﬂnx‘-ﬁew@nly Sacurity Group - Global
= Roles
3] Users
1 Users
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Add Groups for Area Based Security

We recommend the following areas that are based on a group:

- Basic— Allows access to non-engineer functions, such as Maintenance,
Operator, on process library faceplates.

« Advanced - Allows access to engineering modifications on process
library faceplates

IMPORTANT  Even though the examples show generic area names, such as
Area01, we recommend that you use more specific names, such as
Packaging, or Molding. And create two types for each area — Basic
and Advanced—for each area.

Create as many areas as needed for the system.

[ Active Directory Users and Computers = O b4

File Action View Help
o FE 4B XEd=HBRE L8ETER
: Active Directory Users and Computers [PADCAL | pjame Type Description
s saved ueries 3 E&Arcuﬂ‘l_}\dwnced Security Group - Global
v = PIMB':PTT?ROCMHA“O”‘“Onlcom %.ﬁrsaﬂ!_Advanced Security Group - Global
i %Areaﬂlﬁkd‘mnced Security Group - Global

_| Computers )
E&ﬁ.rcaM_Advanced Security Group - Global

= Domain Cortrollzrs 7 i
| ForeignsecuityPrincipals B, ArealS_Advanced  Security Group - Global

__: Managed Service Accounts ‘:‘Eaﬁ.reaCI‘I_Basic Security Group - Global
v =] PlantPAx EBK-.r:uOE_Euic Security Group - Global
o Areas %AreaOE_Easic Security Group - Global
= Reles %AreaM_Bmc Security Group - Global
o) Users %AreaOS_Basic Security Group - Global
| Users
£ x| € >
.
Assign Users

Users are unique to each system.

1. Create users and assign them to the Member tab on the Properties for the
associated Role.

i A ]
File Action  View Help

o sn /O XEdE B L aaTER

L Active Directory Ussrs and Computers [PADCAT | pame Type Desenption
1 Saved Queries g :
~ 23 PlantPay Rockwell Automatinn.com §:Mepr Cblect-iliser X
1 Builtin
| Cormputers 2 Bk .
# Domain Contrallers o ein.  PlatPAx Rockwel Automation comy/FlantF A User

| ForeignSecurityPrincipals
| Managed Service Accounts

v T PlantPx Fiat name: | b |
(& Areas Laat nama:
&1 Rates
2 Lsers Ful name:
| Users

LUzer logon nams

| | @PlantF A FockmelAutomatior +
< > <

User logon name {pre-Windows 2000):
|PLANTFAX\. | |
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2. Once the user name and password are created, configure the following
properties as shown in the table for each user.

Configure Group Policy
Management

38

On This Page Configure
Properties Select the domain on the ‘Member of tab
Select Groups Type Area as the object name and select the appropriate Area

The successful configuration of a user shows both their domain

and area.
= Active Dire _
File Action View Help
| e | (| P 4 A = | = &, =
o | 4B XKELE BE PRETER
: Active Directory Users and Computers [PADCA pjame v Type Description
o R ) & John Smith User
w 3 PlantPAx.RockwellAutomation.com
~| Builtin John Smith Properties ? X
| Computers
2| Domain Centrollers Remote cantrol Remote Desktop Services Profile COM+
~| ForeignSecurityPrincipals General Address  Accourt Profile Telephones  Organization
| Managed Service Accounts Member Of Dialn Environment Sessions
w [ PlantPAx
. Member of :
2| Areas
= | Roles Name Active Directory Domain Services Foldar
4] Users Areall_Basic Plant PR Rockwell Automation.com/Plart P A Ar..
| Users Domain Users PlantPAx Rockwell Automation.com/Uses
PlantPAx Operati...  Plart PAx Rockwell Autemation.com/Plart P AR, .
< »| < ¥
s

Group policies help reduce the maintenance and complexity when you add
new users and computers into the PlantPAx system. The group policies
determine what users can and can’t do, such as password maintenance or to
restrict folder access. The same approach applies for how to define server
maintenance.

The settings that are outlined are baseline recommendations. Individual
business, IT, and security requirements could require additional policies.

Configure the Windows NTP Client

The domain is responsible to propagate and enforce the clock time to the
domain computers. Use the Server Manager to configure the Windows NTP
client so that the domain controller is in sync with the Windows NTP server.

1. Go to Tools > Group Policy Management.
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2. Select the Default Domain Controllers Policy to edit.

w |2 Domain Controllers
|.3'=Ii: Default Dermnain Controllers P

» (3 PlantPa Edit..
> [ Group Policy Dibjects Enforced
» Ly WMIFilters [ LinkEnablzd
> é Starter GP Q=
) [ Sites Save Report..
s Group Policy Modeling New Window from Here
[z, Group Policy Results
Delete
Rename
Refresh
Help

|, Group Policy Manzgement = ]
5l Fle Action View Window Help |- =%
o | = 6 H=
=, Group Policy Mznagement Group Policy Management
w _él Forest: FlantPAx Rockwell Automation.com Conterts
~ (55 Domains —
v 54 PlantPAxRockwellAutomation.com | Name
E'J Default Domain Palicy _ﬁForaet: PlartP foc RockwallAutomation com

Open the GPO editor

3. Inthe Group Policy Management Editor, select Policies > System >
Windows Time Service.

File Action View Help
Ll Al NERN 7l (4

=[ Default Domain Cortrollers Policy [P£ A
w A Computer Configuration
wr : Palicies
> [ Softwere Settings
» [ Windows Settings

Windows Time Service Setting
[ Shutdown
1 Shutdown Options

=] Group Policy Management Editor = ] X

16 settingis)

~ | Administrative Templates: [ system Restore
5 [ Control Panel | Troubleshooting and Diagnostics
» [ Metwork ] Trusted Platform Module Services
] Printers ] User Profiles
[E1 Server | Windows File Protection
|1 Start Menu and Taskba
vE Sysiem Download missing COM components
“J Access-Denied Assi v = 5
R Y
< > Extended / Standard

4. Goto Time Providers > Configure Windows NTP Client.

File Acton View Hep

=/ Group Policy Managerment Editor = ] .

| aEw | BElT

71 Shutdown Options A
"] System Restore

» [ Troubleshooting an gure W NIT;Chient. Sng o .
|| Trusted Platform M . Configure Windows NTP Client
HALposiy. Enable Windows NTP Client

|| User Profiles
|1 Windows File Prate Requirements:
w | Windows Time Sen, At least Windows Senver 2003
|1 TimeProviders cperating systems or Windows XP

Enable Windows NTF Server

» | Windows Components Erefexsional
== i
- All Settings Description:
» L] Preferences This pelicy setting specifies a set
+ & User Configuration of parameters for controlling the
» Bl Policics Windows MTP Clisnt.
5 L%
> B Prefercnces w || Fyou :mlbl:.f_J'ris.[.:vo_Iic._.-,r sc.tling, < >
< > |\ Extended 4 Standard /
3 setting(s)
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5. Select 'Enable’ and configure the 'Options’ with your NtpServer: IP
address and use Type: NTP.

& Corfigure Windows NTP Client O X
E Configure Windows NTF Client Next Setting
() Mot Configured Comment
(@) Enzklzd
O Disabled L
Supperied O a4 lenct Windows Server 2003 cperating systems or Windows XP Professional
Optiens: Help
MipServer [172.12.1.102,0x1 1 Eis"{:!.ol‘i;}f setr:;?g EEE:Tes aset of parameters for controlling [
e Windows Tient,
Type NTP v 3 _ e
= o If you enable this policy setting, you can specify the following
CrossSiteSyrcFlags |2 ) paramsters for the Windows NTP Chent.
PesclvePeerBackoffMinutes ‘.IE I : 1 If you dizzklz or do not configure this pelicy setting, the
Windawes NTP Client us=s the d=faults of each of the following
ResclveleerBackoffidaxTimes paramaters,
7 : MipServer
o e = The Domein Marne Systen (DNS) neme or [P addiess of an NTP
SpecinlPollinterval - 3600 =l time source. This value is in the form of "“dnshlamefizgs™
o = where "'flags"" is a hexedecimal bitmask of the flags for that
Eventlogflags |0 & host. For mare information, ses the NTP Client Group Policy
Settings Associeted with Windows Time section of the Windows
Tirne Service Group Policy Settings. The default valueis
"tirnewindows.com, (058",
Type
This vzlue controls the authentication that W32timez uzes. The "

6. Go to Time Providers > Enable Windows NTP Client and
check ‘Enabled.’

Configure Windows Time Service

Enable the NTP server to initiate automatically upon startup.

1. Inthe Group Policy Management Editor, go to Policies > Windows
Settings > Name Resolution Policy > System Services >Windows Time.

= Group Policy Management Editor = m} x
File Action View Help

e | HEXE = HE

=] Defeuit Domain Controllers Policy [PADCA # || Service Name Startup Permission ~
v i€ F.cr:plnjlt.erCDnﬂgumtlcn @W’lndo\v; Management In.. MotDefined Mot Defined
v || Palicies

?} Windows Mobile Hotspot.. Mot Defined Mot Defined
ﬁwindows Modules Installer Mot Defined Mot Defined
%}'Mndm\rs Presentstion Fo.. Mot Defined  Not Defined
@'Mndows Push Motificatic.. NotDefined Mot Defined
ﬂ?'\ﬁ"lndows Push Motificatio.. Mot Defined Mot Defined

_ Goftware Settings
v [ Windows Settings
1 Name Reselution Policy
= Seripts (Stzrtup/Shutdown)
== Deployed Printers

e '3 Security Settings f"ﬁinndows Remote Manag... Mot Defined  Not Defined
> £ Account Policies £ Windows Search Mot Defined  Not Defined

Local Policies ndows Tims Automatic Mot Cefined

» iF Eventlog .t Windows Update Mot Defined Mot Defined
> s Restricted Groups %;’iwml—n'rp ‘Web Prowy Aut.. Mot Defined Mot Defined
i System Semvices " ?‘._?'Mr:d AutoCanfig Mot Defined Mot Defined
< = e %}WMI Performance Adepter  Not Defined Mot Defined ™

2. In the Windows Time Properties, select the following:
« Check ‘Define this policy setting.’
« Check ‘Automatic’ for service startup mode.
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Enforcing the Domain Controller Policy

Policy enforces the domain controllers to use the NTP server settings.

1. Inthe Group Policy Management Editor, select the Default Domain
Controllers Policy and remove ‘Authenticated Users’ from

Security Filtering.

‘7, Group Pohcy Management = m| =
& File Action View Window Help = & [
= 2@l e BE
\# Gioup Policy Manzgement Default Domaln Controllers Policy
W _ﬂ Forest: PlantPax RockwelAutomation.com Scope Detals Settings | Delegation

v & Domaine .
v E2 PlantPhcRockwell Automation.com Ll _
! Defauit Domain Palicy Displzy links in this location: Plart P Borlonalldamatinrsoom =l
v 2| Domein Controllers The following sitzs, domains. ard Ol ane linked ta this GPO-
i/ Default Domain C Policy
. & PlantPAx Locaton Erforced Link Enailed
+ [ Group Pelicy Objects [Z] Domain Controllers Me Yo
+ [ WM Filkers
» [ Starte GPOs 5 2
i Sites ;

% Group Policy Modeling
"] Group Policy Results

Security Filtering
The settings in this GPO can orly aoply 1o the follbwing groups, users, end compuiers.

Name

A Atherticated Usare

Add.

Femove

Proparies

WM Filtering
This GPO i linked to the folowing VWM fiter:

2. Add Domain Controllers from the PlantPAx domain to

Security Filtering.
188 Group Policy Menegemet |
& File  Acion View Window Help -
|=ep| 2| o| HE
|2 Group Policy Management Detault Domain Controllers Policy
w44 Forest PlentPAx Rockwe lAutomation.com Scope | Detals Settings Delegatiort
~ | & Domains 4
~ i3 PlantPlxRockwelAutornation.cem Links
=1/ Default Domain Palicy Select User, Computer, or Group x
w ] Domain Controllers
=] Default Domein Controlles Palicy Select thie object type . )
= PlantPéx ||$B.r. Group. or Buitin sacurty prncipal | | Obieet Tyoes...
g _'_"-,r ir:;::l:tohc_vohpcts From thiz lecatan:
&= psn Plart Pl RackwellAomation. I i
» T3 Sterter GPOs | | ellftomation.com | | Locations...
2 ﬁ Sites | Entarihe object name to sslect (sarrize):
i Group Policy Modding Domein Cortrolar o R
7 Group Policy Resuits e T ol icidiabidii
o] [oe
Add.. Famoide Properties
WMI Filtering
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Configure Group Policies

42

3.

13 Group Policy Management
‘@ File Action  View Window Help
| 2w HE

& Group Policy Management
w4 Forest: PlertPA Rockwell Autometion.com
v | g% Domains
lert?c FockwellAute mation.com
Defzule Domain Policy
w~ [ Domain Contrcllers
=ih Default Domain Controllers Policy
PlartPAs
5 L5 Group Poliy Objects
o [ WM Filters
+ U Starter GPOs
& Sites
ity Group Policy Medeling
¢ Group Policy Recults

Right-click Domain Controllers and select Enforced.

= ]
&
Default Domain Controllers Policy

Scope Detsls Setngs Delegetion
Links
Cigplay krka in this location: PlarmF Ao Anciowsl Atormation com ~
The folawing stes, demaing, and O s =re linked to thia GPL:

Location : Edorsed  link Frsbled  Pasl

5 Doman Controliers.

aF Enforced
+*  LinkEnabled
Delete Linkis)

Security Filtering

These group policies are recommended:

Password strength
« Account lockout
Kerberos

Interactive login

Use the specifications for your PlantPAx system to set the values for these

policies. If you configure any of these policies, you must enforce the policies on

the domain controller for them to take effect.

Configure the Password Strength Policy

This policy makes sure that security settings are enforced to help protect the
system from unauthorized users upon entering the system.

1.

In the Group Policy Management Editor, select the Default Domain

Policy to edit and select Password Policy.

=’ Group Policy Management Editor
File  Action

an | pm X H=

View Help

~ i Computer Configuration
| Policies
“| Software Settings
~ | Windows Settings
Mame Resolution Policy
\=] Seripts (Startup/Shutdown)
4 Deployed Printers
~ é Security Settings
w ] Acceunt Policies

v

:ﬁ Fassword Policy
> _}':I Account Lockout Policy
> - Kerberos Palicy v

>

Policy Policy Setting

liz Enforce password history 24 passwords remembered
‘i Masimum password age 4 days

L Minimum password age | days

7 charactem
Enabled
Disabled

1 Minimum password length

Lz Password must meet complexity requirements

] store passwords using reversible encryption
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Configure the Account Lockout Policy

This policy configures the number of password attempts and how an
administrator resolves a user lockout situation.

1. Inthe Group Policy Management Editor, select the Default Domain
Policy to edit and select Account Lockout Policy.

= Group Policy Management Editor 2 =] x
File Action View Help

| nm X HE

~ | Paolicies
| Software Settings
v [] Windows Settings

w & Computer Configuration ~

Policy
u Account Inckout duration
& Account lockout threshold

1 Reset sccount lockout counter efter

Palicy Setting
30 minutes
5 invalid logon attempts

30 minutes

| Mame Resolution Policy
=) Scripts (Startup/Shutdown)
e Deployed Printers

~ i Security Settings

~ |33 Account Policies

4 Password Policy
-+ Accourt Lockout Palicy

"8 Kerherne Dnlire
< » < 3

Configure the Kerberos Policy

This policy helps administer network authentication.

1. Inthe Group Policy Management Editor, select the Default Domain
Policy to edit and select Kerberos Policy.

2. Enable the default options or modify if desired.

= Group Pelicy Manzgement Editar = O >
File Action  View Help
o= | 2= B=

12| Default Domain Controliers Palicy [PADCAPLE & || palicy
v (& Computer Configurztion L
w |7 Palicies
| Scftware Sethngs
~ [] Windows Settings
| Mame Resalution Policy
|z Scripts (Startup/Shutdown)
== Deployed Printers
~ T Security Settings
w jj Account Policies
i Passwerd Pelicy
jj Account Lockout Policy
= Kerberos Policy

2
Faolicy Setting
Enabled

B0 minutes
10 hours

10 days
Jminutes

L] Enforce user logon restrictions

20 Mavimum Ifebme tor service ticket

i) Maximum Ifetime for user ticket

) Mazimum lifetime for user ticket renewel

L) Mazimum tolerance for computer clock synch..,

w

€ > L 4 >
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Configure the Interactive Logon Policy

This policy configures a warning message to users of the consequences for
misusing company information.

1. Inthe Group Policy Management Editor, select the Default Domain
Policy to edit and select Interactive Logon Policy.

2. Inthe tree configuration of the Group Policy Management Editor dialog
box, Go to Computer Configuration > Policies > Windows Settings >
Security Settings > Local Policies.

3. Select the Security Options folder and select the Interactive login:
Message Title option. Enter the name of the group that receives the
interactive message.

| ;ie Action  View .Hslp
o | B@ RE 2 Bm@

=] Default Domain Policy [PADCA PLANTRAXRC A | Palicy £ Pelicy Setting 7 |
v i C_.or;plgt.er <o i1 Interactive logon: Message rext for users attempting to log on This system is the pro
b 4 Fohces

8 Interactive logan: Message title for users attempting to log on PlantPAx System

“| Software Settings
~ | Windows Settings | Interactive logon: Message bitle for users sttempting to lo... 7 pos
| Mame Reselution Policy iy
|2 Scrigte (Startup/Shutdown) | Securily Polcy Sefting  Evplan

0 Deployed Printers

~ Ty Security Settings
v Account Policies i
5 A Password Policy e
o

X

Eﬂ'd. teractive logon: Measage tils for users attemptino to log er

[+ Dfine this pelicy setting

> 5 Account Lockout Policy
Plard P Aot System

Sl Kerberes Policy
w j Local Policies lgig]
5 G BuditPelicy
» _j \Jser Rights Assignment
A} Security Options

4. Select the Interactive Logon: Message text option. Enter the message
that appears to users during login.

| File Action View _Help
e | 2|F KE 2| HE

|=" Defeul: Domain Policy [PADCAPLANTPAXR ~ || policy

~ & Computer Configuration i
~ | 7] Policies

|| Sottwars Settings

Policy Setting il
& Interactive logors Message text for users sttenpting to log on This system is the pro
L} Interactive logor: Message title for users atternpting te log on - PlantP2s System

w [ Windows Settings .| Interactre logon: Mescage text for uzers atternpting to lo.. i ks
| Mame Resolution Policy m
[ Seripts (Startup/Shutdown) 4| Security Polcy Setting | Explain

= Deployed Printers
v é Secunty Settings
w 5] Account Policies
| Password Policy

;‘ﬁ' Interactive lngon - Message taat for Lzem atemptng to Ing on

_iﬂ Account Lockout Bofiey [2] D=fine this poiicy setting In the 1emplate
23 yerberos Polic 3 This syst=m s the propeny of Rockwed & romator and is for suthor
o ] it ¥ 2y The uze of computing and network: sendces and devices provided |
w [ Locel Folicies | W res=rve the nght ta maritor and =Lt assets and resurces, in -z
i Audit Policy ! Personal use must be consistert with our pelicies ard Code of Cone

F User Rights Assignment |
3 Securty Optins m e .

= Fventlnn
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PlantPAx Users Policy Object You can create a PlantPAx Users Policy to restrict privileges and site access.
Recommended policies include access for the following:
. USBdrive
. Portable device
. Software

Use the specifications for your PlantPAx system to set the values for these
policies. If you configure any of these policies, you must enforce the policies on
the domain controller for them to take effect.

For how to configure the recommended FactoryTalk® Security settings, see
Configure System Security Features User Manual, publication SECURE-
UMoot.

Knowledgebase Technote, PlantPAx System Release 5.20
Configuration and Implementation Tools, contains recommended
FactoryTalk® Security policy settings for PlantPAx systems. Download
the spreadsheet from this public article.

You may be asked to log in to your Rockwell Automation web account
or create an account if you do not have one. You do not need a support
contract to access the article.

Create the PlantPAx Users Policy Object

You can select a group and set restrictions. For example, a group of users can’t
use USB drives as a layer of system security.

1. Inthe Group Policy Management Editor, select the PlantPAx Domain
and select ‘Create a GPO in this domain and link it here..’

2, Group Pelicy Management
& File  Action  View Window Help
e |z 8| XE G| H
134 Greup Pelicy Management '.PiantFAx
v ﬁ Forest: PlantPAx.Rockwell Autometion.com
w =t Domains
= T r
~ 5 PlantPAx.RockwellAutomiztion.com Link Order GFO
i Default Domain Policy
2| Domain Controllers

linked Group Polcy Objects  Group Pali

3| PlantP" — ; —
B Group Create a GPO in this domain, and Link it here..
S OWMIF Link an Edsting GPO...
L] Starter Block Inheritance
_"E ES Group Policy Update...
SE5 Grougp Policy
= Group Policy Greup Palicy Modeling Wizard...
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Configure the USB Drive Policy

A group of users can be restricted from using a USB drive.

1.

In the Group Policy Management Editor, select the PlantPAx Users Policy

Object to edit and select Removable Storage Access.

# Group Policy Management
\E, File  Action Window  Help
| sE2eo X B =
5, Group Palicy Management
w i Forest: PlantPAsz RockwellAutomation.com

w [z5 Domains

~ F3 PlantPAr.RockwellAutomation.com

= Default Domain Policy

= | Domain Controllers

o | PlantPAx
+ | =t Group Policy Objects

View

Default Domain Policy
= FlantPAx Users Policy Chje—
% WMI Filters
. [ Starter GPOs
g Sites
Group Policy Maodeling
_ = Group Policy Results

=' Default Domain Contrallers Policy

Links
Display lirks in this location:

PlantPAx USers Policy Objects
Scope  Details Seffings  Delecation  Status

FlartP#x. RodkwslAtomation.com

The folowing stes, domans, and OUs are linked to this GPO:

Location
[E] PantPax

GPO Status ¥

Back Up...
Restore from Backup...

Enforced Link Enebled
Mo Yes

2. Go to Computer Configuration >User Configuration > Policies >
Administrative Templates > System.

3. Select Removable Storage Access and choose All Removable Storage

4.

classes: Deny all access.
Select Enabled.
= Group Policy Manzgement Editor

_File :
o n== BT

Action  View Help

=] PlantPix Users Policy Objects [PADCAPLANTPAX.ROCKS &
w il Computer Corfiguiation
1 Policies
| Preferences
w g8, User Configuration
w | Policies
| Software Settings
] Windows Settings
~ || Administrative Temglatzs: Policy definitions (4
_ Cortrol Pang
| Desktop
| Mebwork
| Shared Folders
3 Start Menu and Taskbar
w [ System
O Ctri=Ah-Cel Options
1] Driver Installabion
“ Folder Redirection
Grougp Policy
Intern=t Communication Management

| Locale Services

Logon

Mitigation Options

Power Management
Remouzble Storage Access

Al Removable Storage classes: Deny
all access

Edit poficy setting

Requirements:
Az l=ast Windows Vista

Description:
Configurs accesc to all reamouzkle
storage classes.

This policy setting takes precedence
over any individual removable
storage policy setbhngs. To menage
indridual classes, use the pokey
settings available for zach class,

|f you enakle this policy setting, no
acoess is allowed ko any removeble
storege class

If you dissble or do not configures this
palicy setting, write and reacl
accesses are allowed to all removable
storage classss,
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Configure the Portable Device Enumeration Policy

This policy enforces Group Policy Objects for connected mass storage devices.

1.

In the Group Policy Management Editor, select the PlantPAx Users Policy
Object to edit and select Portable Device Enumeration Policy.

Help

File Action View
e nEXEZ Hm
| =| Detault Domain Policy [PADCA.PLANTPAKRL & || senice Mame Startup Permission A
v i _(_ompl.rter Loniigurston £ Portable Dewice Enumerator Service Automatic Mot Defined
w _ Polcies 3 [}
| Software Settings Portable Device Enumerator Senvice Properties ]2 X |
w ] Windows Settings i
| Name Resolution Policy Secuity Folicy Setting |
= Serpts (St”"j“'p-"'g""'tdow"-' HEp  Foriable Device Erumerator Service ]
+ 2 Deployed Printers B

~ G Secunty Settings = !
a Account Policies . : : 1
+ 3 Local Paliciss Bt dis paleysiting 1
+ i FventLog Salect senvics starbup mods: 1
+ & Restricted Groups i (@) futomatic 1
A System Sevices 1
3 Registry () Manual |
y & File System () Dizablad ]
+ 25 Wired Network (IEEE 302.3) i
| Windows Firewall with Achs Erit Secunty .. 1
_ Metwork List Manager Polic ]
+ Zaf Wireless Network (|EEE 302 |
+ [5] Public Key Policies |
~| Softwere Restriction Policie !

» || Application Control Policie _ Coreed ol
+ B 1D Secunty Policies on Actin ‘

Configure the Software Access Policy

This policy helps protect against the use of non-approved system software.

1.

In the Group Policy Management Editor, select the PlantPAx Users Policy
Object to edit and select Software Access Policy.

Go to Computer Configuration > User Configuration > Policies >

Administrative Templates.

In the System folder, select ‘Don’t run specified Windows applications.’

= Group Policy Management Editar
File Action View Help

(= mE 2 Bm T

w & Computer Configuration
+ | Policies
1 Preferences
w g, User Configuration
» [ Policies
| Software Settings
] Windows Settings
~ [ ] Administranve Templates: Pelicy definitions (£
| Control Panel
4| Deskbop
| Metwork
"] Shared Folders
1 Start Menu and Taskbar
~ I Gystem
| Ctrl+ Alt-Del Options
_ Driver Installation
] Folder Redirection
| Group Policy
| Intemet Communication Management
| Locale Services
| Logon
| Mitigation Options
_| Power Management

2] Remavable Starage Acces

< »

E PlantPax Users Policy Objects [PADCA PLANTRARROCK, »

- [m] X

Don't run specified Windows
applications

Edit policy setting

Requirsments.
At least Windows 2000

Description:

Brevents Windows frem running
the programs you specify in this
policy setting.

It you enable this policy setting.
wsers cannof run progeasns that
you add to the list of disallowed
applications.

If you disable this policy setting or
do not configure it, users can run
any programs.

Thiz poficy setting anly prevents
wsers from running programs that
are started by the File Eglorer
process, I does nok prevent ussrs
From running programs, such as

v

Setting b
_ Folder Redirsction
—_ Group Palicy
= Intermet Communicaticn Management
~ Locale Services
Logen
Mitigabon Ophions
 Power Manzgement
" emovable Storage Access
7 Seripts
__ User Profiles
|i2 Download mizzing COM components
iz Century interpretation for Year 2000
|1= Restrict these pregrams from being launche
\= Do not display the Getting Started welcoms
1= Custom User Interface
| Prevent access to the command prompt
4% Prevent access to registry editing tools
] Don't rum specified Windows apph

1= Run only specified Windews epphcabons
|i2 Windows Automatic Updates

< >

w || Task Manager, which are started

1 /[

10 settingls}
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4. Select Enabled, Show, and then type any application software to create
an access restriction. Example: Regedit.exe

&‘ Dan't rur

Dor't run specified Windows applications Previote Se’tting“: Pt Setting

(O Mot Configured Comment:
(®) Enabled
(O Disabled
Supported on: | At |east Windows 2000
Opticns: Help:
List of disalioned zpplications | ) | | Pref-rents Wlndowsfrom running the programs you specify in this | A
policy setting.
Show Contents a >
cannot run programs that
ations,
List of disallowed applications . .
not configure it, users can
Walue
R REGEDIT EXE| from running pregrams
= cess. It does not prevent
Task Manager, which are
ner processes, Also, if
mpt (Cmd.zxel, this
rom starting programsin
ey would be prevented
Windows 2000 or later
th this policy setting.
gtions, click Show. Inthe |,
OK ) Cancel | || ‘Gancel Apply
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Windows Workgroup

For small PlantPAx systems, you can use a Windows Workgroup where
complexity and security controls are kept to a minimum. An example might be
a PASS-C server for a self-contained process unit or packaged equipment that
is built by an Original Equipment Manufacturer (OEM); commonly called a

process skid.

Assign Static IP Addresses

Without a domain controller, there’s no DCHP server to assign IP addresses.
The workgroup requires all workstations and servers to contain manually set

(static) IP address assignments.

1. On each workstation, access the Network Adapter TCP/IPv4 properties

and assign a unique IP address.

Internet Protocol Yersion 4 (TCP/IPwd) Praperties

General

for the appropriate IP settings,

(C)obtain an IP address automatically
(®) Use the following IP address:

‘ou can get IP settings assigned automatically iF wour network supports
this capability, Otherwise, vou need ko ask your network adminiskrakor

IP address:

| 172 . 20 .

1 .12

Subnet mask:

Defaulk gateway:

|
| 255 .255 .255 . O |
|

| 172 . 20 .

1 .1

Ohtain DMS server address aukormatically

(®) Use the Following DMS server addresses:

Preferred DMS server: |

Alternate DS server: |

[ walidate settings upon exik

Advanced. .

Cancel

*

IMPORTANT  Stratix® managed switches can be set to operate as a DHCP server
and provide DHCP persistence. See the switch user manual if using

DHCP for workgroup computers.
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Map Computer IP Addresses

Without a domain controller, there’s no DNS server to provide name
resolution, meaning the computers can only communicate by IP address. To
communicate by using a computer host name, mapping is required. All
Windows computers contain a HOSTS plaintext file that maps IP addresses to
host names.

1. Locate the HOSTS file in C:\Windows\System32\Drivers\etc directory
and specify to open with Notepad.

2. Create a list of your workgroup computers, starting with each IP address
followed by the corresponding computer name. Use a tab to delimit
space between each mapping.

“ Hame Share  iewr (-]
L 1 U - - an = [ salectal
] o Mowe to - 3 Delete - o \_/| 2] Ctpen h:‘ el
Wt Copy patn <l Eair 1o sEiectnone
15 - =PRe Bl PrOpetties
[F] Faste shortrut & Sopydn =F Rename Folder rv - Invert selection
Clipbaard Drganize e Cpen Select
+ e Local Disk (C:) o Windows » Spstern3? o drivers o elc w B SEArTn ete o
[ Desktop A Name : Diate madified Type Size
Es| Hotuments | hosts | hosts - Motepad - ml x
& Doarnioads [ Imhostssam | File Edic Farmat View Help
B Music ,_ netusnrks H For example: ~
[& Pictures protacel H
B videos || services H 182,54 .94 47 rhino.acme. com R ocource serwer
& 3E.25.63.14 ¥.acme. com % x cllent host
o Lozl Disk (21
oMbtk & localhost name resolution is handled within DNS ltself.
" o 5 127.8.8.1 localhost
W H i lacslhost
Sitems  7itemselected 912 bytes
172.28.1.12 Ew=6él
172.28.1.13 Chizal
172.28.1.14 PAZSE1
172.28.1.15 PRSSEZA
172.28.1. 16 PASSEZE
172.28.1.17 ASTHEL
172,28 1,18 ASTHEZ
172.28.1.149 ASTSEL -
< >

3. Copy the HOSTS file to all other computers in the workgroup.

IMPORTANT  Anytime a change or new computer is added, all workgroup
computers must receive the updated HOSTS file.
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Test Communication by Host Name

You can verify that each workgroup computer responds to a PING command
from another workgroup computer, referencing the remote computers
host name.

1. Opena Command Prompt and type PING followed by a host name.

For example: CMD: PING PASSo1

2. Verify that a reply from the remote computer is returned with the correct
IP address.

‘ B Command Prompt — O X

Create Local Users

While not required, increased security is achieved when using local user
accounts of varying privilege.

Use the most restrictive account to help protect from security threats that
could otherwise use elevated privileges to exploit the operating system. Only
log into an administrative account as needed.

1. Open Computer Management. (Run > compmgmt.msc)

2. Select Local Users and Groups in the left window pane.

3. Right-click the Users folder and select New User.

4. Enter a user name, password, and select ‘password never expires’.

5. After the user is created, right-click user and select Properties.

6. Go to the Member Of tab and Add the local group as desired.

Local Users and Groups Example

User Name Local Group
PlantPAx Engineering Administrators
PlantPAx Operators Power users

IMPORTANT  Local user accounts must be duplicated on all workstations with
shared credentials for seamless access.
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Create Local Security Policies

While not required, if you have various levels of local users you can set local

security policies that the more restricted accounts will not be able to modify.
1. Login to the highest privilege local account with administrator access.
2. Open the Local Group Policy Editor (Run > gpedit.msc).

3. Expand Computer Configuration and go to Windows Settings > Security
Settings.

=[ Local Group Policy Editor — O *
File  Action View Help

_:j Local Computer Palicy | Mame Descriptian o

v & Computer Configuration
| Software Settings
\1 | Windows Settings I
_| Mame Resolution Policy
|l Scripts (Startup/Shutdown)
» = Deployed Printers

Abccount Paolicies Pazsward and account lockout poal

mLocal Policies Auditing, user rights and security c
AMindows Firewvall with Advanced Security  Windows Firewall with Advanced =

| Metwork List Manager Policies Metwork name, icon and location ¢
| Public Key Policies

v 5 Security Settings | | Software Restriction Policies
& Account Policies | &pplication Contral Policies Application Control Policies
& Local Policies o @ IP Security Policies on Local Computer Internet Protocol Security (IPsec) A
< > < >

4. Expand Computer Configuration and go to Windows Settings > Security
Settings > Account Policies.

You can configure a lockout policy for several failed login attempts of
unauthorized users.

5. Expand Computer Configuration and go to Windows Settings > Security
Settings > Local Policies.

You can configure User Rights Assignment and Security Options. You
can limit actions such as who can shut down the computer, change the
system time, access the computer from a network, and so on.

IMPORTANT Local Policies must be duplicated on all workstations for seamless
operation. This can be tedious and is why a domain controller with
the ability to push domain policies is recommended over a
workgroup.
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FactoryTalk DeskLock Utility (Optional)

DeskLock is a FactoryTalk® View tool for the Windows operating system.
DeskLock provides control options for smaller systems that do not use policy
or domain management.

Use the DeskLock tool to:

« Choose setting so that an operator using FactoryTalk View can’t gain
access to functionality not expressly configured by the system
administrator.

« Hide items on the Windows Explorer desktop, including the Taskbar and
Start menu.

« Disable key combinations that are used to perform specific Windows
actions, such as accessing the Task Manager.

Launch the DeskLock tool on computers with FactoryTalk View SE,
FactoryTalk® Studio, server, or client components.

1. Go to Rockwell Software > FactoryTalk View > Tools > DeskLock
2. Select Set Up DeskLock.

Desklock

Application 1 |

Restart wWindows |

Esit DeskLack |

I Set Up DeskLock .. 1

3. Explore each of the four tabs (Logon, Desktop, Password, Behavior).

Desklock Setup

Logon T Desktop T Password T Eehavior

‘windows Logon
[ Automatically Logon to Windows

Default Domain N arme: |F'ASSD1

Default User Name: [&sciministrator

Default Password: |

Canfirm Password: |

Options

7 Goto the background when it startz

Defaults | oK | Canecel |

4. Use the Help button for information on how to configure and use the
DeskLock utility.
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Notes:
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N

Process Automation System Server

The Process Automation System Server (PASS) can be configured after joining
an active domain or workgroup. The configuration steps described here cover

larger system implementations.

This is the recommended workflow to configure a Process Automation System

Server. For experienced users, each step outlines requirements. For more
detailed information, follow the referenced links.

Step 1: Determine FactoryTalk Components

N
Step 2: Configure the PASS

The PASS hosts the FactoryTalk® Services Platform that provides a set of
common services (such as diagnostic messages, health monitoring services,
and access to real-time data).

« FactoryTalk® Administration Console
« FactoryTalk® Directory

« FactoryTalk® Activation

« FactoryTalk® Security

« FactoryTalk® Diagnostics

« FactoryTalk® Alarms and Events

For more information, see FactoryTalk Components.

Configure the PASS for standalone or distributed connectivity.
« Specify FactoryTalk Directory
« Configure the FactoryTalk Directory
« Run the Windows® Firewall Configuration Utility
« Configure FactoryTalk Activation servers

For more information, see Configure the PASS

For redundant PASS considerations, see Redundant Server Considerations
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N
Step 3: Configure Servers on the PASS

A FactoryTalk® View SE application is required to create the three major server
components that run on the PASS.

«  HMI server — Stores HMI project components, such as graphic displays,
and provides these components to Operator Workstations (OWS) upon
request

« Data server — Accesses information from the process controllers and
provides information to servers and workstations in the PlantPAx®
system

« TagAlarm and Event server — Provides alarm information from the
controllers and servers to each OWS upon request

Large distributed systems may require multiple servers running remotely in a
more elaborate architecture.

For more information, see Configure Servers on the PASS.

N
Step 4: Configure the Runtime Security

Runtime security must be configured to provide each account or user group
with the correct FactoryTalk View security codes. The security codes verify that
operators, maintenance personnel, and engineers have permission to run
secured commands, open secured graphic displays, or write to secured tags at
runtime.

For more information, see Configure Runtime Security With Control power
present, set the desired EtherNet/IP™ address.

Prerequisites Following the System Workflow, configure a PASS or PASS-C, depending on
the size of your system. Your results from the PSE determine the size of the
| system.
PASS-C PASS

« The PASS server or servers must be deployed before doing the
E‘ procedures in this section.
i

- For templates based on your system requirements, see the PlantPAx
I ' Template User Manual, publication 9528-UMoo1.

« PASS servers can be configured as redundant for HMI servers, data
servers, and/or alarm servers.
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FactoryTaIk Components The PASS hosts the FactoryTalk® Services Platform that provides a set of

common services (such as diagnostic messages, health monitoring services,
and access to real-time data). FactoryTalk software products and applications
depend on these services in a PlantPAx system.

FactoryTalk Service Platform components for the PASS include:

Component

Description

FactoryTalk Administration Console

FactoryTalk Administration Console is a standalone tool for developing, managing, and securing multiple FactoryTalk View applications.
On the Administration Console, delete old computer names from the FactoryTalk Directory. By deleting old computer names, the
FactoryTalk Directory contains current computer names only. Deletions also make sure that applications do not attempt to communicate
with computers that are no longer in the FactoryTalk Directory.

Required: Yes; a prerequisite on every PlantPAx® computer containing FactoryTalk software.

FactoryTalk Directory

FactoryTalk Directory provides a central lookup service for a PlantPAx system so all definitions do not have to exist in a single physical
project file. References that are saved by FactoryTalk Directory are used by FactoryTalk-enabled products and FactoryTalk services to
locate definitions when they're needed.

It allows clients to locate key configuration information such as system organization, server locations, and policy information.
FactoryTalk Directory provides a common address or phone book of factory resources that are shared among FactoryTalk-enabled
applications in a distributed system.

Required: Yes

FactoryTalk Activation

FactoryTalk Activation services provide a secure, software-based system for activating Rockwell Software® products and managing
software activation files.

Required: Yes; a prerequisite on every PlantPAx computer containing FactoryTalk software. Activation file access is required for continuous
use of FactoryTalk software otherwise a 7-day grace period is started.

Placement: A PASS is recommended location to bind and place the license files. Other servers and warkstations can refer to the PASS location
for floating or time borrowed activations. For more robust applications, activate each server locally to remove the dependency of remote license
access.

FactoryTalk® Security

FactoryTalk Security centralizes user authentication and authorization at the FactoryTalk Directory.

The users and groups are very similar in their management to Active Directory and can be linked to the Active Directory. This centralized
authentication and access control allows for a ‘single user sign-in" experience when using FactoryTalk enabled products.

Required: Yes

Placement: Same server that is hosting the FactoryTalk Directory.

FactoryTalk® Diagnostics

FactoryTalk Diagnostics collects and provides access to activity, status, warning, and error messages generated throughout a
FactoryTalk system.

Required: Yes

Placement: Yes; a prerequisite on every PlantPAx computer containing FactoryTalk software.

FactoryTalk Alarms and Events

FactoryTalk Alarms and Events provides system-wide alarm monitoring and control centralized at the FactoryTalk Directory.
Required: Yes

Placement: Alarm and Events Server on the PASS
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System SOL Server Before configuring the PASS server, confirm that the SQL Server deployment
Deplovment has been completed and is accessible via the PASS server. This is required to
ploy ensure that Alarms and Events can be recorded in the SQL Database.

Additionally, Batch server and Asset Management server will also create a DB
in the SQL Server. PlantPAx requires the following SQL features to be enabled
to ensure that data recording is possible.

Instance Features
+ Database Engine Services
« SQL Server Replication
«  Full Text and Semantic Extractions for Search
« Data Quality Service
« Analysis Services

Shared Features
« Data Quality Client
« Client Tools Connectivity
« Integration Services
« Client Tools Backwards Compatibility
« Client Tools SDK
« Documentation Components
« SQL Client Connectivity SDK

Configure the PASS To configure the PASS:
« Specify the location of the FactoryTalk Directory
« Configure the FactoryTalk Directory
«  Run the Windows® Firewall Configuration Utility
« Configure FactoryTalk Activation servers
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Specify FactoryTalk Directory Location

Every computer must know whether to use its own local directory or to use a
network directory on a remote computer. Do the following for each computer
in the system.

1. Goto Rockwell Software > FactoryTalk Tools > FactoryTalk Directory
Server Location Utility and specity the location.

« For a PASS-C, specify the LOCAL directory and for each OWS client
specify the PASS-C directory.

« Foradistributed system, specify the server that will host the directory.
Repeat for all other servers and workstations in the distributed system.

2. Restart each computer after specifying its directory location.
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Configure the FactoryTalk Directory

Once you specify the FactoryTalk Directory location and restart the computer,
configure the FactoryTalk Network Directory or Local Directory on each
computer.

1. Goto Rockwell Software > FactoryTalk Tools > FactoryTalk Directory

Configuration and select Network or Local or both, depending upon the
perspective of the computer being configured.

2. Enter the Windows Administrative account user name and password.
In the Summary, verify that the configuration was successful.

féﬁ FactoryTalk Directory Configuration Wizard *

Summary

FactomT alk Metwark, Directary
Metwork, Directory was successfully configured on this local computer.
Metwork Directory Server iz located on 'pazs01' remote computer,

Factor T alk Local Directory
Configuration successful,

"o ) To reset a disabled FactoryTalk Security Administrator account, run this FactoryTalk
| | Directory Configuration Wizard again.

To close this wizard, click Close. Close | Help

Run Firewall Configuration Utility

The FactoryTalk Services Platform includes a Windows Firewall Configuration
Utility (WFCU) to provide firewall port exceptions to incoming and outgoing

processes that require remote access. Run this utility on every computer that

has installed FactoryTalk software.

1. Goto Rockwell Software > FactoryTalk Tools > Windows Firewall
Configuration Utility.
And process-related exceptions are displayed at the bottom.

2. Ifneeded, save a list of exceptions for future reference and the WFCU
activity is logged to C:\ProgramData\WFCU\WFCULog.txt

3. Ifno exceptions are needed, click Exit.

&, Itsrecommended to enable Windows Defender Firewall notifications to inform
&/ you of any additional applications that would be blocked.
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Configure FactoryTalk Activation Servers

The FactoryTalk Activation Manager (FTAM) software is a prerequisite that is
automatically installed on every PlantPAx computer that contains FactoryTalk
software.

For a PlantPAx system, the computer that hosts the FactoryTalk Directory,
such as the PASS, hosts the license files.

1. Go to Rockwell Software > FactoryTalk Activation > FactoryTalk
Activation Manager and select new activations, as needed.

2. After all new activations are generated, go to the Advanced Tab and click
‘Refresh Server’.

[# FactoryTalk Activation Manager = m} *

Help | About

FactoryTalk™ Activation Manager

Home Manage Activations Advanced

The button below provides a convenient way to restart the activation servers running on this

} Refresh This Server computer. Refreshing the servers causes them to notice recent changes.

Server state:

Configure CodeMeter Server

Refresh Server |

Configure all other computers to reference the PASS location.

1. Goto Rockwell Software > FactoryTalk Activation > FactoryTalk
Activation Manager and select Update Activation Search Path.

FactonyTalk Activation Manager — O b4

Help | About

Fa_ctaryTalk "~ Activation Manager

Home Manage Activations  Advanced

Select the location that will provide your activations or add

a new activation location: Update Activation Search Path
? Find Availahle Activations Path ta Activations
4 Cillsers\Public\Documents\Rockwell AutormationiActivations

2. Select Add a server and enter the name or IP address of the license server
(PASSo1).
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3. Ifthere are no local activations, move PASSo1 to the top as the first

location to search for activations.

Update Sctivation Search Path *

Select the locations that will provide your activations or add a new activation location. Unchecked locations will not appear
on the list of search paths on the Find Available Activations page.

Selected  Path to Activations

Add Server Delete. .. Up Down Save Cancel

PASS01

ChllsersiPublic\Documents\Rockwell AutormationiActivations

4. Update the search path on all computers that require an activation.

Configure Servers on the A FactoryTalk View SE application is required to create the three major server

PASS

62

components that run on the PASS.

«  HMI server — Stores HMI project components, such as graphic displays,
and provides these components to Operator Workstations (OWS) upon
request.

« Data server — Accesses information from the process controllers and
provides information to servers and workstations in the PlantPAx
system.

« TagAlarm and Event server — Provides alarm information from the
controllers and servers to each OWS upon request.

The number of servers and how they’re configured can impact the speed of
system communication. Servers can be simplex or redundant.

« Asingle HMI server is sufficient for most PlantPAx systems.

« Multiple data servers are common. By locating each in separate areas, tag
lookup performance is improved as an HMI server knows specifically
which data server to browse and can ignore others.

The following steps provide basic server creation on a single PASS. Large
distributed systems can require multiple servers running remotely in a more
elaborate architecture.
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Create a New HMI Project

This section provides a method to create your own project and then import the
components from the PlantPAx Graphic Framework.

1. Goto FactoryTalk® View Studio software > New and select an application
type of View Site Edition.

The application types are Local Station, Network Station, or Network
Distributed.

&, PlantPAx systems are Network Distributed applications, even when server

&) components are consolidated on a standalone computer (PASS-C). The
exception is a process skid, where a Local Station application provides sufficient
functionality.

You now have a default application.

Define Areas

Areas organize and subdivide applications in a network directory into logical
and physical divisions. Areas can be created for different processes within a
manufacturing facility or to group each server type. This name hierarchy can
be visible externally, such as in the historian or alarm database.

Server assignment helps optimize performance. To help prevent unpredictable
search results, do not insert a server into the application root path. Each server
must be in its own area.

E FactoryTalk View Studio - View Site Edition (Network Distributed)
File: View Settings: Tools Window Help

HE 920 & AnEie =y

=M Metwork (LOCALHOST)
51§ BlantPAc HM

- e Runtime Security

« Alarm area folder stores the Alarm and Event server.

« Data area folder contains the data server.

« HMI area folder stores FactoryTalk® View tags and
displays.

[Ee

iBie FactoryTalk Lin Instance 02
EEra]
=1 E* Tag Alarm and Events

L8 Alorm and Event Sctup

S HMI
== HMI Server

Systermn

HMI Tags
Graphics

#-00 Legic and Control
1' Data Log

B RecipePro+

B System

-3

)

Use the Explorer window in FactoryTalk View Studio to add areas.
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Go to the application and select New Area.

i FactoryTalk View Studio - View Site Edition (Network Distributed)

File View Settings Toecls Window Help
tEHe Dl 8 ROE e el

Explarer - HMI Server

= [E Metwork (LJCALHOST)
& e G L
@ 5 Del=te

Mew Area..,
Add PMew Server ¥

Logical Mame ¥
Backup..,

Resource Editor...
Secunty...

Properties...

2. Create three Areas, one for each of the three main server types (DATA,
FTAE, and HMI).

Explorer - HMI Server *+ 1 X

=10 MNetwark (LOCALHOST)
=B PlantPx HMI
-8 Runtime Security

IMPORTANT  Once you create an area, you can't change the name. You must delete and

recreate if you need to modify the name.
Do not use spaces in the Area name to achieve proper HMI functionality.
Do not put multiple servers in the root location of an area.
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Add an HMI Server

All PlantPAx systems require an HMI server.

1. Gotothe HMI area and select Add New Server> HMI Server. Each area
can only contain one HMI server.

Explorer - HMI Senver X
=08 Metwork (LOCALHOST)
=] Ea PlantP A HIMI
vr. Runtimez Security
LT Seripts
sl
B Delete
EF Mew Area...
= E
LBl Add Mew Server ] HII Server
0 S e ; Rockwsll Automation Device Server [FactoryTalk Linz)...
i _ OPC DA Server...
- B i Tag Alarm and Event Server..,
;Ei Security... OPC UA Server..
B

Starting with FactoryTalk View SE 13.0, developers have the ability to
add all process library components to a new or existing HMI server.

4
Add HMI Server Wizard - Select Operation

Select the operation to be pedormed.
() Create a new HMI server
[+] Add PlantP Ax Library of Procsss Objects
) Copy an HMI server
) Impart a project

) Atach to an existing HMI server

| ¢ Back | Next > | | Cancel |

2. Enter a name, startup type, and specify the computer that hosts the
service (for example, PASSo1).

3. (optional) Click the Redundancy tab to specify a secondary PASS.
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4. Select startup items on the Components tab, such as data logging,
derived tags, events, and macros.

HMI Server Properties X || HMI Server Properties x
General Redundancy Componerts General Redundancy Compenents
MName: On startup components
| HMI Server
Description: Data logging:
| Derived tags:
Events:
Macro:
Computer hosting the server: A
[passoz
On shutdown macro:
Startup Type
(C) on demand (Redundancy will be disabled) On active macra:

(®) Load and run startup components when operating system initializes
On standby macror

Project file (relative to server computer):
| Ci\Users\Public\Documents'\RSView Enterprise\SE\HMI Projects'HMI Server ‘

Primary server

Mumber of displays: 50 Licensed maximum: 250 Run Startup Companents I Stop All Running Companents

Secondary server

Run Startup Companents Stop All Running Compaonents
Cancel Apply Help Cancel Apply Help

5. Click OK.

Add the Alarms and Events Database

The data servers and the alarms and events servers can log alarm and event
history to a SQL database. You must create this database before you can enable
logging to the servers.

1. Useeither FactoryTalk View SE Studio or the FactoryTalk Administrative
Console to add a database connection.

=-[E Metwork (LOCALHOST)

Ege PlantPlo HMI

E System

Action Groups

=8 Policies
@ Computers and Groups
&5 Metworks and Devices
=8 Users and Groups
= Connections

Databiases]

Add Database Connection...

Security..

2. Configure the database connection properties.
« Type: FactoryTalk Alarm & Events History Database
« Definition name: (new or existing)
« Server that hosts your SQL database: (local or remote)
« SQL database authentication
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« Database name (new or existing)

Database Connection Properties X

Database Connection  Alarms Size Management  Alarms Advanced settings

Database type:

I FactoryTalk Alarm & Events History Database ~ Show Usage. ..

Definition name:

|

Server namelinstance: 0

| AppSery-SQLMSSQLSERVER |

Log in to database

Authentication: SGL Authentication v

User name: | 53 |

Password: | seseneeee |

Datahase name:

[FlantpasFrac | |

Test Connection Q Succeeded

O Cancel Apply Help

If the database does not exist, you get a prompt when you click OK.
Click YES to create the database.

Add a Data Server (FactoryTalk Linx)

A FactoryTalk Linx data server is required to communicate to controllers.

1. Go to the Data area and select Add New Server > Rockwell Automation
Device server (FactoryTalk® Linx).

Explorer - HMI Senver v B X
=08 Metwork (LOCALHOST)
= B PlantPAc HMI
vr. Runtime Security
AT Seripts
uB

Delete

Mew Area...

Add Mew Server H] HII Server

e ; Rockwsll Automation Device Server [FactoryTalk Linz)...
?i : OPC DA Server.
- Rerourer editoce, Tag Alarm and Event Server..,
3 Security... OPC UL Server..

2. Enter a name, startup type, and specify the computer that hosts the
service (for example, PASSo1).

3. Create a first or second instance Data server (FactoryTalk Linx), each in
its own area.

4. Enter a name, startup type, and specify the computer that hosts the
service (for example, PASSo1).

5. (optional) Click the Redundancy tab to specify a secondary PASS.

On the Alarm and Events tab, enable alarm and event support and enable
history.

7. Enable server-assigned priorities and configure as required.
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8. Enable history to configure alarm and event logging.

FactoryTalk Liny Server Properties # || FactoryTalk Line Server Properties X
Geners  Redundancy  Alams end Events Geneml  Redndancy  Aarme and Everte
Hams A [A Enabis alsm and svant suppott
FactonyTak Line Instarce 31 Prortizs
] Enable senver-assignad promies
Diesenption Sevedly Range
| Pririy Low High
Urgert 7ol 1000
High 501 750
Medium 1 e
L 1 50 |
Computsr hosting the Facton Talk Lime senser:
iy, PassOl === Aam = Event Hatory
[=] Enabiz history
Server Type: I_J?_a!_)_a_se r:I_Eii_lj_'(_lan_:
Factory Talic Line Instancall| Sener =1
Computer name:
Dtabase name:
Cache fle path:

[c:ProgramData' Fockvel Aamis

Log languages: _Deia_lt Ian_g_uag_a:
Engich (Unied Stetes... v | | Erglish (Listed Stsesh e - |
[T T [T e T

IMPORTANT  FactoryTalk Linx Instance02 is an independent service on the
Windows operating system that is designed to allow applications to
increase tag, data, and client capacities without impacting the
performance of the first instance (also an independent service).

Instance02 is not supported on FactoryTalk View SE local station
and is limited to an Ethernet driver.

For information on verifying the data server, see Appendix C, PlantPAx
Deployment Recommendations and Verification Tool.

Once the data server is created, configure device shortcuts to controllers and
subscribe to the data server. Select All Alarms & Events Notification Messages
to support Logix tag-based alarms and automatic diagnostic messages.

Exploder - HME Server : _lfemmnietm- RNASGlobal/PlantPix_HMUTATA Server 1/FactoryTalk Ling Instance 01 -
=8 Network (LOCALHOST) Devics Shorteuls Prnasy |
= ho PlantPis HMI o=
e Runtire Security Add | Reme ] w § 1921681109, 1756-ENETR, 1756-ENZTR/C
IO seripts P B3 ! 1521681, 110 192.168.1,909], 1T56&-ENITR,
o ull paTA
gl Servert
= g Factal Al i Instance ode: Onling ot Bntrves
BeF Talk Linx | n Mode: Ol Not Browsing
Y e |5
Tog Fie |
m alf Server2 m?m I
5 g FTAE | Progessor
i glf H Logs: Extended Tag Propertics
System =
Action Groups I Upload ol extended Lag propertes
3 Palgies L
v Computers and Group: ol
& 25 Mebworks and Devaces = = T ;Mbsvmw“m'tm‘
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Add a Data Server (OPC UA)

An OPC UA data server is required to communicate with OPC UA devices. This
server type supports OPC UA data and OPC UA Alarms and Conditions.

1.

10.
11.
12.
13.
14.
15.

16.

Use the Explorer window in FactoryTalk View Studio to add a new area
for the OPC UA server.

Go to the new area and select Add New Server > OPC UA Server.

(optional) Click the Help button for more information about configuring
the OPC UA server.

Enter a name and specify the computer that hosts the service. It’s a best
practice to host the OPC UA server on a dedicated computer with no
other FactoryTalk servers.

(optional) Enable option to keep configuration when service is
uninstalled.

(optional) Enable redundancy option if using a secondary server. Click
the Redundancy tab and specify a secondary server.

Click the OPC UA Servers tab.

Enter a name for the OPC UA server. Specify an Endpoint URL for the
server.

(optional) If Redundancy is enabled and using a different standby URL,
click the (Secondary) tab and specify a standby URL. Otherwise, enable
the option to utilize the same URL as primary.

Specify Security settings for the OPC UA server.

Specify Authentication Settings for the OPC UA server.

Specify Data Access settings for the OPC UA server.

(optional) Enable alarm support and History in the Alarms Settings.
Specify Diagnostic Logging settings for the OPC UA server.

(optional) Click Add and repeat previous steps for any additional OPC UA
servers.

(optional) Click the Certificate Management tab to manage access and
certificates for the OPC UA servers.

and rasist the OFC WA Comnecior Making chenges it run ime couid cause undupeciad resull
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For information on verifying the data server (OPC UA), see Appendix C.

Add an Alarm and Events Server

An alarms and events server is required for server tag-based alarms.

1. Gotothe FTAE area and select Add New Server > Tag Alarm and Event
Server.

Explorer - HMI Senver

=08 Metwork (LOCALHOST)
=] Ea PlantP A HIMI
vr. Runtimez Security

Delete
PMew Area...
“Add Mew Server H HIMI Server
: e ; Rockwsll Automation Device Server [FactoryTalk Linz)...
B i OPC DA Server.
- Rerourer editoce, Tag Alarm and Event Server...
] Security.. OPC UA Server.
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2. Enter a name, startup type, and specify the computer that hosts the
service (for example, PASSo1).

3. (optional) Click the Redundancy tab to specify a secondary PASS.
Click the Priorities and History tab and enable server-assigned priorities.
5. Enable history to configure alarm and event logging.

Tag Alarm and Events Properties 2 || Tag Alarm and Events Properties X
General Redundancy Priorities and History General  Redundancy —Priorties and History
Hanme: Friorties
Tag Alaim and Events Enable server-assigned priorties
Description: Severty Range
Priority Low High
Urgent EE]
High
: Medim
Computer hasting the alam server:
Ay PaSsOY ~ Low (=]
Startup type:
Al d Event Hist
(® Load when operating system initializes = and Bvent Riseny
] Enable hist
() when first client connects (Fedundancy wil be disabled) avle fistory
Database defintion:
Computer name
Database name:
Cache file path
|C “ProgramData*Rockwel\Alams |
Log languages:
[ Engish (Unted States), 2105 “]
Cancel Apply Help Cancel Apply Help

Now that your servers are organized into areas, you're ready to start
developing your HMI application.

ﬂ FactonTalk View Studie - View Site Edition [Metwark Distributed)
File View Settings Tools Window Help

ERe 202 AOH » e Y

Explorer - HMI Server v 3 X

(= [B Metwork (LOCALHOST)
S8 PlantPAcHMI

- o Runtime Security

- AT Scripts

i actoryTalk Linx

Tag Alzrn and Events
HMI
= 1= HMI Server
System
[ B0 HMI Tags
@ Grophics
Efl- Logic znd Centrol
F._ﬂ Data Log
&} Recip=Pro+
System

For details on building an HMI template, see the Rockwell Automation Library
of Process Objects Reference Manual, publication PROCES-RM2.00.
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Redundant Server
Considerations

Configure Runtime Security

Redundant HMI, Data, and Alarm servers provide higher availability on a
network distributed architecture. Primary and secondary servers are hosted
on different PASS servers where control can be switched between them.

When implementing a primary and secondary server (PASSo2A and
PASS02B), we recommend that you use a single PASSo1 (non-redundant) to
host the FactoryTalk Network Directory and FactoryTalk Activations. By using
the PASSo1, these common components still are accessible in case one of the
redundant servers is unreachable.

Access the Redundancy tab of each servers' properties to enable redundancy
and specify the secondary server.

HMI Server Properties X

Generall Redundancy | Components

Provide redundancy using a secondary server I
SCEnEy Server
Computer hosting the server:
[Passoze

Startup type:
Load and un startup components when operating system initializes

Mumber of displays:  Unknown Licensed masimum:  Unknown

Switchover options
® Continue using the secondary server even when the primary server
becomes available again

() Switch aver to the primary server when it becames available

Replication

Replicate Active ta Standby.

Cancel Apply Help

Runtime security can be configured for three different capabilities or a
blending of those capabilities when deploying the HMI content provided in the
Process Library.

« User role (that is, Operator, Engineer, and so on)
o Area
«+ Line-of-sight

Security by user role restricts users to the actions their role allows. The
addition of area security can further restrict those allowed actions to specific
areas of the plant. Finally, with the addition of line-of-sight security, the user
can be further restricted from performing identified actions to the specific
computer they are using. Not all these capabilities are required, you can deploy
each security option individually or in any combination.

Refer to Security Example with Concurrent Implementation of all Three
Security Methods on page 91 for an example implementation.

Rockwell Automation Publication PROCES-UM100D-EN-P - December 2022 73



Chapter 3 Process Automation System Server

Role-Based Security

Knowledgebase Technote, PlantPAx System Release 5.20
Configuration and Implementation Tools, contains the security
information spreadsheet. Download the spreadsheet from this public
article and use the tab that is referenced in each step.

You may be asked to log in to your Rockwell Automation web account
or create an account if you do not have one. You do not need a support
contract to access the article.

#, Theimages in this section depict a single application with both FactoryTalk User
&/ Groups and Domain User Groups together. However, it isn't recommended to use
both types of user groups in a single application.

Runtime security must be configured to provide each account or user group
with the correct FactoryTalk View security codes. The security codes verify that
operators, maintenance personnel, and engineers have permission to run
secured commands, open secured graphic displays, or write to secured tags at
runtime.

1. Onthe PASS, go to Rockwell Software > FactoryTalk View > Tools > Tag
Import and Export Wizard.

Page

Action

Tag Import and Export Wizard
Operations field

From the Operation pull-down menu, select Import FactoryTalk View tag CSV files and click Next.

From the pull-down menu, select Site Edition and click Browse (ellipsis ...).

Select the path of SE > HMI Projects > HMI Server.

Select HMI Server.sed and click Open.

Click Next and Browse (ellipsis ...)) for the FTViewSE_ProcessLibrary_Tags_5_00_xx.CSV file; where xx = the
service release number.
This file is distributed with the PlantPAx Library of Process Objects Library.

Click Open, click Next twice, and then Finish.
The import results appear on the Database Import window.

To set security permissions to groups on the workstation, complete these
steps.

1. Open the HMI application with FactoryTalk View Studio software.
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2. Verify that the security tags have been imported by expanding the HMI
Area and viewing HMI Tags folders. (Const, RALibrary, and Security)

7| FactonyTalk View Studio - View Site Edition (Metwork Distributad;

Flle Edit View Settings Tools Window Haip

MEe D =08 ROk

R S e U

eper vserer -0 x EESSTSCMOONS

[Z (B Metwork [LOCALHOST)
Plart28x_HMI
=& Runtime Szcurity

[ ! HMI Tags
L4 Tags
= Graphics

2] Logic and Control
[&} ¥ DataLog
[zl B8 RecipePro+
System

Actien Groups
] Policies
] 0 Cemputers and Groups
[ 85 Metworks and Devices
Users and Groups
B Connections

Permiszion Setr

<7 Tags - PlartPe HMIHMI SR L
MoHo e s wNE
Tz
Name: Ser_-frit,-",ﬁ.larmﬁ-j& Co==
Desaiption: | Adoowledge Fleset Alarms
Mext:
Length: 16
TiEw
Data Sourc= Help
Trpe: CiDevice (% Memory
Tritial Value: | ABCDEF
[] Retentive
Search For: Alm | Tag Name Type Description -
SecuritiAlarmick AcknowlcdgefAesct Alarms
? Securinddlarm Config String  Alarm Configuration
= 3 | SecuriiMarmDisable String Disable Alarms
g Fansk 4 |SecurinAM armShelve String | Shelve Alarms
. Sty ) SecurityiBypassFeedback String |Can Bypass Feedback
o i b SecurityiBypassinterlocks String | Bypass Permissives and Interlocks
= 7 Security\CmdSrcMaint String | Acquirc/Acleasc Equipment Maintenance
i} SecuritACmid SrcOperProg String | AcquirefLock and Release Equipment Ope
9 SecunitACmd SreOutdfSendce | String  |Can put device infout of sendice
1] SecurinqConfigSecurity String |Change the security for a device -
< 3 =7 i F Eaps A A L Tl .
€ >

3. Select Runtime Security from the Explorer window or top menu bar
under Settings.

4. Within Runtime Security, click the Security Accounts button.
5. From the Security Settings dialog box, select 'All Users' and

click Remove.

6. Click Add

From the Select Users and Computer dialog box, select a PlantPAx group

and click OK.
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For FactoryTalk user groups:

10.

11.

12.

@ Rurifime Security - RRAASGI0bal GraphicFramewonds_2 i B X
H2¢ &
Spacily e Facton'T alk 5 ecunly accourks that wil hawes untme acoess lo the Fackxy T ak Yiew SE applcabon,
Click: e Szcurty Sccounts buikoe b add or remove an account, s0d to azcion AP secuntp codes, Click e browse
buithonz |...| to s=tect ophonal Logn and Logou: macncs for the acoour:.
Accaunt 1D [ALL USERS] -
: Flerissions  Ef| Select Uszr and Computer *®
Locin Macio: : ey
b Wiz permissions | ol 5 e lor uger group)] akd compuer [or computer group] par.
- Lisers | Uzerz e Computzrs
SR | €A Lecry | | EEPLANTRA ADMINISTRATOR B84 Campuers
] £ FLANTRE:_ENGINEERING
|Account £ PLANTRER_MAENTENENCE
€5 PLANTFAR_MANTENSNCE SUFERY
D PLANTREY MAMAGER
0 PLANTRAX PERATING SUPERWIST
FLANTPA:_OPERATORS
Permizsion: for PLANTPAN_VIEWOMNLY
B Astion FRUB-TEASaMAI5 I0SRS
Al Act “windovs Adiniztraiors
5 Facto Qﬁuesl Ls=es i
€ >
Crazta Maw 3| Lrazre Maw >
Fitzi Users Filer Comprter:
(@) Show groups oely (®) Shaw groups onby
(21 Show uzers on) (7 Shaw comprrers onk
) Shaw al () S ol
B Eancel Help
< ¥
.
For Domain user groups:
S i 4t - ! ®
o Ruritime SacLiity - RMNA S Glabal/Graphicran swarks 2
H92C¢C &
Specty tha Facton T ak: Securkp accounts thal wil Feve runfime accege 1o the FactorpT 2k Visw SE appleation
Chch the 5 ecurity Aocounls butian to add ar remove an accourn:, and b aszion &P secuily codes. Cick the browes
buttons [ 1o ssect opliond Login and Logout macios Ior the scoount.
| MY Security Settings for GraphicFrameworks. 2
Accout1D: [ALL USERS]
Ean Mt Perizaions Ef Select User and Computer H
Logout M aci: {11 R pissi Selact a ysar [or uzar group) and compubsr [or campuker group| pair.
| Users U= ~ Compuiers
| Secutypoonrle. | €04 Users | | R PLANTRAEAEANS ADVANCED o8 4 Computers
Account B PLANTRAFLANTRAS ADMINISTRA.
FPLANTPLAPLANTPA: EMGINEERING
PLAMTRAPLANTR A MAIMTENSMCE |
PLAMTPAMPLANTPAX MAIMTENARC.
. PLANTPANFLANT P& MAHAGER
Peririssions fiy § @83 oy AN TPA\FLANTPAM DPERATING ..
B acicn | | EEPLANTRAFLANTRAX DPERATORS
Al Act | B PLANTRASFLANTPaA WEWTNLY
& Faclog i |
< >
Craats Hewe Crzate Maw -+
Flter Llzeis Filler Compuiters
(@) Show groups ony (& Show gioups anly
() S users only 3 Show computers onls
3 S all i Show al
ik Cancel Hep
< ¥

Repeat adding users until all PlantPAx groups are selected.

You can assign security to each PlantPAx group based on letters (A...G, P).

A-P codes aren’t required for HMI_Approver.
Select a group from the Users list.

The default is that all FactoryTalk View Security Codes are
checked Allow.

want to allow permission for the selected account.
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For example, allow security of 'A’ for an Operator.
Table 4 - Recommended Group Security Codes

Group Security Code

Operators

Operating Supervisor

Maintenance

Maintenance Supervisor

Engineering

Manager

Administrator

V| Q| M M| o| O | =

View Only

For FactoryTalk user groups:

| B Tovrmy Lemungy b Pranithy

Foomons | Recis Femmmors

W e by ¥ lrem Chistan

Prammsssinrs i PLANTICL (UERAZ OFF foars A8 Coguaiey

B acen

Mo ey
AN bection. (=] a |
B Factonl sl Vs Secuiy Codes (=] =}
A 2 o
B o o
£ o o
o =) o
E o o
F a (s ]
[ o o
" o o
! =] =]
i =] o
K o =]
L o o
] o =}
[ =) Q
o =] =]
L4 o a
‘ [ -
.
For Domain user groups:
i W to -.' .-...,:u_-',l.u.--'u, ]
Pasmaiiain [ e Prmsi
o f—— L i
|
| U Comguiens -
EYTTEMPLAN T MARATR LR Comuas
| YR TEWFLANT R CFERAT 055 | BB Al Compuims
SrETEURFLAN TRk CPERAT TS oLl Compuinn
»
] (=]
Pk b 555 TEHWLANT i DPEFTERS bom A Covputest
W eson Mo Dy
AB Ackns L o
Bl Fachoyl ol Viem Scouwdy Coden o O
=] o
=]

- w

[mininin]slsinin]nlaininjais).{u]s}

S .

a
L

T R ety

13. Repeat the steps for each user or group account that you want to
configure with runtime security.

For the View Only user group, it is recommended to “Deny” certain
security privileges for the application. Right-click your application,

Rockwell Automation Publication PROCES-UM100D-EN-P - December 2022 77



Chapter 3 Process Automation System Server

select “Security...”. Add the View Only user group and select “Deny” for
applicable permissions.

= Metwork (PPLIE-12-PASS) '
=l EiEin
.o Runti Delete
ﬂ Script
EI & GF5 2 Mew Area...
E;]_ I ALl Add MNew Server ]
,$_| i pa Discover Historian Points...
=E® Pz Add Individual Historian Peints...
E L Logical Mame ¥
=) Backup...
= Resource Editor...
o
Security..,
I¢_|F ECUrty..
; Properties...
E‘!‘Ih Lidrgnes
B Security Settings for GraphicFramewaork3 2 x

Permissions  Effective Permissions

Wiew permizzions by (®) Uzer () Action

Usgers Computers
m Administrators Eﬂ All Computers

mLUsprs o8 4 Computers

€ PLANTPAX\PLANTPAX VIEWONLY BS Al Computers |
¥ Anonymous Logon @NI LComputers

s |

Add... | Remove

Permizzions for PLANTP&EAPLAN T Pas WIEWOMNLY from Al Computers.

Action Allow Deny
All Actions
Common
Alarming
Automatic Lhagnostics
Device Data Communication
FactoryTalk View SE
RSLogix5
RS5Logix500
RSLogix5000
SequenceManager
Tag

00

EEEEHEEEEHER
ooooooocopo
OoOoo000000®

[ Do nat inkerit permissions

Cancel . Help
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Area-Based Security

Complete these steps to create area FactoryTalk user groups for each secure
area of a production facility.

1. From the FactoryTalk Administration Console, click ‘+ to expand System
and then click ‘+’ to expand Users and Groups.

[ MNebwork (PPPASST)
= o PlantPax

=o Runtime Security

LT Scnipes

System
Action Groups
Policies
Computers and Groups

4 25 Nebworks and Devices

Ugers and Grougs

Users New ¥ User Group.. |
Connections Secutity. Windows-Linked User Group...
Prrmision Ses I —

2. Right-click User Groups and choose New>User Group.

On the New User Group dialog box, you must add two groups:
‘areao1_Advanced,” ‘areao1_Basic’. These groups define which Areao1
Users have basic functions on the faceplate or advanced functions
(engineering, maintenance).

The instructions default to Area01. You may modify the area name in the

instruction and group names to meet your needs.
3. Toadd groups, type the name (example, AREAo1_ADVANCED) and
click Add.

Mew User Group *

General

-

Descripion: |

E-mat

Cancel Heb

Rockwell Automation Publication PROCES-UM100D-EN-P - December 2022 79



Chapter 3 Process Automation System Server

4. Select Authenticated Users and use the default ‘Show groups only’ and
click OK.

I'-S-E‘llec'ﬁ-ﬁser-ar'gro_up B= ]ﬂ’ﬁ

Windows Administratars

how groups only

(1 Show ugers only

(7 Show all

I 0K I[ Cancel H Help

5. Click OK again.

Your two groups for AREAo1 look like the example.

Users and Groups
Bl Lizer Groups
E8 Authenticated Users
&5 SYSTEMVAREAD! ADVANCED
£& SYSTEMVAREAQT_BASIC
&5 SYSTEMVAREAQZ ADVANCED
£5 SYSTEMVAREAD? BASIC
a SYSTEMAPLANTRAX ADMINISTRATOR
£& SYSTEM\PLANTRAX ENGINEERING
£5 SYSTEM\PLANTRAX MAINTENANCE
£5 SYSTEM\PLANTRAX MAINTENANCE SUPERVISOR
£ SYSTEM\PLANTPAX MANAGER
E8 SYSTEM\PLANTPAX OPERATING SUPERVISOR
2 SYSTEMPLANTRAX OPERATORS
£2 Windows Adrmiristrators
£2 Adrministrators
AREAD_ADVANCED
BELDT BO
& AREAD: ADVAN

. a0z B
&% Engineers
&% HMI_APPROVER

25 Maintenance

55 PLANTPAX_ADMINISTRATOR

=& PLANTPAX_ENGINEERING

25 PLANTPAX_MAINTENANCE

28 PLANTPAX_MAINTENANCE_SUPERVISOR
&5 PLANTPAX_MAMAGER

25 PLANTRPAX_ OPERATING_SUPERVISOR
&2 PLANTPAX_OPERATORS

6. Repeat step 3 and step 4 to add groups for additional areas.
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Complete these steps to import area Domain user groups for each secure area
of a production facility.

1. From the FactoryTalk Administration Console, click ‘+ to expand System

and then click “+’ to expand Users and Groups.

2. Right-click User Groups and choose New>Windows-Linked Group.

= [0 Network (PPPASST)
- o PlantPix
o Runtime Security
LT Scripts
= Systern
Action Groups
B Policies
® Computers and Groups
3 25 Networks and Devices
Users and Groups
)

= Users New

v

User Group...

+ Connections

Secuity.a Windows-Linked User Group...
Permission Seos

3. Select Add.

Mew Windows-Linked User Group x
Genersl
Chick the Add button to select ons of more Windows user
groups. When you chick the Create button. a niew Inked
wset account will be created for each Windows user group
you have selected
o ] coce Help
4. Select Locations.
Select Groups X
Select this obgect type:
|Groups of Bultin securiy principals | | Dbiect Types...
From tis localione
[PPEWS1
L

Enter the obiect names to select [examples)
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5. Browse to your domain directory where you created areas. For this
example System.PlantPAx.Local\PlantPAx\Areas

Locations X
Select the location you want to seaich.

Location:

15 PPEWS1 A

= = Entire Directony
= ij S

Cancel
6. Select Find Now.

Select Grouas ®
Sednct thes obyct e
L | | b Typer

[

Commen Jusnes

Nkt RS Cokams
Descrpton [Siatiih | | Y bow

e

Search results Lnch
HNamne Descriphon In Foider

7. Select all areas from the search results that you want to import.

For this example Areao1_Basic, Areao1_Advanced, Areao2_Basic,
Areao2_Advanced. Click OK.

Select Groups x
de | | Dbsect Types..
From ths location:
{Areas Location:
Common Guenss
Hame: Stadswith = | Columns...
. ]
EE- -]
2>
o
Cancel

oc aa
Syhem PlartPio Local PlantPixtisess
System PlaniPe Local PlaniPlciieas
System PlantPéux Local/PlaniPlx/tseas
System PlartPox Local PlantPltivess
Syatem PlantPhx Local PlantPlodreas
System PlaniPax Local/PlaniPlue/bseas
System PlaniPiux Local/PlaniPlix/ieeas
System PlantPéu LocalPlantPlciiiess
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8. Select OK on the next two displays.

Selict Groups 3¢ | NewWindows-Linked User Group x
Select this obiect type: Beosl

|EW i Otgect Types..: C&kﬂwﬂddmsmlo:ebcé‘wum\wm“
e _ groups. When you chck the Creste button, a new nked

——— urer sccount vill be created for each 'windows user group
e | (DS || vounavs ssecied

= £ 5YSTEM\AREAD]_ADVANCED
Enter the obiect names to select SYSTEM\AREAD_BASIC

rmmmm_am - unally Advanced: Aea? Baik] | Check Names SYSTEM\AREADZ_ ADVANCED

SYSTEM\AREAL2_BASIC
] o

< >

) e
Cocel || Heb

The domain areas are added to User Groups and look as follows:

= B Users and Groups

01 _ADVANCED

8 SYSTEMMAREADT BASIC

&8 SYSTEMIAREADZ ADVANCED

2+ SYSTEMVAREAD? RASIC

s SYSTEMVPLANTRAX ADMINISTRATOR
88 SYSTEM\PLANTRAX ENGINEERING

£5 SYSTEMPLANTRAX MAINTENANCE

E& SYSTEM\PLANTRAX MAINTEMANCE SUPERVISOR
£5 SYSTEM\PLANTPAX MANAGER

22 SYSTEMPLANTRAX OPERATING SUPERVISOR
B8 SYSTEM\PLANTRAX OPERATORS

B2 Windows Sdministrators

22 Addeministraters

25 AREAD! ADVANCED

25 AREADI_BASIC

S5 AREADZ_ADVANCED

25 AREAD2_ BASIC

&4 Engineers

&2 HMI_APPROVER

25 Maintenance

55 PLANTPAX_ADMINISTRATOR

&5 PLANTPAX_ENGINEERING

S5 PLANTPAX MAINTENANCE

55 PLANTPAX_ MAINTENANCE_SUPERVISOR
=5 PLANTRAX MANAGER

25 PLANTPAX_OPERATING SUPERMISOR

S5 PLANTPAX_ OPERATORS
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Configure an Area

For each object instance in controller code, it’s required to configure an area
using the instruction dialog box (PlantPAx instructions) or extended tag

property area (Add-On Instructions). Configuring each instruction with the
specified area name will grant or deny permissions on the faceplates for these
objects. The following displays use the default value “Areao1”.

For FactoryTalk user groups:

Figure 3 - PlantPAx Instruction Dialog Box

To grant permission on faceplates, the Area name in the controller must match
the area that is created within the HMI application (without _Basic \ _Advanced).

| &P Propertes - 101

: Device stabes A targes
| Device bosses: ane

o x

< Controller Tags - RA_LIB_ControlStrategies_5_00_02(controller)

Figure 4 - Add-On Instruction Extended Tag Property

& PAD Properies - 21270

Device state: 4 sarget
Device bawes: Hane

oo 1 e oy

Scope: | [9RA_LIB_Contol | Show [srTans

\,H ¥, D45D -

Scope: | [3AA_LIB_Cantok | Shaw [aTans

Name

> DASDI00_0Perm
» DASDI00_1Pern
b DASDI00_2Ferm
> DASD00_3Perm
b DASD00_Intlk_0
> DASDI00_Intlk_1
» DASDI00_Intlk_2
> DASDI00_Intlk_3
> DASDI00_Intlk_4
> DASDI00_Intlk 5
> DASD00_Intlk_6
b NASNANN [mHl 7

84

[ DT

=2/~ Value® Force Mask® Style Data Type

raf_| t
P_PERMISSIVE TagDescript - F
P_PERMISSIVE TagDescript - F
F_PERMISSIVE TagDescript - F
P_PERMISSIVE TagDescript - F
F_INTERLOCK TagDeseript- |
P_INTERLOCK TagDescript - |
P_INTERLOCK TagDeseript - |
F_INTERLOCK TagDescript - |
P_INTERLOCK TagDeseript - |
F_INTERLOCK TagDescript - |
P_INTERLOCK TagDescript - |
B INTERI ACK TanNacrrving ot |

Description  ~ TG0 [

Ertended Propertis.. ¥

> (General
4 Data
Value %)

Engineering Unit

Instruction raF_Due_D4SD
Label Discrete Device
Library raP-5_00

URL

Force Mask [

-

Produced Connection

-

Consumed Connection

-

Parameter Connections {0:0}

Name
e
b D4SD100_0Perm
b DASD100_1Perm
b DASD100 2Perm
b DASD100 3Perm
b DASD100_Intlk_0
b DASD100_Intlk_1
b DASD100 Intlk_2
b DASDI00 Intlk_3
b DASD100_Intlk_4
b DASD100 Intlk_5
b DASD100_Intlk_6
b DASD100_Intlk_7

=] Value® Force Mask® Style Data Type
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raP ) Tai

P_PERMISSIVE TagDescript -
P_PERMISSIVE TagDescript -
P_PERMISSIVE TagDescript -
P_PERMISSIVE TagDescript -
P_INTERLOCK TagDescript -
P_INTERLOCK TagDescript -
P_INTERLOCK TagDescript -
P_INTERLOCK TagDescript -
P_INTERLOCK TagDescript -
P_INTERLOCK TagDescript -
P_INTERLOCK. TagDescript -
P_INTERLOCK TagDescript -

3

4

v|| T, 045D ~
~ [ eroperties v B
s By :Exlended Properties.. -:
General
Data
Value [

v v

e

Engineering Unit

Instruction raP_Dve_D4sD
Label Discrete Device
Library raP-5_00

URL

Force Mask [

Produced Connection
Consumed Connection

Parameter Connections {0:0}
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For Domain user groups:

Figure 5 - PlantPAx Instruction Dialog Box

i PR Praperoes - KELE

o x

| Device stabes A taeges
| Device bosses: ane

Figure 6 - Add-On Instruction Extended Tag Property

& PAD Propesties - XCAH®

Geren

Piumber o cecimal piaces for C value:

V units:

Dieslee state: At target

| Dewice loours: Moc
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<2 Controller Tags - RA_LIE_Controlstrategies_5_00_02(controllen) < Controller Tags - RA_LIB_ControlStrategics_5_00_0z(conrotier. = NN
Scope: | B LIB_Contolf | Show [41Tsgs ~|[x.p#0 v Soope: | [3RA_LIB_Contiok + | Showw a1 Tags «[v.p4s0 v
Mame |« Value® ForceMask® Style DataType  Description * Name 2]+ Value® Force Mask® Style DataType  Description || rroperties —_—
.......... 1P Dve D450 TagDescript [ [FERE Tevendea propemes.. v [P D200 {1} .} = Tevtended Propertes.. =
b DASDIO0 OPerm  [w} 1 P_PERMISSIVE TagDescript-F f| b General b D4SDI00_0Perm .} [ F v General
b DASDI00 TPerm [} 1.1 P_PERMISSIVE TagDescript-F f| 4 Data b DASDI00_TPerm  {u} L} P_PERMISSIVE TagDescript -F | 4 Data
b DASDIOO2Perm  [u} ¥ P_PERMISSIVE TagDescript - F Value bl b DASDI00 2Perm {.] L1 P_PERMISSIVE TagDescript - F Value Lt
fres Systerniarea0] ! fres Systermreall
b DASDIOO3Perm [} 1 P_PERMISSIVE TagDescript - F Engincering Uni b DASDTO0FPerm ] [ P_PERMISSIVE TagDescript - F Engineeting Unit
b DASDI00 Mtk 0 L.} 1.1 PINTERLOCK TagDescript - | Instruction 13P_Dvie_D4SD b DASDI00Intk 0 {o. [ P_INTERLOCK. TagDescript - | Instruction raP_Dve_D4SD:
b DASDIO0 Mt L} 1.3 P_INTERLOCK TagDescript - | Label Discrete Device b DASD00 Itk 1 {.] L] p_INTERLOCK. TagDescript - | Label Discrete Device
b DASDIOO Atk [} 1.1 P_INTERLOCK TagDescript- 1 Library raP-5_00 b DASDI00Intk 2 f.) Lo} P_INTERLOCK TagDescript - | Librany raP-5.00
b DASDI00 Ntk 3 [.} 11 P_INTERLOCK TagDescript - | URL b DASDI00Intk_3  fu} o} P_INTERLOCK TagDescript - | VR
A Force Mask [ Force Mask L1
b DASDIOO Ntk 4 [} ] PINTERLOCK TagDescript-1 ) prose oo b DASDIO0Intk A {.] [ PINTERLOCK TagDescript -1 0, poodiced Connection
b DASDIOONtkS [} i) PINTERLOCK TagDescript-1 | b Consumed Connection b DASDI00Intk 5 {.} [ PINTERLOCK TagDescript-1 | b Consumed Connection
b DASDIO0INHk 6 [} o PINTERLOCK TagBescript-1 || b Parameter Connections {0:0} b DASDTO0InEKE ] [ PINTERLOCK TagDescript-1 | > Parameter Connections {0:0}
b DADI0LNEKT [} 1] PINTERLOCK TagDescript -1 b DASDTO0IntKT o] [ PINTERLOCK TagDescript -1

Adding Users to Groups

Assign each user to the appropriate user group. Only FactoryTalk users need to
be added to Users. Windows-Linked Users are automatically added when
Windows-Linked User Groups are added.

With multiple process areas defined (example Areao1, Areao2), note that each
user needs to be assigned not only to the HMI_{group} (example
HMI_Operator) but also the “area” group. Operators are assigned to the
HMI_Operator group and then also to the Areao1_Basic group. This limits
operator access to only the faceplate operator controls for devices that are
assigned to Areaol. Engineers are assigned to the HMI_Engineering group
and also to the Areao1_Advanced and Areao1_Basic groups. This allows the
engineer access to also the advanced engineering features on the faceplates for
devices that are assigned to Area_o1.

IMPORTANT  Users assigned to “"Advanced” groups must also be assigned to the
corresponding “Basic” groups

1. Open the HMI application with FactoryTalk View Studio software.
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2. Select Users from the menu.

Explorer - Dev_PlantPix_5_00 * o x
&' Legacy Recipes “
¥ Local Messages
B Trend Templates
B3 Trend Snapshots
53 TrendPro Templates

= | Logic and Contral
&, Derived Tags
& Bvents
@ B Macros
B Chient Keys
Sl Datalog
fig Data Log Models
=l RecipePros
-&, RecipePro« Editar
e FactonyTalk Linx
= B System
1 Action Groups

[ 10 Policies

£z Netwarks and Devices

i Users and Groups

User Groups

o Mberto

o Anorymous Logen
o Dave
& Default
ma Janet
su
a Marthy
& Tonys
- Wil
[ M Connection; e
< >

3. Right-click on a user to select that user’s properties.
4. Select the Group Membership tab and select Add.

General Group Membeschip
Member of;
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5. Select the groups to assign to the user. (Multiple groups can be selected
by holding down the Ctrl key.)

Select User Group - x

€7 AREADZ_BASIC
Engineers
€7 HMI_4PPROVER
ﬂ Maintenance
PLANTFAX_ADMINISTRATOR
h PLANTPE, ENGINEERING
€7 PLANTPAX_MAINTEMANCE
PLANTPAX_MAINTENANCE_SUPERY.

#P kTR LAkl AC D

£ >

Create Mew -»

Filter Users
(®) Show groups only

0k Cancel Help

It's recommended that users that belong to the HMI_Engineer and
HMI_Maintenance_Supervisor group also be added to both the area01_Basic and
area01_Advanced groups.

6. Once added, the groups appear assigned to the user.

Mew FactoryTalk User *

General  Group Membership
hember of:

€5 AREAN_ADVANCED
€0 AREADT_BASIC
€7 FLANTRAX_ENGINEERING

Add. Remove...

Ok, Cancel Help

Rockwell Automation Publication PROCES-UM100D-EN-P - December 2022 87



Chapter 3

Process Automation System Server

Line of Sight Based Security

The procedures for this functionality require a distributed system. This section
describes how to add a desired computer to a group (‘Computer Group’) and to
an area of the plant.

IMPORTANT  The macro ‘NavToDisplay with line of sight’ must be added to the

project and renamed ‘NavToDisplay' to replace the existing
‘NavToDisplay'.

From the FactoryTalk View Distributed application, click ‘+ to expand
System and then click ‘+ to expand Computers and Groups.

1 Action Groups

L P
(20 Computers and Groups

w55 Metworks a
3 Usersand 6

P

Right-click Computer Groups and choose New Computer Group.
Enter the area name and click Add.

Security..,

The area name is the same name as the area name configured in the
controller. The computer area name does not have the ‘Basic’ or
‘Advanced’ suffix.

Mew Camputer Group X
General  Palicy Setting

Mame: lé«rea,Ui I |

Desciiplion: | |

embeers:

.

| Concel | [ e
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4. On the Select Computer window, select Create New and
choose Computer.

Select Carmputer - [m] X

B Ews
B PLANTRAXEWSLH

[Ereate New 5

Filter Computers

(®) Show computers only

ORI [ carcel || Heo |

5. Enter a desired computer name.

omputer

General  Palicy Satting

Computer: || ControlR oomiw'S 1| | | _

Description: | |

Member of:

| Add. || Remove,

[ ok J| cacl || e

Rockwell Automation Publication PROCES-UM100D-EN-P - December 2022 89



Chapter 3

Process Automation System Server

6. Select the name of the desired computer.

|-l conTROLRO

B PPEWS1
B PPEWS
B PPEWS12
B PPEWS13
= PPEWS14
B PPEWS1E
B PPEWS2
B PPEWS3
B PPEWS4
B PPEWSS

[T

<

Create Mew -»

Filter Computers

(®) Show computers only

|

Cancel

Help

7. To add the computer group to the area, click OK.

Mew Camputer Group

General Palicy Setling

Mame: | reall

Desciplian: |

tembers:

X

B ControlR oomiw5 1

| Remove..

Help

=

S System

(£ Action Groups

@2 Policies

£HED Computers and Groups
0 Computer Groups

i w0 Complyers
@fs Metwaorks and Devices
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Figure 7 - Security Example with Concurrent Implementation of all Three Security Methods

5@ System Line of Sight Security
=103 System (L] Action Groups
[23 Action Groups (2 Policies
a0 Policies @ Cumputers and Groups
=20 Computers and Graups ut 5 MXR_WORKSTATION General Library name:
={E Computar Groups HER] Computer Group Command source raP-5_00

puters Mixer Instruction name:
Q MXR_WORKSTATION Advanced e

GLA Display label:
Area Based Security Navigation A10-FIC-101
Alarms Area name for security:
5[0 System (Ve )
MXR_WORKSTATION {2 Action Graups Parameters
[ows] (2 Policies

+ [ Cornputers and Grows User Group
+ =5 Metworks andTevices

Pet] Mixe,_Avanced Logix Instruction
ﬂi Ilixer_Basic @Area = 1
1. When using Domain controller
(named ‘System’)
Instruction @Area = System\Mixer

&
R

[En:ic::eer] Note: Domain name does not apply to Line-
. of-Sight security since computer groups are
_D[:Sr i:un Groups FactoryTalk constructs and aren't used in
410 Policies Windows.

% [ Users and Groups

+ [Z2 Computers and Groups
+ £r Metworks and Devices
=2 Users and Groups
@ User Groups
St ] Users |

7 Bob

N

. When using Domain controller
(named ‘System')
Create User Groups = System\Mixer...
. When using Domain controller
(named ‘System’)
Import user groups = System\PlantPAx...

‘Accnunl

m Mixer_Advanced
m Mixer_Basic

m Administrators
€8 PlantPix Adrmin
i m PlantP&s Engineering

Security code = E

(3]
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Remote Desktop Services

This optional section describes how to use Remote Desktop Services (RDS) to
access FactoryTalk applications, such as thin clients.

Use Default Terminal Client

You have two server options to specify how each remote terminal identifies
itself to FactoryTalk Security: terminal client or server computer; terminal
being the default.

1. Navigate to Rockwell Software>FactoryTalk Administration Console.
2. Under System>Policies>System Policies, double-click Security Policy.

3. On the Policy Settings dialog box under Computer Policy Settings, leave
terminal client as the default for remote desktop services to be available

92

and select OK.
7 FactoryTalk Administration Console [=[a] x|
File View Toolt Window Help
Explorer [ =
= e Netwiork (PASST) security Palicy Properties [x]
S System o o
[ Action Groups P_Cll(p’ S |
(0 Policies B8l
#1 Praduct Palicies Logon session lease 7 hour T
= System Palicies Aerount lockou threshold Dirvaid logon dtemps |

(2 Factory Talk Alarms and Events
[ Application Authorization
i+ [ User Rights Assigniment

Aocoun lockout outo reset
Keap record of delsted accounta
Show debeted accodnts in user list

15 minutes
Digblad
+ Diszbled

[l Computer Policy Setings

[ Live Data Policy
Health Monitaring Poficy
Ay dit P -y

-aqa Nnr and DE\'I(; |9uN before expirztion
Select Server computer from the pull-down menu and click OK if you want external
client computers to be able to log in to the FTD without any pre-configuration. This
option, however, does not let you track specific actions from the terminal client.

Audit Security Actions

You can enable an audit to track configurations and security.

1. Navigate to Rockwell Software>FactoryTalk Administration Console.
2. Under System>Policies>System Policies, double-click Audit Policy.
3. Under Audit Policy Settings, select Enabled from the Audit security
access failures pull-down menu and select OK.
Audit Policy Properties =
Policy Settings |
a2
4 Audit Policy Seffings
Enabled
Enabled ™
Audit security access successes Disabled
Audit security acoess falures
Dietermines whether to generate an sudit message when a user attempts an action
and is denied access.
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Redundant PRP Topology

Resilient DLR Topology

Network Infrastructure

The PlantPAx® Distributed Control System supports several network
topologies to meet specific needs. The following sections summarize the
recommended network topology designs with more detail available by
following the referenced links to the details provided later in this chapter.

This topology provides high availability with the duplication of infrastructure
for the most critical process operations:

« NIC teaming for dual connections between PASS servers and supervisory
controllers

« EIGRP (Enhanced Interior Gateway Routing Protocol) provides Layer 3
routing capabilities

« HSRP provides redundant PRP ‘RedBox’ functionality

« PRP provides dual connectivity between two devices

« RedBox (redundancy box) connects devices without PRP technology to
both LAN Aand LAN B

« Cisco® Stackwise provides redundancy at core switches

For more information, see Redundant PRP Topology.

This architecture provides a means to detect, manage, and recover from a
single fault in a ring-based network. You can use redundant gateways to
provide DLR network resiliency to the rest of the network. This architecture
also includes the following:

+ NIC teaming for dual connections between PASS servers and supervisory
controllers

« EIGRP (Enhanced Interior Gateway Routing Protocol) provides Layer 3
routing capabilities

« Redundant DLR gateway functionality

- DLRis aring topology that recovers after a single point of failure

« Cisco® Stackwise provides redundancy at core switches

For more information, see Resilient DLR Topology.
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Simplex-Star Topology

Prerequisites

Core, distribution, and
access switches

This architecture provides a basic network configuration. This topology is
effective when there is no requirement for high availability and network
disruptions are tolerable.

« Nodisruptions to the network when you connect or remove devices.

« IMPORTANT: If a connecting network device fails, there’s no
redundancy and connected nodes can’t communicate on the network.

« EtherNet/IP™ backbone between devices in a STAR topology
« NIC teaming is optional.

For more information, see Simplex - Star Topology.

Following the System Workflow, design the network infrastructure. You need
to know which of the following are in your system:

« Domain controller or workgroup

« PASS or PASS-C

Before you design and implement a PlantPAx network infrastructure, you
should:
« Have experience with VLAN and IP schemes.

« Have a network design that defines the requirements for the supervisory
and control networks in the PlantPAx system.

+ Be familiar with how to use the Express Setup and Device Manager
utilities to configure and configure Stratix® switches.

« Be familiar with the Cisco IOS® command-line interface (CLI).

« Verify that no fixed IP is assigned to the workstation that is being used to
configure the switch. You want the switch to manage the IP address
configuration in your computer.

For more information, see these additional resources.

Resource

Description

Stratix Managed Switches User Manual,
publication 1783-UM007

Describes how to build, configure, and troubleshoot Stratix switches.

Converged Plantwide Ethernet (CPwE) Design and
Implementation Guide, publication ENET-TDOO1

Describes tested and validated industrial network architectures, recommendations and best practices, including
network resiliency and security.

EtherNet I/P Parallel Redundancy Protocol Application
Technique, publication ENET-ATO06

Describes how you can configure a PRP network with a compatible device or switch.

EtherNet I/P Device Level Ring Application Technique,
publication ENET-AT007

Describes DLR network operation, topologies, configuration considerations, and diagnostic methods.

Deploying a Resilient Converged Plantwide Ethernet
Architecture, Publication ENET-TDO10

Describes how to design and deploy a resilient plant-wide or site-wide LAN architectures for IACS applications.

Deploying Device Level Ring within a CPwE Architecture,
publication ENET-TDO15

Describes how to design and deploy DLR technology with IACS device-level, switch-level, and mixed device/switch-
level ring topologies across OEM and plant-wide or site-wide IACS applications.

Scalable Time Distribution within a Converged Plantwide
Ethernet Architecture, publication ENET-TD016

Describes how to design and deploy Scalable Time Distribution technology throughout a plant-wide Industrial
Automation and Control System (IACS) network infrastructure.

Deploying Parallel Redundancy Protocol within a CPwE
Architecture, publication ENET-TD021

Describes how to design and deploy PRP technology with redundant network infrastructure across plant-wide or site-
wide IACS applications.

9%
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Network Configuration Smart devices on PlantPAx system architectures communicate on the

Preparation EtherNet/IP network via Stratix and Cisco switches. These managed switches
provide a secure switching infrastructure for harsh environments. You can
connect the switches to network devices such as servers, routers, and other
switches. In industrial environments, you can connect Ethernet-enabled
industrial communication devices, including controllers, human machine
interfaces (HMIs), drives, sensors, and I/O.

The Ethernet network provides the communication backbone for the
supervisory network for the workstations, servers, and the controllers:

Configure all communication interfaces to operate at the fastest speed
possible for your hardware configuration, full-duplex for 100/1000
network adapters. See Important for autonegotiate settings.

IMPORTANT  Use of autonegotiate settings is recommended to reduce chance of

mis-configuration and failures. However, it's desirable to operate at
the fastest speed possible at full-duplex. We recommend verifying
your switch settings during commissioning to make sure that the
system was able to autonegotiate properly. The speed and duplex
settings for the devices on the same Ethernet network must be the
same to avoid transmission errors.

Select the cable type based on environmental conditions.

Type

Details

Fiber-optic

Long distances

Near high magnetic fields, such as induction-heating processes
For extreme high-noise environments

For poorly grounded systems

For outdoor applications

Shielded twisted-pair

« Use Category 5e, 6, or 6a cables and connectors
« Use termination sequence 568A for industrial applications

Follow these guidelines for devices on the EtherNet/IP network:

Make sure that an I/O module RPI is two times faster than the periodic
task that you're using.

The number of devices can affect the CIP™/TCP count differently. Never
use more than 80% of the available connections for the communication
modules.

Consider packets per second for performance if you use many devices.

I/O packets per second (pps) describes an implicit message rate (Class
1). An I/O communication use approaching or above 80% can
necessitate an adjustment to the RPI.

HMI packets per second (pps) describes an explicit message rate (Class
3). RSLinx® connections and message instructions generate CIP
traffic. HMI traffic is TCP-based, not UDP-based.

The combination of implicit and explicit messaging provides the total
use for a device. If you add implicit messaging (I/0), it takes
bandwidth from the HMI because it has higher priority than HMI
messaging. The combination of CIP implicit (highest priority) and CIP
explicit (second priority) can’t exceed 100% use.

Use compatible keying on communication modules. Where required,
such as in validated industries, you can use an exact match for keying.
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Recommended VLANs

Subnets segment the devices in a network into smaller groups. The IP address
and associated subnet mask are unique identifiers for the switch in a network.

The following table of recommended VLANSs segments the system and
recommends IP address ranges. Use these recommendations with the
topology worksheet to segment your system.

Knowledgebase Technote, PlantPAx System Release 5.20
Configuration and Implementation Tools, contains the recommended
topology and switch settings. Download the spreadsheet from this
public article and use the tab that is referenced in each step.

You may be asked to log in to your Rockwell Automation web account
or create an account if you do not have one. You do not need a support
contract to access the article.
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Table 5 - Descriptions for VLANs and Ethernet Address Ranges")

VLAN ID (Name) EtherNet/IP Address Range Description
1 N/A Not used
. ) Not to have any assigned IP addresses

300 (Native VLAN) NA NA Native for Control and Supervisory
172.18.0.1 Default gateway

f’r?a?]g%"emﬂ“\‘;m;k 17218.0.2 1721809 VLAN routing - switch addresses (to be utiized for Layer 3 switches)
172.18.0.10 172.18.0.253 Application - switch addresses
172.18.1.1 N/A Default gateway

501 (Control network - Default) 17218..2 1721819 VLAN routing
17278.[2...]10 17218.[..9].253 Ethernet interface between controllers and system applications.
17218.2..]1 17228.[..9]1 Default gateway

502...509 (Additional Control -

network VLANS for 10 and MCC) 17218.[2...]2 17218...9]9 VLAN routing
17218.[2...]10 17218.[..9].253 Ethernet interface between controllers, 1/0 modules, and MCCs (fixed)
172.20.0.1 N/A Default gateway

?r?a?]ggg'rf;:‘tt(f&\*,‘)s”Pe”'s‘”y 1722002 172.20.08 VLAN routing - switch addresses (to be used for Layer 3 switches)
172.20.0.10 172.20.0.253 Application - switch addresses
172.2011 N/A Default gateway
172.20.110 N/A Domain/DNS primary server

601 (HMI Control network + 172.201M N/A Domain/DNS secondary server

Supervisory network -

wired network) 172.201.12 172.20.199 Servers and workstations (DHCP)
172.201.2 1722019 VLAN routing
1722011 172.20..25 Workstation interface
172.20.21 N/A Default gateway

aliJrzel(S: sp ﬁ;\{:;g%network ) 172.20.2.2 172.20.29 VLAN routing - switch addresses (to be used fro Layer 3 switches)
172.20.210 172.20.2.253 Mobile interface

603 (External - untrusted 172.20.31 N/A Default gateway

:I?Xg?rl!}r)pm \OMZ (industral 172.20.3.2 172.20.39 VLAN routing - switch address (to be used for Layer 3 switches)

demilitarized zone) 172.20.3.10 172.20.3.253 External interface

(1) The referenced IP Addresses can be changed for your system requirements.
(2) Allnetworks do not need to use a dedicated management VLAN, but it's a good practice. Many times, a supervisary VLAN is the same VLAN as the management VLAN.

Command-line Interface (CLI)

Along with Device Manager and Logix Designer applications, you can use the

Cisco I0S® command-line interface (CLI) to manage the switch. This interface
enables executes Cisco I0S commands by using a router console or terminal,
or by using remote access methods. You can:

« Connect directly to the switch console port
« Enable Secure Shell (SSH) or Telnet in Device Manager

For more information about how to use the CLI, see https://www.cisco.com/.
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Redundant PRP Topology

Parallel Redundancy Protocol (PRP) is defined in international standard

IEC 62439-3 and provides high-availability in Ethernet networks. PRP
technology creates seamless redundancy by sending duplicate frames to two
independent network infrastructures, which are known as LAN A and LAN B.

A PRP network includes the following components.

Component Description

LAN Aand LAN B Redundant, active Ethernet networks that operate in parallel.

Double attached node (DAN) An end device with PRP technology that connects to both LAN A and LAN B.

. An end device without PRP technology that connects to either LAN A or LAN B.
Single attached node (SAN) A SAN does not have PRP redundancy.

Redundancy box (RedBox) /ﬁ Asb\l/vgc;r:]dwflz\ﬁ%P technology that connects devices without PRP technology to bath

Virtual double attached node {th endhdevRicg gvithout PRP technology that connects to both LAN A and LAN B
(VDAN) rough a RedBox. )
A VDAN has PRP redundancy and appears to other nodes in the network as a DAN.

Infrastructure switch A switch that connects to either LAN A or LAN B and isn't configured as a RedBox.

Redundancy uses Hot Standby Router Protocol (HSRP). HSRP lets you
configure two or more routers as standby routers, but only one router is active
atatime.

Additional Resources for PRP Topology

For more information, see these additional resources.

Resource

Description

Design Guide, Deploying Parallel Redundancy Protocol
within a CPwE Architecture, publication ENET-TDO21.

Highlights key IACS application requirements, technology, and supporting design considerations to help with
the successful design and deployment of PRP applications.

EtherNet/IP Parallel Redundancy Protocol,
publication ENET-AT006

Describes how you can configure a Parallel Redundancy Protocol (PRP) network with a compatible device or
switch.

EtherNet/IP Network Devices User Manual,
publication ENET-UMO06

Explains Logix 5000° tools that are used in EtherNet/IP topologies and network operation.

Cisco Catalyst® 9300 Series Switches

Describes the hardware installation.

Describes how to update firmware.

Lists the recommended firmware downloads.

Describes how to configure the switch.
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Switch Configuration ina The following figure shows an example PRP topology. The numbers circled in
Redundant PRP Topology red match the sequential instructions below the example.

Operator and
Engineering
Workstations

Figure 8 - Redundant PRP Topology Example

—— Supervisory Network (VLAN 601)
Control Network Default (VLAN 501)
———————— Control Network 1/0 (VLAN 502)
. Control Network MCC (VLAN 503) E Z

Trunk - (Native VLAN 300) :
Secondary Connection . .
Logix Redundancy (RM) i
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(Hypervisor)

EtherChannel

RedBox (PRP)
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Cisco Stack Member
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Knowledgebase Technote, PlantPAx System Release 5.10
Configuration and Implementation Tools, contains the recommended
topology and switch settings. Download the spreadsheet from this
public article and use the tab that is referenced in each step.

You may be asked to log in to your Rockwell Automation web account
or create an account if you do not have one. You do not need a support
contract to access the article.

WARNING: Do not connect switches together before the network is fully
configured.
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Configure the Cisco stack switches.

See the ‘1 PRP Cisco Stack Switch’ tab in the topology worksheet.xlsx.

a. Connect to distribution switches
b. Connect to application servers

For stacking guidelines and cabling considerations, see Cisco user
documentation.

Configure the HSRP distribution switches.

See the 2 PRP HSRP Switch’ tab in the topology worksheet.xlsx.

a. Connect distribution switches to the core stack
b. Configure PRP
Configure the LAN A/B access switches.

See the 3 PRP LAN A B’ tab in the topology worksheet.xlsx.
Configure the RedBox switches.

See the 4 PRP RedBox Infrastructure’ tab in the topology
worksheet.xlsx.

Add PRP devices or skids.

See the user documentation for your devices on how to configure
PRP settings.

For examples, see Figure 9.
Verify the PRP configuration.

See the ‘s PRP Verification’ tab in the topology worksheet.xlsx.
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Figure 9 - PRP Skid and MCC Lineup
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Resilient DLR Topology

Device Level Ring (DLR) is an EtherNet/IP protocol that is defined by the Open
DeviceNet® Vendors’ Association (ODVA). DLR provides a means to detect,
manage, and recover from single faults in a ring-based network.

A DLR network includes the following types of ring nodes.

Node

Description

Aring supervisor provides these functions:
« Manages traffic on the DLR network

Ring supervisor « Collects diagnostic information for the network

A DLR network requires at least one node to be configured as ring supervisor.
By default, the supervisor function is disabled on supervisor-capable devices.

Ring participants

Ring participants provide these functions:

« Process data that is transmitted over the network.

« Pass on the data to the next node on the network.

« Report fault locations to the active ring supervisor.

When a fault occurs on the DLR network, ring participants reconfigure themselves
and relearn the network topology.

Redundant gateways
(optional)

Redundant gateways are multiple switches that are connected to a single DLR
network and also connected together through the rest of the network.
Redundant gateways provide DLR network resiliency to the rest of the network.

Consider the following if you choose this topology:

Depending on firmware capabilities, both devices and switches can
operate as supervisors or ring nodes on a DLR network. Only switches
can operate as redundant gateways.

Multiport EtherNet/IP devices that are equipped with DLR technology
connect directly to neighboring nodes and form a ring topology at the
end devices. If a break in the line is detected, the network provides an
alternate routing of the data to help recover the network at fast rates.

All end devices that are tightly coupled to a controller must be a part of
the same embedded switch topology. This peer-to-peer architecture
reduces the physical amount (and therefore cost) of cabling.

Enhanced diagnostics that are built into DLR-enabled products identify
the point of failure, helping to speed maintenance and reduce mean time
to restoration.

The DLR ring supervisor maintains a loop-free topology by blocking
port 2 of the embedded-switch device. If the supervisor detects a fault in
the network, it unblocks port 2 until the fault is corrected. It’s important
to remember to enable a ring supervisor before closing the DLR ring. If
the ring closed before the supervisor is enabled, a bridge loop results,
which generates a broadcast storm.

Additional Resources for DLR Topology

For more information, see these additional resources.

Resource

Description

EtherNet/IP Device Level Ring, publication ENET-AT007

Describes DLR network operation, topologies, configuration considerations, and diagnostic methods

EtherNet/IP Network Devices User Manual, publication ENET-UMO06 Explains Logix 5000 tools that are used in EtherNet/IP topologies and network operation.

Figure 10 shows an example DLR topology. The numbers circled in red match
the sequential instructions below the example.
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Figure 10 - Resilient DLR Topology Example
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Knowledgebase Technote, PlantPAx System Release 5.10
Configuration and Implementation Tools, contains the recommended
topology and switch settings. Download the spreadsheet from this
public article and use the tab that is referenced in each step.

You may be asked to log in to your Rockwell Automation web account
or create an account if you do not have one. You do not need a support
contract to access the article.

WARNING: Do not connect switches together before the network is fully
configured.
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Configure the Cisco stack switches.

See the ‘1 DLR Cisco Stack Switch’ tab in the topology worksheet.xlsx.

a. Connect to distribution switches
b. Connect to application servers

For stacking guidelines and cabling considerations, see the Cisco user
documentation.

Configure the gateways.

See the 2 DLR Gateway Switch’ tab in the topology worksheet.xIsx.

Configure the ring access switches.

See the 3 DLR Ring Switch’ tab in the topology worksheet.xlsx.
Add DLR devices or skids.

See the user documentation for your devices on how to configure DLR
settings.

For examples, see Figure 11.
Verify the DLR configuration.

See the ‘4 DLR Verification’ tab in the topology worksheet.xlsx.
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Figure 11 -
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Simplex - Star Topology

Application Servers
(hypervisor)

In a star topology, access switches serve as an uplink from the servers to the
workstations. Layer 2 switches also send information packets at the controller
level from the end devices. With multiple network levels, access switches
control the flow of information to make sure that packets are delivered to the
correct network level.

Figure 12 shows an example simplex star topology. The numbers circled in red
match the sequential instructions below the example.

Figure 12 - Simplex - Star Topology Example

—— Supervisory Network (VLAN 601)

Operator and Control Netwark [VLAN 501)
% Engineering Trunk - (Native VLAN 301)
Workstations

EWS/OWS

Consider the following if you choose this topology:

« The first switch that Rockwell Automation equipment touches must have
IGMP snooping enabled. IGMP snooping enables switches to forward
multicast packets to ports that are only part of a particular multicast

group.

Additional Resources for Simplex Star Topology

For more information, see these additional resources.

Resource

Description

Stratix Managed Switches User Manual,
publication 1783-UM007

Describes the embedded software features and tools for configuring and managing the Stratix 5410, Stratix 5400, and
the Stratix 5700 Ethernet managed switches.

Stratix Infrastructure Product Family Quick Reference

Drawing, publication IASIMP-QR029

Illustration that shows options for connecting your plant network by using standard Ethernet technology.
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Switch Configuration ina Switch configuration in a simplex topology follows the workflow that is shown
Simplex Topology in Figure 1.

WARNING: Do not connect switches together before the network is fully
configured.

Knowledgebase Technote, PlantPAx System Release 5.10
Configuration and Implementation Tools, contains the recommended
topology and switch settings. Download the spreadsheet from this
public article and use the tab that is referenced in each step.

You may be asked to log in to your Rockwell Automation web account
or create an account if you do not have one. You do not need a support
contract to access the article.

1. Configure the Cisco stack switch.

See the ‘1 Simplex Cisco Stack Switch’ tab in the topology
worksheet.xlsx.

For stacking guidelines and cabling considerations, see the Cisco user
documentation.

2. Configure the access switches.

See the 2 Simplex Access Switch’ tab Simplex Switches tab in the
topology worksheet.xlsx.

3. Add simplex devices.

See the user documentation for your devices on how to configure
network settings.

For examples, see Figure 13.
4. Verify the Simplex configuration.

See the ‘3 Simplex Verification’ tab in the topology worksheet.xlsx.

Figure 13 - Simplex Skid and MCC Lineup
Skid - Simplex Connected to Simplex DCS MCC - Connected to Simplex DCS
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Perimeter Network The Perimeter Network (Microsoft®) is a buffer that enforces data security

Considerations policies between a trusted network (Industrial Zone) and an untrusted
network (Enterprise Zone).

For secure data sharing, the Perimeter Network contains assets that act as
brokers between the zones. Consider these methods:

« Use an application mirror, such as a PI-to-PI interface for
FactoryTalk® Historian

« Use Microsoft Remote Desktop Gateway services
« Use areverse proxy server
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Time Synchronization

System time synchronization is important so that the internal clocks in the
controllers, workstations, and servers reference the same time for any event or
alarm that occurs. Configure the PASS, application servers, OWS, and EWS to
use a single server (for example, a domain controller) as their time reference
and keep their clocks synced to it.

This chapter describes procedures for configuring time-sync applications by
using two common protocols:

« Network Time Protocol (NTP)

« Precision Time Protocol (PTP)

NTP synchronizes time over the plant floor on an Ethernet network as shown
in the following figure. NTP sources Coordinated Universal Time (UTC) as the
universal standard for current time. Typically for Windows, a domain
controller sources UTC time and becomes the Reliable Time Server for the
domain.

Operators and Engineering Workstations

Application Servers
(Hypervisor)

— T[]

........... . External NTP
Time Server
¥
I I
1 | I |
NTP s wa
< T T 1
. T 1
-
Firewall
PDC
Emulator

NTP/PTP clock mode
internal in switch

Two methods are described to use UTC time in your domain:

« Viayour local network (intranet) or the Internet (previous diagram)
. ViaGPS

The Internet can introduce more propagation delays than GPS that can cause
inaccuracies in your system. Although the NTP system affords algorithms to
calculate accurate time for either method, the GPS method provides better
accuracy.

The Stratix switch is responsible for converting Network Time Protocol (NTP)
to Precision Time Protocol (PTP). This functionality is available only in the
Stratix 54x0 family.

For more information on time synchronization and CIP Sync™, see the
Integrated Architecture® and CIP Sync Configuration manual,
publication IA-ATo03.
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Configure UTC Time Source

Useadomain
controller

Considerations

Consider the following suggestions before starting this chapter:
« Decide which network time source, external NTP or GPS reference, that
you're going to use.
« To enable CIP Sync functionality in a ControlLogix® controller, select
Time Synchronization in Ethernet adapters by using Studio 5000 Logix
Designer application.

UTC is independent of time zones and enables NTP to be used anywhere in the
world regardless of time zone settings.

Configure Internet Time Synchronization

This section describes how to configure the Windows Time Service (w32Time)
to use the Internet as a medium for sourcing a UTC time. Use the Windows
time utility from an elevated command prompt.

Complete these steps by using the domain controller that is hosting the
PDC emulator role (PADCA).

1. Open an elevated Command session and click the Windows Key.

The Start Menu appears.

2. Choose Command Prompt (admin).

3. From within this Command session, type the following while
substituting for the <pool> argument per your requirements:

w32tm /Config /ManualPeerList:<pool> /SyncFromFlags:Manual /Reliable:yes
/Update

IMPORTANT  <pool>is a place holder for the URL or URLs of multiple time servers
(for example, atomic clocks). If you can't access the Internet, those
URLs could be of your parent domain controller. You can research
UTC sources for your proximity, the following table has examples
that work for the U.S.

Example Purpose
us.pool.ntp.org,0x8 URL specifies a single server

0.us.pool.ntp.org,0x8

1.us.pool.ntp.org,0x8 . .
1.us.pool.ntp.org,0x8 URLSs specify the use of 4 unique servers

2.us.pool.ntp.org,0x8

There are (at least) four server pools of pool.ntp.org. But, the preferred
assignment for <pool> is the first one (us.pool.ntp.org,0x8). Windows Event
Viewer can log errors for URLs that do not respond.

The ox8 qualifier specifies Client Mode packets for server communication. For
more information, See Microsoft Knowledgebase article 875424, Time
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synchronization may not succeed when vou try to synchronize with a non-
Windows NTP server.

You can specify a list of URLs that are <space> separated and enclosed in
quotes. Make sure to append a type identifier for the URLs identifier as shown
in the previous table. For example, 0x8 (client mode).

The illustration shows an example that sources the U.S. pool.

X Administrator; Cmd |_'

icrogoft Windows [Uerszion 6.3.96881
Cc)» 2013 Microsoft Corporation. All rights reservwved.

wWindowsssystemd2>w3d2tm #Config ~ManualPeerList:us.pool.ntp.org.B@x8 /SyncFromFlags:Manual ~Reliable:yes ~Update

If your system can’t access the Internet, <pool> can be a single target such as
your parent or local Domain controller. Your domain time might not be within
tolerable differences of other domains in your enterprise.

Example Purpose
. Uses the current computer (PADCA) as the time source
PADCA Specifies a network time server on your local network

4. After yowve commanded the w32tm utility by using the new
configuration in step 3, use the Net utility to stop and then start the
Windows Time Service from the same command session.

sMindowsssystend2inet stop wiZtime
he Windows Time service iz stopping.
he Windows Time service was stopped successfully.

sMindowsssystend2net start wiZtime
he Windows Time service iz starting.
he Windows Time service was started successfully.
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NTP to PTP Clock Conversion

This section illustrates how to configure a Stratix 5400 to convert Network
Time Protocol (NTP) to Precision Time Protocol (PTP),

1. From the Device Manager of the switch, click Configure and
choose PTP.

2. From the Mode pull-down, select NTP-PTP Clock.
Type a priority value for Priority1 and Priorityz2.
Click Submit.

Knowledgebase Technote, PlantPAx System Release 5.10
Configuration and Implementation Tools, contains the recommended
topology and switch settings. Download the spreadsheet from this
public article and use the tab that is referenced in each step.

You may be asked to log in to your Rockwell Automation web account or
create an account if you do not have one. You do not need a support contract
to access the article.
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configure PTP Time Precision Time Protocol (PTP) enables precise synchronization of clocks in

Synchronization for Ethernet measurement and control systems. PTP generates a Master-Slave relationship

Bri dg es among the clocks in the system. Clocks, which are synchronized over the
EtherNet/IP network, derive their time from a clock that is selected as the
Grandmaster clock. The Time Sync and Motion option must be enabled for
Ethernet bridge modules to propagate time through the network via switches.

1. Open your project in Logix Designer. On the General tab of the Module
Properties dialog box, make sure that ‘Time Sync and Motion’ is selected
for the connection.

Usean @ Logix Designar - LGXCOT [1756-475 31.1] = o
these | LOGIC COMMUNICATICNS TOOLS WINDOW HELP
> | V|('.D =30 ety R [t
Path: AB_ETHIP-11172.15.1. 100'Backplaneid % =5 0 =l dF #E d0e HuE 4
H?' No Forces ¥ MNoEdits 0 Redundancy L ‘Favorites  Agd-On  Safety Alarme Bt TmedCounier  hpub/Outp

b -Cuntm”u Prm— General |Conneq_im | RENeiWonc | Modue Info | Intemet Protocol | Port Configuraticn |Timg Sync !
4 Tasks Type: 1756-ENZT 1756 104100 Mbps Ethemet Bndge, Twised-Par Media
4 Metion Groups Vendor: Rockwel Automation/Allen-Bradley
b Assets Parsit: Ll Ethemet Address
% Logi 1
e ,Dg'cal MOM. Mame: |LGXCG1ENEI1F. Private Newars: 192168.1. i
4 1/Q Cenfiguration } X
4 E31736 Backplane, 1736-A7 Desciption: ~ ) |P Addroea:
3 B- 5 A
B B [1] 1756-EN2T LGKCOTENOTA hd Hast Name
4 Ab-ENITTGRCOTENDTE Module Defiritior:
b £ [4] 1756-ENZTR LGXCOIEMDZ Slgt |
Revision: 10.001
Electronic Keying: Compatible Module
Rack Connection: Mone
Tine Syne Connection:
Cescription ~
Status Running -
.(._ s W . e . " . i
_ - Status: Running oK Foply Hep |
f]: Controller Organizer Logical Organizer

(g Errors [mm]Search Resu
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4

2.

If online, select the Time Sync tab to confirm Grandmaster
clock settings.

| General I Connection | RSMetwors I Module Info I Internet Pratocal I Port Configuration I Network| Time Sync |

CIF Sync Time Synchronization:

UTC System Time:

Grandmaster Clock

Drescription:

Enabled
8/13/2018 7:01:08 PM

Local Clock

Manufacturer Mame:

Model:
Serial Mumber:
Hardware Revision:

|dentity:
Class:
Accuracy:
Wariance:
Source:
Pricrity 1:
Priority 2:

Synchronization Status: Synchronized
Rockwell Automat... |~ Offzet to Master: 1} ng
1783-HMS16TG4 . Backplane: M aster [Port 1)
FDCr 90BU0TC Ethernet: Slave [Part 2
0x5 "
IR ARSI Identity: DOODBCFFFECAA3M
243 Class: 248
254 Accuracy: 254
65535 Wariance: B5535
Dzcillator Source: Ozcill ator
126 Priority 1: 128
e Priority 2: 128

Configure PTP Time Synchronization for Controllers

A Logix controller that is CIP Sync enabled and designated the Grandmaster
clock is the real-time source for the control system. The controller
synchronizes with the PTP between the controllers and networks. Complete
these steps.

1.

Using the Logix Designer application, click the Open Controller™
Properties symbol.

& Logix Designer - LGXCO1 [1756-L75 31,1]*

FILE EDIT VIEW SEARCH LOGIC COMMUNICATIONS TOOLS WINDOW  HELP
= =T e O A V% % 5 e
I Run Mode

B Controlier OK :-_l ‘| Path: AB_ETHIP-1172. 18. 1. 100'Backplane 0

I Energy Storage OK
i o oK Rem Run

F® Mo Forces F_ Mo Edits B | Redindancy A
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The Controller Properties dialog box appears.

o

Controller Properties - ]
Project Redundancy MNonvolatile Memao Capaci Securty Alamm Log
pacity
| General | Major Faults I Minor Faults | Date/Time | Advanced I SFC Execution |

i) The Date and Time displayed here is Controller local time, not workstation local time
lse these fields to corfigure Time attributes of the Controller,

Date, Time and Zone from Workstation | 4

Date and Time: |11,-"JDJ-"2{}1? 5:30:27 PM

| |C_§hange Date and Time. .. |4

v|<-

Time Zone: | (UTC+00:00)
[ Adjust for Daylight Saving (+01:00) =
Time Synchronize

II:‘ Enable Time Synchronization I

) |s the system time master

2 ls a synchronized time slave

2 Duplicate CST master detected
() CST Mastership disabled

) No CST master

DANGER. I time synchronization is
dizabled online, active axes in any
controllerin this chassis, or any other
synchronized device, may experence
unexpected motion.

GuardLogix 5560 and 5570 safety
controllers may fault if no other time master
exists in the local chassis.

|| Cancel |

2. On the Date/Time tab, select Enable Time Synchronization.

IMPORTANT  Use your local time to configure the Time Zone and Adjust for

Daylight Saving.

Time Synchronize
Enable Time Synchronization

) |s the system time master

chronized time slave
CST master detected
rehip disabled

The status ‘Is a synchronized slave’ appears
when the controller is synchronized.

3
4

Select Advanced.

. Select OK on the Controller Properties dialog box.

CIF Spnc Tims Synchrorizstion Enabled

Controller Pra

UTC Syatem T me: BA2/2MB 065215 PH
Grandmaster Clodk LocalClock
Drescnpbicr: Synck Skatuz: I i
.Physi:d Bodress  F4-S4-33-11-8801 . Difzet Fom Macher Bl fir
Clack Type: Unknos Type _
Merifaciurer ame: Rockwell Automati, - BaiiplenEitas AR ()
Wil AATBI-HMS1BTEHCER
Sevial Monhar FROASTW 7
Ideniy F4G433FFFET1GAE0 Ideniity FFFFOO0T007E 7455
Clazz. 245 Clazz: 248
Acouracy: 254 Acouracy: 254
Wanance: BB535 Vanance: B5535
Sourcs Dscillztar Sourc= Ozeilator
Priorty 1 128 Priorty 1 [EE [ MasterDveiie)
Friarty 2 127 Friarty 2 [128 |2 (e Rieaken
Carce pply Hela

The Grandmaster clock reference can be confirmed.
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Notes:
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Chapter 5

Process Controller Features

The process controller is a member of the Logix 5000® family that provides
out-of-box process functionality. Embedded PlantPAx® instructions, graphical
workflows, and tag-based alarms streamline code development for your
system.

This chapter explains the process controller features that are central to a
PlantPAx application. If you create a new application, see Bulk Configuration
of a PlantPAx System If you want to edit an existing application see Modifying

an Existing PlantPAx System.

Configure Controller Properties

« Controller-to-controller communication
« Produced and consumed tags
« Message instructions

Integrate Field Devices

« HART devices
« Electrical protection devices

Configure Alarms

« Tag-based alarms
« Server tag-based alarms
« Instruction-based alarms

Security Considerations

« Controller security options

« Runtime security

« System security (domain controller, FactoryTalk® Security)
« IEC 62443-3-3 System Security Requirement
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HMI Displays

Prerequisites
l 7 Process
Controller
o i

| e

« Optimize runtime performance
« Optimize HMI redundancy

PlantPAx system release 5.0 added process controllers to the Logix 5000 family of
controllers. The process controllers offer additional capabilities that are targeted for

DCS applications.

Controller Catalog Numbers
« 1756-L81EP
ControlLogix® 5580 pracess controller « 1756-L83EP

« 1756-L85EP

- 5069-L320ERP
- 5069-L340ERP

CompactLogix™ 5380 pracess controller

For standard use information, see:

« ControlLogix 5580 and GuardLogix® 5580 Controllers,
publication 1756-UM543

« CompactLogix 5380 and Compact GuardLogix 5380 Controllers,
publication 5069-UMoo1

To best use controller resources:

« Use periodic tasks only, with minimum number of tasks that are used to
define execution speed, faster tasks getting higher priority (lower
number).

« Usethe L_CPU Add-On Instruction to monitor controller use.

For more information, see these additional resources.

Resource

Description

High Availability Systems Reference Manual,
HIGHAV-RM002

Provides guidelines for high availability systems, including redundant system components, networks, and other hardware and
software considerations.

Rockwell Automation Library of Process Objects
Reference Manual, publication PROCES-RM200

Describes how to build and use library components that comprise the Rockwell Automation Library of Process Objects.

Logix 5000 Controllers Produced and
Consumed Tags, publication 1756-PM011

Details how, with a Logix 5000 controller, to produce and consume standard tags and produce a large array.

Logix 5000 Controllers Import/Export
Programming Manual, publication 1756-PM019

Describes how to import and export logic components to and from a controller project.

18
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PlantPAx Process Objects

Process controllers support an exclusive set of embedded PlantPAx
instructions.

FLHD PO il ) FPE RYL
PAH PAT PAID PAIM PAO PR ';pm PORC ROI PDO o= PFOPHS 'n'p PLLS PHTR ‘o= PPOD PRTC PRI PRT PTET FUWLY L= PUSD

b Favertes Adé-Dn  PlantPAx "‘i

Tich k- Coloch’ icd e Aarme Bt Timer'Counter Compare ComputeiMsth  Movellogical  Program
PAL =i

Analog input

The PlantPAx instructions offer enhanced functionality, including tag-based
alarms, that can reduce the number of steps to configure control strategies.
For more information about the instructions, see:

«+ Studio 5000 Logix Designer® online help

« Logix 5000 Advanced Process Control and Drives and Equipment Phase
and Sequence Instructions Reference Manual, 1756-RMo06

Each PlantPAx instruction features an intuitive design-time configuration
interface. It’s based on the SAMA (Scientific Apparatus Makers Association)
diagram interface, which focuses on the flow of information.

The example shows the PAI - Process Analog Input Object.

& Pl Properties - 37100 L - o x|
Generzl PV clamping limits 0.0
PV fail check Highe 1.30000000e+03B| =5
" Advanced &,
b HML Low: | -1.30000000e-03B| %
Alarms PV quality
Parameters Use input value Replace PV value:
Tag Last good PV value 00] %
Device
Virtual Py value:
.

Maimtenance substitution 10000 %
Substitute PV value:

“1000]

| Use substitute PV | €

Fitter arder:
| Mane ¥
_l:l Lol
Cutoff frequency: S
M. 1000 %
00| radds 1000 = &
Do Min -33.333332 %
Reference PV deviation
Device state: PV good
Device issues: High high oK | carce A Help

This interface improves upon prior releases of the process library, in where the
underlying elements of an Add-On Instruction can be viewed but do not
illustrate how it functions.
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The blue animation line adjusts depending on the instruction execution. In the
previous example, see the Maintenance substitution option. If you select ‘Use
substitute PV,” the blue animation line shows a new execution path.
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Import Add-On Instructions

There are additional libraries of Add-On Instructions that you can use to
supplement the PlantPAx embedded instructions. Studio 5000 Logix Designer
can import a single Add-On Instruction or a Program/Routine containing
multiple Add-On Instructions, such as a control strategy generated with ACM
software.

Add-On Instructions are used when the following functionality is required:

Feature

Description

Organization, ownership, and arbitration

« Allows the organization of devices into groups from HMI
« Manages and prioritizes ownership of equipment groups
« Propagates command and status through equipment groups

Process Instructions from prior libraries

Non-process controllers use the Add-On Instructions from the process library, release 4.1 or earlier

Device Add-On Instructions for supported network
devices

The purpose of device Add-0n Instructions is to reshape the data structure of similar but disparate equipment
to a common structure that can be used by a single comman PlantPAx instruction.

For example, a device Add-On Instruction for a Variable Speed Drive (VSD) is used to reshape the disparate
VSD source data so that a common PlantPAx instruction (PVSD) can also mean that a common control strategy
can be used to control all those same VSDs

Configure Controller
Properties

Use Studiosooo Logix Designer application to configure the controller.

1. From the Controller Properties dialog box, click the PlantPAx tab.

8 Controller Properties - PlantPay =

General Maior Feults Minor Fauts Date/Time Advanced 5FC Execution Proect
Nonvolatle Memory Capacity Fiemet Frolocol Fort Corfiguration. Secuity  Alam Log PlaniPAx

Use FlantPfx Tasking Modsl

e number of PlantPAx Objects pertask

ratnuction Usage

2. Ifyou’re using a process controller, leave the check for Use PlantPAx
Tasking Model box (checked by default).

3. Click the Date/Time tab and check the Enable Time
Synchronization box.

4. Enable Automatic Diagnostics on the Advanced tab.

Automatic Diagnostics is a mechanism to detect and present device
descriptive events with no programming required. Diagnostics based
on the device definition (such as fault or open wire) are sent to the
HMI and displayed on the Automatic Diagnostic Event Summary

object.
© 80 & [nomer v pu
| State ASTESE. Event Tims a| Area Davice Name | Calzlog I M@SSEQE
all> <= O]z Dl =a- Ja] e ;._|\a_:. ;;_'|».‘|. i
A= (%] 102020 41616 PM /RCLEArea [CLXOTEN2TR PRAX \7E6-EN2TR  Connection Loat with Device
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PlantPAx Task Model

The Task folder contains a project structure that consists of four pre-defined
periodic tasks.

b B Controller PlantPAx

4 Tasks
4 @ Fast (100 ms)
P L FastProgram
4 @ Mormal (250 ms)
P L MormalProgram
4 @ Slow (500 ms)
P 4 SlowProgram
4 (B System (1000 ms)
P L SystemProgram

[ VR S T |

|3 Motion Groups
4 Alarm Manager
[ Assets
¥, Logical Model
|3 1/0 Configuration

Logic is placed in the appropriate task to verify that it meets the process
requirements. These tasks are:

« Fast (100 ms) - For control fast loops, such as liquid pressure with related
transmitters and pump drives

« Normal (250 ms) - For discrete control, such as motors, pumps,
and valves

« Slow (500 ms) - For level, temperature, analysis loops, phases, and batch
sequencing

« System (1000 ms) - For slow change temperature control and general
controller operations, such as messaging or status

The ControlLogix 5580 and CompactLogix 5380 controllers (including the
process controllers) have simplified task management from previous
controllers. The controller runs control, communication, and packet
processing on separate cores within the controller. You no longer have to
reserve CPU time for communication or overhead.

Create the Logical Organizer

The Logical Organizer is a graphical representation of the organization of the
configuration logic that is aligned to the process being controlled, called the
logic model. It enables you to create and organize hierarchies of the programs
and folders in your project, independent of the execution model.

A process controller contains tasks that execute at various rates. Each task
contains programs of code that is required to execute at the selected task’s rate
of execution. The Logical Organizer helps create an understandable
organization, based on process functional requirements.

« Server-based alarms and Logix tag-based alarms are often based on area
organization within the Logical Organizer and built using the PlantPAx
configuration tool.
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« Organize batch applications following the ISA-S88 physical model.

IMPORTANT  Several components in a PlantPAx system depend on the
organization and hierarchy of the system:

« HMI application

« Alarms

« User roles and responsibility
« Security

This example shows the same controller project that is viewed from the
Controller Organizer and its associated Logical Organizer. The Controller
Organizer is used to ensure that the logic is executed at a rate suitable for the
process. The Logical Organizer can be used to create folders aligned with the
application (a folder for each HMI display) and allows dragging the associated
programs into the appropriate folders. This enables accurate alarm rollups and
breadcrumbs on the Navigation bars to assist the operator in troubleshooting
abnormal conditions. (See PROCES-RM200 Chapters 2 and 3 for more detail).

Contraller Drgandzer r X Kepl g e
o
d Controfler Dig1.3 X I I B DG
& Controller Tags ‘ a g |-]|‘G1
Contrabler Fault Handber Fl DI _CO0K

Powrer-Up Handler

b b Mormal 07 CK

4 i Tarks b b Sow D1CK
® Fast (100ms) 4 101 _ENOTCK
a @Normal (250 ms) bt Moernad D7_KNT CK
B L Mormal D1 _CK B L Slow DI_KNT_CK
B L Mormal D2_CK & g DG
P L MormalD3_CK Fl D2 CooK
P4 Mormal D1_KNT_CK b b Mormal DZ_CK
b L Mormal D2 KNT CK b & Slow DZCK
b b Mol DLINT.CK L b D“:;Un].?:m KNT.CE
£@kw bRy b E Sow 07 IT.CK
b L Slow D1 CK g NS
b b Slow ALK 4 1 03.C00K
¥ L Slow 03 _CK b % Mol D3.CK
P L Slow DIKNT.CK b b Slow D3.CK
P L Slow D2 KNTCK 4 D3 KNOTCK
P L How D3 ENT.CE b b Morrnal 3 _KNT_CK
4 (B Spatern (1000 ms) b 1, Slow D3 KNT_CE
b L SutemProgram A 1 System
4 i Digt 3

k& Sy;[gmﬂn:gmm

Add Modules and Devices to the Controller Organizer

All Logix 5000 controllers require module connections (analog,
communication, digital, specialty) to be defined in the I/O Configuration list.
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Follow these guidelines for I/O module properties in a PlantPAx system.

Table 6 - Guidelines for Module Configuration

Item Description
Electronic Keying reduces the possibility that you use the wrong device in a control system. It compares the
device that is defined in your project to the installed device. If keying fails, a fault occurs.
+ Use Exact Match for keying in a validated environment. This makes sure that only the same series and
Electronic keying revision device can be used.

« Use Compatible Module for keying in environments where a newer series or revision device can be used
without requiring changes to the definition.

For more detailed information on Electronic Keying, see Electronic Keying in Logix 5000 Control Systems

Application Technique, publication LOGIXATOO1.

Requested Packet Interval (RPI)

The RPI value is the rate at which the controller attempts to communicate with the module. RP! is often defined
by the inherent properties of the signal being measured. For example, a temperature measurement changes
slower than pressure, so a larger RPI could be used to a device that measures the temperature.

We recommend that you specify an RPI that is two times faster than task period. For example:

« Adevice that is used within a 250 ms task requires a 125 ms RPI.

« A device that is used within a 100 ms task requires a 50 ms RPI.

Use NONE for the Connection Format to remote communication modules used as bridged adapters.

For modules that support Precision Time Protocol (PTP) synchronization, it's recommended to use Time Sync
and Motion.

Connection tab options

« Ifinhibited, the controller does not attempt to make a connection. This is used as placeholder for a device
that is not yet implemented or installed.

« Major Fault On Controller If Connection Fails While in Run Mode. This is used on critical connections, where
controller execution can't continue if a problem is detected.

Integrated HART device connection

FLEX 5000® and FLEXHA 5000™ 1/0 with 5094 HART modules support two device connections types. The

PlantPAx data format is recommended and is pre-defined for the PAH instruction.

« PlantPAx Data: Input data includes basic input from the HART device that is used by PlantPAx for the four
dynamic variables and semi static data. Also includes the configured device variables and commands.

« Data: Input data includes basic input from the HART device for the dynamic and device variables that are
configured plus the configured commands.

Concurrent Communications with FLEXHA 5000 I/0

Concurrent communications require a dedicated 1756-EN4TR.

Integrated HART Configuration

HART integration lets you directly add field devices to the I/O Configuration
list.

Contraller Organizer * 3 X

Centroller PlantPAx
Tasks
Motion Groups
Alarm Manager
Assets
Fe Logical Model
4 | l/Q Configuration
b & 5069 Backplane
4 Z5 A1, Ethernet
[0 5069-L340ERP PlantPAx
4 i 5054-AENZTR/A Ethernet_Adapter
4 B9 5094 Backplane
& [0] 5094-AEN2TR/A Ethernet_Adapter
« [ 1] 5094-IF8IH/A Analog_In_HART_S01
4 =5 HART
¥ 0 HART-Device-2684 Tank01
b &5 A2 Ethernet

T o T oo
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Configure the variables and commands for the HART devices within the
Module Definition. You can add HART EDD files if additional device
descriptions are required. See the appropriate manufacturer for these files.

Medule Definition™

- General*® Define Module, Electronic Keying and Connection

i Variables

i Commands [ Add HARTEDD... |
Revision: 1~ [ ootk
Electronic Keying: =lCompaﬁbIE Module .
|Connection: [PlantPax Data [ |

The PlantPAx Data connection creates a PAX_HART DEVICE:I:o structure
that is formatted for direct use in the Process Analog HART (PAH)

instruction.
P&H
PAH_M
Val_HARTPV [
| HARTSV ;:
val_HARTTV 0:
Val HARTOV cl"
Val_HARTLoopCurrent [~
Ref_HARTData Tankﬂ'l'L{‘A)Device
R=f_DiagTable Tag Element: TankD1:1.PAxDevice
Elemnent Data Type: PAX_HART_DEVICELD
Ref_UnitsTable Tag Data Type: AB:3000_HART_PAX:L0
Tag Scope: Controller
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Concurrent Communication Module Configuration

FLEXHA 5000 I/O requires concurrent communications. To use concurrent
communication with FLEXHA 5000 I/O modules, you must configure the 1756-
EN4TR EtherNet/IP™ communication module on the Device Definition dialog
box in your Studio 5000 Logix Designer application project to use concurrent
communication.

Device Definition b4

1756-EN4TR 1756 Ethemet Bridge, 2-Port, Twisted-pair 4 - 001 W
Media

EMNATR_101

=

Descnohion Rarl

Ethernet Addrecs Module

Private network & 2 . 168, L1

Ethemet Address Module 2.

Private network 92 . 168 , .oz

oK Cancel Help

IMPORTANT  You can configure the T756-ENA4TR EtherNet/IP communication module for
concurrent communications, to use with 1/0 modules such as FLEXHA 5000
/0 modules. Or you can configure the 1756-EN4TR EtherNet/IP
communication module for standard I/0, for example, remote 1756
ControlLogix I/0 modules. You can only configure the module for one or the
other.

If the 1756-ENA4TR EtherNet/IP communication module is configured for
concurrent communication, you can still use it for class 3 communications,
for example, HMI, program upload/download/monitor.

Controller-to-Controller There are two main options to communicate among controllers:
Communication

Produced and Consumed Tag Message (MSG) Instruction

Consumed tag data is automatically received from a producer controller, at a Read or Write messages are programmatically initiated on condition (False to True
requested packet interval (RPI), without the need for logic programming. transition).

Ideal for exchanging critical data that changes frequently; use for higher priority | Ideal for exchanging non-critical data that changes less frequently; use for lower priority
communication. communication.

Data is constantly sent regardless of change of state. This does not impact the Communication and network resources that are used when needed only, however, a delay
scan of the controller, but it can impact network bandwidth. can occur if controller resources aren't available when needed.

Tag size is limited to 500 bytes over the backplane and 480 bytes over a network. | Supports larger data payloads, up to 32,767 elements, using multiple data packets.

Supports tags of mixed data types (UDT). CIP™ Generic messages to third-party devices.

You can't modify or create produced/consumed tags online in Run mode. You can madify and create MSG instruction online in Run mode.

Routing of traffic across subnets depends upon the transmission type (Unicast or

Multicast). Message traffic can be routed across subnets and across slots of a 1756 chassis.
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Configure Produced and

For more information on controller communication options, see Logix 5000
Controllers Design Considerations Manual, publication 1756-RM094.

Group produced and consumed tags as members in user-defined structures.

Consumed Tags This technique helps monitor connection status between controllers without
increasing execution time, such as using a GSV instruction to detect status.
1. Inthe Logix Designer application, define a user-defined structure of a
tag to be used in all controllers.
CLRHET LY JdINCET - A
B MHETREMDCONTROL
5 MNETRCOILARRAY o Producedinny
B MNETRCONTROL
2 MKETRDATA AeRon
2 MNETREVENTCMD
= MRETRIPADDRESS
B MNETRMODULEDEF
B MNETRPASSTHRL
M MNETRSTATUS
=2 JETH -
& s N —
B MNETSTATUS HMaite | Dsta Type |Seie | Descnpos | Exseinat Accass
= METUTRL Erm CONNECTION_STATUS Faad Ve
B PAR_MACHINE : oeiT o |Decimal | | Fuead g
B PAR_MACHINE INTGE SINT TENTTIE] [Coemal | | Fiaed P
B AR MACHINE_REAL | W TR0 |Gocmal | P v
B PAR_MACHINE_STRNG T EEA REAL[ZH] 1G] IS =T
=] rodiscedray] [ &0t | B [Geemal | § | Fimad i
B Prompt_StringData E T | 1
2. Name the first member Status and a data type of
CONNECTION_STATUS.
This data type provides two BOOL bits (RunMode &
ConnectionFaulted) in the Status member for each controller
consuming the tag.
MyTag.Connection_Status.RunMode
- Value of 1 when Producer is in Run mode.
- Value of o when Producer is in Program mode.
MyTag.Connection_Status.ConnectionFaulted
- Value of o when Producer connection is good, regardless of mode.
- Value of 1 when Producer Connection is broken.
3. Once the UDT is finished, create a tag of that UDT type to be either
Produced or Consumed.
4. It'srecommended to add a common prefix to each tag instance of the
UDT, so you more easily search for those tags.
Scops: INGRAN v} Show: ‘hterpmcessor_Comms W ” e
Name Value # | Force Mask & | Shyle Data Type Descrption
[+ COMMs_from_BMS3275 Py fanald Interprocessor Comms | Granulation Dryer BMS P2P Comms
+-COMMs_from_DISP e | S Interprocessor Comms: | Dispatch P2P Comms I
i+ COMMs_GRAN_Produced [ais} Feaiad Interprocessor_Comms. ranulation Produced Data

5. Create a Produced tag by simply changing the tag property from base to
produced and setting the max number of consumers.

Create a Consumed tag by changing the tag property from base to
consumed. The Producer controller is selected from the I/O
configuration list and the remote data (exact name of produced tag) is
entered.

6.

7. Select the RPI rate in which the produce tag is consumed.
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For bidirectional P/C tags between two controllers, both consuming
controllers have each producer controller in its I/O configuration list.
Multiple consumers can receive the same data from a single producer.

IMPORTANT  When adding the Producer controller to the I/0 configuration list of
the Consumer controller, the firmware revision does not have to
match. However, the rack size and slot number must be correct.

Data arrives asynchronous to program scan. Some applications may
require a programmatic handshake. Buffering data to or from P/C tags
helps to make sure that the user logic executes on that same data
before it changes.

8. Create logic that writes values to the Produce tag elements.

Lo EUR TSR LW

5% G_TRF_F_BERTH Produced Mapping for VC - IVC_PMO01

# 5% G_TRF_F_REF

#C3 G_TRF_O_IVB {noP]—
| BB GTRFONC |
| =0 J_TRF_F_REF | AR

# B )_TRF_F_SAPREF 3 Intemodal Produce

53 J_TRF_O_IVE | Tag Pr:iwn C;m’:;and Yilﬂk_ 701 ch'B

a B . B to Acquire Va Isolation - in Alarm

& 35 D:esef_TFa_chuenclng pSG1EMVOD1_PCmd Acq C_PMOT BOOLID]
i 5% Gasoline_TFR_Sequencing 1 JE

5B Jet_TFR_Sequencing
)48 Utility ASGIEMVO01

= 8 Communications Intemodal Produce
Tag Program Command

& Program Tags to Close Valve Produced Mapging
B2 MainRoutine ipSRIEMVO0T_PCmd_Close VC_PM01.800L[1]
H C_IVB_PMOL 2 : - o
B b ASBTEMVO0T
B Cive pmo3 Internodal Produce
B C_Ive_Pmo4 Tag Program Command
Bl Data_Compression to Opan Vahe Produced lMapping
B Explicit_ Messaging 5 ipSE1EMVODT_PCmd_Open TVC_PMO1.800L[2]
Bl Monitoring 4 C A
B pave pvoL
9. Add corresponding consume tags to each controller that consumes
the data.
Note that UDT structures can be exported to. LsX format and
imported into the other controllers.
10. Use Consume tag elements to write to variables in the Consuming
controller.
—ontroller Organizer =Xl e EES e @ B o ow e
i C8 D_TRF.O_IVC - =
! (8 G_TRF £ BERTH Consumed Mappng from IVB - IVB_PMO01
[ % G_TRF_F_REF :
(% G_TRF O IVB i [NoP —
=% G_TRF_O_IVC
E."'C}J—TRF—F—REF = WEB_PMO1. Status RunMode  IVB_PMUD1 Siatus. ConnectionFaulted VE_PMD1_CommsOk
5 J_TRF_F_SAPREF D 1 I E J/E &'
5% ) TRF_O_IVE
(4 5% Diesel_TFR_Sequencing Isolation of xgis MmEhgutual
iy ! fam Diasel Ref Intemotal
i b Gasoline_TFR_Sequencing m:;wr:s:;as -in ;a;";e:aus ':';::Tn.
[i: C% Jet_TFR_Sequencing Alarm Alarm
B Uility IWB_PMO1BOOLIO]  IVB_PH1_CommsOk icE6EMVO01_Sts_Alm
58 Communications 2 1E 1 E <
A Program Tags
= L ASETEMVO01
D MainRoutine Intemodal Consume
B C_Ive_PMOL Tag Stalus Vake
B C_Ive_PMO2 Available
= IVE_PMO1 BOOL[]  IVB_PMD1_CommsOk icSEIEMVO0T_Sts_Asailable
B C V8 PMO3 3 o' 18
-B € Iv8_ PMO4
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PlantPAx Guidelines for

Message Instructions

Integrate Field Devices

PlantPAx Guidelines for Produced and Consumed Tags

Produced and consumed (P/C) tags can be a single tag structure or a
user-defined structure (UDT) of mixed data types. For example, a UDT
tag can contain members up to 120 REALs or 100 REALs and 640 BOOLs.

Group data in produced and consumed tags into a UDT to reduce the
total number of connections.

Make the first member of the UDT a data type of
CONNECTION_STATUS for connection status.

Export/Import the same P/C UDT data type among controllers to
confirm they match exactly.

Make sure the number of consumers configured, for a produced tag, is
the actual number of controllers consuming it to reduce the number of
connections to the controller.

Always use a handshake when transferring data between controllers
through health data or manually configured diagnostic.

We recommend unicast traffic when possible, because it transmits only
to an intended destination, which reduces bandwidth. However,
redundant controllers require multicast traffic to consume data.

The MSG instruction asynchronously reads or writes a block of data to another
module on a network.

ControlLogix 5580 and CompactLogix 5380 support up to 256
connections. If you want to enable more than 256 MSGs at one time, use
some type of management strategy.

Use the cached option when the message connection needs to
be maintained.

Use message Reads, instead of Writes. This makes it easier to
troubleshoot code by knowing where the incoming data is coming from.

When messaging between Logix 5000 controllers, use a DINT data type
where possible for maximum efficiency.

Use MSG status flags, such as the. DN and .ER bits for handling
fault conditions.

Data arrives asynchronous to program scan (use a programmatic
handshake or insert between a UID/UIE instruction pair for higher
priority)

Use the unconnected option for CIP Generic messages

PlantPAx systems use specialized field devices that operate on various
communication protocols, such as HART, EtherNet/IP™, PROFIBUS PA, and
Foundation Fieldbus.

Depending on the controller type and process library version, you need
different elements to integrate a field device. These elements use the Logix
Designer application for device control to the corresponding object in
FactoryTalk® View SE for HMI faceplates.

Most field device integrations require that you instantiate one Add-On module
Profile (AOP) and two Add-On Instructions (AOI) per device for end-to-end
control and monitoring.

Module or Device-specific AOP for the Logix Designer application to
create the item or device tags in the I/O Configuration list.
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« Device-specific Add-On Instruction to access device tags and prepare the
data for use within the controller project.

« Generic Add-On Instruction to access device data, along with custom-
made device diagnostics and unit tables, to enable visibility on an HMI
faceplate within the PlantPAx system.
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HART Integration

Highly integrated HART provides a PlantPAx data type in the process
controller:

« Configuration of devices within the I/O Configuration tree (no Add-On
Instruction needed)

« Device diagnostics automatically propagate to the controller project

Figure 14 - PlantPAx 5.0 Library and Highly Integrated HART /0 Modules

1 2 3 4 5
Native Process Objects (Library 5.0)

— : il | r
: = ol = B
\ |
= (=
Add-On Profile (AOP) PAl [Process Analog Irput), Global Object Faceplate

10 HART Module
(5094-IF8IH, 5094-0F8IH,

*[[Z0 Ref_DiagTable
=

PAH {Process Analog HART)

PAC [Process Analog Outpul)

5094-IFBIHXT, 5094-0F8IHXT,
5015-UHIHFTXT)

* Detailed diagnostic tables available for Endress+Hauser devices

Element

Description

The HART I/0 module is added to the I/0 Configuration. If necessary, import the Add-On Profile for the
module being used. Then the HART device is added to the 1/0 Configuration on the "HART" network
under the module.

Use the PAH instruction to process HART data, from the module input assembly.

Use the PAl instruction to process the analog input, from the module input assembly.

Use the HMI global object for the analog input on HMI displays.

Clicking the global object calls up the PAI faceplate, which has navigation to the PAH faceplate for HART
data.

Figure 15 - PlantPAx 5.0 Library and 1756, 1794, 1718, 1719, 1734, 1769 or 1715 HART I/0 Modules

1 2

Library 4.1 HART I/0 Module
Add-On_Instruction (AOI)
(I17561F8IH, ...)

0T HART Chandiata b it
TS AR ranlgs e BaH
R 50z

Add-0n Profile (AGP)
10 Module

Add-on Instruction (AOI)
(1756-x, 1794-x...)

raP_Tec_HARTChanData_to_PAH

3 4 5 6
Native Process Objects (Library 5.0)
PAl {Procass Analag Input)
PAH (Progeas Analog HART) n 5 | =
: = = 8 g
=
=< E

* Pr:ﬁ Emg :ggig; 'Eamﬂ L Global Object Faceplate
PaH (Frocess Anzlng HART)

* Detailed diagnostic tables available for Endress+Hauser devices
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Element Description

1 The HART I/0 module is added to the I/0 Configuration. If necessary, import the Add-On Profile
for the module being used.

Use a PlantPAx Library 4.1 HART module Add-On Instruction to retrieve HART data from the

9 module. Then use the raP_Tec_HARTChanData_to_PAH Add-On Instruction from PlantPAx
Library 5.0 to take the HART data from the HARTChanData (Library 4.1) structure into the new

structure used by the Library 5.0 PAH instruction.

3 Use the PAH instruction to process HART data associated with the analog input

4 Use the PAl instruction to process the analog input.

5 Use the HMI global object for the analog input on HMI displays.

6 Clicking the glabal object calls up the PAI faceplate, which has navigation to the PAH faceplate
for HART data.

Figure 16 - PlantPAx Library 4.1 and 1756, 1794, 1718, 1719, 1734, 1769 or 1715 HART 1/0 Module
1 2 3 4 5

7
= — im ff ]

]

= x
[_—_‘\) [“:J\:/‘ = ’_J\,:- = -
e 1/ 1 ) -/ =
' *[[Z] Ref_DiagTable | i = :
— Add-On_Instruction (A0I) = :
Add-0n Profile (AOF) 10 HART Module Add-On-Instruction (ADI) Global Object Faceplate
10 Module (11756, 1_179%4...) For Faceplates
(1756-x, T794x... P_AInHART
P_AQutHART * Detailed diagnostic tables available for Endress+Hauser devices
Element Description
1 The HART 1/0 module is added to the I/0 Configuration. If necessary, import the Add-On Profile

for the module being used.

9 Use a PlantPAx Library 4.1 HART module Add-On Instruction to retrieve HART data from all the
channels on the module.

3 Use the PlantPAx Library 4.1 P_AInHART Add-On Instruction to process the analog input and
HART data for one channel.

4 Use the HMI glabal object for the analog input on HMI displays.

5 Clicking the glabal object calls up the P_AInHART faceplate, which displays the analog and
HART data.
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Ethernet/IP Integration via Custom Add-On Profile

Figure 17 - PlantPAx Library 4.1 or 5.0 and EtherNet/IP device with Custom AOP (For
Example, Endress+Hauser)

1 2 3 4 5

Ethen'et/IP
i,

[T -E'v-—-uwu oo 1 10 Uit W -
3z |_[EH_Promass300_S00 T - ’

£T.07 7T _bemrOnla E
[ peesnin| o=l [SEME ST N
B2 e e = B
et Lo Promass300:C : U
| i Ui *[_Fef DiagTabe | i 5 .'
Add-0n Profile (AOP) Add-0n Instruction (AOI) X
EtherNet/IP Device EtherNet/IP Device Add-On_Instruction (AO) Global Object Faceplate
- For Faceplates I_EH_Flowmeter - Faceplate
(Promag, Liquiling ...) (I_Promagx, |_Promassx ...) L EH. Flommeter LLEH_Sensor - Faceplate
|_EH_Sensor

* Detailed diagnostic tables available for Endress+Hauser devices

Element | Description

1 Endress+Hauser EtherNet/IP device is added to the I/0 Configuration tree
Add-on Profile for device creation and configuration, such as ProMag or Liquiline

9 Add-on Instruction accesses device tags, such as |_Promagx or |_Promassx for use with
application logic / control strategies

3 Add-on Instruction for diagnostics and control to the HMI global abject

4 Process library HMI global object supports faceplates

5 Process library |_EH_FlowMeter and |_EH_Sensor faceplates

Ethernet/IP Integration via Electronic Data Sheet Add-On Profile

Figure 18 - PlantPAx Library 5.0 and EtherNet/IP device with EDS AOP
1 2 3 4

Native Process Objects (Library 5.0)
Ethen'et/IP

L]
i
B

> L"'.{ =
- — [——'\ " h b
= — E‘L> (o]
e ) @ 13347 5 %
' - Global Object Faceplate

il . PAl (Process Analog Input),
EDS Add-On Profile (AOP)

PAC (Process Analog Output)
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Ethen'et/IP

EDS Add-On Profile (AOP)

Element | Description
EtherNet/IP device is added to the 1/0 Configuration tree
1 Add-on Profile, created via Electronic Data Sheet (EDS) file, for device creation and
configuration
2 PlantPAx instructions for application logic/control strategies/alarms
3 Process library HMI glabal object supports faceplates
A Process library PAI faceplate

Figure 19 - PlantPAx Library Release 4.1 and EtherNet/IP device with EDS AOP
2 3 4

WyP_an

~ 18
i

o

= = || =

=
W

=

Add-On_Instruction (AOI)

Global Object Faceplate
For Faceplates P_Aln - Faceplate
P_Aln P_AOut - Faceplate
P_AOut
Element Description
EtherNet/IP device is added to the I/0 Configuration tree
1 Add-on Profile, created via Electronic Data Sheet (EDS) file, for device creation and

configuration

2 Add-on Profile for HMI faceplates, such as P_Aln and P_AQut

3 Process library HMI global object supports faceplates

A Process library P_Aln and P_AQut faceplates

PROFIBUS PA Integration (1788-EN2PAR Linking Device)

Figure 20 - PlantPAx Library 4.1 or 5.0 and 1788-EN2PAR Linking Device

st
BlU|S
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I

Alarm Types

Element | Description

—_

Device is nat added to the I/0 Configuration tree
Add-on Profile for 1788 linking device
PROFIBUS PA netwark configuration

Add-on Instruction for HMI Faceplates, such as P_AInPAR

Pracess library HMI global object supports faceplates

o g B~ NN

Process library P_AInPAR faceplate

Foundation Fieldbus Integration (1788-ENFFR Linking Device)

Figure 21 - PlantPAx Library 4.1 or 5.0 and 1788-ENFR Linking Device

4 AFTR 5 6 e — e}
uuuuuuuu Y a :
—_ — —_— ]
-]

Element | Description

—_

Device is not added to the I/0 Configuration tree
Add-on Profile for 1788 linking device

Foundation Fieldbus network configuration

Add-on Instruction for HMI Faceplates, such as P_AInFFR

Process library HMI global object supports faceplates

D | g B NN

Process library P_AInFFR faceplate

Electrical Protection Devices Integration (IEC 61850)

See Rockwell Automation Library of Electrical Protection Devices, publication
PROCES-RMoi1 for more information about integrating electrical protection
devices (IEC 61850).

Alarms are a critical function of a distributed control system. Alarms monitor
conditions that need response, such as a temperature or pressure signal out of
range, or device failures such as drives and motors.

The FactoryTalk® Alarms and Events server provides a common, consistent
view of alarms and events throughout a PlantPAx system. Language-switching
alarm messages are also available. When an alarm condition is received, the
FTAE server publishes the information to a subscribing Operator workstation
via FactoryTalk Alarm and Event services.

« For information on how to configure the FTAE server on a PASS, see
Chapter 3, Process Automation System Server.
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« For information on how to configure and monitor FTAE alarm
components, see the FactoryTalk Alarms and Events System
Configuration Guide, publication FTAE-RMoo1.

The Alarm Banner resides on the Header display.

July 19, 2020 11 01998 4:56:50 P Alm_HiHi EMEA, Testhed FT222 HiHi
YT [\ BIBI2020 24327 PM Alm_HiHi LBSEP Testhed FT555 HiHi r/’
B:14:16 Phi
1 & 1100938 45650 PM Alm_Hi EMEA, Testhed FT222 Hi

An effective alarm system directs the attention of an operator to improve the
productivity, safety, and environment of a process plant.
« A PlantPAx system can use device-level and server-level alarm methods.

« Recommendations are based on the controller type and supported
functionality.

Table 7 - Alarm Types Based on Instructions and Add-On Instructions

If You Have You Have This Alarm Type | Description

PlantPAx 5.0 library Logix Tag-based

Device level, tag-based alarms monitor a tag value to determine the alarm condition. Tag-based alarms
aren't part of the logic program and do not increase the scan time for a project. The controller caches
information, such as time stamps, alarm states, and associated tag values in a 1000 KB buffer. The
controller transmits the information to subscribing FactoryTalk® Alarms and Event servers.
Recommended: PlantPAx system release 5.0 or later.

Requires: ControlLogix 5580 controller, CompactLogix 5380 controller.

PlantPAx 4.1 library or earlier Server Tag-based

A FactoryTalk Alarm and Event server monitors controllers for alarm conditions through data servers and
publishes event information that can be displayed and logged.

Recommended: PlantPAx system release 4.6 and earlier.

Server-based alarm monitoring offers the equivalent of HMI tag alarm monitoring, but with an expanded
feature set of the FactoryTalk Alarm and Event server.

ALMA or ALMD controller instructions | Logix Instruction-based

These device-level alarm instructions can consume a larger portion of controller memory and increase

scan time when executed. When an alarm is detected, it's time stamped and buffered until it's transmitted

to subscribing FactoryTalk Alarms and Events servers.

Not Recommended in large deployments due to added controller overhead.

Requires: ControlLogix 5570, CompactLogix 5370, ControlLogix 5580, CompactLogix 5380 controller.

Device level, Logix instruction-based alarms are programmed within the controller program and

integrated to the FactoryTalk Alarm and Event server.

« The Digital Alarm (ALMD) instruction detects alarms that are based on Boolean (true/false) conditions.

« The Analog Alarm (ALMA) instruction detects alarms that are based on the level or rate of change of
analog values.

Guidelines for Logix Tag-based Alarms

In a PlantPAx 5.0 or later system, we recommend no more than 7500 in-use
Logix tag-based alarms per controller.

Create Logix tag-based alarms to send alerts about specific events or
conditions. A tag-based alarm is similar to a digital alarm because both
monitor a tag value to determine an alarm condition. However, a tag-based
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alarm isn’t part of the logic program and does not increase the scan time for a

project.

R State U;c Cwner Name Type Input Expression Limit  Message
4 Controller RA_LIB_ProcessStrategies [+ |xT1540 Alm_Hi TRIP AT540.51s_Hi = £*5:0 %o, @Descriptic
P Tasks [+ |x1540 Alm_Lo TRIP KT540.5t5 Lo == /50 %o.@Descriptic
B Motion Groups W] | %7540 Alm_HiHi TRIP KT540.5ts_HiHi =i /750 %@ Descriptic
] Alarm Manager a [V |xT100 Alm_HiHi TRIP XT100.5t=_HiHi =4 S50 %@ Deccriptic

I\ Alarms w

[of] |wTsan . |Alm_Loba  [TRIP KXT540.5ts Lolo = /*5:0 %6.@Descriptic
b Assets :[ InAlarm, Unacknowledged | | Alm_LoDev |TRIP HT540.5ts_LoDev =1 /*5:0 %.@Descriptic
.5 '-9_9'“' Model [Vl | k7540 Alm_Fail TRIP KT540.5ts_Fail =1 /*5:0 So.@Descriptic
P WO Contiguation ¥ [xT540 Alm_HiRoC |TRIP XT540.5ts HiRoC 1 /*5:0 S6.@Descriptic
V] | xT540 Alm_HiDev [TRIP AT540.5ts_HiDev 1 5:0 Fo.@Descriptic
1 |wTi00 Alm_HiHi TRIP WT100.5ts_HiH = 5:0 %6 @Descriptic
] |wT100 Alm_Hi TRIP WT100.5ts_Hi =il S50 S.@Descriptic

Tag-based alarms do not require an FTAE server. A controller's subscription to

the HMI can be serviced using a FactoryTalk® Linx data server. See Add a Data

Server (FactoryTalk Linx) on page 67 to confirm that FactoryTalk® Linx is

configured for Logix Tag-based alarms. PlantPAx recommends a limit of

15,000 Logix Tag-based alarms per instance of FactoryTalk Linx. A PASS can
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host up to two instances of FactoryTalk Linx for a total of 30,000 Logix Tag-
based alarms per PASS.

An alarm definition is associated with an Add-On Instruction (AOI) or a
defined data type. When a tag is created using a data type or an AOI that has
alarm definitions, alarms are created automatically based on the alarm
definitions.
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Embedded Tag-based Alarms in PlantPAx Instructions

The PlantPAx instructions have embedded tag-based alarms. Configure the
states as needed and simply enable the alarms that you want to use.

Use the Alarms tab on the instruction properties to assign settings to all pre-
defined alarms. There’s an option to propagate specified Class/Group settings to all
alarms in the instruction.

& PO Properties - Storage_P_Dla01* = ] x |
Genezal Use Alarm State |
Aianeed | {10 Fault ’Z|
= ] [faraet dsopee [-]

Settings for all alarms
Tag | Agply Toliowing settings to all slarms
Clase:
CLx01
Alarm group:
| AreaDt
FactonyTalk View command:
] Adlow operator to shelve alarm
| Ao mazintenance o disabie alarm
Device state: - PV good
None <
il o || [ | [ | [T

Alarm settings are also accessible via the Alarm Manager.

Controller Organizer = 8 X ffiips pai - xT100 PRGN EY M & alarm Definitions:
4 | Alarm Manager A~ Show: | All
‘?‘ Alarms State Use COwner Mame Type Input Expression  Limit Message
LLA Definiti =
b ‘c: Etarm S F XT100 Alm_HiHi |TRIP X¥T100.5ts_HiHi =i /*5:0 %.@Description
ssets -
® | ¥ |xT100 Alm_Hi TRIP XT1005ts_Hi = /*5:0 %. @Description

Guidelines for Server Tag-based Alarms (FactoryTalk Alarms
and Events)

An FTAE server is required for server tag-based alarms. The server puts these
alarm tags on scan, just as it does all other tags it polls for the HMI and
Historian. In a PlantPAx 5.0 or later system, we recommend you limit the
number of server tag-based alarms to 20,000 per FTAE Server. A PASS can host
a single instance of the FTAE server for Server tag-based alarms. There are no
hard-coded limitations, however you could experience longer recovery time
during system restoration if you exceed the recommendation.

Use the PlantPAx System Estimator (PSE) for sizing the number of alarm
instructions for a more accurate limit that is based on your specific
configuration. Be sure to add additional memory that is required to maintain
the alarm subscription as it isn’t accounted for in the PSE memory
calculations.
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« Use alarm groups to organize alarms by operator role.

« Usealarm expressions against user groups to provide rolled up
indication of alarms by role or display. For example,
AE_InAlmUnackCount('T1*') returns a count of unacknowledged alarms
within groups that start with T1.

For more information on alarm expressions, see the FactoryTalk View
Site Edition User's Guide, publication VIEWSE-UMOo06.

« Usean alarm class to identify alarms that share common management
requirements (for example, testing, training, monitoring, and audit
requirements). Do not use alarm class to identify alarms by operator role
or display because you can’t retrieve an alarm count by class by using
alarm expressions in FactoryTalk® View software. However, you can
filter by class on the alarm displays.

« Use the alarm builder feature in the PlantPAx Configuration Tool to help
build server tag-based alarms.

Guidelines for Logix Instruction-based Alarms

The process library does not provide support for Logix instruction-based
alarms. Note that the instruction-based alarms can impact controller
performance.

Controller scan time and memory usage are variable with the use of the ALMA
or ALMD instructions, depending on the states of the controller. Large alarm
bursts can have a significant impact on controller CPU utilization. For
example: Controller memory used for buffering by each subscriber (topic in
the data server) =100 KB.

Example execution times:

- ALMD in a 1756-L73 controller with no alarm state changes: 7 us
- ALMD in a 1756-L73 controller with alarm state changes: 16 s

In redundant controller configurations, cross loading of redundancy can add
up to 70 ps per ALMD instruction.

Reserve the use of ALMA and ALMD instructions for the most critical alarms.
Although there are no hard-coded limitations, we recommend limiting the
number of instructions to the following:

- 250 per redundant controller
- 2000 per simplex controller

Rockwell Automation Publication PROCES-UM100D-EN-P - December 2022 139


https://literature.rockwellautomation.com/idc/groups/literature/documents/um/viewse-um006_-en-e.pdf

Chapter 5 Process Controller Features

Monitor Alarms

You can use the alarm status explorer in FactoryTalk View SE to browse all of
your configured alarms on a server or the entire system. Alarms also are
filtered by the Shelved, Suppressed, and Disabled options. The alarm explorer
can be preconfigured as a Shelved alarm display to let operators view a list of
shelved alarms.

ANSI/ISA-18.2 provides alarm performance metrics and recommended target
values. Some key metrics include the following:

Alarm rates: annunciated alarms per operator console:
- Average of 6...12 per hour
- Average 1...2 per 10 minutes

Contribution of the top 10 most frequent alarms to the overall alarm load:
~<1...5% maximum, with action plans to address deficiencies

Less than 5 stale alarms (remains annunciated for an extended period,
such as 24 hours) present on any day with action plans to address

Use the Process System Estimator to Plan Alarms

Process System Estimator - Summary

PlartPax hod
Syatem Mame | Medum Cortrlers | 10 a3 | s | PlantPAX
D'DEL'-" 2000 Dital [ oy #nelog Mop0n Anaiog [ o0 Total 10 | 5000 Harme [19132 | 4 . |
e s e o Distributed Control System |
_— R System Surmery R
1 __”’ ) Project[D | Medum Nisrhier GFPASSS 2 g;va:s of Data and Alarm [z A
ﬁ RS0y R=v P=twork Stations a Server Tag Based Alarms | a8z «— 5
g FACTL Rference D | Nomber of OWSs a0 Lagx T=q Bas=d Alarms [ 33220 «— B
l:D‘ FTo Project Name | Example Acduitecture maer of OWS Ciznts a0 GEC-UA Alarma | o
)+ Sy €=l Contrel Ricom Cangactham | Tamber of EVEs 5 number ofHetorian Tags. | 37860
Il?n. PASS D01 By e Humber of Controlers 0 Tatel Contol Strateges | 2900
B D T Tmier of HM] Servers 3 Totzl Tags on Soan | 82000
=] Frocess_Area_001a .- » . s S -
2 [ m Controlier_nat E_‘.-fﬂm ;,Ju:;k: R btk e Preeences TSR M 10 Existng 10 MCCMEDIED
Lo, pr Edit Hardware Defaults Tumber of Digital Inputs 1000 0 s 0
1 m ) - bt chia Edit THrMenager Licenses Prber of Digital Cutpute 2000 ] YELs o |
gy Coteler_L03 Pumier of Anakg Tnpats 2000 [ e 0 |
i m Cortralisr_ro4 Tk Ry - @ Mumbier of Anakg Cutputs 2000 | owe [0 |
B rermnalon CIF Secunty Level Mo Security Selection - @ Virbuslzation Options
.. [l Terwinal_o12 Default Nebvork Canfigurstion [ Empioy a Virtal Archit=ctur= W::: Eﬂn:m o i -
m Terminal 015 b use Existing Care Switch _e) —S%gg- E}r:f:.;; E::EIS‘MKE Storage Cepacty | 1892 @
B rerminat s Fe Eeitely M B Service Contract & Software License Optiores
L EE el ois 5 Eatpreferme= || @D Syst=m [D: |PASS 001 ~ @
[ Gererate 8il-of-Materal upen Finsh
G| [k
ltem Description
1 Select the top of the project tree to view the system summary.
2 Select to view some of the system limits.
3 System Summary
Total number of Server Tag-Based FactoryTalk Alarm and Event servers.
4 Note: These servers support controllers that utilize the PlantPAx Process Object Library 4.1 and
earlier.
5 The total number of Server Tag-Based Alarms.
6 The total number of Logix Tag-Based Alarms.
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Process System Estimator - FactoryTalk Alarms and Events Limits

B Manage PlantPAx Systern Preferences X
Template: | PlaniPAx System Praferencas v5.20 ~
System Limits: Yirbuaizabon Sizing:
Type of Limit Valua Server and Workstation Type Ratio (vCPU:1)  vRAM  wvHardDisk  vCPU
#of HMI Sarvers Imt id Process Automation Demain Controller (PADC) 2 4 Es) 1
# of Data and Alarm Sarvers fmit 10 Process Autnmation System Server (PASS) 2 18 [a) 4
# of Operator Workstatons limit 110 Operator Warkstation {0WS] & 4 Ei] 2
# of Historan Servers limit 2 Ergneering Workstation (BWS) 2 ] 10 2
Data server tags on scan/second limit 100000 Appicaton Server QWS {AppServ-0Ws) T 16 (=] a8
Data server potential fagsin memory limit 3000000 Appicaton Server EVIS (AppSery-EWs) 2 16 100 4
FTAE Total Alarme/Sy limit 100000 Appicaton Server Information Historizn (ASTH) 2 4 120 2
FTAE Total Alarms/Server limit 30000 Applcaton Server Information Reporting (ASTV) 2 4 &0 2
FTAE Server-based Alarms/Server limit 20000 Appicaton Server Tnformation SOL (ASIS) 2 4 120 2
FTAE Logx-tased Alarms Server imit 15000 Appicaton Server Asset Management (AppSery-Asset) 2 4 &) 2
10 per System Limit 23000 Appicaton Server Batch (AppServ-Batch) Z 4 &0 2
Controlers Per Subsystem Linit 10 OPC LA Connector Server (OFC) 2 4 &0 2
# tags on scan [alarm 5 ¥MVere vCenter 1 1z 600 2
Max Confroller Visudization Tags on Scan 13000 System Reservation (Specify % to be reserved) 10
PASS Tags on Scan Limit 100000
System Tags on Scan Limit 1000000 MECE Sizng:
Display Tag Update Rate L Device Type ol oo AL AD
Bas= Memory Load (kb)) Compactiogix 380 Full Valtage Starters 2 2 1 0
Basa Memery Load (Kb} Controllogix 430 Redliced Voltags Starters 2 2 1 0
Basa Memory Load (¥b) Compactiogix P-Contraller 56 Variable Frequency Drives 2 2 3 1
Bas= Memory Load (Kh) Controllogic P-Cortrolier 56
Compactlogix P-Cortroler Alzrm Limit 7500
Control.ogx P-Controler Alarm Limit 7500
# of Historian Tags per Historian Server limit 50000
Load System. .. Save SystEm As..
Item Description
1 The maximum number of Data and Alarm Servers (Server Tag-Based) in the project.
Total number of FTAE Alarms allowed in the system.
2 Note: The total Server Tag-Based Alarms plus the total Logix Tag-Based Alarms must be less than
this value.
Total number of FTAE Alarms allowed in per PASS server.
3 Note: The total Server Tag-Based Alarms plus the total Logix Tag-Based Alarms supported by any
individual PASS must be less than this value.
4 The maximum Server Tag-Based Alarms that an individual PASS can support.
5 The maximum Logix Tag-Based Alarms that an instance of FactoryTalk Linx data server can
support. A single PASS can host up to two data servers.
6 The average number of backing taqgs that are configured for Server Tag-Based Alarms. This field
only applies to Server Tag-Based Alarms.
7 Maximum number of Logix Tag-Based Alarms. (CompactLogix)
8 Maximum number of Logix Tag-Based Alarms. (ControlLogix)
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Process System Estimator - PASS Alarms
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Server Summary
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Cata Center DataCenter 001

Historan Update Rate
{nchidng Adduons Losd) 2
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R New /0 Existing 170

Server [j0 Summary

Server Tag Based Alarms
% af Farentizl Alarms Ussd
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Adgitional Marme on Server
{beyond caloulated valuss)

al=rm Tag Updete Rate E

MCCMCDTED
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30—| 0 tumber of Digital Cutputs ’W ,0— wEDs n—|
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Item

Description

Select to view the alarm information for the PASS.

PASS-specific configuration information for the Server Tag-Based Alarm server. This is the
configurable percent of Server Tag-Based Alarms that will be used for each controller under this
PASS.

Note: You can also add additional alarms in the server that are beyond what is calculated. The
default is zero. When using the latest library and Process Controllers, the section in the red box does
not appear as it does not apply.

Total number of Server Tag-Based Alarms for this PASS.

Total number of Legix Tag-Based Alarms for this PASS.
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Process System Estimator - N

on-Process Controller
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Item Description

This non-Process controller uses PlantPAx Process Object Library 4.1.
Note: Since this controller is using Process Object Library 4.1, it uses Server Tag-Based alarms.

Potential Server Tag-Based Alarms.
We know that 30 percent of these alarms are used (See Process System Estimator - PASS Alarms on
page 142.) therefore, the actual load on the server for this specific controller will be:

2940 alarms x 30% = 882 alarms.

Process System Estimator - P

rocess Controller

PlartPAx

ows

- PASS

System tame | Mediim Cortrolers |20 | o | e |2
Digytal Daitsl [Toon | Anelog [Zoo0 Andlog [qong | =N
Inouts Outouts L | Inouts Cutets Fendipy oo |

Bl g PASS_ 001

Process_Ares_001a

-
3 m Contraler_coz
—ﬁ Controler_003
| ! m Contralar 004
m Termial 011
! j BEE eriel a2

Bl el 012

Corralier Prefarences

Cantraler 01

L7561 85EP Redundant

P
Cantroller Hame

T Controller Type

Controler Location | Dedicsted Chasss

Matwerk Cannactldty

Enet/IF NPO

Switchs 1783-BMS20CA

Communication Modue Selection: Edit Communication Modules

Cortraler Summary

Slerrns [ 19112

“Cantroler Task Periad (ms)

Fast | 100me

Mormal  3EOMS riormal

siow | moms ~| @D

Red ndant L8 Contraler

Crossioading CPU Tmpact:

= O

PlantPAx

Distributed Control System

|
|
1711 Configured Pane

[C] use 1711 Conficured Pane

@

1711 Infarmation

| @ [nepresees %

17% {7115 KE of 40960 KB)

* Tnclides 10 from Contioler
Locatan if neected.

vsusizstion Tags 47330 Est. Memory! | | Reserve: | 10 w | @
H H o[ Temial_014
Total Htorizn Tazs 3L 20% Utiized .
| i Tarmi at, CPU: Reserve: | 10 %
; ] &=l rereLots Active Tsgoon Scan [sec | @381 L isa | ki @
1 = | I Process_Area_007a Total Conirol Strategies [zea ] Controlier [0 and Dewvice Summary
) 1 ——h New 1O Existng 10 MCC MO IED
¥ ¥ G Controler_005 Ciriredie: Lo Mlapms Bimny i
] s | aaosia) T o Number of Digital Trputs | 1m0 | [o | fi= CR
— T Pat=ntal Logi Alarms 2540 50 | % imed
e O TONET_T0G S :9 5 e iR Huber of Digital Sulputs [ 100 | [o | vsbe [0
— ibonsl Logix Alarma
— Ceontraler_go7 {beyand caloulated) El Q MNumber of Analog Inouts 00 o spca O
ey Configured Logix flsrma | 1570
i Loeatan_007 meatsgueneens;. | | Humber of anclogouteus [0 | [B | owms [o
[] Generace Bll-af-Materiel upan Firish
Cancel fiep

This Process controller uses PlantPAx Process Object Library 5.0 and later.

counts.

The calculated Patential Logix Alarms in the controller based on the configured I/0 or control strategy

Configured Logix alarms once multiplied by the user indicated percentage. In this example, 50%.
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Security Considerations

Create HMI Displays

144

PlantPAx provides options you can use to make your controller more secure.
For controller security options, see:

+ ControlLogix 5580 and GuardLogix 5580 Controllers,
publication 1756-UMs43

« CompactLogix 5380 and Compact GuardLogix 5380 Controllers,
publication 5069-UMoo1

For runtime security, See Configure Runtime Security on page 73

For general system security (domain controller, FT Security), See Domain or

Workgroup on page 23

A PlantPAx reference architecture has been certified for the IEC-62443-3-3 SL1
requirements. When certification is necessary, designing and implementing a
similar architecture can improve the certification process timing.

See PlantPAx Security Certification on page 273.

The Process Automation System Server (PASS) is a required system element for
the PlantPAx system. The PASS hosts the HMI server, which stores the HMI
project components, such as graphic displays, and provides these components
to an Operator Workstations (OWS) clientupon request.

For more information on how to configure these servers, see Chapter 3,
Process Automation System Server.

Follow these guidelines:

« Use FactoryTalk® View Studio software on the EWS to access the
application.

« Configure the FactoryTalk View SE servers to start automatically on
startup on the PASS. Let the servers fully start up before starting the
client computers.

« FactoryTalk View SE displays contain expressions for each customized
animation that holds simple or complex calculations to accomplish the
animations. Each expression consumes memory and requires processing
time to execute. Too many expressions can make the screen animate
sluggishly and affect system performance.

«  Use global objects to display the status of a control module or device
when the information to be displayed is stored in a tag structure within
Logix (for example, UDT or Add-On Instruction) and there are many
identical instances. A global object is a display element that is created
once and can be referenced multiple times on multiple displays in an
application. When changes are made to the original (base) object, the
instantiated copies (reference objects) are automatically updated.

- Base global objects are stored in FactoryTalk View in displays (.ggfx
files). If you have a large number of base global objects defined, do not
put them all in a single display. Limit the number of global object
instances on a single display to 60 or less.

- As global objects can be instantiated multiple times, the performance
impact of their design is amplified by their number of instances.
Therefore, design global objects carefully to reduce the number of
objects, expressions, and animations that are used within the base
object.

« Use ‘Replace’ display types. This display type closes the currently
displayed screen when a new screen opens. ‘Overlay’ display types must
be managed because multiple screens open at once consumes memory
and CPU resources.
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« Only use Cache After Displaying and Always Updating for displays
frequently accessed by the operator and not applied generally. Used
sparingly on these displays, these settings improve display call-up time
for important displays. When displays are cached and always updating,
the additional memory load of this display on the view client is persistent
after call-up regardless of whether the display remains visible. This
action affects system load and can affect system performance.

«  Wedonot recommend the use of data logs. If necessary, use data logs for
short-term data retention only.

« Do not create derived tags that depend on the results of other derived
tags. Derived tag processing is not sequential.

« Avoid use of VBA when possible. VBA runs as a single-threaded process
so it’s possible the application that is written in VB does not allow the
HMI to perform predictably.

Use FactoryTalk View Studio software to create or import any system-specific
graphic displays that your PlantPAx system requires.

For PlantPAx common graphics, you can use ACM-generated displays or
graphic framework displays (from the process library).
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Graphic Framework Displays

The process library download contains the following files to use as a starting
point to utilize the PlantPAx Graphic Framework:

« FTVSE_12_o_Template_{version}.APB
« FTVSE_13_o_Template_{version}.APB

Restore the provided Local Station project templates (.LAPA) by using
the FactoryTalk View SE Application Manager.

« FTVSE_12_o_Template_{version}.zip
« FTVSE_13_o_Template_{version}.zip

Create your own project and import the HMI server or individual files
as needed.

For more information on how to develop displays, see the Rockwell
Automation Library of Process Objects Reference Manual, publication
PROCES-RM200.

Optimize Runtime Performance

PlantPAx guidelines recommend using global objects to display the status of a
control module or device when there are multiple, identical instances. Global
objects offer consistency; and changes to a global object propagate to all the
affected displays.

FactoryTalk View Studio has an Enable Global Object Runtime Optimization
feature that improves runtime performance.

1. After you modify graphics that contain global objects, select Global
Object Compilation Required

L1 FactonyTalk View Studio - View Site Edition (Netwark Distributed)

File Edit View Settings Objeds Awrange Animation Tools Window Help
s b 02 ROERr s XIS E SR ARED R S] Y
[ =
Explarer - HMISemwer1
5B PlantPAxDCS
i - Runtime Security
i AT scripts
1 B FTAEArea
E HMIServerirza
B HMIServerd1
System
i LE Command Line
T HA Tame

i_‘l'l Global Object Compilation Required
Global Objed Compliation Required
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2. Select Compile Global Objects to optimize the changes for the runtime

system.

Options

General Settings Global Object

[+ Enable Global Object Rurtime Optimization

l Compile Global Objects |

Hdter modifyng g
! Compile Gloo
system

7‘1{, Global Object Compilation Requried. Ther a= pending changesin the
eystam that require optimization for rurtima.

etz clicc the
fer the nuntime

The first time that you compile global objects, the process can take an extended
amount of time, depending on the number of displays in the application.
Subsequent compiles require less time as they only process changes to

displays.
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Optimize HMI Redundancy

For HMI redundancy, change these settings to optimize the failover speed to
achieve proper visibility on the HMI clients.

1. InFactoryTalk View Studio, go to System > Policies > System Policies and
select Health Monitoring Policy.

I'—; System
Action Groups
Palicies

1}

|+. Praduct Palicies

= System Policies

- FactoryTalk Alarms and Ewvents
Badge Authorization
Spplication Authorization
User Rights &ssignment

Live Data Policy

Health Moanitarirng Palicy
Sudit Policy

Security Policy

2. Change the following settings:
- Network failure detection interval: From 2 seconds to 1
- Maximum network glitch: From 5 seconds to 1 second

Health Monitaring Policy Properties >

Palicy Settings
= 4|6
~ Hatez
Corrputer detzction intereal 2 geconds
Hetwcrk: failne detection interyal 1 zecond
I 2w Retwork glich 1 second w
Maxrmum delay befoie sarveris aclive 2 rmintzs

M asimum network glitch
Setz the maximum duraton of & network disruption belore e heath moritoring
service determines thal cormunications have failsd.

T
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Bulk Configuration of a PlantPAx System

ACM can reduce the development time for PlantPAx® applications. The process
library provides components to help create process controller projects, HMI
content for FactoryTalk® View SE displays, and tags for FactoryTalk® Historian SE
applications.

For more information, see Application Code Manager User Manual,
publication LOGIX-UM003.

Application Code Manager

New software

Application Code Manager (ACM) software is an optional, productivity tool you can use to manage multiple libraries
and build these components for your control strategies.

« HMI components

« Alarms

« /0 assignments

ACM s best suited for new pracess applications or when wanting to generate or reuse modular project components
from standard and custom libraries.

ACM can use the process library to generate:
« Controller project .ACD files

« Controller program and routine .L5X files
« HMi display and alarm .XML files

« Historian point type and tag .CSV files

Step 1: Develop a Project Plan

Based on the system requirements and PSE results, plan the scope of the
process application. Use a spreadsheet or other tracking tool to define the
details for each controller in the project.

Determine when and which tools to use to help with project development
« Application Code Manager software
« Studio 5000® Design software
« PlantPAx Configuration Tool for Tags, Alarms, and Historian

For more information, see Develop a Project Plan.

Step 2: Use Application Code Manager

« Create a project
« Add control strategies
« Mapl/O
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Step 3: Add Alarm Groups

« Add an FTAlarmEvent object from the library.
« Add groups for your areas and assign the Parent Alarm Group ID
« Enable the alarms that you need

Step 4: Add HMI Displays

« Add an FTViewSE object from the process library.
« Generate HMI Displays

Step 5: Develop Historian Tags

« Add a Historian object to your ACM project.
« Generate Historian Tags

Step 6: Import Displays

« Import ACM-generated displays into your HMI application

Prerequisites Following the System Workflow, develop your process application, including
graphical displays and controller logic. To develop your controller program,
i G you must be familiar with how to do the following:
Controller 1. Gather system requirements, such as:

il « User requirement specifications
| ¢ « Instrument index or database
« P&ID diagrams

« Network architecture requirements

EWS

« I/Orequirements
« Produced/consume and message requirements
« Product specifications

2. Use the PlantPAx System Estimator tool that comes with Integrated
Architecture® Builder utility, to:

« Size your PlantPAx system
« Generate a bill of materials
3. Build your PlantPAx system:

« Use the Virtual Image Templates to build system elements
(recommended)

« Install and configure process controllers (recommended)
« Make sure the HMI server and requirements are configured (required)

For more information, see these additional resources.

Resource Description

Rockwell Automation Library of Process Objects . ; ; . L .
Reference Manual, publication PROCES-RM200 Describes how to build and use library components that comprise the Rockwell Automation Library of Process Objects.

Application Code Manager User Manual, Provides details on a modular, abject-based approach to the creation of ACD controller code, FactoryTalk® View SE /ME display
publication LOGIX-UMOO3 content, FactoryTalk® Historian Tag and FactoryTalk® Alarms and Events (FTAE) import configuration.
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L]

Develop a PI'O]ECt Plan Based on the system requirements and PSE results, start by planning the scope
of the process application. Use a spreadsheet or other tracking tool to define
the details for each controller in the project, such as:

« Controller name
« Taskname
« Program name
« Description
« I/Otype
« Control strategy name
« Minimum and maximum values and units of measure
« Alarm values (LoLo, Low, High, and HiHi)
« HMlIdisplay name
This level of detail helps you organize the actual programs and tasks in the
application. For example:
A B C D E F G H | J K L M N
1 NAME CONTROLLER TASK PROGRAM DESCRIPTION /IO Control Strategy Min Max Unit LOLO LowW HIGH HIHI
11 |[FT0120 Water Task_D_500ms Polymer_TaskD Flow to Large Storage #2 Al P_AIn 0 10000 GPM -1.50E+38 -1.50E+38 1.50E+38 1.50E+38
12 FT200 Water Task_D_500ms Canals_TaskD Flow Offsite #1 Al P_AIn 0 100 GPM 5 10 90 99
13 |[FT201 Water Task_D_500ms Canals_TaskD Flow Offsite #2 Al P_AIn 0 100 GPM 5 10 90 99

Table 8 - Library Descriptions

Determine Which Libraries to Use

Rockwell Automation provides libraries to simplify application development.

Description

Process Library

Rockwell Automation Library of Process Objects provides sample projects, application templates, Endress + Hauser library objects,
Application Code Manager library objects, and tools and utilities.
Includes the following:

« Graphics for built-in instructions

« HMIimages and Help files

« Logix diagnostic objects

« Process objects

« Control strategies

« Sequencer object

« PlantPAx Configuration Toals for Tags, Alarms, and Historian

« Color Change utility

« Historian -- Asset Framework template and objects

/0 Device Library

Provides objects for Rockwell Automation 1756, 1769, 1734, 1794, 1738, 1732E, 1719, 5069, 5094 I/0 modules.
Provides preconfigured status and diagnostic faceplates sets for Rockwell Automation digital and analog 1/0 devices. You can use these
objects with Machine Builder, Process, and Packaged Libraries, or as standalone components.

|0-Link Device Library

Provides 10-Link master and sensor objects.
Provides preconfigured status and diagnostic faceplates.

Electrical Protection Device Library

Provides a standard to represent protection devices within your electrical distribution system

Machine Builder Libraries

Library objects for use with Application Code Manager.

« Independent Cart Technology Libraries, includes ICT Libraries for iTRAK® and MagneMotion®
« Studio 5000® Application Code Manager

« Power Device Library, including objects for E300, ArmorStart® PowerFlex®, and Kinetix®

Network Device Library

Provides objects for Stratix® switch and Device Level Ring network objects.

Power Device Library

Provides objects for E300, ArmorStart, SMC™-50, PowerFlex, and Kinetix.
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Build Application Content

A control strategy encompasses all application code that is required to
implement a specific control function. The application code includes the I/0,
controller code, display elements, and faceplates. The process library contains
examp%e control strategies for I/O processing, device control, and regulatory
control.

By using the control strategy model, you can estimate the following:
« Potential alarms
« Visualization tags (affecting controller and server memory)
« Controller memory usage
« Controller execution time

Q =

Operator interface presents system information to the user.

e

| == 7 PASS/Application Servers

E ___. Process Information servers collect the process and
system data for use in managing the process.

Controllers execute application code to control the process and
communicate with the supervisory level.
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Create a Project

The Process library is key to building your process application content. In
addition to the PlantPAx instructions embedded in the process controller, the
library provides additional elements in both export and library formats.

v Process Library
v Process Library
Contrel Strategies - L3X
~ HMI - FactoryTalk View SE
Displays - gfx
Global Objects - ggfx
Help Files - pdf
Images - png
Language Translations
Macros - mer
Studio 5000 Legix Designer Files - L5X
v Ternplates
» Factory Talk Historian SE
FactoryTalk View SE - apb
MS50L 55RS Reports
> Studic 5000 Logix Designer - acd
> ThingWorx
» Vuforia
~ Tools & Utilities
> FTView Customiztion Toool - Color Change Tool
Online Config
> PlantPAx Configuration Tool
PlantPAx Process Library Migration Tool

Before you begin, download the libraries that you want to use and register
them in ACM software.

1. Create a new ACM project and add a process controller object from the
library.

| % Apphication Code Manager (localhost\ SOEACMACH) - o %
ELE EDIT TOOLS VIEW HELD
Aegistered Libaries < |
- Hame: ProcsesCortoler ~ [l Registered Libraries
ST gics (RALIBYACM 2.00 (283
v Ot Descriplion: Descitian | RALIB) Pocess 20 (1)
= { i 1 {29
= FTHsoanSE_Sever Catalog Number: Process Cartrdler {1.0) - Fubished it o mad d 1 1]
~ I HM “ i RALIE) Frocee 5 (30)
~ O Diplae Selution. {RALIB) Procesa 5 V- '-“";'_:'ml’“ 5
- FTViewSE_Server % oo Y
V. d Hers Fammeram Y et rﬁazfg'l‘
= FTHamEver_Server 5 Deviee Cartrml (7)
i a2 Dizerete Maritoding and Contral (2]
R ot Lo AR - T
~ 01 - Controller - 3 R Pracessng {4
o Local % Procedursl Contrel {1)
Controlier Preview % PRV nx sy 3 % Foateon ¢
~ wl Cortrolers Coriralers Sim 7 i Spenaily ()
v [ ProcesConimie:| v B SefwerAiaon k<] vy HawasMariteirg (1)
Cortroler Faut Hander SOE3-AENZTA { FrocessorTyps T756-LESEP ¥ Specdty (1)
Fower-Lip Harder [ steHFas (20 FlantP ik TagngModal E Te w o Hsoran (1)
Tk {5 Drpanizatior_Foldell ~ 02 - 5 SeanClass {1)
Muticn Growoe i PA AreeFain sree feharte] ~ g HML )
Aaseta || Program {14} BrazPaiME [thortut] » g FTRE (1]
¥ k! WO Coriguratian > |3 Tesk (10} % 03 - Historan ¥ . Orarization (4}
& Backplans Higtoran Fatl Fppleation. Area A 5L Erdemize:[shonou] ¥ Bus (3
&5 Hhemet FTLDOintafacabio 9 3 Falder (1}
(4 - Operntions v g Proect (1)
v 05 - Alamn Conligurstion § Project (1)
> 05 - Alaming
» D6-10
» D8 - Schemalics
Motian I,
| ChassieName
Vesion: 40000 figply Charges I Wi Lbrry Fepoatanes |
< »
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2. Configure the controller parameters:
« Set Controller properties and enable PlantPAx Tasking Model
« Add HMI and Historian communication paths

« Operations - specify if Redundant, has Change Detection, has Event
Logging, or uses Organization Ownership Arbitration Propagation.
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« Choose Alarm Configuration and Alarming Type

« Configure I0 - HWBus size, Skip I/O references or Generate I/O
references

+ Schematics - Main Panel
« Ethernet Port1 enabled (non-redundant controllers)
« Enable and prioritize Time Synchronization

3. Select an I/O Map Strategy base on your preference.

Value 1/0 Map Strategy Description

0 Standard Mapping in ACM Physical /0 address tied to object

1 Use Aliases for I/0 Tag to Alias I/0 tied to the object

2 Use 1/0 Mapping tags in Mapping Routines Input and Output routines connect the alias to the physical 1/0

3 Use 1/0 Mapping Tags and Diagnostics in Mapping Routines mgggﬁ]r;d Output routines connect the alias to the physical 1/0 plus fault detection
b Map 1/0 Directly in Mapping Routines Input and Output routines connect to the physical I/0 (no alias)

5 Use Program Connections (recommended) Program-scoped tags connect to the physical I/0 (binding can be done now o later

when online with a controller)

&, Foreach|0map strategy, you can generate a different .ACD file and preview the

&/  outputin the Studio 5000 Logix Designer® application.

Add Control Strategies

The ACM process library includes a comprehensive set of control strategies for
you to use in your controller projects. Follow your project plan (the spreadsheet
with your devices and tags) as you add control strategies for devices (that is
motors, valves, drives, and so on) to the ACM project.

Ohject Configuration Wizard

Select a library
Fitter: | | [] Show Al Revisions
Solution T Libra ryType Category Cataloglumber Family ContentType

E (RA-LIB) Process 4.1 (26 items)

E (RA-LIB) Process 5 (29 items)

(RA-LIB) Process 5 ControlStrategies  Spedality @ R i Logix Task
(RA-LIB) Process 5 ControlStrategies  Device Control D4sD (10) Logix Task
{(RA-LIB) Process 5 HardwareMonitoring Spedality Hareware_Module_Status { 1.0} Logix Task
(RA-LIB) Process 5 ControlStrategies  Regulatory Control mc (1.0) Logix Task
(RA-LIB) Process 5 ControlStrategies.  Spedality MMC (1.0) Logix Task
(RA-LIB) Process 5 ControlStrategies  Device Contral NPO (1.0) Logix Task
(RA-LIB) Process 5 Organization Folder Organization_Folder {1.0) Logix Task
(RA-LIB) Process 5 ControlStrategies  Input Processing Pal (1.0) Logix Task
(RA-LIB) Process 5 ControlStrategies  Device Control PAO (1.0) Logix Task
(RA-LIB) Process 5 ControlStrategies  Discrete Monitoring and Control PEL { 1.0) Logix Task
(RA-LIE) Process 5 ControlStrategies  Regulatory Control FDBC (1.0) Logix Task
(RA-LIB) Process 5 ControlStrategies  Input Processing PDI (1.0) Logix Task

#, Asyou add objects to the project, enter unique names for each instance so you
&/  donotoverwrite the original files.

Review all options on the parameter tab to complete the configuration of the
control strategy.
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« ATrue or False option means that the item is enabled when True and ACM
modifies the code and tags to reflect your choice.

« Many of the control strategies have different types to choose. For example,
the PAI strategy has Single, Dual, and Multi-channel types, under the oo-—

Selection category.
HName: XT100
Description: |Dcac'ipﬁon
Catalog Number: PAL (1.0} - Publshed
Solution: {RA-LIB) Proceas §

Parametare

syl [Em (T

» 00 - Selection -
PAliSingla_charinal)
O keI P

~ 001-Dala-Common | PAD(Dual_charnl)
= PAIM{IAt cherrel)

Fag

fin_Labed}

Create one control strategy for each type and export those control strategies to
an Excel® file. Open the export with Excel and copy/paste additional control
strategies as needed. Then import the Excel back into ACM.

Import/Export Manager

Use the Tools > Import/Export Manager to create additional devices (for
motors, valves, drives) with your configured strategies. You export the control
strategy to a .xlsx file, add additional devices to the file, and then import the
modified .xlsx file back into the control strategy.

This example creates additional Process Analog Input objects.
1. Exporta configured control strategy.

I Import Export Manager 7 w
HLE  TOOLS

Project - [ My_FlantP Ax_Base_Project

Impot Bxpot Compars Tews bnpor Taus Bwot |AB / Architect
Export

(2 #I Prosects
(@ Cemplete Projes

) Parial

Type Contraller Ingtance

[ Use Tamplate

[ Shew Modiied Expott

[ Export Used Librariss Export and Opan

Done

=i Hevs ee

2. Open the .XLSX export file in Excel and find the tab of the object you
want to duplicate.

A complete project .XLSX file can contain many tabs of various project
components, which you can also modify.

3. To duplicate an object, locate the row and insert empty rows below for
however many new objects you need.
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4. Copy the original row and select the empty rows and paste.

5. The new objects require unique names. (such as, XT100 — XT110)

6. Select the cell of the first row, where the names start, and hover the lower
right corner.

7. Click the + and drag it down the column to the bottom of the new row.

Excel’s auto flll feature renames all selected names in a linear series.

File Home Insert Page Layout Formulas Data Review Viaw Help & Share 7 Commaents
|'i'| & Calibn “[11 ~ 2L Text - | [Elcendhonal Formatting ~ i insert ~ o~ fue g
S Dﬂr_q- B T U = AA [~ |~ 2% 9 | EArormatasTanle~ RDelete v | [y O %
Paste: ™ 7 =
) o o I3 el Styles ~ [l Formiat = | & e
Clipbgard & Fant o] Alignment = MNumber Eil Styles Cells Editing Ideas Sensitivity ~
A5 i A | XT100 i
i A B i o E f__ G H | 4 K L Y] N =3 -
1 |:Library(PAL, (RA-LIB] Process 5, Major 1, Minor 0, |D 7DASCDF7-ET24-4552-9C11-725AF0246831)
2 |:Objects
<]
3 gl & = I
8 L] % e = = e
e & § g 200
3 s £ 5 218 I3 §| B @ §
- 3 g g 3| 2| B|E g f Bl &
E 5 = a“ g - Z| o £ E El E = o
3 = L] s [ a ol ol a! o al| a ol a ol ol
4 |dxT100 Description PAl[Single_channel) |AIT400 (0 |Areall [PAI|PAID |[PAIM |PAH [{fn_Label} |rak-5_ 00
5 IXT100  p=ProcessController |[Normal |PS PAl | Descrigtion Published |PAI[Single channel) |AITA00 [0  [Areall |PAI [PAID [PAIM |PAH |{fn Label} [raP-5 00
b [¥Ti0L cessController [Normal [PS_PAI | Descrigtion Published |PAl[Single_channel) |AIT400[0  |Areall [PAI |PAID [PAIM |PAH [{fn_Label} [raP-5_00
7 [xTi02 rocessController |Normal |PS_BAL | Descrigtion Published |Pal[Single_channel) |AITA00 [0 [(Areadl |PAI[PAID [PAIN |PAH [{fn_Label} [raP-5_00
B |XT103 ocessCol fler |[Normal |PS PAl |Description Published |PAI[Single channel) |AITA00 [0 [Areall |PAI [PAID [PAIM |PAH |{fn_Label} [raP-5 00
3 [KT104 ocessController [Normal |PS_PAI | Descrigtion Published |PAI[Single_channel) |AIT200 [0 |Areall |PAI|[PAID [PAIM |PAH |{fn_Label} [raP-5_00
10 [XT1065 plocessController |Mormal |PS_PAI | Descrigtion Published |Pal[Single_channel) |AITA00 [0 [Areadl |PAI|[PAID [PAIN |PAH |{fn_Label} [raf-5_00
11 [XT106 P ller [Normal |PS PA| |Descrigtion Published |PAI[Single channel) |AITA00[0  [Area0l |PAI[PAID [PAIM |PAH |{fn Label}[raP-5 00
12 [XT107 PiiocessController |[Normal |PS_PAI | Descrigtion Published |PAI[Single_channel) |AIT300[0  [Areall |PAI[PAID [PAIM |PAH |{fn_Label} [raP-5_00
13 |XT108 ProcassController |Mormal [PS_PAI | Descrigtion Published |Pal[Single_channel) |AITA00 [0 &readl |PAI|[PAID [PAIM |PAH |{fn_Label} [raP-5_00
14 [XT109 PrbcessController |[Normal |PS PAI | Description Published |PAI[Single channel) |AITA00[0  [Area0l |PAI [PAID [PAIM |PAH |{fn Label} [raP-5 00
15 [¥T110 Controfler |Normal |PS_PAI | Descrigtion Published |PAI[Single_channel) |AIT200 [0  [Areall |PAI[PAID [PAIM |PAH |{fn_Label} [raP-5_00
18 %10 < Start above and drag the lower nght corner down to autofill names in a linear series
17
8. Modify names in other columns as needed, such as the column for
program connections or the column to specify the I/O module channel.
9. Save the file import it back into the control strategy.
I Irnport Export Manager ? b
FLE  TOOLS
Project - [ My_FlanF A4_Base_Pryect
|

mpot  Eport Compars Tegs hport Tags ot |AB / Architect
mport

() New - Create new proect

() Peplace - Ovenwrie project

{®) Lipdete - Mere with eistro proisct il not deete existing obiscts) [ Auta Continue

Excel Hle : Coilsers\Rockowell AutcmationDesktopProject_My_PlartPAx_Baze _Project xlsy |

Cpen Backup Folder [] Backup arginal

Dane

=i i 2o

Your ACM project now contains several objects, with the same control
strategy, to use throughout your project.
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Map1/0

ACM supports several I/O map strategies. PlantPAx recommends that you use
Program Connections, where program-scoped tags are linked to I/O modules

physical addresses. Program connections are similar to alias tags, but have the
advantage of being modifiable when online with a controller.

Define the I/O module physical address in ACM, in Excel®, or in Studios000
Logix Designer.

« Enter the I/O module channel address, or leave it blank.

« Enter a name for a program-scoped tag that connects to the physical
address. ACM generates this tag.

Name: RT100

Description: |':m':ia’.ion

Catalog Numbar PAl (1.0} - Fublished

Solution: {RA-LIB) Proceas & Task: [N+ Progam [P
Parzmeters

el BR|a

» 00 - Sclection -

» D0.1 - Daia - Common
» 0.2 - Data - General

FleB000_adapter 01 01, Fex5000_adasier 01 01 _m}l
by Program _Seoped Tag

Inp_P¥_Connaction

Develop a Logical Organization

The ACM process library contains an Organization Folder object that is
designed to create a Logical Organizer within a Studioso00 Logix Designer
project. ACM generates the Logical Organizer based on folder and program
parent/child assignments.

Logical Organizer *+ 0 X

@ o=

4 Process01 ~
4 Areall
P L Equipment01
4 Areal?
P4 Equipment02
4 Areal3
P L Equipment03

For more information about the Logical Organizer, see PlantPAx Process

Objects.
1. Add the Organization Folders object to your project to build levels of
areas, as required.
2. To create additional folders, select the Organization Folder object and
select Add New Instance

Class View 1 3¢ § Revision History  Programs
Controllers = Revision History
[@ Process_Cortroller

- :;;=| 1756-EN2ZTR (2.1} eiiion
= 1.0

Area | Add New Instance
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Add Alarm Groups

158

3. Build your folder hierarchy by assigning child folders.
4. Assign programs to the child folders.
For example:

Wl Parameters  ChildFolders

| Class View

v Controllers

ChildFolderflame

v [@ P[ocessControIIer Areall
> 3 B069-AENZTR (21)
> [ SD6SIFR/A (20) Arsal?
v |3 Organization_Folder (1.0) 2 Areal3
w Areall

Areall2
Areal3

Process(l] -~

e e Wl Parameters  ChidFaolders
v |5} Orgaization_Folder (1.0) ~
Areal2
Arealld
Process01

FAL {1.0)

Progam (1.0}
Equipment01
Equipment02
Equipment(3

Name  Index

=l

ChildFolderilame

Equipmentd1

ACM can create alarm groups and you can assign alarms within control
strategies to those groups based on organization. Specify the type of alarms
that ACM generates in the controller parameters.

Parameters

=4l | BR | S
v (05 - Alarming
AlamType

| Alamm Type
[ = None, 1 = FTAE Instruction Based, 2 = FTAE Tag Based,

1. GotoACM System View > HMI > Alarms and add an FTAlarmEvent
object from the library.

The default name is FTAlarmEvent_Server.

System View a1 x
v 73 Project - My PlantPAx Project
» &g Historian
v [ HMI
» [ Displays
v A Aams
» HEE Used Librares
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2. Select the FTAlarmEvent_Server object to access the Alarm Group Tab
and select Add New.

Parameters  Aam Group

Hame AlarmGroupID ParentAlarmGroupID AlarmGroup SubObject Description

Default FactoryTalk Alarm Groups
Add New
Copy
Paste
Delete

Reset Grouping...

3. Add groups for your areas and assign the Parent Alarm Group ID to
represent the parent/child hierarchy.

Parameters Alam Group
Name AlarmGroupID ParentAlarmGroupID AlarmGroup SubObject Description
2 1 Areall FactoryTalk Alarm Groups
Areal2_0 3 1 Areal? FactoryTalk Alarm Groups
Areal3_0 4 1 Areald FactoryTalk Alarm Groups
Process0l_1 1 1 Process01 FactoryTalk Alarm Groups

Once you have alarm groups, you can enable alarms in your control
strategies and link each alarm to the desired group.

4. For each control strategy, access the parameters tab and expand 04 -
Alarm Configuration. Enable the alarms that you need (such as, Hi Hi,
Hi, Lo, or Lo Lo).

Ideally an alarm design has been performed to assure that only those alarms that
uniguely identify an abnormal situation and require action by the operator are
enabled. Configuring alarms without a proper design effort will create nuisance alarms
that will make the operator less effective and create mistrust in the alarm system

5. Expand an enabled alarm (such as, Hi Hi Alarm) and select the Group
parameter (such as, Cfg_HiHiAlarmGroup).
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6. Click the ellipse button and use the Select a Reference dialog to choose

the alarm group.

MName:
Description:
Catalog Number:

Solution:

XT100

| Description

PAl {1.0) - Published

{BALIE mosas Task: |N »| Program: [P ¥

Parameters

5 4l @ m |

v (04 - Alaim Confi ion ~
Cfg_HasHiHiAlm True

Cfg_HasHiAm False
Cfg_HaslLoAlm False
Cfg_HasloloAlm False
Cfg_HasFailAlm False
AlammClass 0
AlarmCommand MavToDisplay [Control Strategies]XT 100 x "Faceplate” "/RP"
Cfg_AlmMessgae Type False
v 04.02- Hi Hi Alamm
Cfg_HiHiDeadband 1
Cfg_HiHiOn Dy 0
Cfg_HiHiOff Dy 0
Cfg_HiHiAckReqd True
Cfg_HiHiResetReqgd False
Cfg_HiHiSeverty 750

Cfg HiHiMax5Shelve Duration 480
I Cfg_HiHiAlamGroup FTAlamEvent_Server AlamiGroups. Areall_1 |

Add HMI Graphic Displays

Cfg_HiHiAlam Setoperations True w

ACM software can create graphic displays for control strategies. They're
generated in .XML format that you can import into to a FactoryTalk View SE
application.

1. GotoACM System View > HMI > Displays and add an FTViewSE object
from the process library.

The default name is FTViewSE_Server.

System View 1 x
v Z¢ Project - My PlaniPAx Project
» ‘g Historian
v @ HMI
~ [ Displays
A Aams
> HER Used Libraries

2. On the parameters tab, select a Display Template and a Batch Import
Template from the library.

Parameters  Digplays

= BER | 3

v 01 - HMI Configuration
(RA-TPL)_ACM_2.00_HM|_Display_FTViewSE_11.0_(2.0)xml v
Batchimport Template (RA-TPL)_ACM_2.00_HMI_Display_F TViewSE_Batchimport_{1.0)xml
MaxSymbolWidth 24D
MaxSymbolHeight 410
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3. On the Display tab, add new graphics.

Parameters Displays

Hame DisplayTitle DisplayLeft DisplayTop

Graphic 4] 3]
IMotors Add New

| RA_APP_Display Copy

I Paste

Delete

Reset Grouping...

Now add your associated displays to your control strategies.

4. For each control strategy, access the parameters tab and expand 06 -
HMI Configuration category.

5. Choose the desired symbol style, as described in the caption.
Choose the associated displays where the object is placed.

Parameters

AR s o

v 06 - HMI Configuration
SymbuolStyle m
AssocDisplay I FTViewSE_Server GraphicDisplays Graphic I
AssocDisplay?
AssocDisplayd
AssocDisplayd
AssocDisplayh

| Symbol Style
0 = Default,1 = Indicator,2 = Indicator with Capture,3 = Adv Indicator.4 = Adv Indicator with Capture,5 = Trend 6 = Trend1,7 =
Trend2.8 = Trend3,9 = Trend with Capture, 10 = Adv Trend, 11 = Hist Trend, 12 = Hist Trend 1,13 = Hist Trend2,14 = Hist
Trend3,15 = Hist Trend4,16 = SparklineReal 17 = SparkdineReal1.18 = Lvl 1,19 = Lvl 1 Bar.20 = Lvl 1 Bar5.21 = Lvl 1 Bar
with Alm 22 = Lvl 1 Bar with Alm 5,23 = Lvl 1 HBar.24 = Lwl 1 HBar with Alm 25 = Lvl 1 HBar with AIm5.,26 = Lvl 1 Indicator, 27
= Lvl 1 Indicator5,28 = Lvl 1 Hindicator,29 = Lvl 1 HindicatorS,30 = Lvl 1 PV.31 = Lvl 1 PW1,32 = Lvl 1 Label

Generate HMI Displays

When the control strategies and displays are configured and associated,
you can generate the displays.

1. Verify that the controller parameters contain the correct communication
path of your HMI server and device shortcut.

You create device shortcuts on the PASS using a FactoryTalk View SE
application or the FactoryTalk® Administration Console.
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2. Select HMI > Displays > FTViewSE_Server and select Generate Displays >
All Displays

6% Application Code Manager (localhost\SQLACM.ACK)
FILE EDIT TOOLS VIEW  HELP

o ola B
System View o x
I £ Project - My PlantPAx Project = Name: FTWiewSE_Server
» “ Historian Description: FactoryTalk View SE Display
g HMI
~ [ Displays Catalog Number: FTWiewSE (2.3} - Published
% Generate Displays 2 || All Displays
| ~ ihrori . View b i i
Conitalier Pr. 3¢ . [ : Generate RA_APP_Display display
™ I 1 Extract Attached Files Generate Graphic display
[ Process_Cortro Delete Generate Motors display
Cony ) i
0 8]
Refresh

3. Browse to where you want to save the generated. XML file.

ACM generates one batch import . XML file and all individual displays
XML files.

The graphic displays are now ready to be imported into a FactoryTalk View SE
application.

Develop Historian Tags The process library objects reference multiple Historian digital sets. Digital
points can be used to enumerate the process states, thus creating a
relationship between the value and the text state name. For example: 1= Good.

1. Add a Historian object to your ACM project.
2. Got to Historian > ScanClass and select Add.

System View I x
v It Project - My PlantPAx Project
v @y Historian
=] Scanflace
> [ HMI Add
> B Used Libn Paste Special
Paste
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3. Use the Object Configuration Wizard to select and create the desired
Historian digital sets.

Ohbject Configuration Wizard ? X
Name: | FTHstornanSE_Server |
Description: | Factory Talk Histoian SE Scan Classes |
Catalog Number FTHistorianSE (2.2} - Published
Solution: (RA-LIB) ACM 2.00

Farameters  Point Type

Hisforian Tags Template (RA-TPL)_ACM_2.00_Histoian_ScanClass_FTHistorianSE_5.01_{1.0).csv v

Cancel << Previous Nest 55 Finish

The ScanClass now contains the FTHistorianSE_Server object.

&% Applicetion Code Menager (localhost SOLACM.ACM)

FILE EDIT TDOLS WIEW ~HELP

[ el

~ ¥ Project - My PlantPAx Basc Project FTHistoranSE_Server

v g Hetoran Description- |FactoryTake Hatonan SE Sean Classes
v B ScanCass '

| Catalog Number: FTHistarienSE (1.0} - Published
> HMI
- R Used Libraries Solution: {RA-LIE) Pron=ss §

Controller Pre...
~ Controlers
¥ [ ProcessContmiler

Coniroler Faul

Parmeters  Faint Type

54| (=5 |

@ ProcessCortrlle

I“Hslunan TagsTemoiate {RATPLLACM_2 00_Historien_ScanClass_FTHstoianSE_5.07_{1.0)cav

4. Select the Point Type tab to view the available digital sets.

Name: FTHistorianSE_Server

Description: [FactoryTalk Historian SE Scan Classes
Catalog Number: FTHistorianSE (1.0) - Published
Solution: (RA-LIB) Process 5

Parameters Poirt Type

Name ScanClasslio ExcDev ExcDevPercent ExcMax ExcMin CompDev CompDevPercent CompMax

1 1] o] 600 0 "] 0 28300
. Float32 1 0.25 0.25 600 o] 0.5 0.5 23300
. P_AIn V... 1 1] o] 600 o] 1] 0 28300
. P_AQut_... 1 1] o] 600 o] 1] [u] 23300
. P_AQut_... 1 1] o] 600 o] 0 a] 28300
a P ID4sE ... 1 a a 600 a a a 28800
. PB4sD ... (1 1] o] 600 o] 0 a] 28300
. P_DIn V... 1 0 [v] 600 o] o o] 28800

Generate Historian Tags

Use ACM to generate the Historian tags to a .CSV file that corresponds to the
configured control strategy.
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1. GotoACM System View > Historian > Scan Class >
FTHistorianSE_Server and select to Generate Historian

System View I x I
v It Poject - My PlantPAx Project
v €y Historian
v B ScanClass
» B HMEI:E | Generate Historian » All Controllers
» BE Used Libraries Extract Attached Files CLXO1
Delete
Copy
Rename
Refresh

2. Save the Historian tags .CSV file to the computer that has the PI Builder
Add-in for Microsoft® Excel.

ACM-Generated Displays

IMPORTANT The process library uses Global Objects. They must be imported into the FactoryTalk View SE application before

the displays.
ACM-generated displays can be imported into your HMI application by using
FactoryTalk View Studio software.
1. In FactoryTalk View SE Studio, import the ACM-generated graphics
(.XML).
i FactoryTalk View Studio - View Site Edition [Network Distributed)
File View Settings Tools Window Help
ERAe b s 0L AOE
Explorer - HMI Server * 3 X
S PlantPAs HMI ~
v Runtime Security
o Scripts
B DATA
E FTAE
E HMI
= HMI Server
System
.. Command Line
HMI Tags
L. & Tags
Graphics
@@ Global C Mew
- Symbol Add Component inte Application...
[ Libraries New Folder
E=h =] Images
[ Pararmet Delete
& Legacy f Remove
42 Local M Import and Export..
LA Trend Temniates
2. Use the Graphics Import Export Wizard to import either a single global
object or batch of multiple global objects from an . XML file.
Page Selection
Select the operation to perform Import graphic information into displays

Do you want to backup the displays that will be modified by the import? | No
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Page Selection

Select the type of file to import Multiple displays batch import file

Select the multiple display batch import file Browse to your batch import file (Example: My_PlantPAx_Project_FTViewSE_Server_Batchimport.xml)
When importing Create new objects on the display

3. Verify that the displays were created successfully.

Explorer - HMI Server + 0 X

= EE HMI ~
= fE HMI Server
é| System
*.E0 Command Line
lé'l- HMI Tags
i L@ Tags
Graphics
Displays
B Graphic
B Motors
B RA_APP_Display
Global Objects
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Notes:
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Modifying an Existing PlantPAx System

The process library includes templates of controller and HMI applications to
get you started If you are not using ACM or have an existing project. The
process library also includes the PlantPAx® Configuration Tool for Tags,
Alarms, and FactoryTalk® Historian which can be used to edit existing
projects. See the following table for software and tool usage and explanation.

Studio 5000 Logix Designer and FactoryTalk® View SE software can open templates to start new projects or import
library elements directly into existing projects. Both software products are required throughout the application
development process,

Studio 5000 Logix Designer® and Open and import library elements:

New or existing FactoryTalk® View SE software « Controller project template .ACD files
« Controller Add-On Instruction and rung .L5X files
« HMi project template .APA files
« HMi glabal object and graphic display .GFX files
« HMlimage .PNG files
The PlantPAx Configuration Tool for Tags, Alarms, and Historian helps define controller .ACD files with associated
HMI applications. The PlantPAx Configuration Tool for Tags, Alarms, and Histarian is best suited for modifying the
output from an ACM project, an existing controller project, or a template project from the process library.
X . Use the PlantPAx Configuration Tool for Tags, Alarms, and Historian to:
Existing PlantPAx Configuration Tool for « Organize parameter files for use the code, tags, and HMI displays into a process tree (builds the Logical

Tags, Alarms, and Historian Organizer)

Create FactoryTalk® Alarms and Events alarm groups

Create Historian Asset Framework elements

Edit controller tag data with import and export

Build HMI parameters for use with tag search and navigation graphics

Step 1: Use Studio 5000 Logix Designer for Individual Edits

« Logix Designer application templates
« FactoryTalk View SE templates

Step 2: Use the PlantPAx Configuration Tool for Tags, Alarms, and Historian for Bulk Edits

. Tagdata

« Alarm

- Historian points
« HMIdisplays
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Prerequisites
}

EWS

Process
Controller

]

®e

Which library elements to use depends on whether you:
« Modify an existing application
« Create a new application based on a sample template
« Import library elements into a project
« Generate library elements into code by tools

For more information about the process library, see the Rockwell Automation
Library of Process Objects Reference Manual, publication PROCES-RM200.

Resource

Description

Rockwell Automation Library of Process Objects
Reference Manual, publication PROCES-RM200

Studio 5000 Logix Designer
and FactoryTalk View SE

Software

168

software or do not have an existing project.

Logix Designer Application Templates

Controller templates have the library instructions and task model already
defined. They also have a basic IO configuration that you can modify according

to your project plan.

« RA_Process Library_v4.1001 » Templates » Logix Templates

=
Mame

_] RSL5k_18_Template_nolib.ACD
j RSL3k_18_Template_Proclib_4_10_01_allACD

_, R5L3k_18_Template Proclib_ 4 10_01_bas.ACD

| | RSL3k_20_Template_Proclib_4 10_01_allLACD

|| 53kLD_24 Template Proclib_4 10 01_all.ACD

_. 53kLD_31_Template_ProcLib_4_10_01_all.ACD

ds

ats
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Describes how to build and use library components that comprise the Rockwell Automation Library of Process Objects.

Theprocesslibraryincludes templates of controller and HMI applications.
These templates are designed to get you started if you aren’t using ACM


https://literature.rockwellautomation.com/idc/groups/literature/documents/rm/proces-rm200_-en-p.pdf
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Open a Logix Designer application project and browse to the template
directory and select the template to open.

Controller Organizer v 0 x

s

b Controller 55kLD_31_Ternplate_ProcLib_4_10_07_all »
4 Tasks

4 (B Task_A_50ms (50 rns)

4 Y Task_A_MainProgram
<7 Parameters and Local Tags

b (D Task_B_100ms (100 ms)

b (&) Task_C_230ms (250 ms)

b (B Task_D_500ms (500 ms)

b (5 Task_E_1s (1000 ms)

b (B Task_F_2s (2000 rns)

b (&) Task_G_5s (5000 ms)

b (B Task_H_10s (10000 ms)

b ® _Controller_Status (250 ms)

Unscheduled
4 Mation Groups
4 Assets

4 Add-On Instructions
b 1I_1715IF16_FW3
4 I_17150F81_FW3
b 1_1718_1719_Al4H
b 1_1718_1719_AO4H
b |_1734sclE2CH -

: E e S e T o e o e i

L_TaskMon .
zkMon L TaskMonitorf1] [ ..

1 O

L P
\'al_\WatchdogT D04

For more information, see PlantPAx Process Objects.

FactoryTalk View SE templates

HMI templates contain pre-defined components such as, Displays, Global
Objects, Libraries, Images, Macros, and basic configurations for FactoryTalk
View SE applications.

<« RA_Process_Library_v4.10.01 » Templates » FTView Templates

Name
55
| | FTWME_10_0_Template_ProcessLib_4_10_01.apa

|| FTWME_10_0_Template_Sequencer_4_10_01.apa
|| FTVSE_10_0_P2fCuickStart_4_10_01.apa

s || FTVSE_10_0_Template_ProcessLib_4_10_01.apa
| | FTWSE_10_0_Template_Sequencer_4_10_01.apa

ds

If you already have an HMI project, on your PASS, you can:

Use the template application as a new HMI, then recreate your Areas,
HMI server, data server and alarms and events server, such as you do
when you configure a PASS.

Use the existing HMI application, on the PASS, and add library
components into the application.

You need to restore the template so you can access the application and its
components.

Go to the FactoryTalk View SE Application Manager and select to restore
alocal station archive.

Browse to the .APB file in the templates folder in the process library and
open the application.

Rockwell Automation Publication PROCES-UM100D-EN-P - December 2022 169



170

Chapter 7

Modifying an Existing PlantPAx System

- Ifyou choose to make this template your new HMI application, see
Chapter 3, Process Automation System Server for how to create areas
and servers.

- Ifyou choose to maintain your existing HMI application, export the
Displays, Global Objects, Libraries, Images, Macros from the template
and import them into your application.

You can use the Add Components in Application method to add Displays,
Global Objects, Libraries, Images, directly from the library.

1. Inyour application, select the component (such as Displays) and select
Add Component in Application.

521 FactoryTalk View Studio - View Site Edition (Local Station) - [Untitled
File Edit View Settings Objects Arrange Animation 1

mH® e s O L AD

> m|M L
Explorer - Template Processlib - 0
=0 Local (PASSOT)
—i@- Template_ProcessLib
i-we Runtime 3ecurity
LT Scripts
= Ternplate_ProcessLib
[—j Systerm
i LB Command Line
HII Tags
L Tags
[:J Graphics
B (F Tlewy
-B &dd Compaonent into Application..,
S if Mews Folder
LB
Delete
-B F
LB Remowe
e Import and Export..,
- B (RA-BASIL_laskMon-Summary
- B (RA-BAS) Logix-Faceplate

2. Browse to the .GFX files in the library folders and select those to open.
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Edit a Project via the
PlantPAx Configuration Tool
for Tags, Alarms, and
Historian

File View Took Windows Help
) i W
= Logo Confrollars
H i RA_LIB_LBSEP
1 = i Asaociatad HMI Application =
® FactoryTalk View 5E Local
B HMI Sarver Nama = HMI Sarver
Ay Dala Server Mame = RSLinx Entarprise

iy Dala Server Device Shoricut Mame = CLX0T

1l HW Alarm Servers
{ £-# TagAlarms and Events
; B RA_LIB_LESER
2! - Historian Servers
£ Historian 5E
8 RA_LIB_LEEEP

Controliers & HM| Process Tree

HMI Server = HMI Serves

Edit Tag Data
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The process library includes the PlantPAx Configuration Tool for Tags, Alarms,
and Historian. This tool performs various functions to help you create or
modify an existing PlantPAx project. To use this tool, you must have a controller
project ((ACD) file, which can be:

« Generated from ACM
- Existing controller project
« Sample controller project from the process library

For more information, see the quick start guide that comes with the tool. The
Quick Start guide automatically launches when you open the PlantPAx
Configuration Tool for Tags, Alarms, and Historian.

v — g e

| B = B cuicksempdf % BF
3 01 | il Orogram a2 0F e st 200RE) Rockwel %204 ~ 7 &
| 4 afge | = 0O — 4+ 2 SO0 DM LS E B 2
Rockwell
Automation
Table of Contents
Software License Ag .
Tahle of Contenrs,
Software Overview

S tadl S e e e R I B A e R

Cuick Start — Create Project

Add Corgrollers 1o Project

Entar FactaryTalk Fiew HMT RyBrma@on ..,

Save Project

Coman! Sevsinive Papus MENIE e e seneeed

Quick Start - Process Tree Organizner 12

Adiding Folders ..

With the PlantPAx Configuration Tool for Tags, Alarms, and Historian, you
can:

« Define a project that has multiple controller .ACD files and associated
FactoryTalk® View HMI applications.

« Organize controller logic, tags, and HMI displays in a Process Tree
organizer. You can then use the tree structure to create FactoryTalk
Alarms and Events alarm groups and Historian Asset Framework
elements.

- Edittags and data in offline controller .ACD files.
« Exportand import tag data to and from text files.

« Create Microsoft® Excel® workbooks for online OPC tag data reads and
writes.

1. Add controllers to the project or load existing project.

m
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2. Launch the bulk data editing function from the controllers project tree by
right-mouse clicking a project controller and selecting one of the four
export/import tools:

= ﬁ Logex Controllers ’
&

i HMI Alan Remove Controller..
= 8 AET Controller Properties...
i P Szt Controller as Current Contreller
=3 Historian

LB FTHI Open Explorer Folder Containing Contreller File..,
| Edit Controlier Logix Description Format...

Open Contreller in Child Window
Open Controller in RSLogix 3000 / Logix Designer
Edit / Export Controller Tags...

Export Tag Data to Excel Workbook...

Import Tag Data from Excel Workbook...

Export Tags to Excel OPC Read/Write Workbook...
Export Tag Meta Data to Logix Localization File,..

3. This launches a dialog window for each of the tools. Click the “Help”
button in the dialog window for additional instructions.

Edit Alarms « Create FactoryTalk Alarms and Events. XML import files using tag data
from controller files.

1. Multiple AE alarm servers can be used in FactoryTalk applications. Each
AE alarm server can provide alarms from multiple Logix controllers. The
project can contain multiple controllers. Select the controllers to use for
each AE alarm server XML import file you want to create. Right-mouse
click on “HMI Alarm Servers” and “Add Alarm Server”:

File  Wiew  Tools ‘Windows  Help

L

=
=

| = Logix Controllers
- LYU_MosquitoStation
w8 LVU_TankFarm

Add &larm Server...
(10

2. Enter alarm server name and description. It is recommended that the
FactoryTalk AE server name be used.

IMPORTANT The software does not have the capability of accessing the FactoryTalk AE
server. The alarm server created here is merely used for organizing the
controllers associated with the server. Any name can be used. However, it
is recommended to use the actual AE server name to avoid confusion.
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3.

Select the controllers to associate with the alarm server. Only Logix tags

from the selected controllers will be used.

Select Controllers for Building Alams Tags in M'Nal@ﬂ.&e;véi

a4 T

T _MosquitoStation [HMIApp = LU _MosguitoSiadions %3, HMI Server = LU
U _TankFarm (Hilapp = LU _Mosquita Stetions_43, HMI Server = LWL _Maosguit

Uncheck Al | | Checkall

[ ok ][ cones

The alarm server and associated controllers are added to the project

tree.

= Logix Controllers

6 LYU_MosquitoStation
i+ ¥ LVU_TankFarm

=M HMI Alarm Servers

]

L LVU_TankFarm
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Launch AE Alarm Configuration Tools

The tool can be used for controller tag-based alarms and AE server-based
alarms. Click Help for details.

AE Alarms Configuration Tools n

Tags to Update
Lz Al Tags for Al Controllers Defined n the Alamm Server Selup

(®) - includes Process Tree tags _
Use contrller Logicd Crganizeras dlam group druche for age retin Process Trea

(71 Use Oriy Tags Niom Procass Tree Folders

Contreller Tag-Based AE Mame | AL Sarver-Dased Poling flams

Chek Aun 1o autematicaly set the folonrg cotmler isgbesed dam cammetes:

- el danm group o tag's parentfode name.
For W31 and higher, the full path nane s used b provide sem goups hisschy

- 5et FactonTalk View Command to laurch associated faseplms depioy o mace
Hate: 2o of Lagic Casigner V32, alarn group name san sertain eny slphanumenc charsctars and 4o soacs chamctor,
The updats Fciion replaces invalid charecters in the parant falder nams wih s opacs shamcer

The " " and "_" charactere ars alowadin V23 and higher The " character ic usad a2 the delinter farthe atamn gmupe niemrchy

Clckirg Run wil updatz the corlnler tac-based dams ithe ACD flie. Save the aed 1o save the chanozs to the ALDfie.
Mot that e no ather expo dmpert steps mouied. Trisupdaies the ofidne ACD file diecily )

FactanyTalk View Command
(] F adatztype & noi corfigurad with asaccizted faceplatz/macne then uee tra following macre and command auffx:
v TaDisplay Command Suftx.| ) "Guigk /CC.

Exsrrpie: maco name = Neaw To Dsplay, command sufic= (d "Quick” ACC
The Tolowing Factory Talk Ve Corvmand 15 conficued i e alamtag Dy The Updae furcion

MavToDisgey HmiTagAdoress &) "Guick” /CC

where HriTagAddreze iethe Ul path HMI tag addeer for the beee 120 cortainig the cordgure alam
The HmiTagAddress is set by the Update furction
Makie sure o ncude any l2ading spacs o comna ecued wib e commend sullc

O F prinars =M process displaye zre cordigured ir the Process Tres, then include
dizplay conmmand to aper the tag’s sssacated prman M display.

L Cael Help

Edit Historian Points « Bulk configure OSI PI Asset Framework (AF) databases with Logix tag AF
elements. This includes automatic configuration of related PI points in
the FactoryTalk® Historian data server (PI data server).

« For systems without Asset Framework, a separate utility provides bulk
configuration of PI points in the Historian data server. The utility
provides the option of generating a bulk import file, or adding the PI
points directly if a Historian data server connection is available. The bulk
import file can be used with the PI Point Builder Excel AddIn to create
points in the data server.

For more information about Historian tags, see Chapter 7, Historical Data
1. Create project with Logix controller files.

File View Tools Windows Help

S8 {Logix Controllers
i LGXCO1

i L% Mosquito_V3_5_05

. HMI Alarm Servers

..., Historian Servers
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2. Right-mouse click on the Historian Servers tree node and add a historian
server. Any names and description can be used as the name is used as a
project placeholder.

. K HMI Alarm Servers
E A Historian Sewers

Add Historian Server...

3. Select the controllers to use and fill in the information in the window.
For FTH, the point source name is “FTLD”. Contact your PI administrator
for the point source name if not using FTH. Note the data server name is
not required when the point source is not FTLD.

Mama: EWS530

Descrivfon: PFroduction Historian
FTLO himrsrs Mumher ]

ServerorColbchre Mame: |
Pl Bouree Nams.

Select Contralters aed Enter Diata Server informaton

Saladt | Conallae Applicalion Fiada Arsn Full Path Data Sanr Nams Davica Sarcut
2 { Mame ~ Mame
O | LEXCoT [
Mosquitn V3 505

Factory Tak Application Meme, Dets Se reer hame and Device Shartct Mame must be prov wsing FTLE poi

Cita Server Nameis nol requiled when point source is notFTI T
Tha defaut d=ta server name used by FadoryT alk s "RSLnx Enlsrprea”
{Dat= Are arul Pah example: MorhPlaniDaE17]

(| [

If the controllers are already configured for a project Alarm Server
(refer to the Alarm Builder user manual), then the application and data
server information are automatically filled in — it’s assumed that the
same data servers from the HMI application are used. Make any
changes if necessary.

Use FactoryTalk Administration Console to find the data server
information:

e View Toois Wadew el
e @
Explores E3|
i Nebwrok (THE COMPLITER)

- FTY endemn

B InstareFiar

p_ PlartPix

 EfE frea

| &EH Aam
B et

=18 PlantPas DAT e Shorkete” e
Lall € icebion Set
e u:.;'.p:‘mmnj“ " = T ‘ = B} FactonyTelk Lirs, TWE0
(=3 Syt | U LG =89 1738-A1T. Beckplon
(2 Action Groups el Mg =g B RSLink RALirw Server
E1(E0 Pakcies [EN W 7. mistcpoe 5000 Ermulet e, LEXCD)
% 1§ 3 A5logx 3000 Emulatar, Mosguito V3 3 03

(0 Computers and Graups

i1 B Natuanree sned Neirse (3] 2 Etherties, AE E1H-1
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4. Click OK when the information has been entered. A new Historian Server
tree node should appear in the project tree.

Pgirt Bourzo Mamo:  |FTLD |
= o
Select Canboller Al lam Deta Aren Full Dath Data ServerMame Deyics Sastc ot
MHame Mame
¥ LoAcol PlrPAK AraTan PIETPAX_DAT LGRS
¥ Nosquito V3505 PlartPAx Areaiah Pinr#PAn_DAT

1 it Device SheetN previ usng FILD ¢
I et T

The tefau dos esrer i FaetaryTalkis "RSLE

(Data Avea Ful Path sxample: "NorhPanyData1)

=& Logix Controllers
¢ Lexeom

M HMI Alarm Servers
=B Historian Servers

- » EIEER

LE&F LGXCOT

5. Right-mouse click the historian server node to make changes.

\ E‘-% Historian Servers | ‘ _
I s Bl

a LGXCa Change Controllers Associated with Historian Server...

L4 Mosqu Rename Historian Server...

Remaove Historian Server

Import to Asset Framework (AF) Database
Build P| Points or Import File...

Expand All
Collapse All
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6. Right-mouse click the project historian server tree node and select “Build
PI Points or Import File”:

X = Logix Confrollers
o -8 Lexem
-4 Mosquito_V3_5_05
- 2K HMI Alarm Servers
=1 - Historian Servers
Y s

Change Controllers Associated with Historian Server...
Rename Historian Server...

Remove Historian Server

Import to Asset Framework (AF) Database
Build P| Points or Import File...

Coaata Ieoir Fily, [

# Eudd nactfils St

¥ Bt A Baarte i T Dok e
Flfmvst

AT

I P Ebis) D

Opsins

FiPoriBuer Loguaa T ipe Dewmar

U M data s folowng convoRems aicha deinkens

Frosecs Lbvay Versian

Vit

Flaree i Hameniz 1w e TP

Zontmled g coiiganioe

Cwan

ST

7. Select the Build Option to create an import file or add PI points directly
to an FTH Data Server. An OSI PI client must be installed to add PI points
directly. See OSI PI documentation for instructions.

Build Option

® Build Import File ‘ Save As. ‘

C Build Pl Points in FTH Data Server

PlServer v Connect

MotConnactad

8. If'the “Build PI Points in FTH Data Server” option is selected, then use
the pull-down list box to select the data server and click Connect.

® Build PI Points in FTH Data Servar

Pl Server |EWS3D v| ‘ Connect

Not Connected

The connection status is displayed under the pull-down list box after
clicking Connect:

® Build PI Points in FTH Data Server

PlServer.  |EWS30 v‘ ‘ Connect

connected to EWS30

9. Since different Process Library versions can have the same data type
names containing different parameter names, separate sets of historian
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library definitions and templates are used. Select the library version
using the pull-down list box:

Process Library Version

| \M_ 1_a n.c.l-_\-"S_O »
IV3_5
|V4_1

V4_1_and V5 0

10. Use the “PlantPAx Elements to use for PI Points” pull-down box to select
the project elements to use.

PlantPAx Elements to use for Pl Points

ControllerLogicalOrganizer
ControllerLogiczalOrgani

ProcessTree
ControllerTagsinFlatStructure

a. “ControllerLogicalOrganizer”. All tags from the historian controllers
list are added (same as ControllerTagsInFlatStructure option).

b. “ProcessTree”. The contents of the project Process Tree are used. See
the “Process Tree Organizer” user manual for configuration
instructions.

c. “ControllerTagsInFlatStructure”. All tags from the historian
controllers list are added (same as ControllerLogicalOrganizer option).

11. Click the Build button to create the import file or add PI points to the PI
data server.

o Build P Points in FTH Data Server or Create F1 Foints Impar Fle =i=i#
Setp | lomation | Build |

Slatg

Buikl

AbotBuik

Save Log,

If the build import file setup option was selected, then a text file with
PI points configuration generated. Use PI Builder Excel add-in to
import the points to the PI data server.
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If the PI points in FTH data server setup option was selected, then the
build function updates the connected data server with library digital
states sets and PI points.

L
Selun

Informsan

Duild

Sl

Buiid P Points in FTH Data Sarer or Craate 91 Paints import fil2

S

32

2075 11 06 16 AW b ragiass Diocasaieg PIAonl Moseuts_Va_b_U61 31 val
Procassing PIPoI Mosguilo_
Miccaaaing PPt Mosgu
2 Drncasang P lPonl Mose
=42 Piocessiog P12l Mo: ]
Drceaasieg MMt Moscuita W3 5 (EL_CPLOitCammiae Reaptiliua|
e rasaieg PRt Mose iitn V35 (61 _CEL_OCimmi ke Respcli A

=32 Processing FIFoint'Moscuito

Processicg PPt Mescuita
Procassing P IPont Mosouio
: Moceasicg PPl Moscuits
Precossirg PIPent Mosquita
2 Procassieg FiFont Mosguio

: Piocesairg PPl Mozguia
Prccassiog PlPonl Moscuito
Procassieg FIPont Mosquto

PIocasseg PIPon Mosguo_y
2z Prccassing PPl Mesguio VA5 |
Piocaszieg BlPnnl Moseuio_y3_s

Procagsieg PIPoR Mesguil,

AR 1106 16 AM Exiten npon CSV Sile o FiSerser EWS
Gompisted adding P points o Pl Sener 3252018 110519 AM Exi PiSeroer ImporSYFie
Elopsod enzzition tima - O0-00-02 0626710

Baid

LGP Ouhemles Tee 00 !
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See the help user manual for additional details:

. Help

Quick Start Guide

|

Contents

About ...
Software License..,

Edit HMI Displays

files.

Process Tree Organizer

Edit Tag Data

Alarm Builder Tools

Alarm Definitions Builder Tool

SILAlarm Import/Export Functions

Historian and Asset Framework Configuration Tools

Two utilities help build specially formatted FactoryTalk View SE parameter

«  One utility builds a parameter file containing a list of controller tags with
associated HMI faceplate displays. Users can search for tags using tag
names and tag descriptions. The user can open tag faceplates from the
returned search results.

«  The other utility creates a navigation tree from the project Process Tree

St

ructure.

Organize the FactoryTalk View SE HMI displays under process tree folders.
1. Goto Logix Controllers > Open FactoryTalk View SE Displays List... and

select the Process Tree tab.
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2. Dragadisplay file from the SE display files window and drop it into the
Process Tree folder.

- Areal

&-E3 Mosquito
=4 Pipeline s
N =5 Valves L B Mos_MainLinel

# 3 HandOperatedVahes B} Mos_MainLinel_test
& 1 MotorCperatedvahes B Mos_MainLine2
B Mos_PigSequence-Faceplate

B Mos_PowerMonitor

B Mos_Simulation

B Mos_StartConfirm

B Mos_Station

B Mos_StationinterlocksPermissive
B Mos_Sump

B Mos_UPS

B PO Admin

B FO Alarm-Summary

& Fl Home
Controllers 8 HMI| Process Tree Fi m
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Asset Management

FactoryTalk® AssetCentre software is a centralized tool that helps:
« Maintain inventory assets in the system
« Manage version control to track program changes
« Collect audit logs to track user and system activity
« Schedule backups and verify program integrity

This is the recommended workflow to configure and implement a FactoryTalk

AssetCentre application. Each step outlines requirements. For more detailed
information, follow the referenced links.

N
Step 1: Inventory Plant Assets

FactoryTalk AssetCentre software provides a centralized tool to manage and
track asset information as well as protect assets. You can:

« Scan the network for existing devices to create an inventory.
« Manually add individual assets.

Regardless of method, we recommend that you add asset types for controller
project, HMI, engineering workstation, and servers.

For more information, see Inventory Plant Assets.
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N
Step 2: Configure Audit Logs

N

There are multiple logs that can be generated to capture asset data. Select the
one that you want:

« Audit Log monitors FactoryTalk-enabled software products and logs user
actions. For example, who was the last user to change a program.

« Diagnostic Log to monitor system health.

- Event Log to track FactoryTalk AssetCentre events, such as when a
backup starts and who generates a report.

Audit data is stored in the SQL server and displayed in the FactoryTalk
AssetCentre logs. Information that is collected includes:

« Useractions
« Program changes
- Security events

For more information, see Configure Audit Logs.

Step 3: Schedule System Backups

FactoryTalk AssetCentre software stores backup data on an SQL server.

The Disaster Recovery function creates backup files from the running asset on
the plant floor. The backup file is compared to the original and archived to a
Master version. The Agent service performs these comparisons and can be
scheduled to operate at specific times and intervals

For more information, see Schedule System Backups.
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Example Asset Data Flow

Safe, IT-Managed Location

=l S
=] i
Alarm and Event - Asset Framework Configuration
FactoryTalk AssetCentre ; Asset Backups
Data AppServ-Info (SOL)
Asset Framework Events

= - AppServ-Asset S
ks g
E ks &
FactoryTalk Historian Additional PASS FactoryTalk EWS s FactoryTalk
Server Server Directory I Buf Batch
au
PI'EI'B(]IIISItes Following the System Workflow, configure application servers.

o An asset management server (AppServ-Asset) supports maintenance and plant

Application operations to the system with FactoryTalk AssetCentre software.

Servers

In most PlantPAx® systems, the AppServ-Asset server is on a separate
computer and requires these components local or distributed on remote

servers:
J’_ - « FactoryTalk® Directory
« FactoryTalk® Activation server
FactoryTalk® SQL server (can be on the same computer as the AppServ-
Asset server or on 1ts own computer)

Install FactoryTalk AssetCentre Client software on the FactoryTalk
AssetCentre server, the EWS, and the OWS.

If you plan to use the FactoryTalk AssetCentre virtual images, see
configuration procedures in 9528-UMoO1.

For more information, see these additional resources.

Description
How to install the FactoryTalk AssetCentre system.

How to get started with the FactoryTalk AssetCentre system.

Resource

FactoryTalk AssetCentre Installation Guide, publication FTAC-INOG5.

FactoryTalk AssetCentre Getting Results Guide publication FTAC-GR002

How to use FactoryTalk AssetCentre utilities.

FactoryTalk AssetCentre Utilities User Manual, publication FTAC-UMOO1
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FactoryTalk AssetCentre

Inventory Plant Assets

184

For Rockwell Automation tutorials, see these YouTube videos.

« Introduction to Asset Management

« Using the Inventory Agent in FactoryTalk AssetCentre

« Getting Started with FactoryTalk AssetCentre

« Introduction to FactoryTalk AssetCentre Disaster Recovery

« FactoryTalk AssetCentre Disaster Recovery to Backup and Compare a
FactoryTalk® View SE Application

FactoryTalk AssetCentre provides a centralized tool to manage and track asset
information and protect assets.

To help protect your automated control system, we recommend that you
develop a strategy for archiving application data and determine recovery
plans. For a tutorial, see the YouTube video ‘Introduction to Asset
Management'.

If you plan to configure the FactoryTalk AssetCentre virtual image, see the
procedures in the Template User Manual, publication 9528-UMooi1.

An asset inventory lists the connected devices and computers on the network
and stores unique identification information about the hardware, firmware,
and software in the system.

There are multiple ways to build your inventory list of assets with FactoryTalk
AssetCentre software tools.

Scan the System for Assets

Drag-and-drop an Asset Inventory asset type into the FactoryTalk AssetCentre
tree and scan for device information.

For a tutorial, see the YouTube video ‘Using the Inventory Agent in FactoryTalk
AssetCentre’.
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1. Inthe FactoryTalk AssetCentre window in Design mode, move the Asset
Inventory item into your asset tree.

W Add To Acsstc

Catalog I
=HDevice hems
+L iRl Dok

¥ FectoryTalk Directory
-] FANUC Robot (Lse Generic

2. Open the Asset Inventory Properties and select Scanning Configuration
to define how to scan the system.

Dialog Box

Action

Scanning Configuration

Select a type of scan from the following options:

Scan devices using CIP™: Common Industrial Protocol (CIP) scanning browses the network by using FactoryTalk® Linx drivers to return
Rockwell Automation® Asset Management Program™.

Scan devices using SNMP: Simple Network Management Protocol (SNMP) scanning browses the network for SNMP-enabled devices
with a specified IP address range or IP subnet. If a device responds, the FactoryTalk AssetCentre service requests available SNMP
information.

Scan software using WMI: Windows® Management Instrumentation (WMI) scanning browses the network within the specified IP
address range or IP subnet, and returns software installed on a Windows host.

When you've selected a scan type, select Advanced Settings.
IMPORTANT: Leave the default Unlimited scanning box checked to scan the entire network.

Advanced Settings

Select Community String.

Scanning Configuration .
Scan devices using CIP
Stast scanming with this device: [EWST1 [T~
Mzximum scanning dept 1 T [ Unlimited scanning

|wl Scan devices using SHMP

Scan within: @) |P address range (1 1P subret
Start IF address: 172 T8 o 1
End IF address: 172 18 a 100
Mazimum rumber of hops: | | 7 [+ Unlimited hape

Scan software using wWhil

Scan lype ® Changes arly ) Full scan

Scan wathin; @ |F address range () IP subinet

Start IP address: 172 % - 1 1

End I address 172 L 1 254
Maximum numbear of hope: 1 2 [ Urlimited hops:

Login: |SYS?£M‘-ﬁ.dmnalaor |
Fassword: |"’""‘”“ |

3. Select a device.
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The device must have communication paths to any devices that you want to
return when the Inventory Agent runs.
4. Select Schedules and create a schedule for the Asset Inventory item.
When the schedule runs, an inventory list is generated.
b FactonyTalk AssstCe [=1od
File Edit View Tasks Tools Windows Help o
b s b 0D 0 M & aser (U AgeGeoups | Archve {B Asseslitecpcle M Calbestion @) OTMVime of Searche: ¥ @)
|a Design | P M M AsserCentre > Plant iy nventory
W BsseiCentre o New., & B Runtiow [l
= LGxCo!
£ TTO00
H'} Add Ta Aszets

An inventory has a list of devices and a list of software.

186

i Asset Inventory = e -
A9 search | [F) Columns |9 Undo & Check In B Export |5 Add ¢# Update € Help

Start Time:  1/26/2018 2:45:08 PM

End Tme:  1/26/2018 4:56:47 PM

Reauli Succeed

I Devices kﬂw are|
® Add O Update | SYNC Expard All | | Collzpse Al
| Dievice Name Device. Product Product Product Revi.  Vendo  Commissio. Additional . Adgitional Additional
& Ews01 0 01262018

~ SNMP_172180.1 1721801 0 01262012

[T sNMP_17212.0.10 17212010 0 01262012

il SNMP_172.18.0.20 17218020 0 01262012

[ SNMP_172.18.0.21 17218021 0 017262012

SNMP_172.18.0.22 17218022 0 01262018

= SNMP_172.18.0.23 17218023 0 0112672018

] SNMP_172.18.0.30 17218030 0 012672018

[} SNMP_172 1801 17218031 0 012672018

L SNNPT72| g Asset Inventory - [o
[ sumpI72| . =

[ SNMP_172] | S Search | (@) Columns |8 Undo &0 CheckIn BExport |[Add £ Update € Help

[ SNMP_172.

Start Time:  1/26/2018 2:49:08 PM
End Time  1/26/2018 4:56:47 PM
N l Resuli: Succeed
= Devi
Install Date Wendar Version

FADCA. System. PlantPAx local
FADCE. System. FlantPAx local
PASS01 . System. FlaniPix local
FASS024. System. PlantFlx local
FASS0ZE. System.PlantFax local
ASNMO3.System. FlantPAx local
ASCG02 System. FlantPdx local
EwWS01. System. PlantPAx.local
ASIHD1A System. FlantPAx loczl
ASIHD1E. System. FlantPax.loczl
AS1501. Sysem. PlantPax local
ASNDT Sysem. PlantPax local
asamQ1.System. PlantPA« local
ASIHI2 System. PlantPAx local
ACPO1.System PlantPAx local
ASCGO1. System. FlantPdx local
ASCG02 System.FlantPAx local
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Manually Add Individual You can manually add assets.

Assets , , , _
For a tutorial, see the YouTube video ‘Getting Started with FactoryTalk®
AssetCentre’.

1. While in Design mode, drag-and-drop the asset into your
FactoryTalk AssetCentre project.

%
Ele Edit Wiew Tasks Jools Windows Help
* b @ @ X & Accs | G Agent Grou

P Acd Logix3000 Controller

- Catalog
= Device llems

"] AB2 Robot (Use G
W CmmDevueJ

-4 FANUC Rebat {U
@ General OTM Deffice
‘W Generic Device

"7 Motoman Robot

An FactoryTalk AssetCentre dialog box appears for the asset that you
are adding.

2. Select the asset to configure details.

For example, add an .ACD file for a controller.

P LoD Coiioies to AseelOuiie
Bzt |3

& 1.Gened ,

| LogixS000 Corraler

Contiguration Data Browser: Logix5000 Controller | = o
Y Confiquration Dala B Loqi5000 Controfier | = | @ ISGH
o W, Amseierire
g3, TTOH001
| Serial Nurber
Conhguraton Data
| Configuration datz for the device
REES SasY
= O
Filter [Hinqn: 5000 fes {~cd) vl
= [oc o= [ |

3. Foracontroller, select a path to the controller by using the Addressing
Info Browser (‘...” ellipsis) button.
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Configure Audit Logs

188

4. Name the asset.

We recommend that you use the steps to add each of these asset types
from the catalog to your inventory:

« Controller project

« HMI

« Engineering workstation

« Servers

There are multiple logs that can be generated to capture asset data.
« Audit Log monitors FactoryTalk-enabled software products and logs user
actions. For example, who was the last user to change a program.
« Diagnostic Log to monitor system health.

- Event Log to track FactoryTalk AssetCentre events, such as when a
backup starts and who generates a report.

Security Audit Logs

Microsoft Windows® OS captures security audit records locally for every
PlantPAx server and workstation. We recommend that you make sure the log
is sized adequately to capture sufficient records to satisfy your retention
policy. In Windows Event Viewer adjust the configuration of the security log
according to your system requirements.

B Evant Viewer
File Actien View Help
e 2E ]
] Event Viewer (Local] Log Properties - Security (Type: Administrative) =]
a4 Lo Customn Views
b [ ServerRoles General

“F Administrative Events

<1k Windome Loge Full Mame: Securty

! fpplication
Log path: SeSystemB oot i System 3T Winen i Log s Security. gty
= oetun
i System Log size: 128,00 ME(134.221 824 bytes)
E Frnawen b Created: Thursday, February 4 201541013 PM
B L Applications znd Services Lo Fested Thursday, February 4. & 1013
TR Maodified: Thursday, June 7, 2018 9:53:02 A8
Accessed: Thursday, February 4, 20162:10:13 PM
Enable fogging
Mezimum log size (KB ): 110728

When masimum event Tog sice is reached
@ Overwnte events as needed (oldest events first)
(0 Archive the log wher full, do net overwnte events

! Da not overarite events { Clear logs manuelly |

For information about how to configure secure audit logs, see Configure
System Security Features User Manual, publication SECURE-UMoo1.
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Schedule System Backups

Once assets have been added to your system, the assets can be configured from
the Archive tab. From the Archive view, you can do the following:

« View the archive of current and previous versions of programs
and assets.

+ Seta personal working folder to hold Checked-Out files.
« Promote a specific program version to be the master.

3
b ¥

FactoryTalk AssetCentre -8 x |

File Edit View Tasks Tools Windows Help

Rezdy

G =4 3 0 X ssets | &0 Agent Groupsl [ Archive il Assets Lifecycle ibration @ CTM View cgs ) Schedulss
[ i ! & A A i Arch M A fecycle B Celib ] 1 o L ¥) Schedul B
Lanet View (Design) S X Archive x|
& Design | e 8 L Pa [@ CheckOur &) Checkin [} UndoCheckOut [§ Get | m MNewlzbel g Removelabel  Exportfor POOC
), AssetCentre
& Lexco ) AsselCentre
i TTOH007 B ]
Diescription |
orking folder: |tnone sef) || Set |I
MNeme Uaer Chech Cut Locaticr
E T Browse For Folder -
Set Working Folders [ x|
System working folder for this 3s=zec (zet by administrasor)
Browse... b | § Videos g
I e Floppy Disk Drive (A:)
Feraonal working foldar for this aseet (ovarrides ayatem working folder f set): 4 E, Lacal Disk (C)
@ AddL |
i | e [ Hiprem Software ¥
Eatalog. 3 inetpub L —
= Devid C i
fw 3 MO Cache
4 Based on these sethings, and theae for asasie further up the hisrarchy, files for PerfLogs F et
i this zazetwill be stored at:
Plartfay Veme
" to E = _—
- [ | b 5 Plant2as Utilities =
@ 2 Program Files —
-q i L Drnnran Eilar F8EY i
X I ok || Cancel | [ Hep |
: | Make e Folder | I oK || Cancel
i-jky TroTeETr
W Mabiteize w
" | , < . | 3

i SYSTEMADMINISTRATOR 2 Connccied . Agenia 1 7

Create a Backup Schedule

1. From the main menu of the FactoryTalk AssetCentre client dialog box,
select Schedules.

2. Select New and follow the Wizard instructions at the top of the
dialog boxes.

Configure Disaster Recovery

The Disaster Recovery function creates backup files from the running asset on
the plant floor. The backup file is compared to the original and archived to a
Master version. The Agent service performs these comparisons and can be
scheduled to operate at specific times and intervals.

The Agent service can be co-located with the FactoryTalk AssetCentre server, or
it can be located with another server. The Agent service performs the
background actions of uploading and comparing program files and versions.

For more information about FactoryTalk AssetCentre Agents, see the resources
that are listed in the table on page 183.
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Maintenance Strategy
Recommendations

Maintenance Type Recommendations

For a tutorial, see the YouTube video ‘Introduction to FactoryTalk AssetCentre
Disaster Recovery'.

We suggest that you develop a plan to back up your control system
configuration and process data on a regular schedule. Consider involving your
IT department to develop this plan. An effective backup plan can help protect
you from loss of resources and revenue.

IMPORTANT  We recommend that you verify operating system or software
updates on a non-production system or when the affected system
components are not-active. These precautions help to prevent
unexpected results.

For equipment monitoring and safety, we recommend that you
follow the procedures of the manufacturer

The following table summarizes the types of backups and updates for routine
and annual maintenance. The time frames are examples and can be modified
based on the attributes and risk factors in your plant.

Backups

Why? When? What?

Controllers
PASS servers

« FactoryTalk Directory

Application configuration - See page 191 Roll back or file protection Periodic « HMI FactoryTalk® Lin data servers
« FactoryTalk® Alarms and Events servers
Network switches
FactoryTalk® Historian

Data - See page 192 Archive or praject protection Periodic and on-demand | FactoryTalk® Batch

FactoryTalk AssetCentre

The PlantPAx system can be configured to back up control system
configuration data automatically. FactoryTalk AssetCentre software stores
data in a SQL server. The server stores an Archived copy of both the master
files and previous file revisions in a protected database. The Archived files are
available if there’s a failure.

Database backups for FactoryTalk software packages (Historian, FactoryTalk
AssetCentre) can occur anytime without system operation impact. We
recommend that process backups be routinely scheduled so that data loss is
minimized if computer issues occur.

FactoryTalk® Batch uses a SQL server for archiving journal data, storing
master recipes, and material database.

Application configurations for PlantPAx system servers and workstations are
to be backed up separately and more regularly. The frequent backups mitigate
the risk of configuration and application information loss between PlantPAx
system backups. Frequent backups simplify the process of restoring only a
portion of your application, if needed.
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The following table shows examples of project files that are to be backed up
regularly. Some files contain configuration scripts and collected data.

Recommended Configuration Backup

Configuration Host Environment Tool Files Backed Up
Controller project file Studio 5000° application FactoryTalk AssetCentre Disaster Recovery .ACD
FactoryTalk Directory FactoryTalk® Administration Console
Distributed Application Manager .APB
PASS servers FactoryTalk® View Studio software
Network switches System network User choice .TXT (based)

AppServ-Asset

AppServ-Asset

FactoryTalk Directory

AppServ-Asset

PASS

Controller Project File

Use FactoryTalk AssetCentre software on your AppServ-Asset server to back up
Logix 5000® software and Studio 5000 Logix Designer® application project
files (LACD). Logix 5000 assets are created in the FactoryTalk AssetCentre
project tree for each controller and project files can be associated with those
assets and checked into FactoryTalk AssetCentre software.

A schedule can be created to back up the project files at regular intervals. Use
an EWS to perform check-out and check-in features to make modifications to
the project file.

FactoryTalk AssetCentre software is integrated with the Logix Designer
application to let you access files in the Archive without leaving the design
environment. Use change tracking on project files to audit modifications.

FactoryTalk Directory

Our recommendation is to back up the FactoryTalk® Directory regularly. The
backup includes any FactoryTalk® Security, users, and computers, among
other configurations.

The backup is contained in the output .APB file of the Distributed Application
Manager, which is installed on the PASS with the FactoryTalk® View software,
version 8.1 and later.

PASS Servers

The core servers in the FactoryTalk View application need to be backed up
regularly whenever changes are made. The core servers on the PASS consist of
the HMI, Data, and Alarm and Event servers.

IMPORTANT  FactoryTalk AssetCentre software, version 9, includes an asset for
FactoryTalk View SE version 11and later. This new asset can be
created to support disaster recovery for a FactoryTalk View SE
application. For details see the YouTube video ‘Use FactoryTalk
AssetCentre Disaster Recovery to Backup & Compare a FactoryTalk
View SE application’.
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AppServ-Asset

Network Switch

A FactoryTalk AssetCentre custom asset can be created by following the
procedure in Knowledgebase Answer ID 818741 ‘Building Custom Device assets
for FactoryTalk Distributed Application Disaster Recovery’. The project servers
store the output .APB file to the FactoryTalk AssetCentre server. Schedule the
custom asset to run regularly.

Network Switches

If using an older version of FactoryTalk AssetCentre software, back up the
network switch configuration to retain the network architecture by using a
custom asset. An export of the switch configuration can be generated by using
various tools, including the following:

« Studio 5000 Logix Designer

application software
« Third-party applications, for example the Cisco® Network Assistant Tool
« Command-line interface

« Other desired methods of your IT department

The custom asset pulls the contents of the backup into the FactoryTalk
AssetCentre server. You specify the file location in the custom asset
configuration. Schedule the FactoryTalk AssetCentre software to back up the
exported switch configuration regularly.

For more details about the custom device plug-in for FactoryTalk AssetCentre,
see the Knowledgebase Answer ID 634595 Building Custom Devices for use
with FactoryTalk AssetCentre Disaster Recovery.

Server Back up and system FactoryTalk® Historian and FactoryTalk® Batch servers produce process

Restore system data to document historical production data. The software
configurations, which create the system data, must be protected along with the
data.

Recommended Data Backup

Configuration Host Environment Tool Files Backed Up
Historian configuration and data FactoryTalk® Historian software Pibackup.bat Backup folder contents
Batch configuration and data FactoryTalk® Batch software Batch system files System folder contents
FactoryTalk AssetCentre data AssetCentre.BAK

SOL server SOL Management Studio
SOL server data [DBName].BAK

192

Consider the following when using FactoryTalk AssetCentre software:

« No single asset (verification or custom asset) is to exceed 1 GB.

« The system is not to exceed 100 assets that are scheduled in a 12-hour
period for one Agent only. Increasing the number of Agents can increase
the load capacity of your system.
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Safe, IT-Managed Location

ez

Historian Server

Safe, IT-Managed Location

FactoryTalk Batch Server

SOL Server

FactoryTalk
AssetCentre Server

Historian Configuration and Data

The FactoryTalk® Historian server contains historian points, configurations,
and data that need to be regularly backed up. As a part of the Historian
standard installation, a script file pibackup.bat is installed on the Historian
server. This script is used to back up the Historian server.

The output of this tool is a folder hierarchy that contains all components
necessary to back up and recover the Historian server. We suggest that you
consider separating the historical data from the configuration for scheduling
purposes.

The historical backup data, which is generated by FactoryTalk Historian, is
stored on the Historian server. Consult with your IT department to determine
the appropriate location to move and store these files outside of the AppServ-
Info (Historian) server.

Batch Configuration and Data

There are multiple components of a FactoryTalk® Batch system that require a
backup plan depending on the implementation of your system. See
Knowledgebase Answer ID 538578 ‘FactoryTalk Batch: How to backup and
restore a Batch configuration to a new computer’. Included are files that are to
be backed up for each of the following components of a batch system:

« Batch server files
« Batch client files
« eProcedure® files
« Material manager files

The file contents of the various Batch system components need to be separated
into two groups: (1) configuration or system files and (2) data files.

The configuration files are all files that comprise the Batch project, such as
area models and recipes. The data files are the batch journals that are
constantly created by a running Batch server.

The configuration files and data can be backed up at different intervals to a
safe, IT-managed location outside of your AppServ-Batch server.

FactoryTalk AssetCentre Data

FactoryTalk AssetCentre software manages the information that is produced
by each of its assets and processes the data into a SQL server. When
performing a backup of FactoryTalk AssetCentre software, nothing must be
done within FactoryTalk AssetCentre. To back up the FactoryTalk AssetCentre
configuration and data, back up the FactoryTalk AssetCentre database in your
SQL server.
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For guidelines on how to back up your FactoryTalk AssetCentre database in
SQL, see the Knowledgebase Answer ID 59541 Backing up and Restoring
FactoryTalk AssetCentre with Microsoft® SQL Server.

SOL Server Data

The FactoryTalk® Alarms and Events History software is configured to log to a
SQL database.

These databases include the following:

« For FactoryTalk Alarms and Event database, go to FactoryTalk®
Administration Console and expand System>Connections>Databases.
Select the database to view the information on the Alarm and Event
Historian Database Properties dialog box.

. For FactoryTalk Historian Asset Framework, the SQL Database ‘PIFD’
contains the Asset Framework data and configuration content.

Backup Verification

We recommend that your system use a dedicated, non-production
environment that is capable of accepting and validating backups. You need a
strategy for how frequently the backups are validated.

System Restore

We recommend that you consider a strategy for recovering and restoring your
PlantPAx system to a known secure state after a disruption or failure.

System recovery and restore to a known secure state means that all system
parameters (either default or configurable) are set to secure values. If any
security-critical information, such as patches, is installed after the last backup,
the information must be reinstalled. For example:

« Security-related configuration settings re-established
« System documentation and operating procedures available

« Application and system software that is reinstalled and configured
with secure settings

« Information from the most recent, known secure backup is loaded and
the system that is fully tested and functional.

There are two ways to retain data: archived records and a detailed backup
policy. While archiving provides historical records, backups are typically not
useful unless you can access the data for a restore. You must take the time to
design a retention policy for the reuse of dated materials.

For example, a backed up .ACD file from the Studio 5000 Logix Designer
application could possibly not be saved in the most current version of Studio
5000 environment. Accessing the contents of this .ACD file could be
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System Operating Assumptions

problematic. But an archived printout of the logic that is stored in PDF format
could help restore a system project.

Secure archived data and make sure that you can search for the data if
requested. There are numerous reasons to archive data, including, but not
limited to, the following:

« Compliance with government regulations
+ Retention of production knowledge
« Reduction of backup storage footprint

Consider the following when developing a backup retention policy:

« Location — Backup information is only worthwhile if retrievable for a
restore. To mitigate risk, duplicate the backup contents to an off-site
location if an 'Act of God' renders the on-site copy unusable.

« Storage —The type of storage medium that is used to backup data can
affect how quickly you’re able to restore data. Cloud storage provides
scalable backup potential and requires the least amount of on-site
hardware. But, the cloud requires additional steps if the process facility
isn’t connected to the enterprise cloud servers. Disk mirroring can
provide the fastest time to restore and smaller data loss intervals. This
process can cost more than periodic backups to a hard disk drive.

+ Security — The confidentiality and importance of backup information
must be carefully evaluated. Limit access to the retained backup storage
devices and locations to help reduce the risk of threats. Password
protection and encryption can improve risk mitigation.

« Cost—The cost of backing up a process system can be justified with one
application configuration restore. The time alone to re-engineer a
process configuration can justify the cost of physical media and IT
infrastructure. Automated backup policies can reduce time and money
for IT to complete regular backups.

System Storage Rates

The following tables provide an estimate of storage usage for a PlantPAx
system. Evaluate your system size and adjust appropriately according to your
corporate policy.

Description Small Medium®@ Large®
Marms SQL database

(alarms/min according to the ISA 18.2 peak alarm rate) 20 50 100
FactoryTalk Historian Event Frames SQL database

(event frames per hour) 250 500 1000
FactoryTalk AssetCentre SOL database 9 5 10
(commands/min per PlantPAx audit log guidelines)

FactoryTalk Historian points 5000 10,000 20,000

(1) 3000 I/0 points and 10 operator workstations
(2) 3000 I/0 points and 25 operator workstations
(3) 5000 I/0 points and 50 operator workstations
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Storage Rates

Description Small Medium®@ Large®
Microsoft SQL server 4 GB/month 5 GB/month 9 GB/month
FactoryTalk Historian server 2 GB/month 3 GB/month 6 GB/month

(1) 3000 I/0 points and 10 operator workstations
(2) 3000 I/0 points and 25 operator workstations
(3) 5000 I/0 points and 50 operator workstations

196
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FactoryTalk® Historian SE software captures data for reports to help maximize
plant-floor objectives and productivity. The software collects historical points
in the system to produce analytical data. Analytical data includes process
variables, trends, estimations, and statistical reporting.

For a PlantPAx® system, it's recommended to implement more than one
historian server to create a collective of historian servers. A collective provides
higher availability with continuous access to data during planned and
unplanned outages. Adding redundant node interfaces is also recommended
to send time-series data to all servers in the collective.

To streamline the FactoryTalk® Historian SE software configuration, follow
this quick start. For experienced users, each step outlines requirements. For
more detailed information, follow the referenced links.

N
Step 1: Configure Servers for a Collective

A collective is a group of historian servers that pool their data resources for
high availability.

« You need two or more historian servers for a collective.

« There are requirements for initial configuration, such as the firewall,
trusted connections (certificate), and security settings

« Configure PI SDK connections to the historian server on all computers
that access historian data.

For more information, see Configure Servers for a Collective.

N
Step 2: Configure Redundant Node Interfaces

The FactoryTalk® Administration Console contains configuration for server
connections and node interfaces.

« A Historian server connection specifies the name of a Historian server or
Collective.

« Adata collection interface is then created to collect data from an end
device.

« Anodeinterface is defined by selecting the type and computer (PASS02A
in the example) hosting the interface.
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« Create a common folder, on the PASS (PASSo1 in the example) with the
FactoryTalk® Directory, for synchronization of redundant node
interfaces.

« Configure the connection between the Node Interface and the Historian
server

« Configure the FactoryTalk® Live Data interfaces between the PASS
servers and the Historian servers.

For more information, see Configure Redundant Node Interfaces.

!
Step 3: Enable Performance Monitor

An interface (PIPerfMon) is available to log system resources for health and
performance.

« Create a PIPerfMon system ‘user’ on the domain controller.

« Configure the PIPerfMon interface after initiating on the FactoryTalk®
Directory.

« Create and verify interface health points.
« Enable communication paths.

For more information, see Configure PI Performance Monitor.

!
Step 4: Configure Pl Buffering

PI Buffering helps protect data in the event a client loses connection to the
Collective.

« For added security, configure a user account on the domain controller to
run the PI Buffer Subsystem service.

« Configure security mappings specifically for the user account.

For more information, see Configure PI Buffering.
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A

Step 5: Configure Data Collection

Prerequisites

Application
Servers

FactoryTalk Historian software uses historical points (tags) in the system to

produce analytical data for reporting.
« Create or Import Digital States.
« Create Historian Points.
« Define digital historical points.
« Configure Asset Framework.
« Finds system faults.
« Generate reports in PI Builder.
« Configure tags with the PlantPAx® Configuration Tool.

For more information, see Configure Historian Data Collection.

Following the System Workflow, configure application servers.

A historian application in a PlantPAx system requires:
« Domain controller

« Process Automation System Server (PASS) hosting the FactoryTalk®
Directory (PASSo1)

« Process Automation System Servers (PASS) for node interfaces
(PASS02A, PASS02B)

« Engineering Workstation (EWS)

« Operator Workstation (OWS)

« SQLstandard or SQL Express database server
. Asset Framework server

When you deploy a FactoryTalk Historian application in a PlantPAx system:

« Install FactoryTalk Historian servers as a collective.
« Configure a Performance Monitor interface.

The following software must be available:
« FactoryTalk Historian SE Server
« FactoryTalk Historian Asset Framework Server
« FactoryTalk Historian Asset Framework SQL database
«  PIBuilder Excel® add-in

Your must be familiar with the following utilities:

« PISDK-An object-oriented library that is designed for customizing
applications

« Powershell - Command-line shell and scripting language.

For more information, see this additional resource.

Resource

Description

FactoryTalk Historian SE 7.00 Installation and Configuration Guide,

publication HSE-IN025

Installation, configuration, and troubleshooting of FactoryTalk Historian Site Edition software.
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Required PlantPAx Elements

Configuring historical data collection requires access to the following
equipment. All equipment must be physically installed before using this

document.
® ®
S i ]
Engineering Workstation (EWS) Operator Workstation (OWS) Domain PASSO1
Controller FactoryTalk Directory
AR mmewnme e ] F F
eumeenmesmseaman
PASS02A PASSO2B e AppServ-Info Historian  AppServ-Info Historian
FactoryTalk® Live Data Server FactoryTalk Live Data Server (ASIHOT) (ASIH02)
Primary Node Interface Secondary Node Interface Primary Secondary
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Historical Data In a PlantPAx system, the FactoryTalk Historian SE software collects, stores,
and manages data. The software includes these hardware and software
components:

« Data Sources - Plant floor devices and instruments that generate data,
typically controllers. Other Data Sources can include external databases.

- Historian SE Interfaces - The FactoryTalk Historian node interface
enables process data to be passed between a FactoryTalk® Live Data
Interface (for example, FactoryTalk® Linx) and a FactoryTalk Historian
server. Each instance of the interface can provide data to a single
FactoryTalk Historian server or collective.

« Historian SE Server - Compresses and stores the collected data and acts
as a data server for Microsoft® Windows®-based clients applications. It’s
also possible to use the Historian SE server to interact with data that is
stored in external systems.

+ Historian SE Clients - Microsoft Windows-based applications that are
used by plant personnel to visualize the Historian SE data.

« Historian Asset Framework - Asset Framework replaces the Historian
module database (MDB) with a Microsoft SQL server database for
improved scripting and reporting.

Configure Servers for a A collective is a configuration of multiple servers that act as a logical server in

Collective your Historian database to provide high availability (HA), disaster recovery,
load distribution, and increased scalability. Each server in a collective is called
a member of the collective. When the primary member in a collective becomes
unavailable, a secondary collective member continues to collect and provide
data access to your Historian clients.

Create Firewall Rule for Historian Servers

To create a server collective on computers that have the Windows Firewall
turned on, you must manually open the TCP 445 port between the two
Bt | % % computers. Perform this section on both the primary and secondary Historian
servers.
ASIHOY 1. Goto Control Panel > Windows Firewall settings on the Historian Server.
ASHO2 2. Inthe Advanced Settings, select Inbound Rules and create a New Rule.

For the new rule, specify the following:

On This Page Configure

Rule Type Select Port

Protacol and Ports Configure Specific Lacal TCP Port as 445

Action Allow the connection

Profile Apply the rule to the Domain, Private, and Public

Name Type a name for this rule (Collective Connection in the example)
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Change the Historian Server Identification

IMPORTANT  When planning to use a collection of Historian servers, serverlDs
must be unique. You must change the serverlD on any additional
servers, particularly if the server is cloned or sourced from a virtual

— template.

o

ASIH02

To change a server ID, complete these steps.

1. Goto c:\Program Files\Rockwell Software®\FactoryTalk Historian
\Server\adm

2. Enter ‘emd’ in the address bar to open a command prompt window in
this directory.

3. Enter the following commands.

Command Purpose
: ; Open the command-line administration tool for the Pl Data
piconfig Afchive
tabl e piserver Open the piserver table
node edit Set the required mode of operation to edit
istr nane, serverlD Allows you to edit the hostname and serverlD

Specify the new server name.
<host nane>, <new server| D> | <hostname> = hostname of the Historian server
<new server/D> = new server ID

@xit Saves the information and exits the tool

The serverID is a unique identifier (UID), a 32-character string
representing each Historian server identification. You can make up
your own arbitrary string.

EX Administratar Cornmand Prompt - m] X

di f -azbhRfdfhag7

Records Edited

C:\Program FilesiRockwell SoftwareiFactoryTalk Historian\Serweradm:

4. The next time you access the secondary Historian server, a Server ID
mismatch prompt appears. Select 'Accept the New ID' to continue.

Set Initial Security Settings

For any Historian server that is going to join a Collective, security settings
B | must be considered for each initial connection. To simplify the connection
i o % % process, reduce the security levels of both the primary and secondary Historian
servers. After the initial connection, the security levels can be modified as

ASIHOT needed.

ASIH02
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1. Go to Rockwell Software > FactoryTalk Historian SE > System
Management Tools.

2. Select the server in the Collectives and Servers section.

3. Inthe System Management Tools section, select Security > Security
Settings.

4. Set the slider to its lowest point and click Save.

] Security Setrings - Pl Spstem Management Tools (Ad ministracor) = m] b

File  Wiew Tools  Help

Serverz T ﬂ 7]
Search 0
=n Sarver- ASIHOT
Servers

: [E] ASIHD1I fjh 5% Disckle AP busts

54 Diszble SOK tasts

7 Diszble supicit login

54 Diszble eslick lagin for piaciin
(% Disable Hank passwonds

Spatem Manegement Tools E Brve
Seaech e |

Alaimz
Eatch
Data

Inlerieces

IT Paintz

Operstinn

Fuints

~ Sacurky

Datahaze Secoriy
Frewdl
Idanthizs, Ussra, & Groups

appings & Tnsss
h

| Session Flecord

dmiivistratar | piadiin

5. Repeat the settings for the secondary server.
6. For the security setting changes to take effect, restart the servers.

Create Connections Between Historian Servers

The PI SDK Utility is used to create the connection between the Historian

servers. This action is required on both servers before creating a collective.

Historian SE System > PISDK Utility.

M E % 1. Go to Rockwell Software > FactoryTalk Historian SE > FactoryTalk
: 2. Select Connections and then right-click on the empty area next to

ASIHOT the servers.
ASIHO2
Select Add Server.
@@ PlsDK Utility (Administrator) — [m] *®
File  Buffering Tools  Connections  Help
=@ PISDK L] ® ssiHn Network Hods: ASIHDT
@ Ahout PISDE
Port Mumber: 5450 ~
o Mo EE
&1, Snapshot Taal Profoltino bl piadrin
) C +
D4 Tools onnee 10 Seconds
8] Message Log Connect . ] Seconds
;i Support Data Disconnect
@ Error Lookup
= Refresh F5
B Tracing Setup sres 13
© KST Cleanup | | 2dd Server,,, ins i ‘ 3ad66708-4a10-42ba-BfdE-c05c9.
Remowe selected Server  Del

Conrected User.
IP Address:
Pl Wersion

Operating System:

Save

Default Server: ASIHO1

4. Enter the server name in the Network Path dialog box and accept the rest

of the default settings.
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5. Remove any servers that aren’t necessary.

6. To verify the connections, go to Security Settings > PI System
Management Tools (Administrator.)

This example shows servers ASTHo1 and ASIHo2.

2 Security settings - Pl Syrtern Management Tocls (2dministrator) == [m] x
Fil= Wiew Tools  Help
Servers 2| @
[ searcr Fs) o
Servers iRl
] ssiHo m 1% Disablz AP st
] ASIHDZ = ¢ Disable 50K busts
=7 S,g Chizable explict login
2 Dizable explist login for Fiadmin
4 Dizable blank pesswonds
! Syslem Management Tocls S = o
| Fearch
o Alems
Batch Seree - ASIHOZ
Dsia ﬂ 52 Disable AP rusts
:'}*g:ri:‘ — 4 Dizahle SDE husts
Operation S 1% Dizable exclict login
E"“*h 134 Disabl euplicitlogin fer piadmin
~ Sacuily
Dalebass Secuity 1% Dizable blank passnerd:
Fireweall =
Identities, Uzers, & Groups » SRR "
Mannigs & Trusts
- . Sazman Record
Securty Setlings
| ASHMAdministrator |piadmin

Create the Historian Now that the servers are configured, you can create a Collective by using the PI
Collective Collective Manager.

Go to Rockwell Software > FactoryTalk Historian SE> FactoryTalk Historian
SE System > PI Collective Manager and complete these steps:

« Select | have verified my backups are valid

T E On this Dialog Box Action
« Select | have verified my Pl interface servers configuration

Create New Collective Initial Page

ASIHO1
Create New Collective - Existing or New Select anewly installed Pl server
Primary

Create New Collective - Select Primary

and Collective name Select the Collective Primary server and define the properties.

Create New Collective - Select Secondary

Servers Select the Collective Primary server and define the properties.

« Accept the default number of archives to be copies

Create New Collective - Select Archives « Accept the default location for the temporary backup

Create New Collective - Verify Selections | Verify the information

Create New Collective - Conversion Verify the conversion progress is completed

Progress
Server ID Mismatch Select Accept the new 1D
Create New Collective - Finished Acknowledge the creation of the collective
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T
EERTrrroe

Delete the Default Security Certificate

Historian Collectives support certificate-based authentication for each server.
To verify that the system uses a valid security certificate, start by deleting the

|

—_—
-_—
—

ASIHOY
search field.

2. Click Enter.

default or cloned certificate on the Primary Historian server. This is a required
step if the server was cloned or sourced from a virtual template.

1. To access Certificate Manager, click Start and type certim.msc in the

3. Expand the Certificates folder > OSIsoft LLC Certificates > Certificates.
4. Delete the default certificate.

ﬁ Cansolel - [Cansale Root\Certificates {Lacal Computer]y0Slsoft LLC Certificates| Cartificates]

@ File  Action  View  Favoritss  Window  Help
| nE 4 aXE = B

~| Censale Root Issued To lisued By Expiration Date  Intended Purposes
w GH Certificates (Local Computer) . T % I St hapticat,
_ Personal Open
— Trusted Raot Certification Suthontiz:
| Erterprise Trust Al Tasks ’
 Intermadiate Certification Suthantia: cut
— Trusted Publishers -
= Untrusted Cerbficates Cap
— Third-Party Root Cerbfication futhol
— Trusted Peaple Froperties
Client Authertication lssuers
Prewview Build Root: Help

- (Q8lsoft LLC Certificates

Certificates

~ Fermotz Desktap
Srniart Card Trusted Roots
~ Trusted Devices
© Wb Hosting
Miindows Live ID Token |ssuer

< b 3

Deletes the current selection,
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Generate a New Security Certificate

Code that is provided by OSIsoft generates a new security certificate, that
afterwards is to be imported on all other Historian servers in the collective to
authenticate.

IMPORTANT  Due to the electronic formatting of this user manual, the code may
require format corrections if copied from here. Also note the
<PlantPAx AppServ-HIST Virtual Template 5.0 VL> virtual template
contains properly formatted code on the user desktop.

1. On the Primary Historian server, copy the script as shown and paste
into Notepad.

$CertStorePathName = "Cert:\LocalMachine\OSlsoft LLC Certificates"
if((Test-Path $CertStorePathName))

{
New-Item -Path $CertStorePathName

}
if( (Get-ChildItem -Path $CertStorePathName | measure).count -eq 0)

{
SmyFQDN=(Get-WmiObject win32_computersystem).DNSHostName+""+(Get-WmiObject win32_computersystem).Domain

SDNSName = @(SmyFQDN)

#SNewCert = New-SelfSignedCertificate -CertStoreLocation Cert:\LocalMachine\My -FriendlyName $myFQDN $DNSName -Provider "Microsoft Enhanced RSA and AES
Cryptographic Provider" -HashAlgorithm "SHA256"

$SNewCert = New-SelfSignedCertificate -CertStoreLocation Cert:\LocalMachine\My -DnsName $DNSName -NotAfter $(Get-Date).AddYears(100)

Move-Item $NewCert.PSPath -Destination $CertStorePathName
else

Write-Host("Invalid number of certs detected in OSIsoft LLC certificate store - please ensure there are no certificates already configured in " + $CertStorePathName)

2. Use Notepad to remove any new lines, where contiguous code is
wrapped.

You can backspace new lines to rejoin the prior code statements.
For example:

evider “Microsoft Enhanced RSA and ALS Cryprographic Frovider® -Hashhlgorithm "SMAZse"

Write-Hoat |"Tavalid nusber of cervs detected in OBTsoft LIS cestuificate stere -- please mnsuze thace ate 88 orctificaces alecady csnfigured in " + BCereSvorcPachlane)

3. After the scripting code is realigned, launch an administrative
PowerShell window.

Copy the script from Notepad and paste into PowerShell.
5. Click Enter to generate a security certificate.
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6. Return to the MMC window and refresh the window. To verify that the
OSIsoft certificate was recreated. The name should represent the
computer name and domain.

Export the Security Certificate

To transfer the new security certificate to all other Historian servers in the
| = Collective, the certificate must be exported as a PFX file.
-_—

—
(-]

1. While still on the Primary Historian server, in the MMC window, select
ASIHOT the certificate that you've generated and select All Tasks > Export.

& certlm - |Certificates - Local ComputehOSlsaft LLC Certificatest Certificates] == ] »
File  Action  Wisw  Help
| nE 4 a|XE = B

Gl Certificates - Local Compuder Issued To Issiied By Espiration Date  Intended Purpoges Friendly Marne
| Persanal : . 4200120

Client Autherhcatia, - <Mones

| Trusted Root Cartification fu

| Enterprise Trust

| Interrnedizte Cartifization Au

1 Trusted Publishers cut Expart..
| Untrusted Certhicates

| Third-Parky Rookt Certficatior
1 Trusted Pecple
| Client Authentication liuers
Preview Build Roots
3 | Local MonRermaowvable Cerbfic Help
w [ 7] OSlsoft LLC Certificates
Certificates
| Pernote Desktop
| Certificats Enrallment Regque:
| Senort Card Trusted Roots
| Trusted Devices
| Web Hasting
| W¥indows Live I0 Token lssue

Open

Al Tasks ¥ Open

Delete

Properties

< r < ¥

Ezport o certificat=

2. From the Certificate Export Wizard, complete these steps.

On these Wizard Boxes Action

« Select Next
Welcome window « Select Yes, export the private key and select Next
+ Leave defaults, and click Next

Security « Type a password, confirm, and click Next

« Click Browse and type a name for the storage location on your computer
File to Export « Click Next
« Select a file name and click Finish
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Import the Security Certificate

The new security certificate must be imported on all other Historian servers in

IOy | —

the Collective before it can synchronize. The import can be done using either
the PI Collective Manager software or the Windows Certificate Manager.

:;':3; For each Historian server, you must copy the new security certificate PFX file
first before using one of the following procedures. From the PI Collective
Manager:
1. Select the Historian server and select Import Certificate.
% Pl Collective Manager [fdministrator) = (=) x
File  Edit  Help
Call=zives Callaztive Mame | ASIHO Callaztive L
95 ASIHO Deserption bA247AI3FdTT-4164-qaal- 2837000
Lest Corfiauration i
Charge Time: % Good
8|6
e Force Sunc
Reinitialze Server.,
Al 4= Add Servern.
- [t L ASHoZ 5l
Wami & Fefiesh .
The
'iﬂ‘] ImpurtCertiﬁcate.l |
FieCattificate |1sues. Sate Cbsc
2. Browse for your PFX file.
3. Open the certificate and provide the password for this certificate to
import the certificate.
Reinitialize the Secondary Server
Perform this task from the Primary server to synchronize the certificates of
any other Historian servers in the collective.
T | .
= 1. From the Collective Manager, select the Secondary server.
< 2. Select Reinitialize Server.
ASIHOY

208

#5 Pl Collective Manzger [Administrator) — =]

File  Edit  Help

Callsztives Callective Mams: | ASIHD Callsctive 10
+% BSIHO st T | hA2ATRIATT 4164 aaal- 20370007k e
Lest Carfiauration it
Change Time: 2F4pr2020 DB:24:11 | Good
=% &
AS5HD Force Syric
Reinitielze Server..
Acld Sarver.,
Rermoue Serer
] Refresh ASIHOZ
rport Certficate.. ASIHD
FixCartificate fisues..
Seconday
CommPerod 5
SyncPenod 10
~ Connection Statuz
T
The member sereal computer hosame.

Gave Chse
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From the Archives window, click Next.
Verify the backup location and click Next.
When the sync process completes, click Finish.

If servers show green check boxes, skip step 8, and proceed to Connect
another Computer to Historian Server.

If the synchronization fails, verify all firewall settings, certificates, and
matched server or collective IDs. Then, try again.

If sync problems remain, contact Technical Support.

Client to Server Connections ror all servers and workstations that require access to Historian data, use the
PI SDK Utility to add a connection to a Historian server or Collective of
servers. This includes the PASS servers (PASSo1, PASS02A & PASS02B), EWS,
and OWS workstations.

Domain
Controller  PASSO1

D! I:—l! T ;'

PASS02A ASIHOT
PASS02B ASIHO2

Connect another Computer to Historian Server

For each computer that requires a connection to the collective, complete
these steps:

1.

Go to Rockwell Software > FactoryTalk Historian SE > FactoryTalk
Historian SE System > PISDKUtility.

Select Connections and then right-click on the empty area next to the
servers to add a new server.

Maintain the default connection name of 'Production Historian' for
library object reference, then select the Server or Collective Name and
click Test Server Connection.

@) Mewr Historian Server Connection e

M ame:
e —
I| Production Histarian I

Drescription:

Histarian for the production area of the plan]

Server or Collective Mame:

[4sIHOT -

Test Server Connection

@ < Back Mext > || Cancel |

If you're using a collective, enter the primary server.
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4. Select the box next to the new server.

The server appears in the middle of the utility for a successful

connection.
]
File  Buffering Tools Connections  Help
E‘@; B 5 ASIHOT Hetwork Nods A v
About PISDE

§ o a Port Number: 5450
& Connections
<& Snapshot Tool Default User Name:

5. Remove any server connections that aren’t necessary.

Historian to FactoryTaIk Use the FactoryTalk® Administration Console to add the FactoryTalk Historian
Directory Connection server connection to the FactoryTalk Directory.

1. Go to Rockwell Software > FactoryTalk Administration Console and
select ‘Network’ for the directory you want to use.

2. Go to Network > System > Connections > Historical Data and select New
Historian Server Connection.

EWS
D! 7 File View Tools Window Help
n i &

Explarer n

=145 Metwork (PASS0T)
&}; FTViewDemo
&}; InstantFizz
BD Systemn
(2 Action Groups
D Palicies
D Computers and Groups
-.595 Metworks and Devices
D Users and Groups
BD Connections
(Z1 Databases
i |
H N | Histor\cI_New Historian Server Connectian...,
{20 Permissior

Security..,

|
3. Select the Server or Collective Name and click Test Server Connection.

If the connection is good, a green check mark appears along with the
text 'Server Found.'

Server or Collective Name:

[asiHm v

Test Server Connection o Server found

4. In the FactoryTalk Administration Console, go to Network > System >
Connections > Historical Data > Production Historian and

choose Properties.
5. Select the Licensing tab and enter how many licenses are stored
on the server.
« Ifonelicense is stored locally in each collective server, enter '1' in the
Assigned column.
« Ifboth activation licenses are on the activation server, enter 2’ in the
Assigned column
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EWS

L]

Create a Data Collection Interface

A data collection interface is used to collect data (tags) from data sources, such
as Logix 5000™ controllers, and pass it to the FactoryTalk Historian server or

collective.

The FactoryTalk Administration Console is used to create and configure the
data collection interface.

1. Using an EWS, launch the FactoryTalk Administration Console and
expand Historian server connection.

When a new FactoryTalk Historian server is added, a default node
interface is created along with a name FTLD and ID 1 (FTLD1).
2. Delete the default node interface FTLD1.

Select the Historian server connection and select New Data Collection
Interface.

W FactonyTalk Administration Console - m] X
File Wiew Tools Window Help
1=

Explorer n
(=15 Network (PASSOT)

[ fdm FTViewDemo

[ InstantFiz

=0 Systern
-0 Action Groups
{1 Palicies
[0 Corputers and Groups
25 Metwarks and Devices
{230 Users and Groups
=] Connectians
+[1] Datahases
=/ Historical Data

Delete

L[] Historical Data b
-0 Permissian Sets I Mews Data Collection Interface.., I

Secutity...

4. Select the Interface Type: (FactoryTalk Live Data), Name: FTLD and
ID: 1 and choose the computer hosting the interface.

For example (PASS02A) where the remote FactoryTalk® Linx data
server runs.

@ Data Collection Interface Properties *

General  Scan Classes

Interface Type: Marne; 10

FactoryT alk Live Data ~ [FTLD 1 =

Description:

Default FTLD interface created by the FTH configure wizard.

Cornputer hosting the interface:

| 7]

FactaryT alk Historiak Server Conkection:
Praduction Historian on

Service Status

Mew

Startup Type: | Autamatic ~

Launch Interface Configuration Utilty.

@ Cancel Apply

IMPORTANT  When redundant node interfaces exist (PASSO2A & PASS02B), only
one data collection interface is required, and it references the
primary (PASS02A) node interface.
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Create a Synchronization Path for Redundant Node Interfaces

PASSO1
A common folder is used for files that are used for handshaking and

—|  redundancy. This folder is created on the PASS server that hosts the
¢ FactoryTalk Directory.

LR BN R
L iieiiaeeieiaiih

FTD
Synchronization PASS02A
Folder
PASSO1
ASIHO1 E PASS02B

1. Onthe PASSo1, create a folder on Local Disk (C:) named FTHSE_Failover.
2. Specify these properties for the folder.

From this Location Configure

Sharing Tab Advanced Sharing

Advanced Sharing « Select Sharg th}S folder
« Select Permissions

Permissions for FTHSE _Failover Add the group Everyone

Select Users, Computers, Service Accounts, or Groups | Select Object Types

Object Types Select Computers
Enter the PASS servers used as Node Interfaces as the
object names to select
Select Users or Groups x
Select this object type:
‘Usevs, Groups, or Builn secuily principals ‘ Object Types.
Select Users, Computers, Service Accounts, or Groups Fram s et
|PrrtPas Rockwellutomation com | | Locations
Enter the object names to select (examples):
PASS024; PASS0ZE Check Names
Advanced Cancel
Permissions for FTHSE._Failover Allow Full Control, Change, and Read permissions for all

Node Interface servers
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Configure Redundant Node

Interfaces

A FactoryTalk Historian node interface enables process data to be passed
between a FactoryTalk Live Data server and a FactoryTalk Historian server.

Synchronization Folder

PASSO1 n

n PASS02A

ASIHO1 PASS02B

A PlantPAx system with redundant data servers requires configuration of the
node interface on the primary and secondary servers (PASS02A and PASS02.B).

The PI Configuration Utility (PI ICU) is an application that aids in system
management by consolidating the setup and configuration options of each
node interface. PI ICU allows you to:

« Configure all interface parameters

« Manage, start and stop interface service

« View and configure interface service dependencies
« Configure and run buffering

« Configures the Universal Interface (Unilnt)

Unilnt provides generic functions that are required by most interfaces, such as
establishing a connection to the Historian Server node and monitoring the
Historian Point Database for changes. To minimize data loss during a single
point of failure within a system, Unilnt provides two failover schemas: (1)
synchronization through the data source (Phase 1) and (2) synchronization
through a shared file (Phase 2).

Phase 1 Unilnt Failover uses the data source itself to synchronize failover
operations and provides a hot failover, no data loss solution when a single
point of failure occurs.

Phase 2 Unilnt Failover uses a shared file to synchronize failover operations
and provides for hot, warm, or cold failover. The Phase 2 hot failover
configuration provides a no data loss solution for a single point of failure
similar to Phase 1.

IMPORTANT In this section, only Phase 2 Unilnt Failover is addressed.

The Unilnt failover scheme requires the data source to be able to communicate
and service data to two interfaces simultaneously. Additionally, the failover
configuration requires that the interface supports outputs. A redundant
solution requires two separate interface nodes communicating with the data
source.

In a hot failover configuration, the interface copy that is in a backup role
collects and queues data in parallel to the interface that is in the primary role.
The interface in the backup role does not send the data that is collected to the
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Historian server. However, if a failover occurs, the interface immediately
sends its data to the Historian server.

Configure a FactoryTalk Live Data Primary Interface

The primary interface goes on PASS02A and connects data servers to the
historian database.

[ Hr i . .
= 1. Goto Rockwell Software > FactoryTalk Historian SE > Interface
¢ Configuration Utility and select the interface.
PASS02A

For example, select 'FTLDint1 (FTLDInt1)->ASIHo1.'
2. Ifthe Interface ID isn’t already ‘1, change it to ‘1.

Eﬂ Flinterface Configuration Uility - FTLD Nt : = [m] x
Interface  Toals  Help
D& 4| | B 6 d| e |
|
|Irle|face: FTLC FILDRH | > ASIHD | ~|  Renams
Tope: [FTLDIn: | Flockwel FacionT ak Livz Dala Bt Diata server Connaction Stafus
Diseiption: [Defauk FTLD interface craaled by the FTH corfig.re wizard. _ g o IH Baifa Rockiv]
W Wiieabls
Weisions  [FTLIn. eve version 4.6.0.60 |Uniet version 450,60 |
[Generd | Generd Pl Host Irfomation
FILDInt Poinl Sauce:  [FTLD J Server/Colective: [q‘! HiT _J
Serace —— !
Unint ELLD _1 SDEMamber  [asihii =]
- Falover
2 AP H; : HOT | Rk -
Health Paints ozihame: (AL IHOT PlantiPas. By 'S
- Parformance Countsrs | Inferlace [D: ﬂ User !Lliadrrinl FTHAdmirishatos | FTH
 Performance Fainls L s
F oK B | Taoe: !Pumnly -PI3
- Disconnected Statp vi e g | Vesen |34 415115
Gl Scan Frequency | SoanClazz#t Fort: !5“‘5“
10 Raie
Intertzce Stabz '/1 1
o 0E 2 .
i 5 Interiece Iretalistion Palb
0 4 |CAFrogrem Files [xEE]\Haﬂ&wcllSoﬂwc\.Fact:_J |
:: 2-5 g o || Interface Baich Flename |
% o [FTLDIA hat
F!eadj' S‘!uppet‘:l [FTLOIRT - Inatated

3. Select Service and do one of the following:

« If prompted, select Yes. The PI ICU sets the PIBufss service to be a
dependency of FTLDint1.

« Ifyouaren’t prompted, you must scroll down the Services list and set
the PIBufss service to be a dependency of FTLDint1.

4. Go to Unilnit > Failover and select the following:

Location Action
Unilnit Failover Select Enable Unilnit Failover and Phase 2
UFO Type HOT

Path = Network > pass01> FTHSE _Failover directory (that was

Synchronization File Path created in the previous section)
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8 Pl Interface Configuration Utility - FTLDIAL ¥
Interface  Tool:  Help
DEX|d| > = 5R 8

‘:j Rename -

Interfacs: |FTLD1 [FTLDIRE ] = ASIHOT
Type: FTLDI + | Fockwell FactoryT alk Live Data - Pl Data server Cannection Status |

Descriptiar: JDefaul FTLD int=rface craated by the FTH configure wizard.

A A5IHOT PlantPAx Reckw |

W Wiiteable
Yersonz  [FTLDInt exe version 4.5.060 [Unilrt version 4.6.0.60
[Goneral il Enilia e
FTLDInt ¥ Encle Urilnt Faiover © Phass 1
beiicy Failower [C# for this instance: fi TAPASSIZANETLDING

Uniilnt

Failower [0 of the cther instance: |2

i Failover

i Health Paints
Perlormance Counters
Perlormanze Points

Pl SDE

I Da not fallaver when baoth interfaces lose connectian to P
I Failover contrdl tags are unsolicited [not scan based)
Fiate at which the heartbzat pont iz updated/checked  [R000 millzeconds

> | Browss

iscormected Startup - LIFD Type: Synichronization File Path:
HOT = | | Browse I
Interfacs Stabs Statu: | Tag | Exdesc [ PointSource A

Mer Cirated ASIHI-FTINIRE 1 FTID IIFT? Heartheat 2
<

Mot Creatzd ASIHDT-FTLDIAt_1_FTLD_UFO2 ActvelD [UFO2_ ActvelD] FTLD
Mot Creatzd ASIHDT-FTLDInt_1_FTLD_UFO2_Heartbeat_1 [UFO02_Heartb=at1]  FTLD
MFNZ? Heartheat 21 FTID i

e | [ |

Feady {Stopped |FTLDIAE - Installed A
Right-click the tag area and select 'Create UFO_State Digital Set on
Server ASIHo1'.

UFO Type: Spnchranization File Path:
|HaT | [WPASSO1\FTHSE_FaloverFTLDIn_FTLD_1 dat Browse

= | Eudesc | PaointSource
H 01-FTLDInt

Mot Created AS\Hm—FTLDIl Create UFO_State Digital Set on Server ASIHOT... |I
Mnt Crpated ASIHNT-FTI Dint e
< Create all paints (UFO Phase 2)
The active ID value is located o Delete all poirts (UFQ Phase 2) T
The primary interface active 1D v (Gt el it (UG Pl ) .

primary.The value of n must be a

6. Inthe tagarea, select ‘Create all points (UFO Phase 2)

7. When the status for FTLDInt1_UFO2_ActionID tags changes to 'Created’,
select Apply.

The 'Unilnt Failover’ configuration isn’t complete until the 'Other’
interface is selected' message appears.
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Configure a FactoryTalk Live Data Secondary Interface

The secondary interface goes on PASS02B and connects data servers to the
historian database. The configuration is provided in a .BAT file.

% i i Configuration Utility.

PASS02B

1. Goto Rockwell Software > FactoryTalk Historian SE > Interface

2. Select the folder symbol to create an interface instance from a .BAT file
and enter this information.

From Location

Action

Open Interface Configuration File Dialog Box

Select the LDInterface folder

Interfaces > LDInterface directory

Select C:\Program Files (x86)\Rockwell Software\FactoryTalk
Historian\PIPC\Interfaces\LDInterface\ directory

The Select Host Pl Data server/collective dialog

Select the hose PI Data server/collective and the collective

box member
Service > Service Configuration >Display name Enter FTLD1
General > General > Interface 1D Enter 1

Unilnit > Failover > Unilnit Failover

Select Enable Unilnit Failover
Select Phase 2

Unilnit > Failover > UFO Type

Select HOT

Unilnit > Failover > Synchronization File Path

Path = Network > pass01 > FTHSE _Failover

Unilnit > Failover > Unilnit Failover > Failover ID #
for this instance

Enter 2

Unilnit > Failover > Unilnit Failover > Failover ID #
for the other instance

Enter1
Select the interface file (FTLDInt_FTLD.bat.bak) on the secondary
server

Synchronize UFO settings dialog box

Select yes to synchronize the UFO settings

3. The failover and synchronization information appears in the respective

fields.
Unilnt Failover
¥ Enable Unilnt Failaver " Phase 1 * Phase 2
Failover ID# for this instance: [z [WPaSS02BNFTLDIN

Failover ID# of the otherinstance: 1 [WWPASSO2ANFTLDING

I Da not failover when bath interfaces lose cannection to Pl
I Failaver control tags are unsolicited (not scan based)

Fiate at which the heartbeat paint is updated/checked: |5000 millizeconds

UFD Type: Synchionization File Path:
~| [WPASS01\FTHSE_FalloversFTLDINFTLD_T dat Browse

4. In the PI Interface Configuration Utility window, select Apply.
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PASS02A

Return to the Primary PASS (PASS024A)

1. Select the interface path for the second interface.
Unilnt Failower
¥ Enable Unilnt Failover " Phase1 & Phase 2
Failaver I for this instance: [t [\wPASSD2AWTLDIN
Failover ID# of the other instance: |2 [\WPASSOZESFTLDINN x| Brawse

I Da not failover when bath interfaces lose cannection to Pl
I Failaver control tags are unsolicited (not scan based)

Fiate at which the heartbeat paint is updated/checked: |5000 millizeconds

UFD Type: Synchronization File Path:

[HoT | [*ipase0TFTHSE_FailoversFTLDIM_FTLD 1.dat Browse
Status | Tag | Exdesc | PointSource A
Not Created  ASIHOT-FTLDInt_1_FTLD_LIFO2_ActivelD [UFO2_ActivelD] FTLD
Mot Created ASIHOT-FTLDInt_1_FTLD_UFOZ2_Heartbeat_1 [UFOZ_Heartbeat1]  FTLD
Mt Created ASIHI-FTIDIRE 1 FTID HFA? Heartheat 2 MMFA2? Heartheat 21 FTID e
< >

2. Goto Control Panel > Administration Tools > Services and select
Properties for FTLD1.

. services (Local)
FILD1 Mzme Description Status Startup Type ™
Sk FactonyTalk WisaPoint Adm.,. FactonyTalk WiewPoint 2dministrat,,  Running  Automatic
actarTalk WiewPoirt Alzr.  Passes alarm data to ViewPoint Rurning  Automatic
Retart the service actaryTalk MiswFoint Histow, Integrates FTView Detalogging en..  Running  Automatic
e actarglalk MisnPort Rec., FactoryTale ViewPoint Recipe Servn. Running  Automatic
. actaryTalk WiewFoirt Strin..  FactoryTalk ViewPoint String Servce Running  Automatic
Description: e =
OFeoft FTLDIN Interisce Senvice = Rt : .
(Default FTLD interface created by the furning  Automatic
FTH configure wizard,] Stap Dizgnostic Seracesf..  Rurning  Autamatic
Pause il directories and rern., Rurning  Automztic
Resiime Rurning  Automatic
Restart T service hosts the Fu tarual
s computer and resow,., Mlarual
Al Tasks ¥ nonitors the cureeat L, Running Manal (Trig..
Hitradh responsible farappl..  Rurning  Automatic (T.
Harmany [ ETTE
Hurnan Inben‘ac maintains the use of.. Marwal (Trig...
Hy Hast Service Help tzrface far the Hype., tarual (Trig..
Hyper-¥ Data Exo s oo < =wvaen o echanism to exchang.. tarual (Trig..
Hyper-1¢ Guest Sarvice Inter,,  Provides an irterface for the Hype., Maral (Trig..,
Hyper-¥ Guest Shutdown 3., Provides a mechanisrn to shutdo.. Faruzl (Trig...
i Hyper-f Haartbeat Service Monitars the stzbe of this virtual m.., Faruzl (Trig., ¥
< >

3. From the Log On tab, Select Log on as Local System Account.
4. Inthe PI Interface Configuration Utility window, select Apply and Play

P to start the primary service (if not already running).

P o Interface Configuration Liility - ne =
3 P nterface Confi Litility - FTLOInGT m] bt
Interface  Toals  Help

DX dDee &6 & e

Inferisce:  [FTLDT FTLDIT] > ASIHOT x| _Reneme
Type: FTLDInt B Rockowell FactoTalk Live Diata Pl Data server Connection Siatus |
Descnptior: |Dalault FTLD rherace created by the FTH conhgurs weard. - £ AEI_H SLbEHlEE g
Versiora: |FTLDInLeue venzion 4. 6.0 60 |Un|n| veizion 4 B.0EQD ¥ o

5. Select Yes if asked 'Would you like ICU to start this service for you?"
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bneiieieniniieas.!

PASS02B

EWS

L]

Return to the Secondary PASS (PASS02B).

1. Select the Interface that was created earlier and click Play P to start the

secondary service.

T o0 interface Configuration Ltility - ETLDIG

o (] fd
Interface  Toals  Help
EX | | b [ G 1E @
Intariace: |FTLD1 [FTLD 1]+ ASIHOT _:j Flereme
Type: FTLDInt ~| Rockwell FactonTalk Live Ciata

| Pl Daia server Connection Siatus |

Descnptior: iDBIauIt FTLD rherace created by the FTH conhgurs weard.

A ASIHO PlartPle Rocksy
¥ Wibsable

Verzicrs:

IF] LDint exe verzion 4. 6.0 6D

|Un|n| venzion 4 606D

2. Select Yes if asked 'Would you like ICU to start this service for you?

Confirm Unit Failover Diagnostics

From an EWS, test and confirm the failover diagnostics from the

Historian server.

1. Go to Rockwell Software > FactoryTalk Historian SE > System

Management Tools.

2. Select Data > Current Values and select the Tag Search & icon.

A CurrertValues - Pl Systern Managernent Toals (Bdminisratar)

File  Wiew  Tools  Help

Servers = b 7]
Pl

| saancn ;
1 ~ - Caleclive
Callective: ASIHCT

[ askill  Friar
[ A3IH®2  Seccrdsy

! Tag Heme Servel Timestarp

s >
Syslem M anagemesri:
| Fear 2|
Alerme
Balch
~ Daa
Archive Edior
Stale and Bad Fair
Irterface:

IT Pants
Operabon
Poirt: Seszeh Record

Secuily

= [m] x

Welue  Ergineenng Urits - Descrptor

From Location Action
Tag Mask field Enter *FTLD*
Tag Search Dialog Box Select all tags
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Configure Pl Performance

Monitor

Eieiiiesiiniain

Domain Controller

3. Select Play » to see the online status.

"R\ CurranitVzluzs - Pl Systern Management Tools (Rdministrator) == a *
File  Wiew Tools  Help
S &7 %] a@ e
TR D 3
3 Tag Hame Server Colechve  Vale Timzsk #
Cellectve: ASIHO
; : ASIHOT-FTLOIn_A_FTLO_US0Z_AetvelD shi ASHDI 2 A0¢20
el asibll  Primere | e i 1_FTLD UPDZ DeiosStalis 1 eshi!  ASHOI O =470
[T ASIHOZ  So=ordas || wjhor.FT LDIn_1_FTLD_UFDA DevioaStalus.2 sh0T ASHOL O 54720
ASIHO-FTLDInt 1_FTLD_UFDZ_Heatbeat 1 ash01 AGIHDT 15 544420
ASIHO-FT LD T_FTLD_UFDZ_Heartbeat_2 2zhl ABIHDT 4 5420
ASIHO-FTLDIN,1_FTLD_UFDZ_Stste_1 b7 ASIHOT  Backup 54720
£ || SEIHTFT LD A_FTLO_UFDD Steve 2 shi ASIHDI Pimay 54420
| Systern Manageman st PASS0T FTLD IR Device Status ashll ASIHDT Good 344420
| Search B apat PASSDTFTLD IR Heartbeat ashll ASIHDT 1B 544420
Alams w3 FASSOTFTLDIR Inbertzce Port Caunt a=h ASIHM 1] 244420
Babch pgt PSSO FTLOIRT IO Rale 2zh07 AEHD [t} S020
~ Dala apst PS50 FTLOIA Mezsage Do L] ASIHD 4z SédiE0
Archave Edbor st PASSIT FTLOIA Oulps Bacahe Rie ashii ASIHT  MNoResuk 544420
Cunentalus: sst PATS0T FTLD IR O ulouk Rate ashi ASIHDT NoResuk 54020
Stake and Bad | 3p.3 PASS0T FTLDINT Scan Dass BadValue Fatz sl 2sh(] ASIHOT  HoResuk  5/4/20 »
Interfaces P 3
IT Ports
Dpaiaton Session Reomd
Foiriz
Sanunhs =
PASSIAdministrator | piadmin, FTHAdministratars, ..

The Windows Performance Monitor (PerfMon) is a powerful operating system
tool to monitor the health of resource usage and processes on a computer.

The PI Interface for Performance Monitor (PIPerfMon) collects performance
counter data from Windows performance data providers, local and remote,
and sends this data to the Historian server. It’s recommended to use
PIPerfMon in a PlantPAx system.

Create Domain User for PIPerfMon Service

The PIPerfMon service defaults to running in a local account. For PlantPAx
systems with a domain, it’s recommended running the PIPerfMon service in a
domain account. This enhances security and provides access to obtain data for
a performance capture among other domain computers.

The domain user account for PIPerfMon service must be created on the
domain controller. It’s a user account with privileges to run the service on
other computers within the domain.

1. From the Server Manager utility on the domain controller, select Tools >
Active Directory Users and Computers.
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2. Add a new user to the Managed Service Accounts.
[ Active Directory Lisers and Computers = [m] =
File Action  View Help
= z2F OBz HR LtaRTEHR
| Active Directery Users and Comaur|| Mame - Type Description
. Saved Queries )
A 313 PlantPax Rockwell&utomation Defegate Control.., 10 items to show in this view,
~ Builtin Move...
~| Computers Firid
2| Domnain Controflers
_ ForeignSecurityPrincipals > Computer
- Manzged Service Accounts All Tasks 3 Contact
v I PlantPax
,.'_-ar:(EGS Reftesh G'UUF
T InetUrgPerzen
il Roles View » - )
] Users miDS-ShadowPrincipal Container
| Users Arrange lcons » mslmaging-P5Ps
Line up lcons MEMO Quewe Alizs
Properties COrganizational Unit
o
Help Printer
Create & new object.., Shared Folder
3. Specify these properties for the User.
Item Description
First name Type a name for the Pl PerfMon service.
IMPORTANT: The ‘PI' preface is the name of the 0SISoft product.
Initials Optional
Full name Type the same name for the Pl PerfMon service.
. Type the same name for the Pl PerfMon service and click the pull-down to
User login name select your domain folder.

IMPORTANT  The logon password creates a service user, not a person. The
service user grants access to system computers for pIacmg data
into memory (buffer).

4. Create a password with the following conditions:
« User cannot change password
« Password never expires
T Active Directory Lsers and Computers - o0 X
Fie Adion View Help P p %
L EEEE N Y L T AR e ‘
] Active Directory Users and Compu| e Tipe Descript e
3 Saved Queies B R Cresein  PlasiPAcRockwelAutomation corvPartPhik | e DBiect - User
v 1 Plantoi RackwellAuamztion Deegate Cerral.. 1o terms to show in b view Lré ]
| Builtia Move
. ;2::;::;[””5“ Firekic iy REI 'gb Createin:  PlortPAx Rockwel Automation.com/FlantP A/ Users
H ForeipSecuiypiciids Hew 3 Computer o s
7 Mosged Senice Acconts]| ATk > Conmt St Juskaienas Vihen you click Finish. the following chisct wil be creeted
vid P:\ar:f:xg . Gru\: , [[] User must change passwon = nad boon Ful rzma: PiPeriMon
] InetOrgPerson
= Ef:” & m;u;gsnaamm.pMmm. Ussr carret changs passwerd Userlogon riame: PIFedMon @Plrt P RockwslAutcmaton com
< e Arienge lcons melmaging-P3Ps Fassword never expires The user cannot change the password
Line up lcens MSMQ Queue Alies [ Aerourt is deshied The passward never expiree.
Properies Organizatianal Unt
Hlp Printer
< b4 [E User
(Create a new object., Srared Folder
< Back Cangel
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5. Assign the PIPerfMon profile as a member of Performance Monitor User.

PiPerfMon Properties [ *
Remote control Remote Desktop Services Profile Diialdin
General Member Cf Profile Environment Sessions
Member of:
el Peformance Monitor Users

Configure the PIPerfMon Interface

To use PIPerfMon, you must configure an interface name and a points value
within the FactoryTalk Directory. The points are the limit that the interface
uses based on the number of computers in your system. Each variable - CPU
usage, RAM, disk space —is one point. You can use the number of points up to
20% of your FactoryTalk Historian SE software license.

Configure the interface on the primary historian server.

1. Go to Rockwell Software > FactoryTalk Administration Console and

R ] select ‘Network’ for the directory you want to use.
— . . . .
= 2. Goto System > Connections > Historical Data folders > Production
ASHOT Historian and select properties.

IMPORTANT  Be patient because this dialog box could take a few minutes to appear.

3. On the Point Sources tab, type an interface name (such as PerfMon) and
avalue for the points limit.

&) Production Historian - Histarian Server Connection Properties *®
General Licensing  Point Sources
Interface Type Points in Use Lirnit
Rackwel 177 45000
General i] 10000
Interface Type Allocation Puints in Use Limit
FTLD 177 24500 | A
PERFMON 00
v
Delete
@ Exrea] [

The value is the expected number of performance points in the system.
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4. Goto Rockwell Software > FactoryTalk Historian SE > Interface
Configuration Utility. and select New Windows Interface Instance from

BAT file.
EA Pl interface Configuration Ltility - FTLDInt1 - m] X
Interface  Tools  Help
Mewe Windaws Interface Instance from EXE... Chrl+N
I Mewy Windows Interface Instance from BAT File.., I Ctrl+l J
- Rename

Meww NGRS Interface Instance..,
Pl Data server Connection Status

5. Select the PiPerMon.bat_new file from C:\Program Files (x86)\Rockwell
Software\FactoryTalk Historian\PIPC\Interfaces\PIPerfMon directory.

6. Select the FactoryTalk Historian server as the host PI Data server/
collective.

7. Enter a Point Source name and an Interface ID number.

Eﬂ FlInterface Configuration Uility - PIPerffdan = ] x
Interface  Toals  Help
hEx|dlrualnaidle |
Irterfare: |F‘iF'e|me = ARIHDT Ll Renamz
Tppe: FiPaitkian =| P Perfarmerce Merite F Diata gerver Connechion Statuz
Diesciiphion: ] & ASIHOT Flant=ee ok |
W wiieabls
Wersiohs: ]F'!F'entMm ee warsion 21.0.88 ]U nilnt werzion 4.5.0.50 | |
,wi |-Generd Fl Host Irfomation 1
Rzt [FeniSoee_[Ferrwn | | || Sere/Colietive [45 i =]
Serace !
Unint PERFMON _1 DK Member.  [asihon =]
- Falover
2 AP Hos : -
Health Peints oziname asih1
- Performance Countees | | Inferlace D2 [2 User [ piadrin | FTHAdmristators [FTH
- Perfoemance Poinls s
et EE | Tupe: !Pumnw -PI3
- Disconnected Statp i ] §] || Ve |34 415115
“5 ﬁ:z.g Scan Frequency | Sean Clacs # | Port: !5‘.‘5“
Interiace Stabuz ( Q0O 1
o D000 2 .
Interiece Iretalistion Palb
|CAFrogrem Files [+BE]\Rockwell Softweare'Fact: _J
Iterfece Baich Flename |
|PIFerk o bat
Cloze Lokl
Feady Rurring | FIPaifan - Instaled

IMPORTANT  The Point Source name must match the interface name that you
typed in the Historian Production dialog box in step 3 on page 221.

The Interface ID number must be unique in the system.

8. Restart the interface service.

Create PIPerfMon Diagnostic Health Points

For diagnostics, associate the PIPerfMon interface with the health tags that
monitor a device heartbeat. The heartbeat count helps to determine if the
system is working efficiently. If there’s a stoppage, you can analyze what

= prompted the fault or device error.
e 1. Goto Rockwell Software > FactoryTalk Historian SE > Interface
ASIHOT Configuration Utility and select the PIPerfMon for the interface.
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2. Create the Health Points for PIPerfMon.DeviceStatus.
M FlInterface Configuration Uility - PIPerffdan = [m] x
Interface  Toals  Help
NEX | d|lpr = a)| 2| @ \
Irterfare: lHF’elme > ASHD ﬂ Renamz J
Tppe: FiPaitkian =| P Perfarmerce Merite 1~ P Data zerver Connechion Statuz
Dissciplion: ] A ASIRUT Flant=Ae Rocke |
W wiieabls
Wersiohs: ]F'!F'enme ee varsion 21.0.88 iU nilnt werzion 4.5.0.50
Generzl | Unilnt Interlace Health Mortoing Painls ——
|FIFermtan Status | Tagname | Tupe [ 5eem
Serace [I_POINTCOUNT] i
Unidnt [I_HEARTEEAT] i
S mmm_
“. 5L BN P on S can Dass Iommatior -_CI’EBIE
1 E?Jmi?\i?tounhas Mot Crested 5y 51 ASIHO1 PIPerMon 10 Rare 0
: Mot Crasted 3.2t ASIHOT PIPertMan Maseage Court Create All i
- Paformance Foinis | | ot Crested - sv.sLASIHOT. PIPerMon Oulo Felz 0
F 50K Mat Crasred st ASIHO PIPerMan Outok Bad Vabe Rae Delete il
- Dizgcannectad Starbp Mat Crazted  sy.ztASIHOT PIFerfMon. Tnoger Hats Dielete Bl| 0
- Debug Mot Crasted sy 5L ASIHOT PIPerMon. Tricoer Bad Ydue Aeb a
10 Rate Mot Crasred  zp.st ASIHOT PIPerMon Sean Class 10 Rate oo Correct a
linterizce Stabas Mat Crazted  zy.stASIHO PIPariMon Sean Class Bad Yalue i a
1 Mot Cregied sp.sLASIHOY. PIPeriMon Scan Class Scan Cour Corect All 0
Mot Crasted o3 ASIHOT PIFeriMon Scan Class Scan: Skip 1
€ Renarme >
| Rafresh Snapshots
Refresh Table
Tocieste. delete, conect. orrename a Urilnl Intsiface Heakh o cov e s v
Cloce !
Feady [Rurring | FiPzithion - Instaled -

3. Create the Health Points for PIPerfMon.Heartbeat.
4. Goto Service and complete the following information.

From this Section Action

Installed Services Move pibufss to Dependencies

Service Configuration Select Log on as: Domain\Username

UserName Enter the same user name and password that you initially

created for the service. See Create Domain User for PIPerfMon
Service on page 219

Password

M Fl Interface Configurztion Utility - PlPertfdan = [m] x
Interface  Toals  Help
NEx|d|real|zE |
Irterfare: lHF’elme > ASHD ﬂ Renamz J
Tppe: FiPaitkian =| P Perfarmerce Merite 1~ P Diata zerver Connachion Statuz
Disciiplion: lF'iantF‘ﬂx A7 ASIHOT. PlantPds Rocke |
W wiieabls
Wersiohs: ]F'!F'enme ee warsion 21.0.88 iU nilnt werzion 4.5.0.50
Genersl |~ Servce Conliguistion
L pe—— - = . rStrheType— -Craste / Remova—
0r 5 FiPeif (¥ i [ 1T
Scmccl EIN DA i i 7| _—x] = Auto raale
T Displwnamz [Ff Ferfcanarcs Montor il veision) € Manual
e Faliny . 7 NT SenicetPiPeribion € Disabied
Heclfs Poirts e e - I
R e e | | e
- Parformance Poinis Usetdame: [GYSTEMWFPerfren
[RR=1]A Pagawiit =
- Di ted Starb.p
- Debug Bonlinpastors ]m‘m‘m‘ Inztaled services.
10 Rate Drependencizs: L PR alien -
|Interizce Stabus 4 phassss
pbatch
p | | pbufes
FIDiecicPubisher v
< 2
Pl Bubfer Subzpstam
Feady [Rurring | FiPzithion - Instaled D

5. Go to Control Panel > Administrative Tools > Services.
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6. Select PI Buffer Subsystem, and set the Startup type to Automatic.

| Seviess (Lol
PI Buffer Subsystam

Start the service

Marme
{.:':-th\n\rnrlc Setup Service
CaMetwork Store Interfacd

L Dptirnze drives
.'i::_.DerFormance Caunter [}
EhPerfarmance Logs & A
L:Phone Service

Pl Buffer Shsystem

Fl Message Subsystern

L,:-‘;PI Metwork Marnzger
.’;‘-_.DI-BuFfer Server

L Pl-Buffer Server =64
ELPIPC Log Server
C;';PIPC Log Server z6d
SLFlug and Play
J.:';Purtab!e Device Enume

Drescription Status Srartup Tepe Log On s

Pl Buffer Subsystem Properties (Local Computer)

Generd  |og On Aecover Depercercies
Sendre name: pibufzs
Dizplay name: Pl Buffer 5 ubzpstam
Descnphion:
Fatn bo executable:

" WPiogram FiestSockwel Software\FacionT ak HstananFIFCADnEibul

Starbp bepe: Ay tomatic i

Serace slatuz Shooosd
Shert Gicp Pt Rzsume

“fou can spacily bra stait parameters hat aooly when you start e serace
Fram bere.

Start paramateis: |

Pragrarn Campatibility
LA Quality Windows Audig

O Dodin bdansno et S

Cancel appk | —

' Estended { Standurd /

7. Restart the interface service from the dialog box.

Test the PIPerfMon Interface

From the primary Historian sever, verify that the PIPerfMon interface has a
good working status.

1. Go to Rockwell Software > FactoryTalk Historian SE > System
snEmRE| ) Management Tools.

-_—
) 2. Inthe left, top pane, select the appropriate server with the interface.
ASIHOT

In the lower, left pane, go to Data folder > Current Values.

W

After you search for tags you need, the Value category displays the
health state of the interface and the number of seconds between the
heartbeat counts.

"R\ CurranitVzluzs - Pl Systern Management Tools (Rdministrator) == a *
File  Wiew Tools  Help
Servers K % v u | BRH @
TR D 3
3 = Tag Hame Server Colechve  Vale Timesh
Collectve: ASIHI
g 4 ASIHON-FTLDInt_1_FTLO_UFDZ ActelD shil  ASHDN 2 4620
el asibll  Primere | e i 1_FTLD UPDZ DeiosStalis 1 s ASHD @ 2420
[ 45102 Seoordey | asjEn-FT DI FTLD_UFDZ DevicsStalus 2 sshll ASHDL 0 S0
ASIHO-FTLDInt_1_FTLD_UFDZ_Heatbeat 1 asih 01 ASIHO 15 544420
BSIHO-FTLDIn1_FTLD_UFOZHeattbsal_2 =T ASIHOI 9 54420
ASIHOIFTLDInt_1_FTLO_UFDZ Stae 1 sshl  ASHOL  Backup 541720
£ ? || ASIHO1-FT LI 1_FTLO_UFDZ_Stete_2 shl ASHOL  Pimey 544020
Syetern M anagemant spat PGS0 FTLDIA Device Status ash7 ASIHO fGiood 3420
| Search B apatPASS0FTLDIR Hearbeat aaihl ASIHO 15 SA4420
| % Alam: | 2 PASEDTFTLDIR Intertzce Port Count zzh] ASHDT 0 54420
5 Balch s FASS0]FILDIR IO Rate shll  ASHO D 51020
v Dala p FASS0] FTLDI Message Do shil ASHDL 42 S4020
Lrchne Fdin st PESS0 FTLDIR Outpuk Badale Rae ashi ASHM HoFResuk 544020
5.5t PG 301 FTLDIAT Oulout Fats ash01  ASHOI  NoResdt 54720
Stake and Bad | 3p.3 PASS0T FTLDINT Scan Dass BadValue Fatz sl 2sh(] ASIHOT  HoResuk  5/4/20 »
Irterfaces P 3
5 T Ports =
> Dpsiaticn Session Reomd
Poirtz
Srounhs |
idrninistratar | pi
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ows

D!D!

PASS02A
PASS02B

Domain
Controller P

- L4
p—t —_—
-] -]

ASIHO1
ASIH02

ASSO1

Enable the PIPerfMon Interface on other Computers

After the PIPerfMon interface is verified to work correctly on the Historian
server, you can configure the other servers and workstations that you're

collecting data. This requires the domain account to allow PIPerfMon to be
added, create a Windows Firewall rule for access and enable the Performance

Counter DLL Host service.

1. Goto Control Panel > User Accounts and define this information.

From this Page Action

Control Panel\User Accounts Select Manage User Accounts

User Accounts Select Add

Add a User Enter the same user name and Domain that you did to grant

system access for the PerfMon service. See step 4 on page 223

What level of access do you want to grant this
user?

Select Other and choose Performance Monitor Users from the
pull-down.

2. Go to the Control Panel > Windows Firewall and define

this information.

From this Page

Action

Control Panel\Windows Firewall

Select Advanced settings

Advanced Settings

Create a new inbound rule.

& Windows Firewall with Advanced Security

File  Action Wiew Help
o= am = HE

& Windows Firewall with Advanctl Inhound Rules|

3 Inbound Rulas
5 Quthound F Meins Rule
B Connection
B Monitoring

Filter by Profile -

New Inbound Rule Wizard: File Type

Select Port

New Inbound Rule Wizard: Protocol and Ports

Select TCP and enter the Specific local ports: 135 and 445

New Inbound Rule Wizard: Action

Select Allow the connection

New Inbound Rule Wizard: Profile

The rule applies to Domain, Private, and Public.

New Inbound Rule Wizard: Name

Enter a name for the rule.
For example, Perfmon Connection

3. Go to Control Panel > Administrative Tools > Services and find
Performance Counter DLL Host.
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4. Right-click Performance Counter DLL Host and select Properties.

© Services (Local)
Performance Counter DLL Host Mame 3 Description Stabs Srartup Tioe Log Oin A e
4 OFffine Files
Sinrt bhie servn b Performance Counter OLL Hort Propartier (Local Camputer) x
Stari the service % OpcEnum P
DEtrmize drive: Gerwral Login Fiecovety. Dependencies
Dzzcription: Perfarnance Counter DL
Enables remot= users and 64-kit tPerformance Logs &L Alerty Servicaname:  ParfHost
precesses to query performance s Fhone Sevi )
counters provided by 32-bit DLLs. IF -:.\}: A ;"";F .x;wce Digplay name: Parformance Counter DLL Hast
this s=rvice is stopped, only local £t Pl Buffer Subspstem =
users and 32-bit processes will be 164 Pl Mesaage Subsystem Description: Erikle: remote users and 54-bit pocessss to query o

2ble to query performancs counters peformancs countsrs piovided by 3240LDLLs. IF

(€5 P Netwark Manage
provided by 32-bit DLLs, ths R L Ana0er

Pl-Buffer Server Path to executable:
&} Pl-Buffer Terver «B1 Cwindows\ S ysdeionBdperfhost eme

PIPC Log Sereer i -

E Startup bype: -Aulumallc ol

EEPIPC Log Server x4
£ Plug and Flay
Sk Portable Device Enumerate
EL Ponvet Service stabsx Stopped
w PriE Spnler Start stog Pauo Hésuris

Prinkar Bxtenzions and Mot
Problern Reports and Solut | Yo can specly the sart paramaters that apple when pou stait the service
Lk Program Carpatibiliy As finirc s

£k Ouality Windows Audio Wi span paramaters:
Radio Managerent Sepic)

Ll Remote Access buto Cone
Y Rarnra ferace Cammactiol ==

5. Select Automatic as the Startup type.

Configure Pl Buffering PI Buffering helps to protect local data in the event a client loses connection to
the Collective.

Create Domain User for Pl Buffer Service

The PI Buffer service defaults to running in a local account. For PlantPAx
systems with a domain, it’s recommended running the PI Buffer service in a
domain account. This enhances security and provides access among other
domain computers.

The domain user account for PI Buffer service must be created on the domain
controller. It’s a user account with privileges to run the service on other
computers within the domain.
1. From the Server Manager, click Tools and choose Active Directory Users
and Computers.

2. Expand your domain folder, right-click Managed Service Accounts and
choose New>User.
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3. Complete the User text boxes.

el

File Action  View Help

les|am O XEEE B L aaTER
I Active Directory Users and Computers [ pame : Type Descrigtion
7 Saved Queris - —
v 2 PlantPox Rockwell Automation.com New Object - User
» 2 Buikin
3 3 gg:s?:i:n]ruliﬂ\g 3) Creale m. skwell Autamation com/Managed Service Accounts
_| ForeignSecurityPrincipals
Managed Senvice A
e : PI:::::x SRR First name: IF‘IB_rTJ:rScrvicc Intials: | |
2] Areas Lzat mame: | |
a| Rofes
2 Ussrs Full name: |F|Ei_ﬂa'SeM'ce |
| Users
Usarlogen rame:
@ﬁamPﬁu.R:cﬁMMnmalnr w
User logon réme {pre-Windows 2000}
[PLaNTRAG | |Dh|_ﬁerservics |
< > < ok &l 2]
Item Description
First name Type a name for the Pl buffering service.
IMPORTANT: The ‘PI' preface is the name of the OSISoft product.
Initials Optional; you can leave blank.
Full name Type the same name for the Pl buffering service.

User login name

Type the same name for the PI buffering service
and click the pull-down menu to select your
domain folder.

User logon

name (pre-Windows 2000)

Use the SYSTEM\ default and type the same name for the PI
buffering service.

IMPORTANT The logon password creates a service user, not a person. The
service user grants access to system computers for placing data
into memory (buffer).

4. Type your password twice.

Mew Object - Usar

2 Creatain:  PlantPfx AockwellAutomation com/ Managed Serv

Pazezword: snmass sl
Confim paszword - LITTITTLT

[ User must change password at next lngon

] User cannot change passwerd

|#] Pazaward never expires

[ Account is disabled

5. Make sure that the following boxes are checked:
« User cannot change password
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« Password never expires (indefinite service for system access)

New Object - User Es

& Cratzin,  PlatPAx RockwelAulomation com/Managed Service Acc

‘When you click Finsh, the following chiect wil be created.

Full name: P|BufferService
User logon reme: pibufferssrvice & Plert PAx Rockwel Automation .com

The user cannot change the password
The pazewnnd never sxpires

<Back  |[_Frieh | | Cancal

Create Security Mappings

On the Historian server, associate the service user identity with the Historian
mapping and trusts.

1. Go to Rockwell Software>FactoryTalk Historian SE>System
Management Tools.

The PI System Management Tools window appears.

A Pl System Management Tools (Administrator) [=[=] x
File  Yiew Tools Help
Senves tfFnsam e
|7t ok -
z eppings |T|ug|5 |
Servers
| BSIHO Mapping  Server Collective Descnpton  Plideremy  Enabled
2 Add Mew Mapping .
System M Todls Windowe Account:
Federly » Windows SID:
b A
b Baich Description:
b Deta
b riefaces
b 1T Pointe Server: ASIHDT hd
i Dpeedin Pl idertt, Recuired
- Pt i [Fean |
Digtal States [] Mapping iz disabled
Perfommance Equstinng
Poirt Bulder Cieals Cancs
Point Cagasa
Pairt Socree Table
Totdlizers
4 Sacurty
Datzhzss Secunty
Firewrall
SUunty ety
Session Record
_SL_STEi;\ngmS'mtoriplajmm_ IEE

2. Do the following:

« Under Servers, check the server that you want to set the
security settings

« Under System Management Tools, choose Mappings & Trusts
« Click Add Mapping icon

« From the Add New Mapping dialog box (right pane), click
Browse (ellipsis '...")
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3.

Select the PIBufferService user that you created earlier.

Select this object type:

Select Users, Computers, Service Accounts, or Groups

|User5, Groups, or Builtin security principals

From this location

|F‘IaanPc(.Hod(waHMomaﬁon com

PlBufferService pibufferservice @PlantP A Rockwel Automation com

Advanced...

X
| Object Types...
| Locations. ..
Checl Names
Carel

4. Onthe Add New Mapping dialog box, click Browse and select a group
from the Type pull-down menu.

5. Select a desired identity.

g

‘Windows Account: |SYSTEM\p|bLﬁemervlce

]
=

Add New Mapping

Windows SID:  [5-15-21-3778324255-40441222]
Description: ‘
Server; [AsiHM v]

Pl Identity., [Required

[] Mzpping is disabled

Select Pl Identitiy, Pl Group, or Pl User

Select from server ASIHDT

Type:  |PlGroups v

Defining against a Pl Group is not the preferred method of configuring 2 Pl
Mapping. Instead, cefine against a Pl ldentity where possible.

6. Click Create.

MName Diescription
S FTHA The FI Group formery named “piadmin”
$ FTHEnginzers
8 FTHOperators
{ The geneiic PI Growp formery named "puser” |

ok [l Cancel

Your security mapping should look similar to the example.

[T A5IHO2  Secondars

System Management Toal:

Sazechi

v Blarng

+ Bach

» Data

¢ Inbertazas

+ 17T Faintz

+ Operation

+ Puaintz

v Secuiy
Databaze Securiy
Firewal
Icertiies. Useis. & Groups
Mappings b Trasls
Secuily 5 etings

File  Wiew Tool:  Help
Serers

Szarch ]
| Cotlactive: ASIHOT

[ eshll Prman

2

i Mappings & Trusts - Pl Systerm Managernznt Tools (ddministrator)

= m} w

A7 |2 304 M e

Haogings  Truats

Mapping Servel Colechve Descrption Fldentity  Enabled

_?_S‘T’STEM\:ibuffelinuwvice Azl ASIHM e True

< 3

S !
|
v
oy

| ASIHOTAd priini stratar i pizdrrin, FTHAdministrators, .. _ oL
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Configure the Buffering Interface

Configure buffering for the server that you're connected, such as PASSo2A
and PASS02B.

1. Goto Rockwell Software>FactoryTalk Historian SE>Interface
Configuration Utility.
The PI Interface Configuration Utility dialog box appears.

2. From the Tools menu, choose Options.
3. Click 'Load interfaces from a selected list of PI Data servers'.

FA Options >
Loading i~ Load Interfaces from these Pl Servers/Caollectives
Haming Conventiong " Loadinterfaces fram default Pl Data server anly

Defnig : (" _Lnad interfaces fram all known Pl Dats servers
Reserved Point Souces

Service
BAT Fles
‘wiainings

i+ Loadinterfzces from a sclectedlist of Pl Data servers

Ok | Cancel Apply

FReady

4. Select a server box.

5. From the Tools menu, choose Buffering.
6. Message windows appear.

7

Click Yes, and then 'Continue with configuration' to initiate the
Buffering Manager wizard.

8. Complete the Buffering Manager wizard.
Item Description
Detected Pl Interfaces Select the Pl interfaces that you're buffering and click Next.

Click Change, and enter the user name and password that you

PI Data Archive security created earlier. Click Next.

Click Next twice, and then ‘Exit new installation wizard'.

Buffering Manager message windows Click Yes and OK to confirm PI ICU dependency.

9. From the PI Interface Configuration Utility dialog box, click Tools menu
and choose Buffering.
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10. Verify that your information matches the dialog box example.

@ Buffering Manager

File. View Help

Buffering Manager

Global

b 0 evants in quaue

b 2803 total events sent
Logical Servars

(7T ]

A a

ASIHI

b @ Global Buffering Status

P 10.1 months estimated buffer capacity

ed evenis cent for all seners

Select s server briow formore detaied

m] =

Pl messages

11. Close the Buffering Manager dialog box.

12. From the PI Interface Configuration Utility dialog box, click Tools menu
and choose Options.

13. From the Options dialog box, check 'Load interfaces from a selected list
of PI servers' and make sure that the server is checked.

Configure the Pl Buffer Service Logon

The following procedure applies only if the Change Option wasn’t available on
the New Install Wizard dialog box.

1.
Management.

On the PASS server, right-click Start menu and choose Computer

2. Complete the New Install Wizard dialog box.

Item

Description

Local User and Group (left pane)

Open Local Users and Groups, right-click Groups and choose Administrators.

Add name

Click Add and type
SYSTEM\pibufferservice.

Click Check Names, and click OK.

From the Start menu, click Programs and choose Administrative Tools>Services.

Right-click PIBuffer Subsystem and choose Properties.

Assign log on service account

On the Log On tab, click Browse.

Click Locations, choose ‘Entire Directory’, and click OK.

Enter SYSTEM\pibufferservice and click Check Names.

Click OK.
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Configure Historian Data
Collection

ASIHO1

232

The procedures in this section use the 'System Management Tool' and PI

System Explorer within FactoryTalk Historian software. The tool is available
for Historian Asset Framework management computers, such as server, node

interface, and EWS.

Microsoft® Excel® software is required to enable the bulk editing capability. An

additional license is required to use PI Datalink.

We also document how to manually create Historian tags, digital states, and

C

Asset Framework. We recommend using the section “Configure Asset

Framework Databases with the PlantPAx Configuration Tool” on page 248 for

creating bulk tags for large process systems.

Create Digital States

Historian points can be defined as analog or digital. Digital points can be used
to enumerate the process states, thus creating a relationship between the value

and the text state name. For example: 1= Good.

1. Go to Rockwell Software > FactoryTalk Historian SE > System

Management Tools and select Points > Digital States
2. Add a Digital State Set to the server.

PR Digital Sate: - P| Systam Maragement Tools [Administrator) == [m] x
File  Wiew  Tools  Help
SR [ R ol ESE B e
Lt gy Al W State: Stals Name
Callective: ASIHD1 T R =
5 . [ Acldl 2 digitel state 521 o the selected server |
azihll  Frima [ TS T A :
[ A5HDZ  Secordan IntefaceParameler
2 InteifacePaamelel
R B 5 IntefacePyamster
Spzbern M == o
Saarch 2| 3 wodes
Al i Phases
Babch i piclamn3d
Data CH pislamncaonbiol
Intefaces < pracdanm
IT Ports 5 EvETEM
Opetaticn % LIFO_State
~ Poiiz
Digkal States
Fertormatce Equations
Fuint Bulder Sezsion Record
Faint Clezee
Paint Sowce Tane
Totalzers
Sacuty
ASH A dm inistrator | piadmin, FTHAdministratars, .
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Source Quality Data Examples

Parameter | Data Type | Description

Final PV source and quality.
GOOD 0=1/0Olive and confirmed good quality
1=1/0 live and assumed good quality
2 = No feedback configured, assumed good quality
TEST  8=Device smulated
9 = Device loopback simulation
10 = Manually entered value
UNCERTAIN 16 = Live input, off-specification
Src) SINT 17 = Value substituted at device/bus
18 = Value substituted by maintenance (Has and not Use)
19 = Shed, using last good value
20 = Shed, using replacement value
BAD 32 = Signal failure (out-of-range, NaN, invalid combination)
33 =1/O channd fault
34 =1/0 module fault

35 = Bad I/O configuration (for example, scaling
parameters)

PR Digital Sate: - P| Systam Maragement Tools [Administrator) == [m] x

File  Wiew  Tools  Help
Sewe.m @ |52 X D SRR =" R ] Nurnber of states: 3
= = s B il Stale GiatsMare

Callective: ASIHD1 [BY Biarchaet S ki .

= 110 Tz and coefiimed oood quaktp

aihll Frimany | e
[ a5HDZ  Secorday

[ IntefacePrameter b
[ InterfaceParameler 1 | 140 = and assumsd good cudity
2 IntefacePzanelel 2 | Mo feedbach corfigued, assumad good qualky

5 IntefacePameter
Spzbern M ==

Saarch 2| s | AddState
Alerms : X Delete State Tt ok
Balch Y Prase:
Data CH pislamn3d
Intefaces 54 pielarncontiol
IT Ports 5 pegeslarm
Opetaticn 2 SSTEM

~ Poig, Y UFO_Siete
Fertormatce Equations
Fuint Bulder Sezsion Record
Faint Clezee
Paint Sowce Tane
Totalzers
Sacuty

ASIHOTAdrministrator | piadenin, FTHEministrators, ..

Import Digital Sets and States

To save time entering common Digital Sets and States, templates are available

to import.
TR S A Process Objects Digital Set is available from the PlantPAx Process Library.
] After downloading the library, the Templates folder contains Historian files.
ASIHOT

The PIPermon Digital States are available from a local template in the
installation directory.

1. Goto Rockwell Software > FactoryTalk Historian SE > System
Management Tools and select Points > Digital States
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2. Select Import.

W Digt Tl 5, tr 3 4 — O
File  Wiew  Took  Help
s @ AN R
Sadrch o - :
I ~ (B mindl i
P z = - il rtDigital Set jm] x
Collective: ASHDT [BY Barchae TR Irnport Digital Sexts)
asihll  Priiay 3 InteifacePorar Comma dslimted fie with sats and ates:
[ A5HDZ  Secordan InteifaceFaran || Lj
=Y InteifacePaan
- 1 InteifaceParan
Sysbem M | Toolz + ;:sprllel\i’:w
i
e Al 1B vodes
Alme 3 5rell et
» Babch Prazee
Data CH pislamn3d
Irterfaces 1 pel
= AT Porks piegalarm
Opetation 5 SYSTEM Owenarte Opians
~ Foitz s UFO_Siete (@) Do ot ovensrte exssting sets
Digtal Stekes (3 Import 52l with a dfferent name f sel abeady sxits
Fertarmarce Equation: | () Prompt balere cversifing essting sete
Fuint Bulder Segsion Recaord | (2 Automaticaly ovensrte exsting sets
Faint Clezee
Fains 3o Tkl Irnpor: zei[z] bo server: | azbl] ~
Totalzers
= Secun - o
e —————— CiesiaBafs | [ Do
|| ASHOT A inistrator || pindmin, FTHAdministrators, o || |

3. Select the PI_PIperfmon_DS.csv file for the Comma delimited file with
sets and states. The file is located in C:\Program Files (x86)\Rockwell
Software\FactoryTalk Historian\PIPC\Interfaces\PIPerfMon.

4. Select Create the Set(s).

A minimum number of the recommended Digital Sets is created. This
procedure does not create the basic Digital Set file for all Process
Objects digital states.

& Import Digital Setiz) (m] x

Comrrna dalimited Hle with sete and states:
|C:kP|ugram Fias #2351\ Rockwsall ScfhwarshFachareT al: Histan

Filz Praadew

Setzin il 1
Set Slate 0 Ghete 1 Ctale 2
M a FlPerton HOTINITIALZED OFFLIME MO ACCESS

< >

Overarke Options

[®) Do not oversrke ewisting sets

[ Import 281 wath a dflerant name il et akeady awizls
(23 Piompt before chensiling existing set:

() Autormatically avenarke exsting sets

Import seifz] o zerve: | ashll o

Create Seift] Cloe=
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EWS

L]

L ERT T AR YR [
sieiiissbibisee st

ASIHO1

Create Individual Historian Poi

nts

You can create historian points by using the FactoryTalk® Administration
Console. Define these points from an engineering workstation or an Historian
server. The following is one example.

1. Go to Rockwell Automation
Console and select the netw

Software > FactoryTalk Administration
ork for the type of FactoryTalk directory.

2. Inthe Explorer pane, select an application (PlantPAx is our example) and
choose Add Individual Historian Points.

Explarer

=45 Network (PASSOT)
&; FTviewDemo
&; InstantFizz

Backup...
Resource Editor..,
Security..,

Properties...

o o (TN
[ Delete
=@ Syst
@ & Mew Area..,
e Add Mew Server
[:l C Discover Historian Paints...
s b I Add Individual Historian Points,., I
=@y
m Lagical Name
=T

" Application [ Communications |

3. Onthe Add Historian Points dialog box, select Browse Tags.

4. Inthe Tag Browser window,

select an object tag (TTo1001 in the example)

in the Folders pane on the left side of the window.

& Tag Browser X
Select Tag(s)
Folders Cantents of Asea/Dala:LGXCO1/Onine/” 101001
%1 PFDC_FaultCodi~ | Name Access Rights Deccription
-] Program:fireall .f Val ReadQnly
' : Program:Diagnc e Val_Fault ReadOnly
w0 Pregram:Task A || & yal Wikilim  ReadOnly
i 51 gfﬂgfﬂ”“;“t-i & Val_HiLim ReadOnly
b= pmgram T“k’E @”Val_\npw ReadOnly
wid P"‘-‘g""‘“jr“k-E & Vsl lolim  ReadOnly
i j D’°g'am‘1_°5kf’: & Vsl lololim  ReadOnly
o] = & Val_Mode ReadOnly
£3 I Program:Task_C ts?'\" 1 Noti ReadOnl
#-_] Program:Task_k- ? ST Fadhnly
- SMC50_FaultCo Val_Owner ReadOnly
o encEim Faute || & VALPVEUMax  ReadOnly
H _ @g’ Val_PYVEUMin  ReadOnly
i et | & Vel PYMaxC... ReadOnly
v | & valPvMinC... ReadOnly
Refresh All Folders Taqg filter: ‘ ~ ‘ Add Tagls) to List
Selected tag(s]
frea/Data:[LEXCOTTON001 Va8l
Mameansss i Remove Clear
Cancel Help

5. Inthe pane on the right side
tag to configure as a Histori

of the Tag Browser window, double-click the
an Point.

Val (Process Variable Value) is the example.

Select Add Tags to List and OK to accept the tags in the list.

Go to Rockwell Software > F
Management Tools.
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8. Inthe Servers Pane (or the Servers and Collectives pane if you've a
collective), select the historian server.

9. Select Point Builder and search for tags.

T Paint Builder - FI Fystarn Manzgerment Tools [Administrator) = a ®
File  Wiew Tools  Help
= -~ - 1
Servers ™| (2] & 0 paints
TR 0 i
i y T 3 st
Collectve: BGIHDT Server N@ed Welues  PortSource  Foint Tspe  Foint Class - Descrioior ‘
[ 7] asinll  Frimery
[J&5IHO2  Sezanday Gereral Archive  Classic Securty  Systern ‘
System Managemen) Tools____ Mame: fienaie | Sewer | ashil i
|Search .D] Dazcripror | |
? ';l:c':s Stared Vales Flegl-t_'r_we :I_afa_ ~| PantSource. E Poirt: Class. dawc
Dala Frint Tupe: Float3? ~ | Digilal Set
Irkerfaces
o 1T Ports Erg Urits: | | Dizplay Digics: 4
Opeiation
“ Porig Exdese | |
Digtal Slates SouceTag | | &
Ferlormerce Equalions
Paint Clesses = : |
Faint Souce Table | Seszion Hecord i
Tataizer:
Secuiiy
E—— E—— = |
| ASIHOT Admmunistrator | piadmin, FTHAministrators, .. |

10. In the Tag Search window, type the Tag Mask and select Search.

You can use an asterisk (*) for a wildcard. The point name and entire
path appear on the Point Builder window.

11. Select the tag and select OK.
12. Select the tag and select Rename.

13. Enter a new name in the Rename PI Point dialog box.
The name must be modified as OPCTopic.Backingtag.parameter in
order to populate a historical trend in the PlantPAx faceplate. In the
following example it isLGXCo1.TTo1001.Val.

14. Inthe General tab of the Point Builder dialog box, enter a tag description
and engineering units.

General | Archive | Classic | Securty | System |
[Nere  [LGXCO1.TTO1001Nal | | [Rename] i Server
Descriptor: |Tempecature 01001 I |
Point class: |classic Puint source: |FTLD
Foint type: Digital set; |
[Engumits._ €| | Displaydigis:[ 5]
Exdesc: | |
Source tag: | |
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15. In the Archive tab, configure the range (Zero and Span), typical value,
and all exception and compression data for the historical point.

| Genemll Archive I Classic I Security I System |

| Typical value: | 85| Zero: | -2DD| Span: 1050 |
Scan Archiving Step Shutdown Compressing
®0n ® 0n 2 on ® 0n ® 0n
Ooff Oof ®off Oof Oof

Exception Deviation

Compression Deviation

| 0.25] [Eng. Units |

| D.5| |Eng. Units v

Day H  Min Sec

Min. Time: ] mmm

Day H  Min

Min. Time: mm

w
@
3]

Mox Tne: [0 o 1] 0] MacTme:[ 0] 3]

IMPORTANT  Usually, Minimum Range Value = Zero, Span = Maximum Range Value
minus Minimum Range Value. The Typical Value is between the
Minimum Range Value and the Maximum Range Value.

16. Select the Classic tab, to view the historical tag path (instrument tag) that
includes the Data server name.

This example shows the FactoryTalk® Linx name, PlantPAx_DAT.
The historical point link is broken if any change is made to the FactoryTalk®
Linx application name.

| General I Archive || Classic N Security I System |

Location1: Conversion factor: Userlnt1: Ijl
Location2: Ijl Fiter code: Ijl Userlnt2: Ijl
Location3: Square root code: Ijl UserReal1: Ijl
Locationd: Total code: Ijl UserReal2: Ijl

Location5: ljl

Instrument tag: | PlantP A« Area/Data:Plart P Ax_DAT:[LGXCO1TTO1001.Val |

Monitor Historical Data

From the primary Historian server, use the PI System Management Tool to
verify Historical data has good values.
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1. Go to Rockwell Software > FactoryTalk Historian SE > System
Management Tools and select Current Values and select the search
button.

R CurranitVzluzs - Pl Systern Management Tools (Administrator] = a *

File  Wiew Tools  Help

Severs & b u E[F @

TagMame Server Colectve  “aluz EngivesringUnits T
TTO1007 el ashil  ASIHDI 2233398 £

Collectve: ASIHD
[ asihdl  Frimer
[[1 A5IHDZ Seorday

L R R
Search o
s Alrme
» Baich
~ Dala
Lirchive Edbor
Ctale and Ead Pants
s Irierfaces
» T Poriz
Opeation
= Ports £ 2
+ Secuity Session Racerd |

admin, FTHAdministrators, . |

| ASIHOT Administrator

2. Enter atag mask or an asterisk (*) for all tags.
3. Select any tags that you wish to monitor.

4. To see values change as they periodically refresh, select the Play #
button.
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Historian Asset Framework

Define Digital Historical Points

The digital set is available only to a digital points type. The FactoryTalk
Administration Console automatically creates a Float32 (Real) point type for

each new point.

1. Goto Rockwell Software > FactoryTalk Historian SE > System

Management Tools

2. To be able to change the digital set, select Digital for the Point type and
then select a Digital Set (SrcQ in the example).

P Poirt Builder - PI Systern Management Tools (hdministratan ] x
File  Wiew  Tools  Help
Servers v@ (5{ B E e 2 points
! ok - J:>| Server  Point Part Scurce | Point Type - Port Class  Desenptor | Port Secy
Collective: ASIHOT ash0l  TTO1001 Src FTLD Foatd?  classic piadin: A
[ asl  Frimany ash®l  TTHHH Nal FTLD Float32 classic piadmin: A
[ A5IHDZ Secordery
_ Systam M anageme Tocks
!5.:.;/::‘. P
Archive Edtor ~
Curent W akiz:
Stale and Bad Printz
Irteifaces
IT Pantz <] =
Dperation = ; . 1
v Foits Genersl | Archive | Clazsic | Securty | System |
Perfamnance Equainn: Home: = | | FiSeer jsailli Z
Faoint Bulder Diescriptor: |Tcr7|Dc:rdu|c Mo |
Paint Dazess
Puint Sciree Table Poirtclaas. |classic Point sourcs: |F|'|-D |
f e — — — T DoeefM_val Fackt
| ASHDDAdrinistrator || piadmin, FTHAdministrators,

P DoseFM Val Sts

3. Select the Save | icon to store the Historian point.

Use the FactoryTalk Historian Asset Framework to build and deliver model-

driven analysis and reporting solutions.

Configure the Connections to the Servers

When a Historian Collective is used, the Asset Framework server and PI
Analysis Service must be installed on a separate computer, such as a dedicated

SQL server via the AppServ-SQL virtual template.

1. Goto Rockwell Software > FactoryTalk Historian SE > System Explorer
(64-bit) and select File to choose Connections.

2. Select the data collective (ASIHo1) and choose Properties.

Servers

ssek derver 8 ata Server onnect
Add Asset & Add Data 5 8

o Setas Defeule 5 Properties @@ Buffering Manager

| x

o

Mg Hast Usar Buffer Status Descripbon

ot Corigred

#  Add Data Server
B Add dsset Server

B Connect

©  Connect&a,.,
Connectto Prirary

2 Connect to Collecthe Mermber,.,
[#  Refresh

X Remove..

Bifar skof 2 |Fr0perties I
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3. Rename or configure this connection as necessary for your system.

5F Pl Data Archive Properties [m] *

General  Collective

Hame: [astHo1 | Rename
Description: ‘ |
Host: ‘asihUl «PlantPAx.Rockwelldutomation, com ‘ Fort: |545El |
Connection Timeout: ‘ID | seconds
Data Timeout: 60 | seconds
ol [b4247633-Fd77-4164-aaal-26370007Fbfc |
Time Zone: ‘(UTC-US:UU) Eastern Time (US & Canada) |
versian; [34415.1188 |
Aliases: ASIHDZ2 e

Connect

Cacel Aoy

4. Select the Asset Server (ASISo1) and choose Properties.

Servers

At

| x

o Add Asset Server 8 Add Date Server @ Cornect o Setas Defeule 2 Properties @@ Buffering Manager

oo
Meme Hast User Buffer Satus Descripbian Tvpa Default Datab
8
1

WasHl & Add Data Server st Sorver PlantPéx

B Add dsset Server

B Connect

©  Connect&a,.,

B Connectta Prirmary

2 Connect to Collecthe Mermber,.,

[#  Refresh

X Remove..

Bfer stanl' S Properties | i

5. Rename or configure this connection as necessary for your system.

7 PIAF Server Properties [m] x

240

General  plug

Hame: [asmot | Rename
Descripkion: | |
Host: |Inca\hﬂst | Port: |5457 |
Account; |admimstratnr | Tireaut |SDD | seconds
I |e75fd041-a530-4745-bSFe-Fob197d07 062 |
Time Zone: |(UTC-EIS:UU) Eastern Time {US & Canada) |
Version: [server:2.0.5.8368; Database:.9.5.8368 |
Aliases: localhost 2
pa

FIns Libraries Identities Mappings Counts

Extended Properties (0} Security

Configure Active Directory Access for Contacts

Conneck

Cancel Anply
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Import Asset Framework Templates

An asset framework provides a means to organize your process equipment
assets. Asset Framework Templates are provided in the process library. This
download is available online from the Product Comparability and Download
Center (PCDOQO).

1. Goto Programs > Rockwell Software > FactoryTalk Historian SE >
System Explorer (64-bit).

IMPORTANT  Steps 2 and 3 are only performed the first time that you name the
database.

2. Select Yes from the Create Database dialog box to create a user database.
Enter the name of the user database.

Select Library in the lower, left pane, select the database name and
choose Import from File.

) WASIHOTN antis - P Systern Esplorer (hdrministretor] = R
File  View Goo Tools  Help
@0 Database ¥ Query Date « 0 @ () Back i, Check In <2 o [#] Refresh @@ MenTemplate =
Lihrz}-" 5 PlantPos:
. Al rmet counts
Refresh
PlantFax |
Import from File..,
Exportto File i |
a
s 45IHO1 | =
Shzekds Esterced Propertizs (3)  Sscury
Undo Check Out
Rename
Audit Trail Eventa.,
i Secunity..
< m
S Propetties
(' Elements
b= Event Frames
|| Library
e Uinit of Measure
B Contacts
PlantPés Modified 51272020 711058 AM O e HIT\Admiinistrator
5. Browse in your system files to the
(RA-LIB) AssetFramework_Templates .xml file and open the file.
Q0 ASIHOT Pt ) Systern Bxglarer (hdinstratar -
File  View  Goo Tools  Help
| Database MM Query Date « 0 @ ) Back i, Check In <2 o [#] Refresh @@ Mew Template =
Libirary lmanux\x ;
S5 Plantpix —— X
1= [& Templates B B
[ Bement Terglatt

- a Evart Frame Ten  Fla: |\anrloads\HantDAx_F}'al:ess_l.ibra'y'ﬂuuls Z Utiities\Hiskoeian || - I

rndel Templates
- 4§ Transfer Templs Open x
W Erumerkion Sets
7, Refarence Types

- v e Tools & Llities » Historian w search Histarian

o
Crganize » New folder E O 8

" ' .
&) aralysis Cabegor dame Date modified Twpe

. [0 B bibitbe Cbanin| A DUick accdss
4

| S [ Desktop -
[ Elements ; Deowrloads

P I‘.-_?-E, (PA-LIE] AssetFramework Templates wd 1, 422201322800 WML Do)

= Event Frames —_| Documents &

i Library E= Dirtirar =l 4
e Linit of Measure File name: | (FA-LIB) Assetframewnrk_Termpla v| xrnl files [*eml o
B

| PlantPée bodified:5A12/2020 711

There are these template files:

- Base Asset Framework Template File for standard Asset Framework
functionality for the process library, release 4.1 and 5.0.
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- Advanced Asset Framework Template File for use with SQL Server
Reporting Services reports. These objects use the base template, with
additional parameters to enable reporting functionality. For more

information, see PlantPAx SQL Process Object and Alarm Reports.
6. Accept the default import options.

The database now contains the Library object templates.

@ Database

File  View Goo Tools  Help

B Query Date « (8 @ (3 Back

€D WASIHET P lanthis - Pl Systern Bsplarer (Administrator]

M, checkln <2

« |#] Refresh gl New Template =

Librans

S5 Plantpas

7 - B

- i C_Interface_FTLD
- [ C_Interface_Perfron)
-+ (@ C_Perfmon

- [ C_Perfmon_ASAM
- [ C_Perfman_AsH
- () C_Perfmon_ASIS
-+ [ C_Perfmon_PASS
- g < Objects
- (3 L_shorkzut
- f P_AIn

- [ P_AInAdy
-+ (@ P_AInDual
< P_AINME
- AL P aout b

Bement Templates

& Elements

}==| Event Frames

L Library

e Unit of Measure

B8 Contacts

CInterface FTLD Mocifiech5/12/2020 7.51:16 AM QunerASHTAdministrator

Configure Asset Framework Elements

Elzrment Ternplates 5
Group byt [ Cabegory

Fiter oo
Marre 4 Desripcion Caregary TypelE) | =
() ©_Perfron_asTH .Hlsmnan CompLEer Pesfomance Monitor [ l:cmpure" [ ElEment 3
[} é_J;c.anv.r\_ASE .SdL Server Cu!ru‘.tcr Pu'fu‘mantc‘Mur;i.tur .Cn'.l'wuui:u '.El.:mcnt. |
Gh <_Petfron_PASS .PRSS Connpubsr Ferfomance Monitor | Cornpubse | Elernent
C}.L_CPLI .Prnressur.utllra'nr- | -:cr‘v:rulla' | Elernent |
é‘L_ﬂ:D;'ttut RSLlnx Ertcrur;se.shurbcut .Cm:uubu. 1 E.br.v;.cnt |
GhP_AIn .SMDIB Anaiog Input | [0 Processing | Elernent
& P:ﬂ]nﬂd\l .nnalng Inpu-t nd«a'l:\a:l | [0 Procezsing ElEment |
P ArDuel |l Anclea Tnout |10 Frozessing | Ekment |
Gk P_ATrMuli .Multi Analog Inpue | [ Processing | Elerent

| P _aout .nnalng CutpLE | [0 Proceszsing | ElEment |
Ii P_iZHSD .Discrd.:c Cl;lnh'Ul + Sales | Vahes Element l
4 P_DBC .Deadhand Carrcral Ragdatory Co... | Elerent
G F_bin .I:llgl:al IrpLe [ [0 Frocessing [ ElEment il
ﬁ‘,ﬁ‘P‘J)IrAd\l .Di.u.i:al Ir;:\\.t Advanced | [0 Frocessing ! Element |
h P_Dose .Dusing Cerkrol Procadura Con.. |Element | o

Associate the tags with historian elements, which are the Process object

templates

The term ‘element’ is used in the Asset Framework software. For PlantPAx
system purposes, ‘element’ can be considered synonymous with ‘objects’ in the
process library.

1. Goto Programs > Rockwell Software > FactoryTalk Historian SE >
System Explorer (64-bit).
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2. Select Elements in the lower, left pane, select Element and create a New
Element.

D WASIHOTAPlanthive - PI Systern Explarer (hdministrator) = ] x
File  3sarch  MWew Go Tools  Help
@0 Database "M Queny Date « O @ D 8ack (B checkin 93 o [#] Refresh (3 Mew Elernent =

Elerents | [Elarnent:
& Graup by [] Catecory [ Template
= F  MewElement
&, Flem Search P
A Mewhadel =
3 | i | Dasrripth =" | I be 2,
e Add Element Reference.., [ L bl 43 Sl @ |
There are na slements corfioured For Ehis datebass, Elements are the Fundamerkal
fprange By ) organizational and chiect block of AF, bypicall used to represert: an asset or group of assets,
& Refresh T Flement
[ Mardel
M Pt i Elernent Refersnice
Bl Paste Reference
EL  Importfrom File,.
9 Sacuribp.
[ Hlements
}==| Event Frames
i Library
e Unit of Measure
8 Contacts
QElernent:

3. Select P_AlIn in the Choose Element Template dialog box.
4. Type the tag name that is being assigned to the object and check it in.

D WASIHOTAPlanthive - PI Systern Explarer (hdministrator) = ] x
File  3sarch  MWew Go Tools  Help
@0 Database "M Queny Date « & @ D 8ack 0 (B checkin 93 o [#] Refresh (3 Mew Elernent =

Eletrents [P i

Generd  chid Elsments  Attrbutes Ports  Anabysss  Wotfication Rulss  Version

Mg [rrotoot |

Diescription: |S'rm:l|c Analog Tnpuk |

Template:  |P_aln | Tupe: Nane
Calenories: loprn:esgﬁg Q] Defauk Attribute: | =Nane s

Extended Properties {0} Acnotations (0] Locsbion  Securky

|—| Event Frames

i Library

R 1| Find: Parents  Children  Event Frames
e Unit of Measure

Madds  Lavers  Conneclions

5. Confirm the settings and Check In again to complete the check in
process.

6. The current historical value is accessed by selecting the Attributes tab
and refreshing.
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Search Event Frames

You can search for event frames, for example, if you want to find abnormal
conditions that triggered an event.

1.

Go to Programs > Rockwell Software > FactoryTalk Historian SE >
System Explorer (64-bit)

2. Select Elements in the lower, left pane of the PI System Explorer dialog

box and then select the Analyses tab.

a WAASIHOTPlantPAz - Pl Systern Explorer (Adrministrator] = [m] x
File  S=arch  Miew Go  Tocls  Help
@B Database M8 Query Date ~ (B & & Back H, Checkln <2 [#] Refresh | (3 Mew Elemert ~
Elemments || TToton1
L 2. General  Chid Elmnents  Actribubss  Porks YEES MckFication Rul Version
& Elemsr: o Child Elem b i i s
e @ TTOI00 2 ) :
(3, Elems=ric Searches il L] hlames Haia
© B @ B Name Ezcldilling s
@ m @ izt Categories:
| Fault Analysi | Ex arn
@ =m B Fault Analysis T pression
Event Frame Gt
| Event Frames
[ Library
s Unit of Maasure
T 1| Seneduling Evert-Tiggered @ Periadic e
I% Management || Periad: 00 05m 00s | Canfiguis

| TT001 Modified: 51272020 808:43 AM CanerASHIMADministator Wersion: 111970 12.00:00 AN, Resdsion |

Finding Faults for Analysis

You can also search event frames to assess faults.

1.

204

Go to Programs > Rockwell Software > FactoryTalk Historian SE >
System Explorer (64-bit)

Select Event Frames in the lower, left pane, select Event Frame Searches
and choose New Search.

a WAASIHOTPlantPAz - Pl Systern Explorer (Adrministrator]
File  S=arch  Miew Go Help
B Database M8 Query Date ~ (B & & Back

Euent Frarmes

Tacls

H, Checkln “2 [ Refresh | = Mew Event Frame
Event Frame Searches

Ftar B

(e B | %
= Trarsfer S
[l =2 Trangl ©

Pew Search I

Mewr Attribute Search

Mame

Query
[Max:1000 Search: Btk Bebween' Start:*-30d Erd: P4+ 1d AlDes..

4 Event Frame =earch 1
Mew Event Frame

3
#  Refresh

I

(# Elements

|/ Event Frames
5] Library

ﬁa Unit of Measure

&8 Contacts

1% Management

Select the desired search criteria and any filters.
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The search results for the selected criteria appear at the bottom of the
dialog box.

Event Frarne Search *

x || Search

Criteria 1]

search: Starking Before w | [ InProgress

Search start: |5/12/2020 1:13:26 P | 2| » | [] &l Desceridants

Mame: x

Analysis MName:

Element Marne:

Cateqory: I Processing ~

X X X X

Template: <Al v

Sy Bdd Criteria ¥

Results 3

MName |5f... [06:26:34.6732025] 5/... Duration 28 K
@ i _é H 0:03:44.035
== Fault Analysis 2017-05-30 08:23:58.940 |—| ”1:40:13.181 1=
e, H003 35 346 lllll
The search found 4 Event Frames matching the search criteria.

I oK | | Canel || Reset

4. Toview elements (tags) that are associated with the fault for the selected
search criteria, double-click a fault.

5. Select the Referenced Elements tab.

Each tag (and description) that is assigned to the element appears.

D WASIHOTAPlanthive - PI Systern Explarer (hdministrator)

— [m} X
File Ssarch  MWew Goo Tools  Help
@0 Database "M Queny Date « & @ D 8ack 0 (B checkin 3 o [#] Refresh = Mew Event Frame
Ewvent Frames | Fault &nalysis 2017-05-30 142
went Frame Searches
3 Event Frame Search 1 ]
- b= Foult Analysis 2017-05-30 1%:25:30.245 -

.= Fauit Analysis 2017-05-30 08:23: 58,940 || L7
e el F3ult Analysis 20 17-05-30 O8: 120 27.907
< b Foult Analysis 2017-05-30 06:02: 30,523 . .
ansfer Searches ‘ m l gﬁ"l'rt-lml J!5}|!r|:Ie andog ... 10 Procesmng Mone P_aln

B B name = Descripton |category Type [Template

7 Transfier Search 1

6. Toview a description of the abnormal condition, select the
Attributes tab.
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Tools for Creating Historian
Tags

Depending upon how far along you are in your process application build, these
can help create tags and other bulk code:

« Application Code Manager software
« PlantPAx Configuration tool
«  PIBuilder Add-in for Microsoft Excel

Application Code Manager

Application Code Manager (ACM) software supports a historian library to
assist with creating historian tags.

Use ACM to create the historian tags when your control strategies in ACM are
in the final stages and ready to generate a Logix 5000 Controller .ACD file.

See Chapter 5, Process Applications for specific details on ACM.
After ACM generates historian tags, the .CSV file needs to be copied to the

computer that has PI Builder Add-in for Microsoft Excel installed to publish
the tags into the historian database.

IMPORTANT  If additional control strategies are created using the Logix Designer
application, then ACM won't be able to generate the new historian
tags. In this scenario, the PlantPAx Configuration Tool may be
considered to create the historian tags.

Pl Builder Add-in for Microsoft Excel

PI Builder is a Microsoft Excel add-in that lets you use Excel to create, view and
modify PI points and Asset Framework objects in your Historian database.
With PI Builder you can make bulk tag edits by importing and exporting your
spreadsheet.

All functionality of the prior PI Tag Configurator has been replaced with PI
Builder, which is included with the PI SMT and PI Data Archive setup kits (as
part of the PI AF Client installer).

IMPORTANT Microsoft Excel 32-bit software must be installed for these
procedures.

This section uses Microsoft Excel 2013. Your version could be
different.

If Microsoft Excel was installed after the Historian software, the PI AF Services
will need to be modified to include the PI Builder feature.

1. To start the modification, run file named <PI-AF-Services_2017-
R2A_.exe>located in the \Redist\PIAFSetup)\ directory of the Historian
SE software installation media.

A maintenance dialog prompts to modify, repair, or uninstall the PI AF
Services 2017 R2 installation.

2. Choose to Modify the installation and click Next.
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3. Select PI Builder from the list of Features and click Next.

@ Pl AF Services 20017 B2 {Adrministrator) x

Feature Selection

Select the features to install,

Maintenance

Features: Feature Description:
Feature Selection
Festure Rul Shared Features “ An Excel add-in that provides
eature Rules ] i
4 [ Pl System Explarer configuration and access to

Installaticn Progress the Pl Data Archive and AF

ol ment Plug-In

Complete Pl Builde: _ Prerequisites for selected features:

| selectAll | | UnselectAll | | Reset |

Installation directory: C\Program Files\Rockwell Software\FactoryTal|

Installation directory (286} |C\Program Files (x86)\Rockwell Software\Fact{|

| < Back I| Mext » |I| Cancel |

4. Restart the computer after the installation is complete.

To retrieve and publish PI AF objects, PI Builder must connect to a PI AF
database and for PI points a PI Data Archiver server.
1. Open your version of Microsoft Excel and click the PI Builder tab.

2. Inthe Connections group on the upper left corner. Select your Data
Server, Asset Server, and Database as available.

B Search. = = 51 e
File Home In=ert Bage | ayout Formulas Diata REiEw Wiz Hzlp Pl Builder 5 Share = Commerts
Data Server; B8 ASHIT - % G Select Al ' @ 5 |_P Showr aluzs in Fows [FlHeaders | (G About
3 H ) .
Aot Serven cAﬁHO] o € I Deseleck )l 3 - : e Showe Walues in Colurmns |5_| Settings
Publish Lzt Pl Pomts  Liorary Elements  Event | Security  Fetrieve
Database: aplam‘ﬁl?b'“ o Resetto Template - v - Frames = - L. (%) Feechack
Connedinng Build &l ReLtieye 5} Aftribute Data References RESOLUIFCES ~
Al k F v
A B i) ¥] E F a H 1 i3 L M & ] P Q =
1 |
! ]
2
3

For information on how to publish your historian tags to the historian
database, see the PI Builder add-on Help section.
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Configure Asset Framework Databases with the PlantPAx Configuration
Tool

Use the PlantPAx Configuration tool to configure Asset Framework databases
with Logix tag elements. This includes the automatic configuration of related
PI points in the FactoryTalk Historian data server (PI data server).

This procedure assumes that the controller, HMI server, and the alarm server
are configured for using the PlantPAx Configuration Tool.

1. Open the PlantPAx Configuration Tool.

2. Add the Historian Server.

=) PlantPAx Conﬁgura‘tinn Tools for Tag
Hie. Wew Toole: Windows: Help
0

I;I-iﬁ:_ Logix Cortrollers
B K ey (i}
. Azsociated HMI Application = PlantP )
~® FactoryTalk View SE Natwork
B HMI Server Name = Plant2Ax_HMI
-3 HMI Server Area Name = Area
Diata Server Arez Name = Area/Dat
y Data Server Mame = PlantFax DAT]
3 y Data Server Device Shorcut Name
= HMI Alzrm Sarvers

=4 PlantPAX_AES

L LGXC01
Y
| Add Histonan Server..,

From this Page Action

Add Historian Server Type the name of the historian server.

Enter the server collective name and select the

Select Contraollers for Building Data Points in Historian Server applicable controllers.

Select Controllers for Building Data Points in Historian Server -
Name: Production Historian
Description:
FTLD Interface Number. [T |
Server or Collective Name: I‘ASIHO] |I

Point Source Name: FTLD

Select Controllers and Enter Data Server Information

Select Controller Application Data Area Full Path Data Server Name Device Shortcul
Name Name
LGXCO1 PlantPAx Area/Data PlantPAx_DAT LGXC01

FactoryTalk Application Name, Data Server Name and Device Shortcut Name must be provided when using FTLD point source.
Data Server Name is not required when point source is not FTLD

The default data server name used by FactoryTalk is "RSLinx Enterprise”

(Data Area Full Path example: "NorthPlanyDatal")

o] e
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3. Select the Historian server that you just created (Production Historian in
our example), and select to Import to Asset Framework (AF) Database

i PlantPAx Configuration Tools for Tags, Alanms, and Historian [PlantPAx] k[ -

Bie. Von Tooh  Wesdows: Filp
N H|

E&Lo gix Controllars
= Lexco
-, FactoryTalk View SE Metwark

2. HMI Server Name = PlantPAx_HMI
. HMI ServerArea Name = Area

" [ Data Server Device Shortcut Name
= MK HMI Alarm Servers

= Ml PlaniPx AES
L LGxoo

A0 TIEn

Rename Historian Server...

Remove Historian Server

E R Associated HM Application = PlaniPx

;ﬁ Data Server Area Name = Araa,rDat:
iy Data Server Name = PlantPAx_DAT

Change Cortrellers Associsted with Histonian Server..,

. impnrt“to ;\iss‘&‘F‘rammodﬁ(

Database

From this Location

Action

Build Tags: Setup Tab

Select Connect

Connect dialog Box

Set the PI Server, AF Server, and AF Database

0K Connected dialog box

Verify that you're connected to the Pl Server, AF Server,
and AF Database

Build Tags: Setup Tab

Select PI Point Builder Options

FactoryTalk Historian Import File Builder Options dialog
box: Naming tab

Use the controller name as a prefix to Historian tags. For
example, LGXCO1.<tagname>

Build Tags: Information Tab

Review and verify the information

Build Tags: Build Tab

Select Build

Setup | Information | Build |

Status:

|000c2951dd44"
FIC01002

|AFDatabase change event

|000c2951ddd44"
Equipment0

|AFDatabase change event

|000¢2951dd44"
\Area01

Abort Build

\Action="SubObjectChange', Identity='Element’, UniquelD="242b3bb6-699b-1128-80dc-000c2951dd44', ParentiD="242b3bb3-699b-118-80dc-

\Action="SubObjectChange". Identity='Element’. UniquelD="242b3bb3-633b-11e8-80dc-000c2351dd44'. ParentlD="242b3bb0-699b-11e8-80dc-

|AFDatabase change event

|Action='SubObjectChange", Identity="El
|000000000000'

|AFDatabase change event

d44', ParentiD="00000000-0000-0000-0000-

Process0l Completed adding Logix elements to AFDatabase.

\Action="DirtyCleared" I oK I
PlantPAx

AFDatabase change event

|000000000000"
System

16/6/2013 11:06:11 AM Exited Adding AFElements to AFDatabase PlantPAx

\Action="SubObjectChange', Identity='Element’, UniquelD="242b3bad-699b-1128-80d¢-000c2951dd44', ParentlD='00000000-0000-0000-0000-

[ ]
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Verify Asset Framework Library and Elements

After using the PlantPAx Configuration Tool, you must verify that the asset
framework library and elements are properly imported into the Asset
Framework database.

1. Goto Programs > Rockwell Software > FactoryTalk Historian SE >
System Explorer (64-bit).

2. Select Library in the bottom left of the system explorer and verify the
contents of the library.

@ VASIHOTPlantPAx - P| Systern Explarer (Administrator) = O x
File  View Go  Tools  Help
@ Database [ QuenyDate ~ (© @& DBack ' |H Checkln ¥} « (& Refresh @ New Template -
Library | Element Templates
& Flartpas " Group by: [] Categery
= [ Templates Fiter P~
-~ £ Element Templates
| (@ C_Inkerface _FTLD Marne & Description Category Typels) I i
g 5—;"‘”;::‘9—’”"“‘ 8 C_Perfmon_ASIH | Historian Computer Perfomanice Manitor Computer Element
. G C_Perfmon , : il
() C_Perfmon_ASAM fh C_Perfmon_AS15 | SOL Server Computer Perfomance Monitor Computer Element
- [ C_Perfmon_aSIH (@ C_Perfmon_PASS | PASS Computsr Perfomance Monitor Computer Elemant
- ([ C_Perfmon_ASIS I I |
. G C_Perfmon_PASS = Lcry Processor Lelization Cnnt_rdly Elsmank |
- G LCPU £ L_Shartcut RSLinx Enterprise Shortout Computer Element
i g L_Shorteut @ FAN Simple Analog Input IOProcessing | Element
L. B P AN | | I |
g P:dev G P_AINAdy Analog Input Advanced I Processing Element
+ iy P_AInDual  P_AINDual Dual Analog Input IO Processing Element
b 2 z—:g:!"-““ o || @ e st Muti Anaieg Input I0Processing | Element
: B P_ADuUt Anabog Output T2 Processing Element
3 Hements |
i P_D4sSD | Discrete Control 4 States Valves Elerment
T E\rent Frames [T Deadband Contral Regulatory Co...  Element
@eon  [potdrew IoProcesshg | Ekoment |
== Unit of Measure @ P_DInAdy Digital Irput Advanced I0Processing | Element
O Contacts (@ P_Dose Dosing Control Procedural Co... Element | o
C_interface_FTLD Modified:5/12/2020 7:51:18 AM Own erASIHOT\Administrator

3. Select Elements in the bottom left of the system explorer and verify the
elements.

D WASIHOTAPlanthive - PI Systern Explarer (hdministrator) = ] x
File  3sarch  MWew Go Tools  Help

@0 Database "M Queny Date « & @ D 8ack 0 (B checkin 93 o [#] Refresh (3 Mew Elernent =
Eletrents [P i
EJ Elemarics Genara  Chid Elments  Attrbukes  Porks  Anahvsss  Wokfication Rules  Version
L F_RIML -
(T, Elem=ric Seerches LS |_TTUlUUl |
Diescription: |S'rnu|c.ﬂnduuTnuut |
PO— “% Templse:  |P_AIR || Type Mone
el ik || Cateqories: |10 Frocessing (51| Defauk Attrbute:  <Mones
|—| Event Frames -
- | Extended Properties i0)  Aonotations (0] Locsbion  Seourky
i Library |
Uil .I.M 1| Find: Parents  Children  Event Frames
e Unit o easure
| Madds  Lavers  Conneclions
i
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Batch Management

PlantPAx® systems support scalable options for batch management that are
based on ISA88 standards and can help:

« Automate sequences to reduce time-to-market

« Manage recipes and procedures to focus on yield, throughput, and

quality

« Provide models to improve traceability, reporting, and approval controls.

The following options exist for batch management in your PlantPAx system.
Controller-based solutions are typically for smaller systems; larger systems
require FactoryTalk® Batch applications. The reference links provide more
details for each option. Not all controller firmware revisions support all batch

solutions.

Step 1: Select the Batch Solution

Scalable offerings and tools range from controller-based to enterprise-wide

solutions.
Feature h‘:f‘i:gi?tch & Sequence SequenceManager FactoryTalk Batch
Deployment Logix controller code Firmware-based controller feature | Server-based application
ControlLogix® 5580 ) ControlLogix 5580
Compact o S Copact g S0
CompactLogix 5370 CompactLogix 5370
Units Single unit recipes Single unit recipes Multiple unit recipes
Phase construction PhaseManager™ programs PhaseManager programs PhaseManager programs

Phase interface

Phase and bit logic

Pull-down menu

Pull-down menu

Max recipes/steps/phases 32 Limited by memary or resources Limited by memory or resources
Max input/report parameters 4 No max No max
Parameter expressions No Yes Yes
BOOL BOOL BOOL
Parameter data types REAL INT, INT, DINT SINT, INT, DINT
REAL REAL
Sequential Sequential
Sequential Concurrent Concurrent
Procedural structure Concurrent Divergent Divergent
Recurrent Recurrent
Recipe design Tabular HMI configured SFC like SFC like
Recipe editing Runtime via HMI Import only at runtime Runtime editing via Recipe Editor
HMI integration Faceplates 3 Active X mmive X
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Feature Iﬁ';?::gi‘:tch & Sequence SequenceManager FactoryTalk Batch

Batch reporting Queue controller services Event client and archive services Event client and archive services
FactoryTalk Batch integration No Yes -

Dynamic unit binding No No Yes

Unit arbitration No No Yes

a
Step 2: Logix Batch and SequenceManager Requirements

The Logix Batch and SequenceManager™ option consists of controller code
and visualization elements. You need:

« Logix 5000™ controller
« FactoryTalk® View Studio software
« Logix Batch and Sequence Manager files

For more information, see Logix Batch and Sequence Manager.

O

Step 3: FactoryTalk Batch Requirements

SequenceManager controls direct PhaseManager programs in this controller-
based option. You need:

« Logix 5000 controller
« FactoryTalk® View Studio software
« SequenceManager software

For more information, see SequenceManager Controls.

O

Siep 4: FactoryTalk Batch Requirements

A FactoryTalk Batch application is a server-based option.

AppServ-Batch application server with:
« FactoryTalk Batch server
« FactoryTalk® eProcedure® server
« FactoryTalk® Event Archiver database

AppServ-Info SQL server with:
« SQLserver
« FactoryTalk Batch Material server
« Master Recipe storage

For more information, see Factory Talk Batch Application.
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The batch solutions work with each other to provide a comprehensive solution.

FactoryTalk® Batch

Logix Controller

‘ LBSM SequenceMan.ager‘“ | Other

@ PhaseManager™ PU m&ﬁ
[Logic] | g J(Pu |

For more information, see these additional resources.

Resource

Description

PlantPAx Logix Batch and Sequence Manager Reference
Manual, publication PROCES-RM007

Provides procedures on how to use LBSM to store recipes and sequences equipment and phases to make products.

SequenceManager Controller Reference Manual,
publication 1756-RM101

Describes how to install, configure, and run SequenceManager Contrals.

FactoryTalk Batch User Manual, publication BATCH-UMO1I

Contains instructions for configuring security and services, and implementing components, such as the FactoryTalk
Batch server, simulator, and performance chart.

PlantPAx Batch Design Considerations Reference Manual,
publication PROCES-RM008

Provides guidance on selected batch implementation topics in a PlantPAx system.

Batch Application Toolkit Quick Start,
publication IASIMP-0S042

Provides a framework for how to use the tasks to complete the components of the Toolkit.

PhaseManager User Manual, publication LOGIX-UMOO1

Provides instructions on how ta configure and use a Logix 5000 controller with equipment phases.

FactoryTalk Batch PhaseManager User Manual, BATCHX-
UMON

Provide instructions on how to use phase logic to integrate FactoryTalk Batch software with a Logix Designer
application.
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Logix Batch and Sequence
Manager

The Logix Batch and Sequence Manager application is controller logic that
provides basic batch management for single-unit or multiple-independent
unit operations.

Premix - Product A

@ Idle

Product A
Product Code
Garfield1-2323
Version:

4.0-00 BETA

Version Date

8/31/2018 12:00
Authar: Scale Factor
+ l T Marvin Gardens

@ Premix - Product A

Runnin Active Sequence: Current Step uID:
O g Product A 3. Reaction Temp 10007037 9

n n n

N2 ¥4 5068 8 010 1101 43 14 15
O
Wit O O O

Add Ingredient A D
Add Ingredient B D

Add Ingredient C D
Agitate 00 Oooooo
> Dispense
() [Heat Vessel DDDDDDDDD
O

012 304 K 6T 8 909011 42 4314 15

H:

Pause at next

m m Seale Factor ’
No es 100.00 G

Auto Pauss o
n . No C_T )Yes 0 U / @

An LBSM application is best for:

« Single-unit batch processes, with 5...10 recipes, that can be defined with
four real and four Boolean parameters per phase

« Processes that need frequent recipe changes

« Systems where recipe changes must be made through an HMI
« Process skids

« Pilot plants

LBSM Details

The LBSM application provides controller logic and HMI objects.

An LBSM application supports:

« PhaseManager programs and custom sequences

«  Maximum of 32 recipes per controller

« Maximum of 32 steps per recipe

« Maximum of 4 real and 4 Boolean Parameters/phase
« Recipe changes are made from the HMI

For more information, see PlantPAx Logix Batch and Sequence Manager
Reference Manual, publication PROCES-RMo007.
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Sequencel‘lanager Controls  sequenceManager is a firmware-based feature controls direct PhaseManager

programs inside a Logix 5000 controller in an ordered sequence.

Editor - Logix Designer application Operator— FTView SE Data Collection & Reporting Services
Define a procedural sequence that Monitor and interact with a running Generate events used to produce
coordinates the execution of procedural sequence in the HMI batch reports and procedural analysis

equipment phases 7 ;

:’I |

A SequenceManager application is best for:

Sequ

Small batch systems (single unit)
Systems with no server connectivity
Process skids

Modular systems connected into larger FactoryTalk Batch processes
Fast processes

enceManager Details

The Logix controller must have firmware support to implement a
SequenceManager application. Not all controllers support the
SequenceManager application.

Use the SequenceManager to model and execute sequential manufacturing

proce

sses using the ControlLogix features described in the following tasks:

Configure the coordination of Equipment Phase execution using the
Equipment Sequence Editor.

Execute Equipment Sequence programs using ControlLogix.

Monitor and manage running Equipment Sequences using the Logix
Designer application.

Enable operators to monitor and manage running Equipment Sequences
and Equipment Phases by adding SequenceManager ActiveX controls to
FactoryTalk® View SE displays.

Subscribe and collect generated sequence events using
SequenceManager Event Client Service and SequenceManager Event
Archiving Service.

For more information, see SequenceManager Quick Start Guide, publication

1756-QS109.
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Factory Talk Batch A FactoryTalk Batch application is a server-based, comprehensive approach to
pp p pp

App“cation batch management.

« Handles complex unit coordination, resource arbitration, and

optimization of routes

Manages recipes including formulations, scaling, secure approvals, and

versioning

« Includes integrated visualization and reporting

Rockwell
Automation

A FactoryTalk Batch application is best for:
«  Multi-unit batch control
« Integration of process skids
« Integration with third-party systems
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FactoryTalk Batch Details

A maximum of 10 FactoryTalk Batch servers can exist in a PlantPAx DCS.
Follow these guidelines when you install FactoryTalk Batch on the AppServ-

Batch server:

« Install the FactoryTalk® eProcedure® server on the same computer as the
FactoryTalk Batch server.

« Install the FactoryTalk Batch Material server on a computer with the
SQL server. The computer must be different than the computer that
hosts the FactoryTalk Batch server.

« Install the FactoryTalk Event Archiver Database and Management Tool
on another server from the FactoryTalk Batch server.

Example FactoryTalk Batch Network

No. Description No. | Description

1 Site level 8 FactoryTalk eProcedure clients

2 FactoryTalk Batch Material Manager clients 9 FactoryTalk Batch server (1...10) and FactoryTalk eProcedure server

3,14 | FactoryTalk Batch Material server; FactoryTalk Event Archiver database 10 FactoryTalk Batch server connects to SQL server for Master Recipe storage
4 SOL server 1 FactoryTalk Batch clients

5 FactoryTalk Batch clients 12 Proprietary netwark

6 TCP/IP 13 Process-connected device

7 Plant floor

For more information, see:

« PlantPAx Batch Design Considerations Reference Manual, publication

PROCES-RMo08

« FactoryTalk Batch User Guide, publication BATCH-UMo11
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FactoryTalk Batch Server
with Redundant Controllers

Using a FactoryTalk Batch server with redundant controllers requires an
understanding of the batch server hold/failure propagation behaviors.

Redundant ControlLogix 5580 controllers do not support ControlNet®
communications. This means a FactoryTalk Batch application with active
phases isn’t a bumpless event when a switchover from primary to secondary
controllers occurs.

The phases switch over and remain in their respective state and code executes
as expected, but the FactoryTalk Batch server observes a brief momentary
communication loss over the EtherNet/IP™ network.

This communication loss is enough for the batch server to issue Hold
propagation on all recipes with phase actively running in the controller than
switched over. In this circumstance, the transitions in the recipe Held while
the phases in the controller are still running.

Hold Propagation

The Hold Propagation area lets you indicate the hold propagation type to use
when the FactoryTalk Batch server detects a failure that is caused by a
watchdog timeout, a handshake timeout, or a phase failure (PHASE_F > 0).

Hold propagation is a configurable selection that defines how the batch server
reacts to failures that affect an active control recipe. Configure the selection in
the Equipment Editor, which stores the value in the BATCHSVR.INI.

Server Options *
Cross Invocation Descriptors and Defaults Hyperink Descriptors and Defaults Material Policies
Project Settings Restart Cortrol Batch Reporting Archiver Evert Fiters Batch Server

Hold Propagation Miscellaneous

() None Maximum Log File Size 1000000| Bytes
Fh

O hase Miimum Disk Space 1000000] Bytes

(O Operation

() Unit Default Batch ID [BATCH_ID

@

[] Enable Evert Joumal Signatures

OPC Communications Timeout

Period {msec) 10000
Allowable Failures
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A Hold command that is associated with a failure propagates up through the
recipe hierarchy as high as the mode and selected option allows.

Hold Propagation Option Description

The batch server does not issue a Hold command to any level of the running procedure for any phase failure.

None Therefore, the phase logic is solely responsible for putting a failed phase into Hold.

The batch server issues a Hold command to only the phase in which the phase failure occurred. This includes
only the active step within the operation that experienced the failure, and not the active transition that belongs
to the operation. Therefore, only the failed phase is commanded to Hold by the batch server and any other level
of the batch remains unaffected such as, any running phase, operation, unit procedure, and the procedure itself

Phase

The batch server issues a Hold command to the running operation in which the phase failure occurred. This
includes all active steps and transitions within the operation level of the batch. Therefore, all running phases
Operation within this operation, and the active operation transitions are commanded to Hold by the batch server. Any
other running operation, unit procedure, and the procedure itself aren't affected by the Hold command; the
batch server does not propagate the Hold command to these other levels of the batch.

The batch server issues a Hold command to the running unit procedure in which the phase failure occurred. Al
running phases and operations within this unit procedure, and the unit procedure itself, are commanded to Hold
Unit by the batch server. This includes all active steps and transitions within these specific levels of the batch
operations and the unit procedure. Any other running unit procedure and procedure itself aren't affected by the
Hold propagation; the batch server does nat propagate the Hold command to these other levels of the batch.

The batch server issues a Hold command to the entire running pracedure in which the phase failure accurred.
Batch All running phases, operations, unit procedures, and the procedure itself, are commanded to Hold. This includes
all active steps and transitions within all levels of the batch.

The most common event to trigger Hold propagation is an abnormal process
condition being continually monitored by the controller.

When an abnormal process event occurs in the system, the controller logic sets
phase failure for the appropriate phases actively running in the unit, or units.
As aresult, the phase failure tags are set with a value greater than zero value by
the controller logic. The value corresponds with a known failure condition in
the process. The batch server can display the failure to the operators and
record the appropriate phase failure event.

State Composite Evaluation

The Hold propagation configuration determines the highest procedure level
within the running recipe for which the Hold command from the batch server
is issued when a failure is detected.

The state of each batch level (such as procedure, unit procedure, operation) is
continually evaluated by the batch server. Each batch level state is based on the
composite states of its underlying steps and transitions.

+ Inthe case of an operation, the composite state is based on the state of all
active phases and the state of their underlying active phases transitions.

« Inthe case of the unit procedure, the composite state is based on the
state of all active operation steps and the state of their underlying active
operation transitions.
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« Inthe case of the procedure, the composite state is based on the state of
all active unit procedure steps and the state of their underlying active

unit procedure transitions.

Order of Precedence for Batch States

State Element Type Priority
RESTARTING Step’ 12 (highest)
HOLDING Step il
ABORTING Step

RUNNING Step 9

ARMING Transition 9

ARMED Transition 9

FIRING Transition 9
STARTING Step 8
STOPPING Step 8

HELD Step 6

HELD Transition 6

IDLE Step 5
ABORTED Transition 4
ABORTED Transition 4
STOPPED Step 3
STOPPED Transition 3
COMPLETE Step 2
NOTCONNECTED Step 1
UNKNOWN Step 0 (lowest)

If the owner of the step (a phase) is EXTERNAL, then the step isn’t considered
in the calculation.

The determining state for any procedure level (procedure, unit procedure, or
operation) is based on the states of the active recipe elements it contains —
both, steps and transitions. All these S88 procedure levels are virtual to the PC
memory in the batch server, except for SequenceManager operations which
reside in the controller, much like most phases.

When a procedure level of a control recipe is connected and commanded by
the batch server, the state of each of its procedure levels is derived by a
composite state analysis to determine a final state for each procedure level. As
the path of recipe execution proceeds through a control recipe, the state of
each recipe element object is dynamic, and is continuously updated. The state
with the highest priority becomes the state of the procedure level for an
operation, unit procedure or procedure.

« Inthe case of an Operation procedure level, the composite state is based
on the state of all active phases e active transitions within the operation.

« Inthe case of the Unit Procedure level, the composite state is based on
the state of all active operation steps and active transitions within the
unit procedure.

« Inthe case of the Procedure level, the composite state is based on the
state of all active unit procedure steps and active transitions in the
procedure.

260 Rockwell Automation Publication PROCES-UM100D-EN-P - December 2022



Chapter 10 Batch Management

Types of Failures

The batch server translates a phase failure value to an enumeration string that
presents an actionable string of text to the operators for the type of failure. A
phase failure is the most common type of failure. Other types of failures may
occur in the batch system such as, a parameter download failure, a report
upload failure, a failed phase request, a request timeout, a command timeout,
a quality tag status other than good, a watchdog failure, or a communication
failure.

In most cases, the batch server reacts to these failures just as it does for the
phase failure event with Hold propagation. An exception occurs whenever the
batch server experiences a communication failure to a controller, a data server,
or a phase.

When communication to the controller or phase is compromised, the Hold
propagation only acts on the components of the control recipe that are without
risk, or internal to the batch server memory (procedure, unit procedure,
operation). In this case, the risk pertains to those components where the
phases or SequenceManager operations reside, so Hold propagation isn’t
executed to the phase level or SequenceManager operations.

If communications are restored quickly so the watchdog in the controller does
not time out and place the running phases into a Held state, running phases
stay running as if nothing occurred. If communications are restored quickly
and the controller phases aren’t configured to Hold upon communication loss,
then running phases also stay running as if nothing occurred.

This momentary communication blip where phases remain running can cause
a dynamic when all other levels (procedure, unit procedure, operation) are sent
Hold commands upon failure according to the Hold propagation
configuration. As a result, these procedure levels are Held but the composite
state of a running phase and Held transition is running state for the operation.
This traverses up the control recipe where a running operation step and a Held
unit procedure transition evaluates as a running state for the unit procedure,
and so on one more level to the procedure. With transitions Held, the recipe
can’t move transition to other steps, and the recipe could act to an untrained
operator as though it’s hung, or unresponsive. One solution is to issue a Hold
command to the control recipe, then a restart to the control recipe to get all
steps and transitions in an active and running state as expected.

In the case of redundant systems with newer ControlLogix firmware revisions
that do not use ControlNet communication, the switchover of the controllers
where active phases are being run by the FactoryTalk Batch application isn’t a
bumpless event. The phases switch over and remain in their perspective state
and code executes as expected, but the FactoryTalk batch server observes a
brief momentary communication loss. This loss is enough for the batch server
to issue Hold propagation on all recipes with phase actively running in the
controller than switched over. In this circumstance, you can find transitions in
the recipe Held while the phases in the controller are still running.

Rockwell Automation Publication PROCES-UM100D-EN-P - December 2022 261



Chapter 10 Batch Management

Notes:
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Step 1: Device Level Options

Analytics

Analytics is the discovery, interpretation, and communication of meaningful
patterns in data. Analytics relies on the application of statistics, computer
programming, and operations research to quantify performance.

Analytics are the methods that we use to measure our performance and then
provide feedback for continuous improvement. Analytics drive business value,
regardless of the industry, by helping to:

« bring a product to market faster

« lower the total cost of ownership because of more effective maintenance
« improve asset utilization by maximizing the throughput

« provide enterprise risk management

The following options exist for analytics applications in your PlantPAx®
system. The reference links provide more details for each option.

Allen-Bradley®
products have device-
level diagnostics that

are built in, such as Frocews Varlable Speed Diives  Miotor Contral Genters
fault and alarm codes ___‘:I" "....‘_'__ _ W U

foruse in fault routines. ] } T

Other products provide Local, Devtributed, and Inteligest LD

predictiveand - ac g T :
prescriptive analytics at RS T

the device-level of the l ; ; I
architecture. " LR

In your overall solution,

you can add these
additional products to
gather device-level analytics:

« FactoryTalk® Analytics™ for Devices
« FactoryTalk® Analytics™ LogixAI®
« PlantPAx® MPC

For more information, see Device Level Analytics
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)
Step 2: System Level Options

FactoryTalk® products that
add system-level analytics
include:

m i

+ Pavilion8®
« FactoryTalk®Analytics™ -

Edge Gateway™ | L Bl I

« FactoryTalk®Analytics™
DataView

« FactoryTalk®
TeamONE™

For more information, see System Level Analytics

O
Step 3: Enterprise-Level Options

FactoryTalk products that

add enterprise-level analytics
include: -
. Big Data
« FactoryTalk®Analytics™

Edge ML Ciows
« FactoryTalk®Analytics™ Fij‘_*;:-i
DataView Eohy e

DBs & Historians
At the Industrial Internet of

Things (II0T) level, you can
add:

« Vuforia® Augmented Reality
«  ThingWorx® Industrial IoT platform

For more information, see Enterprise-Level Analytics
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Information Enables

BasicAnalytics g ———3 Advanced Analytics
DESCRIPTIVE DIAGNOSTIC PREDICTIVE PRESCRIPTIVE \
e & = -
o S {13 s
P . A
Which facility Why is Site A throughput | pradict that Site A will be What action should | take to
performed the best? behind plan? behind plan soon avoid Site A from failing
behind plan?
il = =
Is Line 1 Why is Line 1 | predict that Line 1 What action should the
running ok? quality poor? quality is moving out operator take 1o avoid
of tolerance poor quality?
Am | running ok? Why did a fault | predict a fault will What action should be
happen? happen soon, takan to avoid the fault? /
H : . . .
Device Level Analytlcs The ControlLogix® and CompactLogix™ process controllers display alarm and

troubleshooting details for the embedded process instructions on the property
pages for the process instructions.

In your control strategy, you can use:
« Tag-based alarms
« Alarm faceplates

« Automatic device descriptive analysis (firmware revision 33 and greater)
to display device fault conditions in applications and client devices that
are supported by FactoryTalk® Alarms and Events.

Device-level analytics provide:

« Streaming analysis

« Runtime deployment
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« Device data generation

Option

Description

FactoryTalk Analytics for Devices

Embedded analytics software that lets you implement device level,
descriptive, and diagnostics analytics to improve maintenance and
engineering reliability.

Automated device health diagnostics provides data to an information
platform with or without cloud connectivity

PlantPAx specific content:

« Advanced Process Controller action card
« E+H device support

« Robust HART diagnastic information

Type: Descriptive, Diagnostic

Environment: Appliance on EtherNet/IP™ network
Available via the subscription portal

Requirements:

« 6200PC-FTA4DT1IM FactoryTalk Analytics for Devices appliance

FactoryTalk Analytics LogixAl

Embedded analytics software that enables controls engineers to
apply models to make predictions in ControlLogix applications.
Automated modeling capabilities that enable predictive capabilities
in the controller.

Type: Diagnostic, Predictive

Environment: ControlLogix chassis
Available via the subscription portal

Requirements:

« 1756M-FTALGXAIT1IM FactoryTalk Analytics LogixAl appliance

PlantPAx MPC

Model Predictive Control embedded in ControlLogix systems
« Multi-variable in and multi-variable out

« Predictive control

« Reduction in variability

Type: Predictive, Prescriptive
Environment: ControlLogix chassis

Requirements:
« 1756-PPMPC or 9529-PPMPCENM module

System Level Analytics

System-level analytics provide:

« Data management, transformation, and harmonization
« Model training and deployment

« Pattern extractions

Option Description
Provides closed-loop, prescriptive analytics to — -
continuously maximize process performance in quality, Type: Predictive, Prescriptive
throughput, and efficiency. Environment: Server based
Pavilion8® « Model-based advanced, dynamic control drives :

stable performance
« Integrated MPC, calculation, and soft sensor
visualization and performance reporting

Requirements:
« Pavilion8 software

FactoryTalk Analytics Edge ML
(also applicable at enterprise-level)

A machine learning application that provides expert-

driven data analytics within the plant, where low latency

is a requirement.

« Helps make decisions as close as possible to the data

+ Reduce loads on controllers by off-loading data
preprocessing

« Reduces deployment time costs

« QOut-of-box connectivity reduces design time

Type: Predictive

Environment: Server based
Part of the FactoryTalk Analytics; available via the
subscription portal

Requirements:
« FactoryTalk Analytics Edge ML base bundle
or

« FactoryTalk Analytics Platform base bundle

FactoryTalk Analytics DataView
(also applicable at enterprise-level)

An analytics visualization tool that lets you access and

transform data through storyboards. Gain a business

understanding of data to pinpoint opportunities for

improvement.

» Reduces time to value by reducing the dependence
on data architects and data scientists

« Enables self-service analytics

« Eliminates the need for expensive infrastructure that
is assaciated with traditional warehousing

Type: Descriptive, Diagnostic

Environment: Server based
Part of FactoryTalk Analytics; available via the
subscription portal

Requirements:

« FactoryTalk Analytics DataView base bundle
or

« FactoryTalk Analytics Platform base bundle

Enterprise-Level Analytics

266

Enterprise-level analytics provide:
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« Datavisualization

« Datamining

« Enterprise resource planning
« Model training

« Model operationalization

« Pattern extraction

Option

Description

FactoryTalk Analytics Edge ML
(also applicable at system-level)

Provides data capture, transformation and analytical capabilities, including
predictive machine learning, right on the edge.

« Pull structured and unstructured data from multiple sources

« Access data in intelligent devices

« Preprocess data for analytics

« Enable bidirectional, transactional type data

« Execute closed-loop, Edge-level machine learning

« Develop custom applications and connectors

Type: Predictive

Environment: Server based
Part of FactoryTalk Analytics; available via the
subscription portal

Requirements:

« FactoryTalk Analytics Edge ML base bundle
or

« FactoryTalk Analytics Platform base bundle

FactoryTalk Analytics DataView
(also applicable at system-level)

An analytics visualization tool that lets you access and transform data through

storyboards. Gain a business understanding of data to pinpaint opportunities for

improvement.

« Reduces time to value by reducing the dependence on data architects and
data scientists

« Enables self-service analytics

« Eliminates the need for expensive infrastructure that is associated with
traditional warehousing

Type: Descriptive, Diagnostic

Environment: Server based
Part of FactoryTalk Analytics; available via the
subscription portal

Requirements:

« FactoryTalk Analytics DataView base bundle
or

« FactoryTalk Analytics Platform base bundle

Vuforia® Augmented Reality

An industrial augmented reality platform that can improve workforce efficiency

and customer satisfaction with real-time, step-by-step work instructions and

data.

« Work instructions become handsfree and are delivered in real time where
assembly or field service take place.

« Tribal knowledge of experienced workers is captured and shared with new
workers and service technicians.

« Remote expertise can be delivered to workers no matter where they are in the
world.

PlantPAx specific content:

« Process strategy experience templates provide users with faceplate-like
features within an AR experience. The templates enable users to build
additional functionality around the PlantPAx information.

Type: Descriptive, Diagnostic

Environment: Cloud-based
Part of the FactoryTalk® InnovationSuite
Bulletin 95057C; available via the subscription portal

Requirements:

« Vuforia Engine software

« Vuforia Studio software

« Vuforia Chalk software

« Vuforia Expert Capture software

ThingWorx® Industrial loT
platform

An integrated, secure solution to minimize risk, reduce IT burden, and maximize
value from the software investment.

ThingWorx industrial connectivity provides data access for client applications
such as MES and SCADA and loT and Big Data analytics software. It leverages OPC
and [T-centric communication protocols to provide a single source of industrial
data. Supported protocols include proprietary protocols (including GE NIO,
SuiteLink/FastDDE, and Splunk), IT protocols (including MOTT, REST, ODBC, and
SNMP), and flow measurement export to common il & Gas industry formats.
ThingWorx industrial connectivity provides a single solution to collect, aggregate,
and securely access industrial operations data. Connect, manage, monitor, and
control diverse automation devices and software applications through one
intuitive user interface

PlantPAx specific content:

« Process strategy Thing templates replicate structure and functionality within
ThingWarx, which enable users to create an analysis of the objects with Live
and Historical Data

« ThingWorx mashup templates provide the ability to investigate alarms by area,
priority, and other critical alarming criteria. Advanced alarm analysis includes
fleeting, chattering, and stale alarm insights. Similar dashboard functionality is
also provided for SQL server reporting services.

Type: Descriptive, Diagnostic, Predictive, Prescriptive

Environment: Cloud-based
Part of the FactoryTalk Innovation Suite
Bulletin 95057C; available via the subscription portal

Requirements:

ThingWorx platform software
« Asset Advisor

« Operator Advisor

« Production Advisor

« ControlAdvisor

ThingWorx Industrial Connectivity software
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PlantPAx SQL Process Object The process library includes standard reports via SQL Server Report Services

and Alarm Reports

Automatic Diagnostics
Compatibility

268

that support basic and advanced alarm and event reports, along with per
process object reporting.

The standard reports use data that is collected via FactoryTalk® AssetCentre,
FactoryTalk® Alarms and Events, and FactoryTalk® Historian SE. An SQL Asset
Framework processes the data from the system historian and consolidates the
data into a central database, based on a reporting schedule.

The PlantPAx reports include:

Category Reports

« Digital Out (PDO)

« Totalizer(PDOSE)

« Motor (PMTR)

« PID Controller (PPID)
« Valve (PVLV)

« Analog In (PAI)

« Analog Output (PAQ)

« Deadband Controller (PDBC)
« Digital In (PDI)

Base

Area Based:

« Alarm History

« Alarm Top

Maintenance (Dashboard)
Chattering

Fleeting

Stale

« Audit All Data
« Audit Sequence of Events
« Object Events
« System Audit

Object Based:

Marming « Alarm Object History

Traceability

« Top Logger

« Top Logger Detailed
« Database Status

« Shift Setup

System

For more information on how to deploy and utilize the reports, See
Knowledgebase Technote, PlantPAx System Release 5.10

Configuration and Implementation Tools. Download the PlantPAx SQL
Process Object and Alarm Reports file from this public article.

You may be asked to log in to your Rockwell Automation web account
or create an account if you do not have one. You do not need a support
contract to access the article.

Automatic diagnostics is a system-level feature in devices that provides device
diagnostics to HMIs and other clients, with zero programming. Devices that
support automatic diagnostics have the feature enabled by default.

You can deactivate and activate the whole feature while online or offline from
the Controller Properties dialog box. You can also deactivate automatic
diagnostics for a specific device in the module properties.

Configure Automatic Diagnostics

On the Controller properties Advanced tab, Enable Automatic Diagnostics is a
new feature that was added with the process controllers, firmware revision 33.
When enabled, it sends analog I/O modules diagnostic information to the
Automatic Diagnostics Event Summary object.
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Automatic Diagnostics on
PanelView 5000 Display

[ [ Enable Automatic Disgnasties Ak eultvisiof sisl e ot B8 I

If deactivated, you only see Mode changes and loss on communication with
controllers in the Automatic Diagnostics Event Summary object.

The automatic diagnostics feature is enabled by default in the Logix Designer
application. The deactivation of automatic diagnostics at the device level
deactivates all device-driven diagnostics. You still get device faulted/
communication loss diagnostics as the controller drives these diagnostics.

(e -]
T G Comnection
ety
[
Cranrs Wncazeates Pocket micrst i, | 2 oz
Vtarat Prticsd fame. T ey g
P Codguranion oyt
Ntk
T S oo W Le sy age|ureant o}
[t Heoddte
FAEnable Autonas: Dignostcs g R M L
Mt Fault
E 8| | Coes ¢ Mo

Automatic diagnostics are enabled by default on all devices. When you use a
PanelView 5000 display with firmware revision 8 or later, the automatic
diagnostic messages from the device display automatically. For more
information, see the Automatic Diagnostics chapter in publication 9324-
GRoo1.

When specific events occur, messages automatically report because the
controller links to the PanelView 5000 display. In your View Designer project
properties, set the Controller References to the controller of the 432ES network
interface module:

« Logix project File
« HMI to controller
« Emulator to controller path
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Figure 22 - Bind Controller to PanelView Project
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When an event occurs, the diagnostic icon shows the number of active and
unsuppressed diagnostic events. Each line entry shows:

« State: Active, inactive, or suppressed

« Event Time: Date and time when the event occurred

« Device Name: Path to the device and the device name

« Message: Preprogrammed message for the diagnostic code

« Diagnostic Code: The diagnostic code that applies to the event

IMPORTANT You can rearrange and configure additional columns. See Studio 5000 View Designer® help for more information.

Figure 23 - Diagnostics Page on PanelView 5510

r

T heties, Urwepeesed
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Automatic Diagnostics on
FactoryTalk View SE

IMPORTANT  Verify that FactoryTalk Alarms and Events is installed and configured before attempting to view automatic diagnostics. For
more information, see publication FTAE-RMOQ1.

You can use the Subscribe To setting under FactoryTalk Alarms and Events in
FactoryTalk Linx to activate or deactivate diagnostic information that is sent to
the Automatic Diagnostics Event Summary object.

Subscribe To

1. To adjust your automatic diagnostics, access the Communication setup
and select your device.

al e X e e e
= (B Hetwork (LOCALHOST) Device Sharcuts
- o FlVieaDems r
add| Heme
== Rintime Secuaity _—I%L—_l
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[} Command Line
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3 azee gty
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| 1796-EN2T, 1786 EM2T/C

) FactonyTalk Lin - Desktop, VI-B37-40

1756 EN2TSC, 1754 EN2TSC

171, FachorTalk Lim - Deshtop, S9CINT2

Hhi Tags
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e
Graphics

=9
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2. To receive all notifications from your devices, set the Subscribe To
setting to All Alarms & Events Notification Messages.

Alarms & Events
Subscribe To [ Al Alarms & Events Motification Messages |
Buffar Tmeout {min.) [20

If the Subscribe To is set to Only Alarms Notification Messages, then the Automatic
Diagnostics Event Summary object is blank.

View Automatic Diagnostic Messages

IMPORTANT  After Logix version 33 release, any device can participate in automatic diagnostics with an AOP update.

Events are delivered through FactoryTalk® Alarms and Events (FTAE) with
FactoryTalk View Site Edition (SE) vi2 and greater as a Display Client™.

Figure 24 - FTView SE v12.0 Automatic Diagnostics Example
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Programmable Logic Controller sic

To view these diagnostic messages, you need:
« FactoryTalk Alarms and Events, version 6.20 and greater
« FactoryTalk View SE, version 12 and greater

Automatic diagnostics are enabled by default. Check the configuration of your
device to see whether the firmware supports automatic diagnostics.
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Automatic Diagnostics Log
BO L
Message
Connection Lost with Devica
Minor Fault T04:C08 - Program Faull: GSVISSV operand invalid
Connection to controller |5 nomal.
Connection to controller is normal,
Connection 1o controller has been last.
Connection to controlier Is normal,
Connection to controlier has been lost.

Connection 1o controller is normal.

Serveriame

FactoryTatk L...

FactoryTaik L

FactoryTatk L...
FactoryTalk L.
FactoryTalk L...
FactoryTalk L...
FactoryTaik L.
FactoryTaik L.

Automatic Diagnostics History

FactoryTalk Alarms and Events (FTAE) keeps a historical log all Automatic
Diagnostics activity. The historical log is stored in the same SQL database as
the FTAE alarms. FTLinx must be configured to log alarm and event historical
information into the SQL database. In the FTView SE application, the
historical log is viewed using the data grid control. From the data grid, you can
export to CSV.

State Catalog MajorRav Minoifey EventType SourcePath MessageCode ™
1 1TE6-AATEA 3 1 2 RNAISGIobal...

1 1756-L85E a3 11 2 RANAISGlobal

[} 0 0 2 RNAISGlobal. .

0 0 (] 2 RNAISGIoba..

1 1756-LBSE 33 11 2 RNALEGlobal

o 1766-L85E 33 11 2 RHAISGlcbal..

1 1756-LBSE 3 " 2 RNASGlobal

o 1T56-LBEE 33 11 2 RNAEGIobal.

Online Updates of Device Additional Diagnostics

- Additional device diagnostics are distributed with updated AOPs

« These additional device diagnostics can be added while online to a
running controller

« You are notified that updates are available in the following ways:
- Project verification warning

o

erifying Controlle:
ferifying Module

[Verifying Module *M:
Verifying Module
[Verifying Module °

[Verifying program connections

& Controller Properties - test

"Moduledl_V0_0*
Verifying Module 'Module02_Vo_1'

Updated information is available for Autcmatic Diagnostics
[Verifying routine 'MainRoutine' of program "MainFrogram'

Monvolstie Memory Capacity Intesnet Protocal

Genarat Major Fauls Minor Faults

Drate/Time

ConmotecFactHandle: T -

Powar-Up Handar <nane>

[IMatct Projectsa Controter

Senal Numbar

[[J Asow Consumed Tags to Use RP| Provided by Producer

[JRepod Oveow Fauks )

2] Ensble Aunomatic Diagnostics

for devices. To update your project, go to Controller Propertises / Advanced tab.

ve Bit Reference Detected: *MainProgram - a.1'

- Information message in the controller Properties (Advanced tab)

*

Par Configueatan Security Alarm Log

Advanced SFC Execubon Project Redundancy

F Updated mfcemation s availatle for Automatic Dragnostics for dences

‘ To update your peaject. select "Uipdate Propet”

Updats Projoct

Cancel Apny Halp

@ Additional diagnostics can be downloaded to the controller by pressing the Update Project button.
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Appendix A

PlantPAx Security Certification

The PlantPAx® architecture supports IEC-62443-3-3 SL1 security requirements.
To help meet these requirements, reference these publications:

For this information

See

Guidance on how to conduct security assessments, implement Rockwell Automation

products in a secure system, harden the control system, manage user access, and | System Security Design Guidelines Reference Manual, SECURE-RM001

dispose of equipment.

Network architecture recommendations

Converged Plantwide Ethernet (CPwE) Design and Implementation Guide, publication
ENET-TDOO1

Windows® infrastructure recommendations
How to configure and use these Rockwell Automation products:

« FactoryTalk® Directory

« FactoryTalk® Activation Manager
« FactoryTalk® Security

« FactoryTalk® AssetCentre

Security Configuration User Manual, publication SECURE-UMOO1.

How to configure and use CIP Security™ with Rockwell Automation products to CIP Security™ with Rockwell Automation Products Application Technique,

improve the security of your industrial automation system

publication SECURE-AT001

PlantPAx Security
Architecture

Integrating industrial automation and control systems (IACS) with enterprise-
level systems enables better visibility and collaboration, which helps improve
efficiency, production, and profitability. But greater connectivity also exposes
control systems to additional cybersecurity risks. Availability is the most
crucial aspect of a secure IACS. To meet the needs of industrial environments,
Rockwell Automation aligns PlantPAx systems that are developed on our
technology with the international standard ISA-99/IEC 62443-3-3. This
standard 1s designed specifically for Industrial Automation and Control
Systems and defines procedures to implement an electronically secure system.

ISA-99/1EC 62443 is based on seven foundational requirements that cover a
defense-in-depth approach that is suited for an IACS. These foundational
requirements are:

« FR1: Identification and authentication control (IAC)
« FR2: Use control (UC)

« FR3: System integrity (SI)

« FR4: Data confidentiality (DC)

« FRs: Restricted data flow (RDF)

« FRé: Timely response to events (TRE)

« FR7: Resource availability (RA)

The guidelines and checklists in this appendix present the collective strategy to
meet the ISA-99/1EC 62443-3-3 SL1 requirements in conformant PlantPAx
systems. The intent of a certified architecture is to demonstrate security
competency, as well as to provide a standard, prescriptive reference design.
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The certified PlantPAx architecture relies on zones to segment the system.
Enterprise
WSLS E
1BMZ Application Server Zone

Thingwors

vuforia

Cisto
T it
== s e

s Checkpolt - -.T'T : : : :JI_ .

HA | | — o —

CIP Security Zone
See Architecture)

CIP Security Zone!
(See Architecture]

EWS/OWS Zones

= = =

1
1T

I
I
T

I

I

T

1T 1T I
T

T T

| I
I |

Paka Aln Active

PRP Zone

Simplex Zone

Palo Alto Passive

Cherkpoint

Checkpoint
spars

DLR Zone

)|

T

274

Rockwell Automation Publication PROCES-UM100D-EN-P - December 2022




Appendix A PlantPAx Security Certification

Zone Description
An IDMZ is required to connect to the corporate network. This zone contains a firewall stack, a pivot host, SEP
DMz Server and WSUS host. Additional hosts can be added, as needed.

Configure the IDMZ to separate untrusted (public) zones from the trusted (private) zones. Communication outside
of the IDMZ is considered untrusted.

Application Server

The Application Server zone houses all application servers. Each server is deployed on a separate VM. The
following mandatory nodes must be deployed:

« FactoryTalk Directory server

« FactoryTalk® View SE HMI server

« FactoryTalk View Data server

Other optional servers include:

« FactoryTalk® Historian server

« FactoryTalk® AssetCentre server

« SOL server

EWS/OWS

This zone contains the engineering workstations to provide programmer access and the operator workstations
to provide operator access.

Each workstation has the necessary software to program or interact with the system. Workstations can be
virtualized or they can be ThinManager® clients.

Each EWS has:

« Studio 5000° environment

« FactoryTalk View Enterprise Edition
« RSLinx® Classic

« FactoryTalk AssetCentre client

Additional software includes:

« Studio 5000 Application Code Manager,
« Microsoft® Office

o PuTTY

Each OWS has the FactoryTalk View runtime client.
Additional software includes:

« FactoryTalk Historian client

« FactoryTalk AssetCentre client

« Microsoft Office

PRP

DLR

Simplex

The control system is segmented into process areas. Each process area contains the hardware necessary to run
and operate that area. The topology of each area can be:

« PRP

« DLR

« Simplex

Trusted Zones

ISA-99/IEC 62443-3-3 SL1 requires the capability to separate trusted and
untrusted zones. You can use a standard firewall implementation to separate
trusted traffic and untrusted traffic. Standard implementation creates two
basic security zones that are known as inside and outside. The inside, or
trusted zone, is also referred to as the private zone. The outside, or untrusted
zone, is also known as the public zone. The public zone is outside the control of
an organization and can be thought of as simply the public Internet.

Rockwell Automation recommends a risk assessment for network security
zoning. Your risk assessment and risk posture help determine the trust level of
each zone. You can have multiple levels of trust on inside zones with different
types of access. For further guidance on risk assessments, see the ISA-99/IEC
62443-3-2 standard.

Certificate Authority

A trusted certificate authority, also known as a commercial certificate
authority, is a third-party entity that issues certificates for organizations that
request them. They aren’t controlled in any way by the person or organization
that requests a certificate from them. A trusted CA issues publicly trusted
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System Security Feature

Checklists

Requirements for Identification and Authentication Control

digital certificates that meet at least the minimum regulatory standards
(baseline requirements) that are outlined by the CA/Browser Forum (CA/
B Forum).

A private certificate authority, also known as private PKI, is an internal CA that
exists within a larger organization (typically an enterprise) that issues its own
certificates.

« Aprivate CA functions like its public counterparts, but a private CA’s
certificates are trusted only by its internal users, clients, and IT systems.

« Aprivate CA issues certificates that restrict access to a select group
of users.

« You must configure and host the private CA yourself.
For more information about CAs, see Microsoft Server Certificate Deployment

Planning information or the Microsoft documentation for your operating
system.

Use the following checklists to secure your system.

Identify and authenticate all users.

v

Product

Required to Meet IEC- .
62443-3-3 SL 1 Details

Windows® infrastructure

Configure and use the following:

Create Active Directory groups and unique users for each zone
Enable 802.1X authentication on all switchports

Implement encryption algorithms for wireless access (such as WPA2 Enterprise,
TLS, or IPSEC)

Implement public key infrastructure (PKI) certificates
Authenticate Group membership via a RADIUS server

Enable system notifications

Configure Kerberas

Configure an interactive login policy

Monitor unsuccessful login attempts

Yes

For more information, see:

« Configure System Security Features User Manual, SECURE-UMOQ1

« System Security Design Guidelines Reference Manual, SECURE-RMOO1

« Deploying 802.11 Wireless LAN Technology within a Converged Plantwide Ethernet
Architecture Design and Implementation Guide, ENET-TD006

« Deploying Identity and Mobility Services within a Converged Plantwide Ethernet
Architecture Design and Implementation Guide, ENET-TD008

« Site-to-Site VPN to a Converged Plantwide Ethernet Architecture Design and
Implementation Guide, ENET-TD012

Password strength and
recommendations

Follow standard guidelines for password strength and recommendations

For more information, see:

« NIST Special Publication 800-63B Digital |dentity Guidelines

« Configure System Security Features User Manual, SECURE-UMOQ1

« System Security Design Guidelines Reference Manual, SECURE-RMOO1

Yes

Windows domain

Configure the PlantPAx domain controller.

Configure all operating system clients as domain members
Enable multi-factor authentication on the domain controller
Create and manage all accounts in the Active Directory

Require administrative credentials to manage account activities

Yes

For more information, see:

« Chapter 2 Domain or Workgroup
« System Security Design Guidelines Reference Manual, SECURE-RM001
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Requirements for Identification and Authentication Control

v

Product

Required to Meet IEC-
62443-3-3SL 1

Details

FactoryTalk Directory software

Configure appropriate:
« Users, groups, roles
« Security policies

FactoryTalk Security software fes . .
For more information, see:
« Configure System Security Features User Manual, SECURE-UMOQ1.
« System Security Design Guidelines Reference Manual, SECURE-RMO01
Configure and use the following:
« Implement encryption algorithms for wireless access (such as WPA2 Enterprise,
AES Encryption TLS, or IPSEC)
« Obtain access to the IACS from an untrusted network through the IDMZ with multi-
factor authentication and certification-base authentication
« Use encryption tunnels (such as VPN and IPSEC) between VLANS
Wireless access Optional « Allow remote access only when necessary to authorized users in the Active
Directory
Important: Hardwired connections are always preferred. Never use wireless
connections for safety functions.
For more information, see:
« System Security Design Guidelines Reference Manual, SECURE-RMO01
Configure appropriate:
« Users, groups, roles
« Security policies
Optional -+ Logging
(Required if access via
FactoryTalk Secure Remote Access untrusted networks is By default,

desired)

MFA is enforced for all users
Traffic is encrypted

For more information, see:
« Stratix 4300 Remote Access Routers user manual, 1783-UMO14A-EN-P

Requirements for Use Control

Define control policies to control the use between users and assets.

v

Product

Required to Meet IEC-
62443-3-3SL 1

Details

Windows infrastructure

Yes

Configure and use the following:

« Active Directory Groups for each zone

« Group membership authentication via RADIUS server
« 802.1X authentication on all switchports

» Session lock

« Remote session termination

« Concurrent session control

« Interactive login policy

« Notifications for unsuccessful login attempts

For more information, see:

« Configure System Security Features User Manual, SECURE-UMOQ1

« System Security Design Guidelines Reference Manual, SECURE-RM001

« Deploying 802.11 Wireless LAN Technology within a Converged Plantwide Ethernet
Architecture Design and Implementation Guide, ENET-TD006

« Deploying Identity and Mobility Services within a Converged Plantwide Ethernet
Architecture Design and Implementation Guide, ENET-TD008

Windows domain

Yes

Configure all operating system clients as domain members

For more information, see:
« Chapter 2 Domain or Workgroup

FactoryTalk Directory software
FactoryTalk Security software

Yes

Configure appropriate
User Groups in each Area to support the segregation of duties and least privilege

For more information, see:
« Configure System Security Features User Manual, SECURE-UMOQ1.
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Requirements for Use Control

v

Product

Required to Meet IEC-
62443-3-3SL 1

Details

ThinManager software

Recommended

Manage mobile and portable device access via a ThinManager server and route
through the IDMZ. The ThinManager server limits mobile applications to view only.

For more information, see”
« ThinManager and FactoryTalk View SE Deployment Guide, TM-AT0Q1
« ThinManager User Manual, TM-UM0O1

FactoryTalk AssetCentre software

Yes

Configure and use the following:
« Auditable events

« Audit storage capacity

« Diagnostics and health log

For more information, see:
« System Security Design Guidelines Reference Manual, SECURE-RMOO1

Requirements for System Integrity

Protect the integrity of transmitted data. Recognize changes to information
during communication.

v Product g;ﬂ:gf;_;osﬁe' IEC- Details

Configure and use the Active Directory and domain structure to handle authorization.

Windows infrastructure Yes For more information, see:
« System Security Design Guidelines Reference Manual, SECURE-RM001
Configure the Industrial Demilitarized Zone (IDMZ) with appropriate firewalls.

Con\(erq ed Plantwide Ethernet Vs Use TCP/IP connections between zones.

architecture (CPwE) For more information, see:
Converged Plantwide Ethernet (CPwE) Design and Implementation Guide, ENET-TDOO1
Use antivirus and anti-malware software to harden workstations.

Antivirus software Yes Important: Confirm that antivirus software does not affect control system processing.
For more information, see:
« System Security Design Guidelines Reference Manual, SECURE-RM001
Use FactoryTalk® Policy Manager software (installed on the FactoryTalk Directory Server) to
define communication between zones.

CIP SecurityT" Recommended For more information, see:
« CIP Security with Rockwell Automation Products Application Technique, SECURE-AT001
« Deploying CIP Security within a Converged Plantwide Ethernet Architecture, ENET-TD022
« FactoryTalk Policy Manager Getting Results Guide, FTALK-GROO1
Configure and use the following:
« Change detection and reporting
« Scheduled backups

FactoryTalk AssetCentre software Yes
For more information, see:
« Configure System Security Features User Manual, SECURE-UMOO1
« System Security Design Guidelines Reference Manual, SECURE-RMO01
The process instructions and library objects are designed to work with Rockwell Automation
products to provide:

PlantPA . . d + Input validation

antPAx process instructions an Recommended « Deterministic output

object library .
« Alarms and error handling
For more information, see PROCES-RM200
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Requirements for Data Confidentiality

Protect the confidentiality of communication and data to help prevent
unauthorized disclosure.

v

Product

Required to Meet IEC-
62443-3-3 SL1

Details

Converged Plantwide Ethernet
architecture (CPwE)

Yes

Segment the network into the required zones and use firewalls.

Use conduits to zone-to-zone connections.

Use encrypted hard disk drives in computers.

If necessary, use cryptographic algorithms according to industry practices.

For more information, see:

« Converged Plantwide Ethernet (CPwE) Design and Implementation Guide, ENET-TDO01

« Deploying Industrial Firewalls within a Converged Plantwide Ethernet Architecture, ENET-
10002

CIP Security

Recommended

Use FactoryTalk Policy Manager software (installed on the FactoryTalk Directory Server) to
define communication between zones.

Note: Integrity only does not provide confidentiality. Use CIP Security confidentiality profile if
confidentiality is desired.

For more information, see:

« CIP Security with Rockwell Automation Products Application Technique, SECURE-AT001

« Deploying CIP Security within a Converged Plantwide Ethernet Architecture, ENET-TD022
« FactoryTalk Policy Manager Getting Results Guide, FTALK-GROO1

Wireless access

Recommended

Configure and use the following:

« Implement encryption algorithms for wireless access (such as WPA2 Enterprise, AES
Encryption TLS, or IPSEC)
« Implement the PKI infrastructure to aid device authentication

For more information, see:
« System Security Design Guidelines Reference Manual, SECURE-RM001

Requirements for Restricted Data Flow

Segment the network into zones and conduits to manage the flow of data.

v Product g;zzg?;-?sﬁﬂ IEC- Details
Segment the network into the required zones.
« Use a separate VLAN for each zone.
Converged Plantuide Ethernet s « Firewalls provide additional protection
architecture (CPE) For more information, see:
« Converged Plantwide Ethernet (CPwE) Design and Implementation Guide, ENET-TDO01
« System Security Design Guidelines Reference Manual, SECURE-RMOO1
PlantPAx uses virtual templates to support partitioning data.
Virtualization Recommended For more information, see:
+ Virtualization on page 280.
Use FactoryTalk Policy Manager software (installed on the FactoryTalk Directory Server) to
define conduits.
CIP Security Recommended For more information, see:
« CIP Security with Rockwell Automation Products Application Technique, SECURE-AT001
« Deploying CIP Security within a Converged Plantwide Ethernet Architecture, ENET-TD022
« FactoryTalk Policy Manager Getting Results Guide, FTALK-GROO1
Use Network Attached Storage (NAS) in a segmented location to store backups of virtual
Network Attached Storage (NAS) Recommended images, system documentation, and related files where a FactoryTalk AssetCentre application
isn't appropriate.
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Collect and access security logs.
Requirements for Timely Response to Events

v Product g;zzlé'_e;_gosl;l-t:et IEC- Details
Configure and use the following:
« Audit log accessibility
« Continuous monitoring
FactoryTalk AssetCentre software Yes
For more information, see:
« Configure System Security Features User Manual, SECURE-UMQO1.
« System Security Design Guidelines Reference Manual, SECURE-RM001
Optional
FactoryTalk Secure Remote Access (Required if access via . .
Software untrusted networks is For more information, see Remote Access on page 282
desired)
Protect the internally stored audit logs in individual products in the system.
Configure the FactoryTalk AssetCentre audit log to collect these individual audit
Individual products in the system Yes logs.
For more information, see the user documentation for the individual products.

Maintain the availability of the system against the denial-of-service events.
Requirements for Resource Availability

Required to Meet IEC- .
62443-3-3 SL 1 Details

Configure the operating system to priaritize control system functionality over
antivirus checks and patching.

Network redundancy is highly recommended.

Configure virtualization software to manage service limitation.

Download software patches from trusted sources.

v Product

Windows infrastructure Yes

For more information, see:
« System Security Design Guidelines Reference Manual, SECURE-RM001

Configure managed switches for both distribution and access functions.
Use QoS and ACLs to configure proper segmentation.

Managed switches Yes For more information, see:
« Chapter 4 Network Infrastructure

« Converged Plantwide Ethernet (CPwE) Design and Implementation Guide, ENET-
10001

Configure and use the following:
« Asset inventory

« Control system backup
FactoryTalk AssetCentre software Yes « Disaster recovery

For more information, see Configure System Security Features User Manual,
SECURE-UMOQ!.

Provide your own UPS with separate battery unit and redundant power supplies.
UPS Yes Size the UPS so that is correctly supports the system and provides enough power to
properly shut down servers and workstations.

Virtualization The PlantPAx architecture uses virtual templates, VLANS, and zones to
support partitioning data, applications, and services. Virtualization is
preferred for all server and client operating systems. The VMware platform
works with all Rockwell Automation products in the PlantPAx architecture.

The VMware ESXi hypervisor is on each physical server and configured for
management by a central vCenter Standard edition server.

In your VMware implementation, make sure:

. Ifyou support remote access, the asset owner can terminate any remote
connections.

« The control system continues normal operation during a backup.
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« To maintain audit logs of all backup and restore activities.

VLAN Recommendations

Table9 -
Zone VLAN IP Address Gateway Subnet Mask
Management 500 192.168 10.0/26 192.168.10.1 255.255.255 192
PRP Controller 501 192.168 10.64/26 192.168.10.65 255.255.255 192
Operator 510 192.168 10.128/26 192.168.10.129 255.255.255 192
Engineering 5N 192,168 10.192/36 192.168.10.193 255.255.255 192
Management 400 192.168 11.0/26 192.168.11.1 255.255.255 192
OLR Controller 401 192.168 11.64/26 192.168.11.65 255.255.255 192
Operator 410 192.168 11.128/26 192.168.11.129 255.255.255 192
Engineering 41 192.168 11.192/36 192.168.11.193 255.255.255 192
Management 300 192168 12.0/26 192.168.12.1 255.255.255 192
Simplex Controller 30 192.168 12.64/26 192.168.12.65 255.255.255 192
Operator 310 192,168 12.128/26 192.168.12.129 255.255.255 192
Engineering 3n 192168 12.192/36 192.168.12.193 255.255.255 192
Server Management 600 192.168 53.0/24 192.168 53.1 255.255.255 0
Application 601 192.168 52.0/24 192.168 52.1 255.255.255 0
OWS/EWS ows 610 192.168 50.0/24 192168 50.1 255.255.255 0
EWS 611 192.168 51.0/24 192.168 511 255.255.255 0
Management 700 192.168 105.0/24 192168 105.1 255.255.255 0
Wireless 702 192,168 104.0/24 192,168 104.1 255.255.255 0
DMz DMz 703 192.168 100.0/24 192168 100.1 255.255.255 0
IDMZ 104 192.168 101.0/24 192.168 1011 255.255.255 0
IDMZ 705 192.168 102.0/24 192.168 102.1 255.255.255 0
IDMZ 706 192168 103.0/24 192,168 103.1 255.255.255 0
Management 200 192.168.13.0/27 192.168.13.1 255.255.255 224
Rapid Mix 201 192.168.13.96/27 192.168.13.97 255.255.255 224
OEM 202 192.168.13.128/27 192.168.13.129 255.255.255 224
. Blend Fill 203 192.168.13.160/27 192.168.13.161 255.255.255 224
CIP Security Zones
Clean Place 204 192.168.13.192/27 192.168.13.193 255.255.255 224
Safety 205 192.168.13.224/27 192.168.13.225 255.255.255 224
Operator 210 192.168.13.32/27 192.168.13.33 255.255.255 224
Engineering M 192.168.13.64/27 192.168.13.65 255.255.255 224

« Network Devices first 10 IP addresses start at .2
« Host IP addresses start at .12
« PRP zone devices (10.2...10.11) and hosts (10.12...10.63)
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Remote Access Follow the best practices referred to in Stratix 4300 Remote Access Routers,
Publication 1783-umoi4.

It’s required that the following setting be implemented:
« Log all connection operations

It's recommended to require a comment when a device connection ends.

These settings can be enabled by:
1. Login to the FactoryTalk Remote Access service (via FT Hub)
2. Navigate to Settings > Options >
3. Select the settings and save

Options

Explorer

Domain view

Require a comment when a device connections ends

Devices view y :
Log all connection operations

Map view : 2 ; :
E [ send email notifications of account information ()

Settings

Options

Audit
Operations
Connections

Tools
VPN settings
Device setup

Download
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Appendix A PlantPAx Security Certification

CIP Securlty CIP Security™ is a standard, open-source communication mechanism that
helps to provide a secure data transport across an EtherNet/IP™ network. CIP
Security lets CIP™-connected devices authenticate each other before
transmitting and receiving data.

CIP Security uses the following security properties to help devices protect
themselves from malicious communication:

« Device Identity and Authentication
« Data Integrity and Authentication
« Data Confidentiality

Rockwell Automation uses the following products to implement CIP Security:

« FactoryTalk® Policy Manager software (includes FactoryTalk System
Services, version 6.20 or later)

« FactoryTalk Linx software, version 6.11 or later (lets workstation software
communicate securely using CIP Security)

+ Studio 5000 Logix Designer® application, version 31.00.00 or later

This application is required to interface with CIP Security-enabled Logix
controllers. The minimum application version varies by controller
product family.

For more information on CIP Security, for example, a list of CIP Security-
capable products and publications that describe how to use the products,
including limitations and considerations, see the following:

« https://www.rockwellautomation.com/en-us/capabilities/industrial-
security/security-products/cip-security.html

«  CIP Security with Rockwell Automation Products Application Technique,
publication SECURE-ATo01

CIP Security Architecture

OEM Zone Vian 202 . . Rapid Mix Zone Vian 201
L75E5LTS with 1756 ENATR

Blend and Fill Zone A Vian 203
| | 1756-L85E

L — i

1l Safety Zone Vian 205
Blend and Fill Zone B Vian 203 Clean and Place Zone Vian 204 1756-L735 w 1756-ENATR
INa Cantroller (RIO) 1756-175 w 1756-ENATR

4., Secure Communication

E Permitted Communication
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Notes:
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Appendix B

Firewall Configurations

Common Ports Table 10 shows the most common ports that must be considered during the
firewall configuration.

Table 10 - Common Firewall Port Descriptions

Port Type Usage

25 TCP SMTP mail

80 TCP Standard WWW port

123 ubp Network Time Protocol

135 TCP Remote process calls

137 uoP

138 ubp File and printer sharing

139 TCP

445 TCP Use in the Collective configuration and file and print sharing
1433 TCP Communication to SQL server

1434 UDP Browsing for SQL server

;}8;0 EEE Rockwell Automation® trace diagnostics

Rockwell Automation TCP/  Table 11 shows the TCP/UDP ports for Rockwell Automation® firmware and
UDP Ports software products.
For periodic updates, see the Knowledgebase Answer ID 29402

at http://www.rockwellautomation.custhelp.com.
Table 11 - TCP/UDP Port Descriptions

Port Type Protocol Products Comments
®
23 TCP Telnet I\&”Ds\}gﬁce@, before release 1.3 Diagnostic command-line interface (see also 55555)

1769-L35E, 1763-L32E1756-ENBT,
1756-EN2T,1756-EWEB,1768-ENBT,
25 TCP SMTP 1768-EWEB,1788-ENBT,1763-L16x Outbound email only
1766-L32x,FactoryTalk® AssetCentre, FactoryTalk®
Transaction Manager, FactoryTalk® Integrator

1756-ENET,1756-ENBT,1756-EWEB,
1756-EN2T,1794-AENT1734-AENT,
1769-L.35E, 1769- L32E,1788-ENBT, )
67...68 uoP DHCP/BOQTP T761-NET-EN|1785-LXXE T785-ENET Client only
1791ES,1763-L16x,1766-L.32%, PowerFlex® Drives,
PowerMonitor™ 3000, PanelView™

69 uop TFTP 5820-EI For binary download, used in conjunction with BOOTP

1756-ENET,1756-ENBT,1756-EWEB,
1794-AENT,1734-AENT,1769-L35E,
80 ToP HTTP };g%-_ﬁ%(%1]77%85'2%%?177%_'&;)( ENI FactoryTalk ViewPoint can use any other custom
1763-L16x,1766-L32x, PowerFlex Drives, PowerMonitor assigned port

3000, PanelView, FactoryTalk® View SE, FactoryTalk®
ViewPoint

123 UppP NTP PowerMonitor 3000, AADvance Network Time Protocol
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Table 11 - TCP/UDP Port Descriptions

Port Type Protocol Products Comments
135 TCP RPC/Endpoint Mapper |FactoryTalk, RSMACC™ DCOM endpoint mapper
1756-ENET,1756-ENBT,1794-AENT,
1734-AENT, 1763-L35E, 1769-L32E,
1788-ENBT, 1761-NET-ENI, 1785- LXXE,
161 uop SNMP T785-ENET 1747-L55x 1766- L32x,
5820-El, PowerFlex Drives, PowerMonitor 3000,
PanelView
300...400 ubp Proprietary PowerMonitor 3000 Master/slave configuration
. Transaction manager, compression server,
400...402 TCP RPC FactoryTalk Transaction Manager and configuration server
443 TCP HTTPS FactoryTalk ViewPoint When using web server with secure certificate
Master or slave (AADvance),
502 TCP ModbusTCP AADvance, Trusted® Slave only (Trusted)
1001..1009 upp Proprietary 1426 PowerMonitor 5000 Waveform synchronized broadcast
Dynami .
(1%%2??.%5535 4) TCP DCOM FactoryTalk DCOM dynamic ports
1089 ff-annunc
1090 TCP/UDP ff-fmx 1788-EN2FFR FOUNDATION Fieldbus
1091 ff-sm
Safety Network Control Protocol, used by OPC,
132 e SNCP AADvance workbench debugger, and binding networks
1330 TCP rnaprpc FactoryTalk Object RPC
1331 TCP rnaserv FactoryTalk Service control
1332 TCP rnaserveping FactoryTalk Server health
1433 TCP N/A FactoryTalk® AssetCentre (server), SOL server communication (default port)
Recommended static destination port for MSSQL to
minimize the number of ports open on a firewall
1434 UDP WA FactoryTalk AssetCentre (server), See the Knowledgebase Answer ID 287932 at http:/
www.rockwellautomation.custhelp.com
Windows® Service installed by Sentinel USB HASP driver.
. . This service isn't required for USB dongle to function.
1947 TCP/UDP N/A SafeNet Sentinel Local License Manager See the Knowledgebase Answer ID 570831 at http://
www.rockwellautomation.custhelp.com
AADvance (Slave only), Trusted (Master or slave, used | RTU packaged in serial stream. Other ports can
2000 Tc Modbus RTU for OPC and SOF) be assigned
. Used to configure systems. The tool sends broadcast to
2010...20M uppP Discaver tool AADvance 2010 and systems reply to port 2011
1756-ENBT,1794-AENT,1734-AENT, /0 communication that is used by products that only
20 Up EtherNet/IP™ T769-L35E, 1769-L32E 1783-ENBT support /0 over EtherNet/IP
1785-Lxxe,1785-ENET,1771-DMC(x),
2222 TCP CSP 1747-155x,5820~El, PowerMonitor Il, This is the source port for connections
RSLinx® Classic
3060 TCP rnadirft FactoryTalk Directory server file transfer
3622 TCP/UDP ff-Ir-port 1788-EN2FFR FOUNDATION Fieldbus
4000 ubp Peer-to-peer Trusted Original simplex protocol
4120 Production server
Al Server manager
522 o RPC RSBizWare™ PlantMetrics™ server
4123 Task manager
4124 Scheduler server
4125 Scheduler CTP server
- . See the Knowledgebase Answer 1D 68260 at http:/
iy TCP TCP/IP FactoryTalk® Diagnostics (CPR SR3) www rockwellautomation.custhelo.com
5000 uppP Peer-to-peer Trusted, AADvance Enhanced (new) protocol
. . See the Knowledgebase Answer ID 68260 at http:/
5241 TCP TCP/IP FactoryTalk Diagnostics (CPR9 SR4 and greater) www.rockwellautomation.custhelo.com
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Table 11 - TCP/UDP Port Descriptions

Port Type Protocol Products Comments
5450 Pl network manager
5454 .
Analysis Framework v1.x
5455
5456 TCP FactoryTalk® Historian Site Edition ACE 2 scheduler
5457 Asset Framework server
5458 Pl notifications
5459 Asset Framework to OLEDB Enterprise
6000 TCP Workbench Trusted Online debugger
6543 TCP rnaalarming FactoryTalk Marming server
7002...7004 TCP FactoryTalk AssetCentre (default) FactoryTalk AssetCentre services
7600 Event multiplexor
7100 TCP FactoryTalk Event server
70 Directory server
7120 HMI server
Z?z e FactoryTalk® View SE i;rlvaeg;\::;:;wmk
7123 Historical Data Log reader
8080 . Production server, reports
TCP HTTP RSBizWare
8081 Server manager
8083 TCP HTTP CTP Server
27000..27009 CP TCP/P e Lol LY., b e nowe tlir;éjbtaossrau/?nzbixrsl\[/]R%% p
184922 at http:/www.rockwellautomation.custhelp.com
1756-ENET,1756-ENBT,1756-EWEB,
1794-AENT,1734-AENT,1769-L35E, )
1763-L16x,1766-L32x, PowerMonitor3000, PanelView,
RSLinx Classic, FactoryTalk Linx
49281 Tce TCPAP Fgg:gm::llﬁlil;\\;/es[éaﬁ?‘il tag server HMl tag server
55555 TCP Telnet AADvance from release 1.3 Diagnostic command-line interface
60093 TCP TCP/IP FactoryTalk Diagnostics (CPRI SR2 and earlier) See the Knowledgetase Answer ID 68260 at hitp://

www.rockwellautomation.custhelp.com
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Notes:
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Appendix C

PlantPAx Deployment Recommendations and
Verification Tool

The PlantPAx® verification tool is a Microsoft® Excel® spreadsheet (.xIsx) that
helps verify that functionality complies with PlantPAx deployment
recommendations.

Knowledgebase Technote, PlantPAx System Release 5.10
Configuration and Implementation Tools, contains the PlantPAx
checklist spreadsheet. Download the spreadsheet from this public
article and use the tab that is referenced in each step.

You may be asked to log in to your Rockwell Automation web account
or create an account if you do not have one. You do not need a support
contract to access the article.

Use the spreadsheet (.xIsx) file as is. There are formulas that correspond to
recommended PlantPAx settings. Any edits that you make can affect the
validity of the results.

Each section in this appendix contains a checklist that corresponds to a tab in
the verification tool. Each item (row) in a checklist corresponds to a row in the
verification tool.

Checklist Description

Design Recommendations Tab System design considerations and best practices

System Infrastructure Tab System infrastructure elements that are shared across all servers and workstations
Server or Workstation Tab Loading and configuration of each individual server and workstation

System Architecture Tab Design and configuration of your system components

PASS Tab Design and configuration of the applications that PASS servers host

Controller 5x80 Tab Application and load on a ControlLogix® 5580 or CompactLogix™ 5380 controller
Controller 5x70 Tab Application and load on a ControlLogix 5570 or CompactLogix 5370 controller
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Design Recommendations

The Design Recommendations tab lists best practices to follow when you

Tab design a PlantPAx system.
System ID
Design Recommendation Tab: Overall Considerations
Row Guidelines Description
4 PlantPAx Core Software bundle Catalog number of the PlantPAx Core Software bundle
The System Integrator generated the .raai file via the FactoryTalk® AssetCentre inventory agent
° Inventory agent The .raai file contains the System ID serial number There could be multiple .raai files, for example, one for
each subnet accessible by the FactoryTalk AssetCentre server
6 MyEquipment portal ggftglystem Integrator registered to the system, and provided directions on how to access the MyEquipment

290

The PlantPAx System ID is a unique identifier that helps simplify the
management of your application over its lifecycle. The System ID creates a
record of the installed hardware and software in the system and provides a
dashboard that shows the hardware lifecycle status, notifications of updates
and patches, and compatibility information.

The System Integrator uses an Asset Inventory Agent in a FactoryTalk
AssetCentre project to generate the System ID and .raai file. The System
Integrator registers your System ID with Rockwell Automation and provides
you directions on how to access your MyEquipment portal.

Knowledgebase Technote, PlantPAx System Release 5.10
Configuration and Implementation Tools, contains the System ID
instructions for System Integrators only to generate and register a
PlantPAx System ID.

You may be asked to log in to your Rockwell Automation web account
or create an account if you do not have one. You do not need a support
contract to access the article.
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Controller Considerations

Design Recommendation Tab: Controller Considerations

Row Guidelines Description

Keep the shortcut, ACD file name, and controller name similar (intuitive).
7 Controller name Follow a systematic naming structure to help identify each controller in all system components.
Inconsistent naming can create confusion in a production environment.

Follow ISA standards for control strategy and instrument naming schemes.

Keep in mind devices that are already labeled in the field and the wire/cable numbers that are in place.

8 Routine / Tag Names Existing names can mean less flexibility for future field device names.

ISA tag naming is an industry standard which design firms often follow when developing P&IDs. Link tags in
the controller to the P&IDs to help link the process (P&IDs) to the programming within the control system.

Organize control programs to contain logic based on required execution rates.

Organize code in a program within the desired task that aligns with the process area. If code for a given
process area must execute at different rates, create multiple programs in different tasks that are related to
the same process area. Program names should be the same in the different tasks but with an indication
that is embedded within the program name that indicates the task. This helps identify which task the
program resides in when the programs are organized in the Logical Organizer.

9 Controller Organizer

In the Logical Organizer, folder names should be the same as the primary graphic display names.

The Logical Organizer contains folders which contain the programs for specific process areas. Each folder
contains the code that supports the HMI display for a single process area and is aligned with alarm groups.
10 Logical Organizer The alarm groups provide navigation to identify which HMI displays contain active alarms.

The folders in the Logical Organizer should match the graphical hierarchy (L1, L2 & L3) so that the alarm
builder tool creates alarms in the appropriate alarm groups and populates the navigation bars correctly.

Have one routine per device to help ensure that online edits only affect that specific device.

Name each routine the same as the device name to help identify routines and their devices in the Controller
Organizer.

11..34 | Controller Routines Each device (such as motor, valve, PID) should use a standard PlantPAx control strategy that is
programmed in function block diagram.

Keep supervisory or device control logic external to the device control strategies. This reduces variability
among strategies and minimizes the risk of replicating modified control strategies.

Align programs with graphic displays (typically L3 displays) so that the routines in a program have the
same primary HMI display.

« Alarm annunciation breadcrumbs highlight the associated navigation bar button.

« If you add a device to a display, the device is also added to the associated program and alarm group.

15 Controller Programs

Library Considerations

Design Recommendation Tab: Library Considerations

Row Guidelines Description

16 Process Library Objects Do not modify process library Add-On Instructions or graphic objects.

Alarm Considerations

Design Recommendation Tab: Alarm Considerations

Row Guidelines Description

17 Standards Follow ISA 18.2 standards for alarm management

Avoid extensive use of ALMA and ALMD instructions. These instructions provide a high-resolution time
stamp, but they also use considerable data server bandwidth. Minimize ALMA and ALMD use to only those
alarms that require high-resolution time stamps.

Instead use tag-based alarms and FactoryTalk® Alarms and Events alarms.

18 ALMA / ALMD Alarm Instructions
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1/0 Considerations
Design Recommendation Tab: I/0 Considerations
Row Guidelines Description
Ideally, the I/0 RPI equals half of the task execution time (0.5 * associated task period).
19 RPI The 1/0 update sampling frequency should be twice the frequency of the logic execution. More frequent
sampling over uses I/0 communication bandwidth. Less frequent I/0 sampling can result in poor control.
Select an 1/0 connection method: I/0 mapping, direct I/0 connection, aliasing, or program parameters.
20 Consistent 1/0 Methodology Choose a method that works best for your installation and consistently apply this method throughout your

application.

Design Recommendation Tab: HMI Considerations

HMI Considerations

Row Guidelines Description

9 Graphical Framework g:ﬁ vtgr‘i/ %rfaﬁgicdiFer{g;:ork that comes with the process library. This framework helps achieve a consistent
92 Follow ISA 101 Style Guide I}r}srsr;?a?gir?t?art]??qifgggt 2 r?t?gr?.ismm delivery of HMI displays. The standards also help draw attention to
i
24 Design for the Future Name applications and Areas with future development in mind.

System Infrastructure Tab

System Infrastructure Tab

The System Infrastructure checklist assumes:

Your PlantPAx system is operable (for example, the HMI application is
running and the latest operating system patches are installed).

Your system infrastructure has been configured such that:

You've defined a range of IP addresses for the DHCP server in the
domain, if applicable for your system.

You have created groups and assigned users in the domain controller.

If you're using virtualization, the VMware vSphere Client software is
installed and connected to a vCenter server or ESXi (hypervisor) host.

Row Guidelines Description
BIOS Power-Saving Options Disabled?

4 Hardware From the computer BIOS, specify whether the BIOS power-saving options are disabled. Power-saving
options reduce computer resources for your system elements.
Using Virtualization? S

5 Virtualization Specify whether your system uses virtualization.

We recommend use of VMware due to the extensive testing and development of PlantPAx virtual templates.
VMware also simplifies maintenance, backup, and disaster recovery.

292
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System Infrastructure Tab

Row Guidelines

Description

6-13 Hypervisors

If you're using virtualization, enter the percentage of CPU use and memory use for each computer.

« CPU use recommended to be within 50% of resources
« Memory use recommended to be within 50% of resources

From the web browser (Firefox recommended), enter the IP address of the vCenter server and log into the

web client.

If a group of ESXi hosts is available in the selected context, select the host or group of hosts from the Source

list to generate an HTML output. Print the output and store with the verification tool.

vmware: Esxi

7 Detvienter Server | TR Cresteechster'™ | g Shutdesn  [ig Mebool

R e
LI ol

Eapag:

5 Hlisigaior

PREE: 379 fibiz
P
FREE 0

AT 6350 60

FREE 300 18
—

17 AN B

YAED- 108 TH AP

- Hardware.

= Confguration
= Sysiarm mfarmation

= Parformance summany st hour

nostGEU

Consemedhost CFU )

&ﬂ 3 132 1230 "0 1348 1355 N&

AP 247§D

4
H
z
K
]
a

14 Domain

All servers and workstations are in the same domain
Specify whether all servers and workstations are on a Windows® Domain.

On the domain contraller, go to Server Manager > Tools > DNS and verify that all servers and workstations

are listed in the DNS Manager dialog box.

2 DNS Manager
File Achon View Help

I EEEEN TEEECE

& oNs Mame Type
# i B e
~ Forward Lockup Zanes = B
&l _misties.Plant Py Rocewe llAutomation com| | =5 -tcp
| PrantPix Rockwelldutomation.com =
| Reverse Lockup Zones =-ude
= Trust Points = ComainDnsZanes
“| Conditienal Forwarders dFerestDnsZones
F (=ame as parent folder) Start of Authonty (50A)
[Elisame a5 parent folder) Mame Sarver [HE)
[Eltsame as parent folder) Heme Server (ME)
[Fizame s parent foldes) Host (4]
[ (came ac parent folde) Host (4]
E padc! Host (A]
E;padl:a Host (A]
[Elpance Hast (2]
[Elpassm Host (2]
[E]passoz Host (4]
B asHm Hest (A}
[FlasiHoz Host (4]
< 3| €

Data

11211 padca.plantpm.rock...
padzh. plantparackwsllz...
padcaplantperockwells...

17220110

17220111

17220.1.10

17220110

17220010

172201170

17220011

172201301

172201102

In the Notes, document any clients that aren't in the domain and why.
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System Infrastructure Tab: Network

Network

To collect the network data, collect the network data manually from the
webpages of each switch.

See Chapter 4, Network Infrastructure for details.

Row Guidelines Description

15 Bandwidth Utilization % Verify bandwidth < 50%.

16 Packet Error Rate Verify that there are no packet errors.

17 Temperature 0K Verify that all devices aren't reporting high temperature readings.
18 CPU Utilization % Verify CPU use < 50%.

19 Memory Utilization % Verify memory use < 50%.

Server or Workstation Tab

294

Servers and Workstations

List the following for each server and workstation in the system (rows 20...93).
The Server or Workstation tab is where you record data regarding each server
and workstation:

« Computer name
« System role (select from pull-down)

The Server or Workstation Name checklist assumes:

«  Your PlantPAx system is operable (for example, the HMI application is
running and the latest operating system patches are installed).

« The Performance Monitor (PerfMon) utility is connected to the servers
and workstations that are being verified

IMPORTANT  Make a copy of this worksheet for each computer (server or
workstation) in your system.
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Operating System

Verify these operating system requirements.

Server or Workstation Tab: Operating System

Row Guidelines Description

Specify whether the Windows firewall is enabled.
For each computer, go to Control Panel > Windows Firewall > Advanced Settings.

W Windows Firewall - o *

€ w4 @« Systemand Securty ¢+ Windaws Firewall v | 8| | Scarch Contral Panel »

e 1 PC with Wi es |
Contral Panel Home Help protect your PC with Windows Firewall

Windowes Firewall cen help prevent hackers or malicious software from geining access to

Allzw an apg or feature your PC through the Internet or a netwerk,
through Wi rewall
®) Change notification settings . Q Domain networks Connected

& Tumn Windows Firewall on or
Networks at s workplece that are attached to o domain

B fesiie Semts [ dows Frewall state: on |
Q Incoming connections: Elock all connections to apps that are not.
Troubleshoot my nebwork on the fist of allowed apps
4 Windows Firewall Being Used Inbound rules allow or block inbound netwaork traffic. Verify that Rockwell Automation software is allowed so that data
and information isn't blocked between application servers.
& Windows Firewall with Advanced Security - [m] =
File Action  View Help
s 26 BE
'— c pe—— =
T Name. mells. Action || Inbourid Rules
Eu Connection Security Rulss :‘:: BTN oo Domzin  Allow B3 Mew Rule..
Bl Manitering RSLindlG.exe Comain  Allew Fil Profile b
@ RSLinGNE02, 200 Domain — Allow B Pikerly P
& RSLincIG02.2ce Domain  Allow W ORehyse Gk
@ RSLinShortcutADAe..  Domain  Allow T Fikerby Group b
@ RstincShortcutACA e, Domain  Allow B Clear All Filters
@ RsvcHost exe Domain  Allew w -
@ ReveHost eve Domain Allow
[ SRV NSO S [ R Ablae il Refresh
Specify whether the server or workstation operating system that you're using matches PlantPAx system

5 Operating System Valid recommendations.
See the PlantPAx Distributed Control System Selection Guide, PROCES-SGOO1.

Specify whether you installed the latest software patches for the Rackwell Automation software that is in the PlantPAx
6 Rockwell Software® Patches Applied system.
All servers and clients in the system must have the same FactoryTalk® patch updates to avoid unexpected results.

Specify whether you disabled power-saving for the Network Interface Card (NIC).\
For each computer, go to Control Panel > Network and Sharing Center > Properties > Power Management.

Make sure the ‘Allow the computer to turn off this device to save power’ is disabled (no check mark).

M c

% Comp Properies H

Ineel[R) B2574L Gigehit MNetwork Connection Properties ®
Netwiorking | Sharng
Gereral Adverced  Diver Detsis  Everds Fower Manazemert

Connect usng:
f? Irme(R) 825741 Gigbn Metwork Conmecton a“ Irt=l{R) 835741 Gigabit Metwaork Connection
I_.l Aliow tha computer to tum off tha devica 1o save :owei
Thiz conrection uses the folowing flems: -
7 NIC Power-Saving Options Disabled el =it For Merosi Hetks - the computer

1 U Fi 2nd Printer Sraring for Momaah Networks
W] "B GoS Fackst Scheduler

Wl 4 Ftemet Protocol Version £ (TCPAP)

[ o Micrsott Networkc Acapter Mutinlescor Protocsl
B 5 Microsoft LLDP Protocal Driver

bl 4 ktemet Protocol Vension § (TCPAPYE) -
£ >
Izl Uninstll Fropenies
Descriplion
Aloves your compuler fo sccess resoursss o a Micosolt
netwaork.
oK Caneel Corcel
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Server or Workstation Tab: Operating System

Row Guidelines

Description

8 Windows Power-saving Options Disabled

Specify whether you disabled power-saving for the Windows operating system.

For each computer, go to Control Panel > Power Options and verify the Change when computer sleeps field is set to
Never.

E Control Panel'Systern and Security'Power Options'\Edit Plan Settings o [m}

= v A B « Pow.. > Edit Plan Set.. v @

Search Contral Panel ¥l

Change settings for the plan: Balanced

Choose the sleep and display settings that you want your computer to use.

[ Turn off the display: MNever ¥,

% Putthe computer to sleep: | Mewver w

9 Desktop Experience Enabled in RDS Servers

Windows Server 2016 and newer have Remote Desktop Server (RDS) functionality that is enabled by default.
Windows Server 2012 and prior, RDS is disabled by default and you need to enable the functionality. For each
computer, go to Server Manager > Local Server and review the Roles and Features listings.

10 Adjust for Best Performance Is Selected

Specify whether Windows settings are enabled for best performance.

When Adjust for Best Performance is selected, enhanced features that aren't used are turned off, which yields more
memory and performance for the system.

For each computer, go to Control Panel >System > Advanced System Settings > Advanced tab > Settings and on the
Visual Effects tab, make sure Adjust for best performance is enabled.

Performance Options X

Visual Effects  Advanced Data Execution Prevention

Select the settings you want to use for the appearance and
performance of Windows on this computer,

(O Let Windows choose what's best for my computer

(O Adjust for best appearance

(®) Adjust for best performance|

(O Custom:

[ Animate controls and elements inside windows

[ Animate windews when minimizing and maximizing
[ TS S A,

n Data Execution Prevention Windows Only

Specify whether Data Execution Prevention is enabled for essential Windows programs and services.
For each computer, go to Control Panel > System > Advanced System Settings > Advanced tab > Settings and on the
Data Execution Prevention tab, make sure ‘Turn on DEP ...is enabled.

Ferformance Options x

Visual Effects’| Advanced  Dsta Becubon Preventon

~ Diata Execution Prevention (DEP] elps protect a
4 damage from wiruses and other securty threats, Howd
Es Uik

(@ Turn on DEP for essential Windows programs and services only

(23 Turn on DEP for all programs snd services exceptthose | select
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Server or Workstation Tab: Operating System

Row Guidelines Description

Specify whether a user is never notified by the User Account Control.
For each computer, open the User Account Control settings and make sure Never Notify is enabled.
B9 User Account Cantrol Settings e o s
Choose when to be notified about changes to your computer
User Account Control helps prevent potenbially harmful programs frem making changes to your
computer,
Tell me mors abeut User Account Control settings
Always nobfy
- = Never notify me when:
12 User Account Control Never Notify = Apps tyinstalbsobmarsapmake changestomy
computsr

= = ® | make changes to Windows settings

- @ Notrecommended,

13 This step is for computers that are not internally managed by a Windows System Update Server (WSUS).
Verify that Windows automatic update is disabled. Disabling this functionality helps prevent updates that haven't
been qualified by Rockwell Automation from being installed on the workstation or server.

For Windows 10, Windows Server 2016, Windows Server 2019 operating systems:
1. Open the Run command (Win + R) and enter: services. msc
2. Select the Windows Update service from the Services list.
3. On the General tab and change the Startup Type to Disabled.
4. Restart the computer.
For Windows Server 2012 and prior:
Windows Automatic Update Is Disabled 1. For each computer, go to Control Panel > Windows Update and make sure that the update option is disabled.
2. Restart the computer.
" Wiresows Upaat [=T=h=
- B B e B gyl Farwl Borms 8 . | i i
- v L1}

; x . a [[PSFTY n—p—.—ulq..ql—n-.q-

14 Verify that the Event Viewer is not showing errors in the logs.

For each computer, go to Administrative Tools > Event Viewer and verify that each log does not contain errors.
] Event Viewer - (]
File Action  ‘iew Hezlp
= & JlE
i EwertViewer [Local) FactoryTalk Diognostics  Mumber of events: 1,590 Actions
L Custam Wiews I - 3 _ Fo o
i "' Windows Logs i Filtersd: Log: FTDiag; Level: Inforration; Source: . Mumber of swvents: 1,147 Al
Event Viewer Is Not Presenting Errors ] Application Lavsl Date znd Time saurce Bventin| Taskn| [ 0P
?"' :‘;‘:”‘Y @ Information Bf1/2020 83436 AM  FactoryTalk Service 1001 Ope F oo
a o (i) Information 317200032729 AM  FactanTolk Ling OPCServer 1007 Ope feri
,‘_l I?irw:‘ded & e () Infarmation B27/2030 34645 PM FactoryTalk Visw Sudio 1001 (3 e
o k Ao and S 15 (T Infarmation 8/27/2020 34615 PM  FactoryTalk Viaw Studio 007 (3 + 0
ok i (i) Information BA27/2020 34611 PR FactoryTalk View Studio W@ Y il
5] FactonyTalk Diagnostics || (1) Information 972772000 34611 PM. - FactanyTelk View Sudio 00 @ e
B Hardwars Events (i Information B2T/2020 34611 PM FactonTelk View Studio w3 & P
{2l Irkzrmet Explorer Uil Infarmation  BRET/20200 34611 PR FactonTalk View Studin 007 (3 iﬂ Firi
B Fev bdanaeniarit Sa (i) Infarmation Br27/2000 3461 P FactoryTalk Visw Sudio o @ || L
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PlantPAx Deployment Recommendations and Verification Tool

Server or Workstation Tab: Operating System

Row Guidelines Description
Verify the mappings of IP addresses to host names
B8 Command Prompt — O x
15 NSLookup Resolved
Performance
The Windows Performance Monitor (PerfMon) utility provides a snapshot of
the current performance of a computer. To generate a performance report, do
the following for each server and workstation:
1. From the Performance Monitor utility, go to Data Collector Sets > System
> System Diagnostics and select Start.
u_;‘_i_:- Performance Monitor = a x
(&) File Action  Miew ‘Window Help E
ezl | AFEXEd2 HE| P E@ASE
(@) Performance Marne Type Dutp
v Lgw Monitoring Tools El NT Kemel Trace
B8 Perforrance Maonitor iad . . .
v [5h Data Collector Sets L ;.:Op:rat-ng Systern Conf}gurutfan
3 User Defined .fProcessor Configuration
% : Systerm) =2 Bystern Services Configuration
T Systein Didtna "'-Log:caIDisk Dirty Test Ccnfiguration
¥ Systern Perfor Sam ] Com‘!gurat!on
i Bwent Trace Sessio Srop Conf!guratfon
= Startup Bvent Trac S Templabe.. Configuration
Confi ti
Wipen Dats Marige.. Confaurtion
The system diagnostics procedure takes about 1 minute.
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2. Toview the report, go to Reports > System > System Diagnostics.

t_@Sj.‘ Performance Monitor — O
@i File  Action ‘iew ‘Window Help - 8 %
a2 X=0Bn WES
Q‘S';. Perfarmance ["Basic System Checks
v | Monitoring Taals T o
esd u ription

B8 Performance Monitor
v [} Data Callectar Sets
2 User Defined
v L Systern
7 System Diagnostics
7 Systemn Performance
i) Ewvent Trace Sessions
1] Startup Event Trace Sessions
w u Reports
@ User Defined
v I System
~ [ Systern Diagnostics

08 Checks
Disk Checks
Security Center Tests

System Service Checks

® Hardware Device and
Driver Checks

Checks for attributes of the operating system

o Checks for disk status
assed

] Checks for state of Security Center related
assed  information.

o Checks for state of system services

Passed

o Survey of Windows Management Infrastructure

assed  supported devices.

Performance

Iﬂ PASST_20200901-000001 I

B Systern Performance

Resource Overview

Server or Workstation Tab: Basic System Checks

Component Status Utilization Details
CPU QO ide 17% Low CPU load. v
Network @ Idle 0% Busiest network adapter is less than 15%. E)

Basic System Checks

Use the performance report from the Performance Monitor utility to verify the
basic system checks.

Row Guidelines Description

7| prting s s syt e e b s st Lo s,
8 Disk Checks Verify the status of the disks in the operating system.

19 Security Center Tests Verify system security-related information.

20 System Service Checks Verify the state of system services.

2 Hardware Device Driver Checks Verify the Windows management of supported devices in your PlantPAx system.

Server or Workstation Tab: Resource Overview

Resource Overview

Use the performance report from the Performance Monitor utility to verify the
resources.

Row Guidelines Description

9 cPU (%) Verify that the CPU load complies with PlantPAx system recommendations. ]
In a virtual system, the chip set on the hast machine (server) can affect CPU capacity.

23 Network (%) Verify that the busiest network adapter is < 50%.

24 Disk (/sec) Verify the operations per second performed by the hard disk drive.

25 Memory (%) Verify the memory capacity of the server or workstation.
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System Architecture Tab The System Architecture checklist assumes:

«  Your PlantPAx system was based on sizing recommendations from a
PlantPAx System Estimator project.

See Chapter 1, System Workflow.

« Your PlantPAx system is operable (for example, the HMI application is
running and the latest operating system patches are installed).

«  You have configured the following FactoryTalk software that you need
for your application servers.

FactoryTalk View Application Design

To verify these attributes, use the FactoryTalk® Administration Console or the
FactoryTalk® View Studio software.

iﬁ’ FactoryTalk Administration Consalz
File  View Toolt  Window Help
Explorer * B 3
= [ Metwor (THIS COMPUTER)
o e FTviewDema

1 Eg Instartfiz

Data Servers

i Ber FactonTalk Lins Instance 02
- FTRE
SB Tag Al and Buents
LB Mlarm znd Bvent Setup
=gk HM
C T HMI Sarver
Syrtern

AMarm Server (if used)

HMI Server

Action Groups
Falicies

e

Computers and Groups

1 Matworks and Devices
Users and Groups

i} Conhectiohs

i

=

Permissinn Sets

RL=HEDY Communications

AP NUM STRL

Server segregation helps optimize performance. To help prevent unpredictable
search results, do not insert a server into the application root path.

IMPORTANT  Each server must be in its own area. This creates a unique path for
each server so that clients don't need to examine every server.

Design the system with of future growth in mind. Future growth can affect
area names and how you segregate server by controllers within an area.
To improve performance, place:

. Data servers, alarm servers (if used), and Historian interface connectors
on the same image

« HMI and other application servers on separate images
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System Architecture Tab: FactoryTalk View Application Design

Row

Guidelines

Description

Number of HMI Servers

The system supports 10 HMI servers, whether they're redundant or not (you can have 10 redundant pairs).
The number of servers and how they're configured can impact the speed of system communication. Use
the application tree in the FactoryTalk Administration Console and select the project to be analyzed.

« Reference, identify, and count all HMI servers in your system.

« If a server is secondary, do net add the secondary HMI server to the count.

Number of Alarms Servers

The system supports 10 Tag Alarm and Event servers, whether they're redundant or not (you can have 10
redundant pairs).

Use the application tree in the FactoryTalk Administration Console and select the project to be analyzed.
« Reference, identify, and count all Tag Alarm and Event servers in your system.

Number of Data Servers

The system supports 10 data servers, whether they're redundant or not (you can have 10 redundant pairs).
Both FactoryTalk Linx and OPC UA data servers count towards the limit.

Use the application tree in the FactoryTalk Administration Console and select the project to be analyzed.

« Reference, identify, and count all FactoryTalk Linx and OPC UA data servers in your system.

Each Server Is In Its Own Area

Each server must be in its own area. This creates a unique path for each server so that clients don't need to
examine every server before they find the data they need.

Server segregation helps optimize performance. To help prevent unpredictable search results, do not
insert a server into the application root path.

E FactoryTalk View Studio - View Site Edition (Network Distributed)
File: View Settings: Tools Window Help
EEHE et 0 @ ANE e e Y

olorer - HMI Server v I X

=M Metwork (LOCALHOST)
51 fe PlantPAc HM

- e Runtime Security

LT Scripts
[EaEpata]
g5 Serverl
B FactonyTalk Ling Instance 01
= S Serverd

B FactoryTalk Linx Instance D2
B FTAE |
=1 E* Tag Alarm and Events

L Alsrm and Evert Setup

5-mE HMI
== HMI Server

o |

F00 System

B HMI Tags

40 Grephics

4.0 Logic and Cortrol
1' Data Log

B RecipePro+

B System
For more information see, Knowledgebase Technote FactoryTalk View SE Area Best Practices.
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FactoryTalk View HMI Servers

Verify that the HMI servers on the PASS comply with system
recommendations.

System Architecture Tab: FactoryTalk View HMI Servers (PASS)

Row Guidelines Description

We recommend the use of FactoryTalk® Historian software rather than FactoryTalk View SE data logs to

collect and analyze system data.
To check if data logs are used in a FactoryTalk View SE project, open a Data Log folder in the HMI server.

Verify the data log model is empty.

.rZi FactonyTalk View Studio - View Site Edition
File Wiew Settings Tools Window |
EEe e O L A
Explorer - HM| Server » O X
=08 Mebwork (LOCALHOST)
8 Uses Data Logging =g PlantPax HM
0 Runtime Security
IT Scripts
E DATA,
E FTAE
E HMI
@ HM| Server
Systern
HMI Tags
Graphics
Laogic and Control
Data Log
You can have only THMI server per computer.
In FactoryTalk® View Studio software, open Properties for each server and confirm the computer host
name.
Explorer - HMI Server T %% HMI Server Properties X
=08 Metwork (LOCALHOST)
e PlantPax HMI General Redundancy Components
i.w Runtime Security
! Seripts Mame;
P!
E DATA HMI Server
I FTAE Destriptian:
=B HMI
Systerm
9 Dedicated Servers Compiier hosting fre sarvers
[ Passnz |
Startup Type

(O on demand (Redundancy will be disabled)
(®) Load and run skartup components when operating system initializes
Project Fils (relative bo server computer):
‘ C:\Users\PUbliciDocuments\RSView EnterpriselSEWMI ProjectsiHMI Server ‘

Mumber of displays: 3 Licensed maximum: 250

Cancel Aipply Help
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System Architecture Tab: FactoryTalk View HMI Servers (PASS)

Row

Guidelines

Description

Redundancy Status

In the FactoryTalk Administration Console, select the HMI server > Server Status.

Server Status - PlantPAx HMYHMI:HMI Server -

Server status
Brimary eerver:  BASS(

Primary status: H Actve I |

Secondary server: FASS03
P

secondary statuz: H Shndb?l |

Switchover cotions
7 Continue using the secondary server even when the primary server becores avaieble agan
®) Switch over to the primary server when it becomes availble

Server switchover

dick the Switchover button to switch the Active server, The server thatis curmsntly on
standhy will become the Active 2arver and the Acte server wil berome the Standby ssrver.

In the verification tool:
« |f the status for one server is ‘Active’ and the other server is ‘Standby’, record Synched.

« Ifyou have different results, choose ‘Not Synched’ and identify the servers that are ‘Not Synched' in the
Notes.
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FactoryTalk Alarm and Event Servers

Verify that the alarm servers on the PASS comply with system
recommendations.

System Architecture Tab: FactoryTalk Alarm and Event Servers (PASS)

Row Guidelines Description

You can have only Talarm server per computer.

L Dedicated Servers In FactoryTalk View Studio software, open Properties for each server and confirm the computer host name.

Use the FactoryTalk Administration Console to select the alarm server > Server Status.
In the verification tool:
12 Redundancy Status « |f the status for one server is ‘Active’ and the other server is ‘Standby’, record Synched.

« If you have different results, choose ‘Not Synched’ and identify the servers that are ‘Not Synched' in the
Notes

In the FactoryTalk Administration Console, open the Properties for the alarm server and check Enable
History to log alarm history.

Tag Alarm and Events Properties X

General Redundancy Friorties and History

Friorities
Enable server-assigned priorties

Severity Range
Priority Low High

Medium

Low

13 Alarm & Event History

Alarm and Event History

Enable history

Database definition

| Production Alamms v

Computer name: PASS01

Database name: Production Alams

Cache file path:

|C:'.Progmm Data\Rockwell\Alarms ‘

Log languages
[ Engich (United States), envUS “]

Coos ey Hep
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FactoryTalk View Data Servers

Verify that the data servers on the PASS comply with system

recommendations.

System Architecture Tab: FactoryTalk View Data Servers

Row Guidelines Description
. FactoryTalk Linx supports 2 data server instances on one computer.
t Max Number of FTLinx Instances on any PASS In FactoryTalk View Studio software, open Properties for each server and confirm the computer host name.
. UPC UA data servers should be hosted on a dedicated computer. No additional Data, Alarm or HMI servers
E Dedicated Server for OPC UA should be hosted on the same computer with an OPC UA data server.
Use the FactoryTalk Administration Console to select the data server > Server Status. For OPC UA, select
Properties > Redundancy.
% Redund Stat In the verification tool:
edundancy status « |f the status for one server is ‘Active’ and the other server is ‘Standby’, record Synched.
« If you have different results, choose ‘Not Synched' and identify the servers that are ‘Not Synched' in the
Notes
In the FactoryTalk Administration Console, open the Properties for the data server and check Enable History
to log alarm history.
FactaryTalk Lire Serder Properties =
Gerersl Redndancy  Alaims and Everts
Ay [ Eranke afem and evert mippart
Frioties
Frcaly Lom Hich
Urgari: 75 00
Wan A0 |
Medun |21 Em
L 1 251
Al ard Event ity
A Enabie higtory
Dratzbase deliniion:
FTAE ~
Compute name. 310500
Dialshaze nam=  FlaniPax
Cache fils path
[ErPregierDaty Anckwelelors
Loa languzge:
| Ergish |Urifed Staes| arlls -
7 Alarm & Event History bl JL el o

chery Tl e P U8 s .
= B et DPCUSA (Presary) | GPCTH TEeesdon
- oo O LIA Srpars
O B -
4 ® ul T e
® U apc X tgcnmz 44100 s
8| Ui b Sepcaim} 5100
Pl Tome
) Dhogniea
FactoryT ol
Li}
s e Pra——

FactoryTalk AssetCentre Configuration

As arule, do not to exceed 100 assets over a 12-hour period per agent.
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To verify the FactoryTalk AssetCentre configuration:
1. On the AssetCentre menu bar, select Help > About.

LY FactoryTalk AssetCentre i) B -
File Edit View Tosks Tools W!ndm\J Help I
B EH S B 0 8B A Contents Brchive ‘

fonetView & K‘ i & ShowHep  F
& Design :

Installation Guide

Quick Start

I Ahout I

2. Inthe Components box, select FactoryTalk AssetCentre Server Features.

About FactaryTalk AssetCentire -
} Factary Talk AssetCenirs Weming: This computer procram is protected by copyricht law and
v 0.0000.199 i ional treaties.  Unautt i Juction or detrbution of
e : this program, or any potion of . may resul in severe cill and
{c) 2018 Rockwel Automation Inc: crminal penakies, and wil be preecited 10 the maemum axtant

poszhle underthe law
Components:

Cortact rfomaton

Componeni details:

MName Dretaila:

AT . Licersed Asact Capachty: Unlmited
Ageni Groups Information Assel loenses inuse: 0
FacloryTake AssetTanire Server = Total syslem esseis 1
Disz=rer Recoveny - Roclosel
Chgzeter Recoveny - Motoman

Diezster Racovery - Fanue

Caibrtion Managemert

Caibration Manapemert - Remoie workstation
Cafhetinn Mananemest - Fuke heodbeld

< m ¥

Windows Lisar . .
Fatrash Copy Inla
System Architecture Tab: FactoryTalk AssetCentre (AppServ-Asset Mgmt)
Row Guidelines Description
18 Number of Assets Licensing determines the allowable number of assets. A base license includes 10 assets.

From the Details pane of the FactoryTalk AssetCentre dialog box, verify the number of total system assets.

Specify the number of controllers that are configured for Disaster Recovery (requires a Disaster Recovery
19 Number of Disaster Recovery (DR) Assets license).

Select Disaster Recovery - Rockwell in the FactoryTalk AssetCentre dialog box.

Agents are programs that communicate with the FactoryTalk AssetCentre server and perform server tasks,
such as disaster recovery.

By using agents, work is distributed and shared among computers to help spread processing load. View the
2 Number of Agents number of agents in the bottom-right corner of the FactoryTalk AssetCentre dialog box.

& SYSTEMADMINISTRATOR =3 c«amea
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System Architecture Tab: FactoryTalk AssetCentre (AppServ-Asset Mgmt)

Row Guidelines Description
Determine the frequency that the assets are scheduled to upload.
Enter the number of days between asset uploads from the Schedules > Timing properties dialog box.
Fectory Talk AszatCerte
T o o e
2 How Often DR Assets Configured to Upload

FactoryTalk Historian SE Configuration

Verify that the following FactoryTalk View Historian SE design attributes

comply with system recommendations.

System Architecture Tab: FactoryTalk Historian SE (AppServ-Info)

Row Guidelines Description
Verify the number of paints that are in use.
To view the number of points on the FactoryTalk Administration Console dialog box, go to System >
Connections > Historical Data and select the Historian SE server.
" FactonyTalk Administeation Conscle
Explorer 18] Production Fstoran - Historlan Server Conrection Proceries BBl ||
22 Points In Use DG e Rty T A T Fom Sarees
= Jj‘: 6 Ieitace Ty Fuirisie Use Lt
Gl Fochwell 7 ]
i i s 0 0
¥ Metnrand Buvie s ristace Tyne Alazaten Forisin Llze Linsd
120 Ve ared G = T 5 =
= 3 Cormections
% Databases 18
=] Hirkarizal Didn
= 8 Production Histonen
Fr FTL0T
The limit depends on the points in use and the license limit.
23 Points Limit This value sets a benchmark that can be compared to future server results. The comparison can identify a

potential issue with too many points per license.
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System Architecture Tab: FactoryTalk Historian SE (AppServ-Info)

Row Guidelines

Description

24 Fastest Scan Class

Verify the scan rate that is used in FactoryTalk Live Data to send controller information to the Historian
server. This information can be viewed with Paint Builder in PI System Management Tools or using the
FactoryTalk Historian SE Excel Add-in tool.

From Excel, on the Pl Builder tab, select PI Paints > All Points and select all columns.
The column labeled Location 4 is an integer used by many interfaces to specify the scan class of the PI
Point.

The Pl Interface Configuration Utility defines time period of each class number. For example, the FTLD1
interface contains 10 scan classes in terms of seconds.

Face Conhguraion Laikty - FTLDint o
Teals Help
I Wi'rveao GR A @

Tipe [Pt = P2 ot s Conracion Stahas

Eotscrpton [Telad FTLD riodade coned by 0 F1H tonkgar weaed Pl
5 x4 W wietie

Vesre [P f
T E—
Friwe Forttoce D

Irteriace intalaten Fath

g s e il et |
Kb st ven

b b

Ty g [PAEER rgid

Typically, a scan class of 1second is sufficient. Some tags can require a scan class of 0.5 seconds.
Exception reporting and compression reporting for tuning parameters are important for data collection and
server loading.

25 Number of Interfaces

Specify the number of FactoryTalk Live Data interfaces in your Historian configuration.
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System Architecture Tab: FactoryTalk Historian SE (AppServ-Info)

Row Guidelines

Description

26 Buffering Enabled and Running

@ Euttenng Manager

File. View Help

Buffering Manager

ning, and i
Glokal

b @ Global Buffering Status

fall connections

B 0 events in queus

P Dtotal events sent
Total queu

Logical Sarvers

SElSCL f SV

b 0.0 seconds estimated buffer capacity

Buffering is recommended to maintain data collection in the event the connection to the server is lost.

Pi messages

Sattings

peloi for mive detalled informatinn

27 Unit Fail Over Enabled and Running

On the Interface Configuration Utility, verify that failover is configured properly.

[V Enable Unilnt Failover

" Phase 1 * Phase 2

Failowver [D# for this instance: |1

|\\PASS 02ANFTLDING

Failover D4 of the other instance: |2

|\\PASSDZB\FTLD\nt1 }(| Browse ‘

UFO Type:

[ Do not failover when both interfaces lose connection ta P
[~ Failover control tags are unsolicited [not scan based)
Rate at which the heartbeat point iz updated/checked:

000

miliseconds

Spnchranization File Path:

|HaT

| |W\passO1FTHSE FailoveryF TLDInt_FTLO_1.dat

Browse

Status | Tag

| Exdese | PaintSouce ~

Mot Created ASIHO1-FTLDIn 1_FTLD_UFD2 ActivelD
Mot Created &SIHO1-FTLDInt_1_FTLD_UFD2_Heartbeat_1
Mnt Crpaterd ASIHNT-FTIDInt 1 FTI D HFO? Heatheat 2
<

[UFDZ_ActivelD]
[UFDZ_Hearbeat:1]
MIFNZ Heartheat 21

FTLD

FTLD

FTID A
>

28 Collective Enabled and Running

Verify that a collective is properly configured in a redundant Historian systems

4 P Collective Manager (2dministrator)

File  Edit  Help

Colechves
L ASIHO

Calectue Name: [&51H1

Last Configurstion
Change Time:

Dazcnphon: zzhl]. PlantPae Fockmels
utomation.cam

[msepananisnzer |

| cotectiein:
| 51217833 447747164 2 233700

Shatus:
|Gc|c|d

* £

g

ASTHE asihl]
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PASS Tab The PASS tab records details about the HMI elements in your application.

IMPORTANT  Make a copy of this worksheet for each PASS in your system.

To verify your FactoryTalk® View Site Edition (SE) HMI design elements, use
the Rockwell Automation Graphic Audit Tool. The audit tool analyzes exported
HMI displays. The Rockwell Automation Graphic Audit Tool can be found in

Knowledgebase Technote, PlantPAx System Release 5.20 Configuration and
Implementation Tools.

Before you run the audit tool, export the HMI application graphic files to an
XML format. Then run the audit tool on the XML file.

Field Description Application

SE - Network

SE - Local Click SE - Network

ME

Name The Name and Area Name are used only to generate Data Client

XML files and are not used in the audit operation. See Graphic

Area Name (for example, Brewing/HMi) Audit Tool Help.rtf file in the zip file for more details.

Create file of expressions and commands found

Create file of global objects found To create the respective files, check the boxes.

Data Client

Create files for Data Client tool To enable Create files for Data Client, check the box, and then
Total tags select Unique tags.

Unigue tags

Folder that contains graphic XML files to perform audit | Click Browse (...’ ellipsis) to select the directory

operations on path where you exported your graphic XML files.

Audit type Choose PlantPAx from the pull-down menu. This choice uses

rules that are specific to the PlantPAx system.

" Graphic Audit (Version 1.11) [= [ I
e s Arma nama |a.g BessrgHM I
m " SE-Local © ME e
|H:mmm Dials Chertt

W Cimate Hec for Dista Chent tool
¥ Ciesis e ol exprassicns and commands loud ~ Tt
Ui
% Crnale i of piobl ot foured = 2
Fiekder that contams grapkic WML sz 10 pedom st ansestons on
[C-tcheckiiat dsplays i |

" Debugmods Help

) Mo
Giraphic Name Tolal Tags 'i"';" Evgrestions | 2125 Em, 'i';‘:" Hﬁ':
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Color-coded cells indicate
threshold issues.

PASS Tab: FactoryTalk View SE (HMI)

The process displays are listed in the Results pane.

# Graphic Audit (Version 1.11) [= o [
Appbcahon Aoz name fe.g. Brewang /HMIE
& SE-Mebwork  © SE-Local " ME .["“‘“
Hama:
[FrariPes Diats Clert

¥ Cimaba e foi Diata Chert tool

W Comate s ol exprezsions and commands found ~ Total &
W Create fie of giobal obiects fourd i Lo N

Felder that contans graphic XML fles fo perform sudit operahons o

IH: W e Admanistrator\Desktop Exported displays -

Aldow

: ; i :

Graghic Nams ToalTege |V00® | Expensson| 0, (B0 | Dol Updse mﬂ ettt 2
]

PP] Butions [i] 1] [] 1} 0 raplace 1 dalse Idse [l
PP Dizplay 1550 1m2 3] [} 56 replace 025 lsle ldse [
1APP] Mokors a7 1584 1076 o 87 replace 1 fake ladze fadie
PP Bl 22 [aE} o 32 replace 1/ falie false Falzy
JAFP] Tank. 7 4 2 0 1/ raplace 1 lahe [ER (£
PP) Tank2 5 14 13 1] 1] replace 1 lakse lalen (5]
{4PP) Tank3 k1] 5] 15 o 2! replace 1 lale false faise
PP Valves BED 45 ™ o 22 replace 1 false false fasm
{FRAME] P1F Desciipton o [} L} 1] 0 replace 1/ fake ldse (EE5]
{FRAME) ol er [} 1] 1 0 4 replace 1 lake lades faes
TF FUAE | FPPIE ccdes E] 3 15 ] 5 replace 1 lakse ldze 1di=
[FRAME| P11 Heln [i] i 0 0 0 replace 1 false fadse (S
P HuttorBe a 0 [} 0 0 avmlay 1 fake lalse falze
P11 Home i i 1] 1] 0 replace 1| lake lalsm Tasn
TOTAL E= 257 (] 210

These guidelines apply to HMI applications developed via FactoryTalk View SE
software. Make sure:

« The FactoryTalk View SE system is correctly installed and configured
(software version, operating system, computer requirements) according
to the PlantPAx system characterized architecture.

« Design the FactoryTalk View SE system to accommodate future
additions.

« Develop your HMI displays according to ISA 101 standards

FactoryTalk View SE System

Verify that the HMI server attributes comply with these recommendations.

Row Guidelines Description
4 Number of Displays The total number of displays does not exceed the display license.
Total Tags on Server
510 Unique Tags Verify that there are no warnings or errors from the Graphic Audit Tool. Consider simplifying any displays
Expressions with warnings or errors.
Global Objects
For display settings, specify:
Display Settings « Display Type = Replace
Display Type « Display Cache = No
11-15 Display Cache « Always Updating + not checked
Always Updating
Graphic Update Rate Verify that the update rate is within recommendation of 0.5 seconds. Any faster rate has a possible impact

on the server and controller.
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FactoryTalk Alarms and Events Server

There are two possible types of alarms on the PASS:
« Server Tag-based alarms
« Logix Tag-based alarms

Server Tag-based Alarms

Server Tag-based alarms that are defined within the FactoryTalk Alarms and
Events server (default for 4.6 or earlier PlantPAx system releases that are using
the 4.1 or earlier Library of Process objects.)

The FactoryTalk Alarm and Event Setup dialog box provides the data.

£ PlantPaanCs

] :B“CM'H Z] Bianm ang Event Setup - RAR] DCSFTAEATES/ o

5] B n B X AL @
] Alarm and Event Setp
e I &1 Alarms I Messages Tag Update Rates

= oE OPCAres Tiwe &l
B RELEAre:

o B RELEARea? ALL &bt Hae - |l
I RELEArent Ungroup=d élams

Aarrbasy 0N Yoz
| RELELrexd it
[z RELEAress
[ Sytern
Action Groups
Policias
S0 Camputers and Greups

BELEe g
FRELEAmad: [CL1 2P

=5 Mebwarks snd Devices
Users andl Groups
Cannections
Permission Sats

Az 1537 b Defauk s shelve bme; - 430 Mirubae

S Alarm and Event Setup - RO/ Global PlantFsDCs FTREA=a/ FTAE
b Elx H||L @
HHAISerserhren All Alamms Messages

OB Chres UpdateFlgm  TagMame -
2 FRSLE Avead[CLA1 SProgram PLI_EM_125 T _ALM_P_ANT Am_Fail

RALERma2 SRSLE Araad:[CLA1 2 Program PL1_EM_1 25 TW_ALM_P_A N Am_Hi
RELEArend FRSLE Araad:[CLA1 2 Program PL1_EM_125 TW_ALM_P_ANT Am_La
E RELEAmd MRSLEArea4:[CUA1 2Pogram:PLI_EM_126 T'W_ALM_P_A M1 Clg_Fatsaverly
[ @ RALEAR 35 FRSLE Araa4:[CLK1 2Progiam PO1_EM_125. TW_ALM_P_AIN1 Cig HiSeverity
S System ARSLE Avaad: [CLA1 EProgiam PL1_EW_125 T'W_ALM_P_4HT Cig Lag eveily

MRSLE Avaad[TUA1 S Frogiam FO1_EM_125 T'w_ALM_P_ANT FailClo_MasShellT
MRSLE Avaad[CLA1 S Frogizm PO1_EM_125 Tw_ALM_P_4 1. FailCom_aE.1
MRSLE Avaadz[TLA1 EProgiam PO1_EM_125 Tw_ALM_P_A N1 FailCom_E.10
SRSLE Avaads[CLA1 SFrogiam FO1_EM_ 120 T'w_ALM P4 1. Fail Com_sE. 77
SRSLE Aveads[CUA1 S rogian FO1_EM_ 125 T _ALM_F_ANT FailCom sk .4
JRSLE Avead[CLA1 S0 am PO1_EM_ 125 T'w_ALM_P_ANT. FailCon_sE.5

Action Groups
1 Policie:
[ B8 Cornputers and Groups
i Netasorks ond Devices
3148 Lisers and Groups

[ Cennechon:

i JRSLE dvoadi:[CUA13Pogiam PC1_EM _125. T'wW_ALM_P_AN1.FalCom_aE.7
Perenission Jets

JRSLEAread 0L B0 an PLT_EM_123 T _ALM_P_ANT FalCon_oE8

JRSLE Armad: (0L HFrogrem PLT_EM_125 T _ALM_P_AHT H.Clo_MexShelT

JASLE Armad:{CLH SFrogrem FCT_EM_125. T ALM_P'AINT.HiCom AET

JRSLE Armad: (0L SFrogrem PLT_EM 125 T ALM_P_AHT.H Com_4E 10

JASLEAr=ad:[CUA1 TFrogran.FLT_EM_125 TW_ALM_F AT HiCom_AE11
JRSLEArnad:[CUK1 TFrogrem PL1_EM_125 T _ALM_F_AH T Hi.Com_AE.4

JASLE Ar=ad:[CL1 3Fiagram FL1_EM_125 T _ALW_F_AIHT Hi Com_8E.5 .

 Tege- 15005 e Disfart: | 2 = Geconds
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Logix Tag-based Alarms

Logix Tag-based alarms are configured in the Logix Designer software and
stored in controller memory. They are processed directly by the FactoryTalk
Linx data server and do not require a Tag Alarms and Events server. This alarm
type is used by version 5.0 and later of the Process Objects Library.

To determine the number of Logix tag-based alarms:

1. In Logix Designer, export the alarms for each of the controllers with a
defined shortcut on the FactoryTalk Linx (Instance o1) data server.
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2. Open the export file in Excel and filter on Use = True to total the number
of in-use alarms. Record this value in the appropriate row in the
Checklist spreadsheet. Repeat these steps for FactoryTalk Linx (Instance
02) if necessary.

Tools | Window Help

Dptions... [ rf I g
i Security 4
Ga Crocumentation Languages... % |
impott o = "Favorites  Add-On
Export 4 Tags and Logic Comments... E
47 EDS Hardware Installation Tool Sl
Alarms...
Matian X Alarm Definitions...
Manitor Equipment Phases Instruction Usage... J
FPlug-In Manager... mi_|CFault | TRIP P_DISCRETE_INPU
m_IOFault | TRIP P_DISCRETE OUTE
Sustom Fonl:: _OnFail |TRIP P_DISCRETE_OUTS
&  ControlFLASH Plus m_OffFail | TRIP P_DISCRETE_OUTH
] T IO IS RETE T ITON T Tl le#ILTen [ TRID D NISCRETE OITE

3. Verify that the alarm server attributes comply with these

recommendations.
PASS Tab: FactoryTalk Alarms and Events
Row Guidelines Description
16 glrl:(rjnlEJ\%notfs)Server Tag-tiased Alarms (FactoryTalk Alarms The FactoryTalk Alarms and Events server supports 20,000 Server Tag-based alarms

Informational field provides a total number of items on the Tag Update Rates of the FactoryTalk

17 Total Items (Server Tag-based alarms only) Alarm and Event Setup dialog box

Update rate recommendation is greater than or equal to 1second. Default is 2 seconds to help

18 Fastest Update Rate (Server Tag-based alarms only) reduce load on the system

All tags associated with Server Tag-based alarms are
19 from a data server that is hosted on the same PASS as
the alarm server.

The alarm server references the data server that is hosted on the same computer. Move non-
compliant alarms to the appropriate alarm server associated with the data server.

20 Number of Logix Tag-based Alarms (FactoryTalk Linx FactoryTalk Linx instance 1supports 15,000 Logix Tag-based alarms

Instance 1)
20 mgtgtr]]igozf)mqix Tag-based Alarms (FactoryTalk Linx FactoryTalk Linx instance 2 supports 15,000 Logix Tag-based alarms
22 Total Alarms (Server Tag-based + Logx Tag-based; sum The total number of alarms does not exceed 30,000 per PASS

total of previous 3 rows)

Generate the FactoryTalk View Report

The FactoryTalk View Report can automatically generate some of the required
data for the PASS and Controller worksheets. Use the following steps to
configure and generate the report.

IMPORTANT The provided global object, display files, and images in the checklist file must be installed in the HMI before
printing the report. The display files include the following:

Images: icon_gray.png, icon_green.png, icon_yellow.png, icon_red.png
Global object: (RA-LIB) Report.ggfx
Displays: (RA-LIB) Report RSLinxE.gfx, (RA-LIB) Report Controller.gfx, (RA-LIB) Report Controller 5x80.gfx

The information can be found in Knowledgebase Technote, PlantPAx System Release 5.20 Configuration and
Implementation Toals.

1. For each controller, select the appropriate diagnostic Add-On
Instruction. Diagnostic Add-On Instructions are available in the Library
of Process Objects. This library can be downloaded from the Product
Compatibility and Download Center at rok.auto/pedc.

Rockwell Automation Publication PROCES-UM100D-EN-P - December 2022 313


https://rok.auto/pcdc
https://rockwellautomation.custhelp.com/app/answers/answer_view/a_id/1128051
https://rockwellautomation.custhelp.com/app/answers/answer_view/a_id/1128051

Appendix C

PlantPAx Deployment Recommendations and Verification Tool

314

Use the following guidelines to determine which instruction to use.
« Ifthe controller is from the 5x70 family, use the L_CPU instruction.

« If'the controller is from the 5x80 family, use either the L CPU_5X80
instruction (4.1 library and earlier) or the raP_Dvc_LgxCPU_5X80 (5.0
library and later).

2. For each controller, import and configure the appropriate Add-On

Instruction. Verify that the instruction's tag is controller-scoped and
named “L_CPU” for the L_CPU or L_CPU 5X80. If the
raP_Dvc_LgxCPU_5X80 is used the tag name must be
“raP_Dvc_LgxCPU”.

3. The instruction must have Data Collection enabled from the
maintenance tab on the faceplate.

See Rockwell Automation Library of Logix Diagnostic Objects,
publication PROCES-RMo03 for more information on the L_CPU and
L_CPU_s5X80 Add-On Instructions.

See Rockwell Automation Library of Process Objects, publication
PROCES-RM200 for more information on raP_Dvc_LgxCPU_5x80
Add-On Instruction.

4. In FactoryTalk View Studio, go to Global Objects file (RA-LIB) Report and
select the Show Data Server and Controller Report Displays button.

E FactoryTalk view Studio - View Site Edition (Network Distributed) - m} x
File Edit View Settings Objects Arrange Animation Tools Window Help
‘WA DL E QD@ AL s R I AT END AN R FQAAIQCERIES =T L 4
Bioies W e v x [T em———epeewpewes
E‘ED HI Server - a
_ Systemn [ra-lib) report - /PlantPhx_HMU/HEMI (Global Ohjects)
i.[E Cammand Line
HMI Tags ] | | L]
= Gra[;;.hlcls Show Dista Sarvar
E%ISE ay'sh. L and Cantraller -
raphic
Feport Displays
B Motors P Py
= L | L

LB RAAPP Display
Global Objects
B ira-lib] report

5. Copy the Global Object button and paste on to desired display.
6. Select the button and open the Global Object Parameter Values.
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7. Under Tag on the Global Objects Parameter Values dialog box, click
Browse (ellipsis “...”) browse to select a controller shortcut.

Hare Yahe Descipdon |
L 7
3 & Tag Browssi =
a fiedent Tag
Faldeiz Coniests of Abrea/l aba LEXCO] Onine 0450700

TEREAEEEE

-

L_:Im Al Hame &ccessAights  Description
e DSENIEATE e b, Rendiine

]

=

100 mﬁumt G- DRGTO1 & schFal  Readinite

o L ESORFRUREOS || o okt Reschbite

; :11 i:mw & mel I Rescbiviibe
o T & A Fal - Feadiite
1 e & Mo Rezdiiite
=] FaTio & sldnl., Readiviite
& =3 Frno & AL Rendivrite
=50 FT700.ve & ChgDe. Resdiviite
S Raalul # Cig De.. Peediviite
it 3 GRPMTTRIOD & cfoDe. Reaciviite
0 GRPMTRIODN || & CfgDe.  Readbivrite

o 0 GRAPMTRIODN || & CgFal  Readwrite
i o L GREMTRIOD I » || @ Chg Ik, Rendiviite
< > v

Aehesh Al Fobess | Tagliter | TR ~|

Gelecled T
| fegnadlctc{LGHC [pASD 100 |

Home aiga: ADATA

8. Enter a shortcut path. Use the syntax {/Area/Server::[Shortcut]}. Repeat
until all shortcuts from FactoryTalk Linx Instance o1 are added. Add a
new button and repeat process for FactoryTalk Linx Instance o2 if

necessary.
B Global Object Pararreter Walues x
MName valug T3] Descripiion

[T HiAreaData: [l 3A001] wee st Soortok
2 |z as 20 Shortout
3_|#s | +ee 3rd Shorteut
4 [#a == [[4h Shortout
5 |#5 . _|E_t Sharteut
6 lae Jleth Steetcut
R 7 || #ch Sherteut
[ ] Gk Shorbeut
2_#9 ||3th Shorteul:
10 =10 | ess[10kh Shorteut

o [ == | [ e

9. Run a FactoryTalk View Client session and click the Show Data Server
and Controller Report Displays button to generate a report.
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Controller Verification.

Use the information in this section

to complete the Checklist.

(==

(RA-LIB) Repart RSLinxE - /PlantPAx/fArea
Data Servers
Press to Show =]
Controller Shortcut Controller Path Shorteut Hotes
Report Display
Jarea/Data:[LEXCOL] |RSLogx 5000 Ernulator inslot 2 of the virual backplare .
fares/Data[PlantPix] |RSLogix 5000 Ermulator in slot 3 of the virtual backplane .
Jarea/Datas[LGXCO1B] [RSLogx 5000 Emulator in slotd of the virtual backplane
Jirea/Data:[PlantPaxB] |RSLogix 5000 Emulator in slotS of the virtual backplane
Virtual Memory 559172
FPollcd | Avg Packels | Aug Packet
Notes
Controller Shorteut Data Hems | _per Second p Time | Results
Jares/Datas[LGHCO1] 3 ] [} o
» férea /Data;[PlantPix] 25233 75 2 o
fdrea/Data [LGXCO18] 2 2 2 4
firea/Datas]PlantPaxB] 25230 2 2 s
Press to Refresh Totals 50466 43 2
Hame: Signature: Date:
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FactoryTalk Linx Data Server

For each shortcut, verify:

PASS Tab: Data Server (FactoryTalk Linx Instance 1and Instance 2)

Row Guidelines Description

Select Yes or No to indicate if the Data Server is in use. If yes, then record the memory usage (MB)
from the computer's task manager. PlantPAx recommends the memory usage of each instance of
FactoryTalk Linx not exceed 3,000 MB.

F Task Marager — o kS
File Dptans  View

Processes Peformance Uses  Details Services

19% A7%
Mame Status P Memory
; o ElPCammissioniVel Ser {32 bnt) o ) .L“'?e. '];!:BQB. &

@ Event Client Muttiplawor (32 b7 % 54 MB

@) Svert Server (32 bit) % 30 MB

[ FactonTalk Actration Dasmen (32 bit) % 20ME

23 & 37 Memory Usaqe & FactenyTalk Diagnostics Reader (32 bit] 0% 0.0 ME

[& FactonTelk Historian Agent (32 bit) % 1.9 ME

~ TF FactoryTzlk Lins Instancel2 0P C Runtime Service (32 bit) 0% 403 MB
FactoryTalk Lirn Instane e02 Service

@ FactoryTelk Lins Met Browssr Manager (12 bié) 0% 321MB

~ [ FactoryTalk Line OPC Runtime Service (32 bit) o5 67.5MB
FactoryTalk Lire Instancel Service

Te! FactoryTalk Link Secuny Server (12 bit) o 16ME

@ FactoryTalk Ling Services (32 bit) 0% IEMB

@ FactenTelk Link Services (32 bit) 05% ILIME

0 FactorTalkLins S=rvices (32 bt 5% 0.8 ME

Fewver details End task

24-50 | Number of Polled Data ltems The number of tags that are polled from the controller.

If your controller consistently exceeds the recommended maximum average packets per second,
it's possible your controller is overloaded. Cansider reducing the number of HMI data paints that
are referenced by your HMI displays from that controller. You can also change the display update
rate if you're experiencing performance issues.

24-50 | Average packets per Second

The average packet response time of messages to the controller.

If your average packet response time consistently exceeds 200 milliseconds, then it's possible that

your communication adapter has a potential bottleneck. Consider the following troubleshooting

guidelines if your performance isn't satisfactory:

« Examine your network architecture and network hardware. You could be exceeding your switch
capacity or capabilities that can cause slow network performance.

« You could be using an outdated communication adapter in the path to your controller. Or, you
could be exceeding the capabilities of the communication adapter.

24-50 | Average Packet Response Time
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FactoryTalk Linx OPC UA Connector
PASS Tab: Data Server (OPC UA Connector)

Row Guidelines Description

The OPC UA connector should be hosted on a dedicated computer with no other servers (HMI,

51 Using OPC UA Connector Alarm, or Data) present.

The OPC UA server shouldn't have more than 20 OPC UA connections.

PactoaTath Line OFG 14 Carnactos

fp Cormmte S CPCOIE Frmasy)| GPCOTR fSasoncieyt
e o (=75 YRS

@ UNOCT ope sogr opetend 53100 w

» o P X '.' T
52 Number of OPC UA connections

A fasbertren Sesecn
e s
o e
The OPC UA server shouldn't have more than 50,000 active tags.
::;;ux:ln:! :‘gi«!ﬁm S ?ﬁ-}.t’_ Tag

53 FactoryTalk Live Data Active Tags

Longast Frodastng Teos bnaec i
e —

SEHET 10547 hmassn=Enttern Slateinid Tevm

Plapse Coiotery

The OPC UA server shouldn't have more than 50,000 tag updates per second.

PactaryTak Lins 08T LA Connnctin

54 FactoryTalk Live Data Active Tag Updates/sec

Lot Fretmtrg Trms bonec s
24983 mlnacanss

SEHET 10547 hmassn=Enttern Slateinid Tevm

Plapse Coiotery
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PASS Tab: Data Server (OPC UA Connector)

Row Guidelines Description
Determining the number of Alarms and Conditions for each OPC UA server that is configured in the
connector. Each connection that is counted in Row 52 must be reviewed individually as specific
55 Total OPC UA Alarms and Conditions configurations of OPC UA servers can vary. The sum total of all alarms and conditions across all

connected OPC UA servers shouldn't exceed 5000. Consider reducing the number of OPC UA alarms
and conditions if there are more than 5000 total across all OPC UA servers.

Controller 5x80 Tab

Controller 5x80 Tab: Properties

The Controller tab records controller properties.

IMPORTANT  Make a copy of this worksheet for each 5x80 controller in your

system.

To gather information for the checklist, you can use the FactoryTalk View
report, see Generate the FactoryTalk View Report.

Select the button shown in the following display to view the Controller Report

Display.
Prisss T Shin
Controller Shortcut Controller Path Shortcut
Report Display
JhrearData: [LexCol] RELog: 5000 Emulator indot 2 of the virtual backplans I 44—

_,-'.-\.re.a_u’l:lata:_:zlanlj:‘.-h| Rl g BO00 Ervulator inslat 3 of the virtud backplane |

farea/Data [LGHCOLE] |RELog: 5000 Ermulator in slot 4 of the vimua backplage |

Sfarea/Data:[PlantPaxck] |RELog: 5000 Ermulatorn inslot'S of the vimua backplarps |

Controller Properties

Verify that the controller properties comply with these recommendations.

Row Guidelines Description
4 Shortcut Keep the shortcut, ACD file reference, and controller name similar (intuitive).
5 Firmware Verify the firmware revision.
6 Module The controller is indicated as available in the PSE. o
The controllers in the PSE have been characterized for use within a PlantPAx system.
7 Redundancy Indicate whether you're using a redundant controller (Yes/No).

Controller 5x80 Tab: CPU Use

CPU Use

Verify that the CPU use complies with these recommendations.

Row Guidelines Description
R At least 25% free for Redundant 5580 controllers. Non-redundant 5x80 controllers can utilize up
8 Logix Engine to 100% of the Logix Engine.
9 Communications Core At least 40% free.
10 Packet Processing Engine At least 25% free.
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Faults

Verify that the fault handling complies with these recommendations.
Controller 5x80 Tab: Faults

Row Guidelines Description

Number of minor faults that have occurred within the controller.
1l Minor Faults Count After clearing the minor faults, monitor for a period of time (at least several controller scans)
before reverifying.

Whether a task overlap occurs.

A task overlap must be resolved. Use the predefined task model in the process controller or

12 Task Overlap simplify the program.

Lengthening the period or raising the relative priority of important tasks disables the predefine
task model in a pracess controller.

Capacity
Verify that the controller capacity complies with these recommendations.

To verify controller capacity, open the controller application file in Logix
Designer. Go to Controller Properties > Capacity tab.

Controller 5x80 Tab: Capacity

Row Guidelines Description

13& 14 | Program Memory (blocks) Reserve at least 20%.

15&16 | Nodes Reserve at least 20%.
Connections

Verify that the total number of connections is 75% or less of the controller

maximum.
Controller 5x80 Tab: Connections
Row | Guidelines Description
Total number of connections includes:
: :D/Pnduced tags
Consumed tags

17-25 | Total I/0
Messages

« Incoming
» Unconnected buffers
« Message cache

Time Synchronization

Verify that the controller is configured for time synchronization.

Controller 5x80 Tab: Time Synchronization

Row Guidelines Description

26 Controller is time synchronized Denotes if the controller is configured for time synchronization (Yes/No).
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Task Structure

Verify the controller program uses only periodic tasks.

Controller 5x80 Tab: Task Structure

Row

Guidelines

Description

27

Only periodic task used

Use only periodic tasks and remove any unused tasks
The process controller enforces 4 periodic tasks: Slow, Normal, Fast, and System.

Controller Alarms

Verify the number of controller alarms.

Controller 5x80 Tab: Controller Alarms

Row Guidelines Description
— _ The total number of Logix Tag-based alarms (both IN-USE and NOT) stored in a controller
28 Z%alNrg%Tber of Logix Tag-tased alarms {both IN-USE shouldn't exceed 10,000. See Logix Tag-based Alarms on page 312 to determine the number of
alarms on a controller.
The total number of Logix Tag-based alarms (IN-USE only) stored in a controller shouldn't exceed
29 Total number of Logix Tag-based alarms (IN-USE only) 7500. See Logix Tag-based Alarms on page 312 to determine the number of alarms on a

controller.
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Controller 5x70 Tab

Controller 5x70 Tab: Properties

The Controller tab records controller properties.

IMPORTANT  Make a copy of this worksheet for each 5x70 controller in your

system.

To gather information for the checklist, you can use the FactoryTalk View
report, see Generate the FactoryTalk View Report.

Select the button shown in the following display to view the Controller Report

Display.
Presss T Shiny
Controller Shortcut Controller Path Shiorbcul
Reepiort Display
JhreaData:|LExC0l] RELog: 5000 Ermulator in ot 2 of the virtual backplarj= I <4—

JareafDatas[Flant®es] [Rilog: 5000 Ermulator in slot 3 of the virtusl backplane |

fireaData[LERCOLE] [ReLog: S000 Ermulamor inslon 4 of the virue backglans |

Sarea/Datac[PlantPaxB] |FELog: 000 Emulamor inslotS of thavimua backplangs |

Controller Properties

Verify that the controller properties comply with these recommendations.

Row Guidelines Description
b Shortcut Keep the shortcut, ACD file reference, and controller name similar (intuitive).
5 Module The controller is indicated as available in the PSE. o
The controllers in the PSE have been characterized for use within a PlantPAx system.
6 Firmware Verify the firmware revision.
7 Redundancy Denotes if you're using a redundant controller (Yes/No).

Controller 5x70 Tab: CPU Use

CPU Use

We recommend CPU load in a production environment to be 75% or less. Keep
25% CPU capacity as reserve to handle online edits, data server switchover, and

SO on.

Verify that the CPU use complies with these recommendations.

Row Guidelines Description

8 Free At least 50% of free for redundant controllers
At least 25% for simplex controllers.

9 Total Used Total CPU utilization
The percentage of CPU use to run all application cade in the controller.

10 Total Used: Periodic Tasks Periodic tasks are the only predictable task type on performance and utilization. Keep the
number of tasks to 3 or 4 and do nat use to organize code into process areas.

1l Total Used: Communication The percentage of CPU use that is needed to respond to communication requests.

12 Total Used: Motion The percentage of CPU use that is needed to execute motion.

13 Total Used: Messages The percentage of CPU use that is needed to process messages.

322
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Controller 5x70 Tab: CPU Use

Row Guidelines Description
14 Total Used: Safety The percentage of CPU use that is needed to execute safety tasks.
15 Total Used: Redundancy The percentage of CPU use that is needed to process redundancy.
16 Total Used: System The percentage of system resources

Faults

Verify that the fault handling complies with these recommendations.
Controller 5x70 Tab: Faults

Row Guidelines Description

Number of minor faults that have occurred within the controller.
17 Minor Faults Count After clearing the minor faults, monitor for a period of time (at least several controller scans)
before reverifying.

Whether a task overlap occurs.
18 Task Overlap A task overlap must be resolved. Make changes such as simplifying programs, lengthening the
period, or raising the relative priority of important tasks.

Memory Use

The PlantPAx system requires the free I/O memory to be a minimum of 25% for
simplex controllers. We recommend greater than 50% free memory for
redundant controllers.

Controller 5x70 Tab: Memory Use

Row Guidelines Description

Reserve:

« At least 50% for redundant controllers
19820 | 1/0 Memory (bytes) « At least 25% for simplex controllers

If the amount exceeds the recommendations, reduce the number of /0 modules that are
scanned by this controller, make system changes.

Reserve:

« At least 50% for redundant controllers

21822 | Data and Logic (bytes) « At least 25% for simplex controllers

If the amount exceeds the recommendations, upgrade controller for more memory or make
changes to reduce load

Connections

Verify that the total number of connections is 50% or less of the controller

maximum.
Controller 5x70 Tab: Connections
Row Guidelines Description
Total number of connections includes:
: :D/EUduced tags
Consumed tags

23-31 | Total 1/0
Messages

« Incoming
» Unconnected buffers
« Message cache
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Time Synchronization

Verify that the controller is configured for time synchronization.

Controller 5x70 Tab: Time Synchronization

Row Guidelines Description
32 Contraller is time synchronized Denotes if the controller is configured for time synchronization (Yes/No).
Task Structure

Verify that the controller program uses only periodic tasks.
Controller 5x70 Tab: Task Structure

Row Guidelines Description

Use only periodic tasks and remove any unused tasks

33 Only periodic task used Use only 2-3 periodic tasks (slow, normal & fast) for logic and remove any unused tasks
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HMI Communication Lost

PlantPAx Troubleshooting Scenarios

Figure 25 shows a basic workflow to correct lost communication. To target the
root cause, follow this workflow:

Figure 25 - Resolve Lost Communication

Communication
Lost

h 4
Server/Controller
Comm Evaluation

See page 325

Separate Procedures with Specific Workflows

A4
Client/Server
Comm Evaluation
See page 330
R

¥
Call Technical
Support
See page 330
—_—

If you can’t open a FactoryTalk® View SE client application on your OWS, go
directly to the Client/Server Communication Evaluation section on page 330.

Server and Controller Communication Evaluation

Figure 26 shows how to diagnose a loss of communication between the (PASS)
server and the controller. Make sure that the server has good quality
communication with the controller and follow down the workflow to rule out
any network issues.

Click the link or go to the respective page for specific information on each
topic. If the server checks out okay, then you have the option to go to the client
computer for additional troubleshooting or to call Technical Support.
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Figure 26 - Resolve Server to Controller Communication

Server/Controller
Comm Evaluation

Live Data Current Quality Good
See page 326

Live Data
Quality Good?

Yes

Was Server Servers Evaluation

Worked Before

r Status 0K? See page 328 Comm Loss?
No
Network Evaluation
See page 328

Call Technical Support Application Code Evaluation

See page 330

1l

See page 330

Live Data Current Quality Good

This procedure examines whether the controller communication is available at
the server level. If the current quality is ‘good’, then you can rule out that the

server isn’t talking to the controller.

1. Goto FactoryTalk Tools > FactoryTalk Live Data Test Client and select

Client/Server Comm

See page 330

FactoryTalk and Network as the Initial Connection.

The Initial Connection dialog box appears.
B |nitial Cannection [m] x

(" OPCDAServer | Factory Talk | ¢ Load Config File

oK
Select FactoryTalk Directory =
Cancel

Select the directory pou want to use.

|Network ﬂ owse
Help
I DK I Cancel | Help ‘

= o] JPassm

OPC DA Server Locale ID: |1033
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2. Browse to the data server area and click OK.

B Initial Connection

¢ OPCD&Server Factom Talk ¢ Load Conlig File

O x

- FTViewDema
& InstantFizz
= PlantPés_HMI
L HMI
S DATA,
: Server 2

OPC D& Server Machin

= Local = Remote IF‘ASSm ‘
OFC D& Server Locale 1D |1 033

AI oK I
Cancel |
Browse. |

3. The Create Group dialog box appears.
4. Use the default or type your own group name and click OK.

Create Graup

>

Locale |D: |1033

Mame: | |EENE] 1 | ok |
Update Rate: [250 Cancel |
Active: v Help I

5.
controller, and select Online.

In the lower, left pane of the Add Item dialog box, browse to the

BoAdd e

ItemlD

[LGRCOT Program:FS_PALXT100_

Items to ddd: 1
2L G |

Datatype
Mative -
¥ Active

Audd Branch Item Properties I

= RN /3G lobal/PlartPdx_HiMl: A
B- LExCO

T100_Iny ault
RT100_Inp_PVData
T100_Inp_FvUncertain

ATU_FIC_101
AENZTR:T.C
AEMZTR:11
AEMZTR:1:0
AITI00
AIT3004
AIT3004_Dve
AITI00B

< >

v

(L0 Program:PS _PALXT 100 Inp ChanFau

Cancel
Advanced
Help

6.

In the right pane, if no tags appear then proceed to Servers Evaluation on

page 328. Otherwise, click any tag in the controller and add the item.
The FactoryTalk® Live Data Test Client dialog box appears.

L. BOCTP-DHCP Server
I, FactoryTalk Activation

| FactoryTalk Alarms and Events
J. FactoryTalk AssetCentre Client
| FactoryTalk Histoiian SE

IE] Disgriostics Viewsr
i FactoryTalk Diagnostics Courter Manitor
¢Eh FactoryTalk Directory Configuration Wizars
0 F, ar RSLins

EactoryTalk Live Data Tect Cliant | FSLegic 3000 Entorprics Sones

! CruTiy Byerarn CanTiguraten Sois | FSLegik 3000 Toal
| ot BsSecurity Configumtion | FELegix Erulate 5000

'l Log On te FactoryTalk | FERMeErWon
|3 RSSecunty Emulator Install Utilities

|s‘g Specify Facton Talk Directory Location

B} Windows Firewall Canfiguration Utility

j SeictomyTaik E ook
FactoryTalk View
1 Logix Desigrer Toals

| Factoly | )

i
L3

W Restart View Designer Services

i
Eak FactoryTalk Administration Consale

7. Check that the Current Quality is ‘Good’.

. Acceszibility »
v | Administrative Tooks .
¥ || Codeliet= .

"] Embedded Lockdown Manager .
v | L Enterprise License Manager >
v | L FLASH Programming Tools >
b | L Hiprom Software >
® | | LoopPro Tuner (Reckwsll Automnation Edition) =
* | Mairtenance -
k| L Microcoft Offica -
» | L Microsoft SOL Server 2002 -
v | Microsoft SOL Server 2008 A2 "

L Microsoft SOL Server 2012 .
| Rackwell Automation »
| Rackwell Scftware
| SharePaint .
L. Gtartup .
L VMmers .
L Windows Accessories .
| Windows System .

The ‘Good’ status indicates that you have communication from the

server to the controller.

If the status is ‘Bad’, then proceed to Servers Evaluation.
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Servers Evaluation

This procedure verifies that at least one server has active status. Complete

these steps for the Data server and HMI server.

1. Inthe FactoryTalk® Administration Console or FactoryTalk View Studio,
right-click the Data server and choose Server Status.

2l FactonTalk View Studio - View Site Edition Metwork Distributed)

File WView Settings Tools Window Heaip

iMRAs nh o £ s

orer - HMI Server

=I[E Metwork (LOCALHOST,
S e Plantax Hi
= Funtirne Security

AT Seripta

£ ek Data,

bk Server 1

wm Fackory Talk Ling Instznce M

E!ﬂ Cammunication Sabup

D omk Server 2

=| E FTAE

- E* Tag Alarm and Euents

§ LB Alarm and Brert Setup

5B H
& i e

Sk

EcC

HrAl
T Server Satus.,

Delata

Add Controller Instruction Faceplates.,,

Grap Propertiss. .
IS Disomaus

The Data server status dialog box appears.

Server Status - PlantPAx_HMI/DATA/Servarl Factory Talk Line 01

Server status
Primary server: PASS0Z

Primary status: || Active I

Secordary eerver: PASS03

| m——
Secondary status: || Siandhyl

Switchover options
() Continue using the secondary server even wher the primary server becomes available agair

(@) Syitch over to the primary server when t hecomes available

Server svwitchover

Click the Switchowver button te switch the Active server. The server that is currently an
standby will become the Active server and the Active server will become the Standby server,

2. Make sure that the status is ‘Active’ for at least one of the servers.

3. Repeat for the HMI server.

Was Modification Made?

If you found an issue and made a correction, go back and redo the Live Data
procedure. Reverify that communication has been established between the

server and controller.

Network Evaluation

Now you’re analyzing whether the shortcut to the controller is valid. An
incorrect path affects the controller communication to the server.

Secondary servers.
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1. Inthe FactoryTalk Administration Console or FactoryTalk View Studio,
open the Communications Setup.

=B Metwork LQCALHOST)
- PlantPhx HMI
i =s Runtime Security

LT Seripts

B FactoryTalk Ling Instar

i iE Sarver?
E FTaE
: Tag Alarm and Events
5 Alarrn and Euert Setup
B HhI
= HMI Server

System
L. Command Line
Hhil Tags
Graphics
Logic and Control
Data log
=) RecipzPro+

£l
£l
&

L2, RecipePro+ Editar
2 0 Systemn

Action Groups
. s

mf Fle wiew Setings Tools wWindow  Heip

lnl‘ Communication Setup

i | FaconyTalk View Studio - View Site Edition [Network Distributed) - [Communication Setup - ENA//SGlobal/PlantPlyx_HMI/DATA Server 1/FaconyTalk Linx Instance ] = = *
FERe 2o 2 AaEir s IR T nEPREORSARYQCERIE =SS T 0 b F
& J Communication Setup - RNA//5Global/PlantPAx_HMI/DATA/Server 1/FactoryTalk Linx Instance 01 %
ril Device Shortcues Primary |
[acd] Remave | appi | ©om-f] 1901681106, 1756-ENIT, 1756-EM2T/D 2
e Lawenl 192.168:1.107, 1756-EN2T, 1756-EN2T/D
ce 01
“
<
tode: Online Mot Browsing
“Offling Tag Fils ] | Erowse... |
Shortcut Type [Pracessar ~|
Logix Extended Tag Properties
o Display pass-through values For tag extended
W Upload al extended tag properties v e
v
>
[0k | Cancel | veity | Help

LNl 0Ll Communications

2. Select the controller shortcut.

If the shortcut does not highlight the correct controller, then select the
correct controller and save the shortcut.

3. With the correct shortcut selected, expand the backplane.

If you can browse, then you have communication to the controller.
Proceed to Was Modification Made? on page 330.

If you can’t browse, then try to ping the controller from the PASS.
4. To ping the controller, do the following:
a. Click Start and type CMD into the Search text box.

A command prompt opens.

b. Type ‘Ping xxx.yyy.zzz.aaa’, where the letters represent the IP address
of the communication adapter.

5. Ifthe adapter responds, a similar display appears as shown.

E¥ Comrmand Prompt — ] X
reserved.

1.111

C:wUsershRockwell Automation:

>

6. Ifyour device does not respond, a ‘Request Timed Out
message appears.
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If the ping is successful, proceed to the next diagnostic action.
7. Repeat steps 2...6 if you're using a redundant Data server.

Was Modification Made?

If you found an issue and made a correction, go back and redo the Live Data
procedure. Reverify that communication has been established between the
server and controller.

Review Application Code Formatting

If the server and controller are communicating and the problem still exists, we
recommend that you check the project application code. Project components
could be incorrectly configured.

Verify proper Live Data syntax for the following project elements:
« FactoryTalk View SE or FactoryTalk View ME:
- Display parameter files
- Display values, expressions, and animations
- Global object parameters
- Command buttons and macros
- Datalogger
- Event detector
- Derived tags

Contact Technical Support

Call a Rockwell Automation Technical Support representative if the problem
still exists after checking the following:

« Server communication status
« Controller shortcut
« Application code syntax

Email technical support the most recent data that is compiled from the
PlantPAx® checklists.

IMPORTANT  If the size of the information packet can't be sent via email, a
technical support representative can help you post your information
to the Rockwell Automation FTP site.

Client and Server Communication Evaluation

Figure 27 shows a workflow to resolve lost communication between a (PASS)
server and a client. Work through the diagnostic activities until you identify an
issue.

Click the link or go to the respective page for specific information on each
topic. If the issue still exists, contact Technical Support with the details you
have compiled to help with a resolution.
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Figure 27 - Resolve Server to Client Communication

Client/Server

Comms Evaluation

h

Ping Command Evaluation - See page 331

Ping
Successful?

Yes

Was

e Name Resolution Evaluation - See page 332
Modification

Yes

b A

w Before?

Made?

Application Code
Evaluation

Call Technical Support
See page 330

See page 330

Ping Command Evaluation

To check if the client computer is communicating with the server, start by

pinging the computer.

Complete these steps.
1. Click Start and type CMD into the Search text box.
A command prompt opens.
2. Type ‘Ping (and server name)’.

3. Ifthe controller responds, a display appears similar to the following:

EH Command Prompt —

ghts reserved.

y from 17
y from
yw from
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4. Ifyour device does not respond, a ‘Request Timed Out’
message appears.

If the ping is successful, check your application code for proper
syntax. See page 330.

Also, make sure that the firewall rules are not blocking the
communication.

Name Resolution Evaluation

This procedure verifies the mappings of IP addresses to host names. The steps
apply if you're using a domain or a work group, with the latter explained last.

1. Atthe Command Prompt, type the NSLookup and server name and press
Enter.

2. Type the name of the server that is being pinged.

If you receive the message ‘DNS Request Timed Out’, you typically do
not have the Reverse Lookup Zone configured.

If the NSLookup ping provides the server name and IP address (as
shown in the example), the server communication issue still exists.

‘ B Command Prompt = O x

11 Automation>ping PAS

ckwell Automation>

If the NSLookup ping does not provide a server name and IP address,
then proceed with the following instructions on page 332.

To verify that components do not have duplicate IP addresses, complete
these steps.
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1. From a DNS server, click Tools on the main menu and choose DNS.

T Server Manager

i58 Dashboard
§ All Servers
§l ADDs
DHCP
DNS

& B =

File and Storage Senices B

«“ | ocal Server

PROPERTIES
For PADCA

Mznage

Computar name

Domain

Windows Firewall
Femaote management
Remote Desktop

NIC Teamng
Etheme=i0

FTA Binding

Operating cysterm version

Hardware irfarmation

PADCA

PlantPdx RockwellAutomation.com

Domain: On

Enabled

Disabled

Disabled

17220130

IPv# addiess assigned by DHCP, 1Py enabled

Microcoft Windows Server 2015 Standard

Whware, Inc. VhaareT, 1

View Help
Active Directory Administrative Center
Active Directory Domzins and Trusts
Active Directory Module for Windows |
Active Directory Sites and Services
Active Directory Users and Computers
ADSI Edit

Component Services

Computer Management

Defragment and Optimize Drves
DHCP

Disk Cleanup

DNS

The DNS Manager display appears.

Event Viewer

Group Policy Management
iSCS! Initator

Locel Security Policy
Microsoft Azure Services
DDBC Data Sources (32-bit)
OD2C Data Sources (64-bit)

Performance Monitor

£, DNS Managsr - [} x
File Action View Help
e DRI XE G HR 8§86
£ DNS Marme Type Data
v 3 PADCA H as0sl0s Host (4) 172201.13
v [ Forward Lookup Zones =] ASIHD1 Host (4) 172.201.14
o _msdcsPlantPAxRockwellutomation.cor [ o Asivol H; 73] 172.201.16
- PlantPAx RoclwellAutomation.com ] ASO5103 Host (£) 172.20.1.16
¥ j Reverse !_ookup Zones % H; (4) 172.20.1.18
—: Zr:::::::::: Forwarders SIC0] HOE ) LZ0LIE
— EWsD2 Host (4) 17220122
] Ewsat Host (4) 172201.54
& Asosios Host (4] 17220.1.58
Lol Asgsine Hgst () 172001 53
EEwsio Host (4) 17220.1.60 I
] owso2 Hast (4) 172201.680
= =gy T
E] asamor Host (4] 172.20.1.62
E| passnt Host (4) 17220.1.64
El passnz Host (4) 172201.67
] passoz Host (4) 172.201.68
] asosioz Host (A) 17220170
E AsiHoz Host (4] 17220171
&=l AsiHo3 Host (4) 17220112
£ (€ >

2. Verify that each name has its own IP address to make sure that you're
pinging the correct server via the client.

The example DNS Manager display shows several ‘bad’ computer
names with the same IP address.

hard disk drive.
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Troubleshooting Scenario:
HMI Display Access is Slow

o Menwork

5 ite

4. Using Notepad, open the hosts file.

o T [ Goen — [ selzctall
o Moe 1o v M Delcte = | =] S REn B setect s

£~ ‘ Edit Seleck nons
[ Copyta=  =[Rename Pl Froperties

folder A ek seleckian

CHphoard Crgarize [ apen Select

T o Local Disk {C) » Windows » Spestem22 > drivers » ete v O Search =ic o

B Desktop il Hame Date raodifiad Type SiTe

. 3
b

TS

Diacument: s ) hasts - Matepad = = x
Dewnloads | lhestszam | File  Edit  Farmat  Wiew  Help

Fusic | netnarks # For example: '

Pictures _| protacol

182,54 .94, 97 rhdlno. acme. com # source serwver
38.25.63.1@ HaFCME . Com # x client host

o 7 services

Local Disk (2
localhost pame resolutlon 1s handled within DNS ltsels.

127 .6.8.1 locslhest
szl locslhost

T MR

-

1 item selected 912 bytes

12 Ews@al
1= Sl
14 PASSEL
15 PASS@28
18 Fazs@28
17 ASIH@L
172. 28,118 ASTH&2
172.28.1.19 ASTSEL

< >

172.28.
172,28,

172, 2@,
172,.28@.
172, 2@.

[ ol ol ol ol el ol o

o

5. Verify that each name has its own IP address to make sure that you're
pinging the correct server via the client.

Was Modification Made?

If you found an issue and made a correction, go back and ping the client
computer again.

Review Application Code Formatting

If the server and controller are communicating and the problem still exists, we
recommend that you check the project application code. See page 330.

Contact Technical Support

Call a Rockwell Automation technical support representative if the problem
still exists. See page 330.

Figure 28 shows a workflow to resolve sluggish HMI displays. To target the
root cause, work through the diagnostic activities until you identify an issue.

If the issue still exists, contact Technical Support with the details that youw've
compiled to help with a resolution.
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Figure 28 - Resolve Slow HMI Display Callup

Communication
Performance

Application System Architecture Checklist - See page 300

Under Limits?

Controller Controller Checklist - See page 319 or page 322

Passed?

Data Server See page 317

Passed?

h 4

: Application Code
Network Checklist - See page 292
Network BWOTH LNIeckllst = >ee page o Evaluation
Passed? - See page 330

Call Technical
Support
See page 330

Action Description
A good starting paint is to verify that your system design is within the sizing recommendations for a PlantPAx
Application Under Limits? system. Design attributes include the number of servers, number of assets, and so forth.

To verify design attributes, see the System Architecture Tab on page 300.

The next step is to check whether your controllers have the CPU and memory usage as prescribed by the
PlantPAx guidelines. These percentages vary depending on whether your application uses simplex or
redundant controllers.

For details, see the Controller 5x80 Tab on page 319 or Controller 5x70 Tab on page 322.

Controller Passed?

If the application design and controller setup are properly configured, check the Data server. Verify that the
Data Server Passed? server is communicating data from the controllers to the HMI server and operator workstation.
For details, see the FactoryTalk Linx worksheet section on page 317.

The health of the network is critical whether you're using a virtual or traditional operating system. There's a tool

Network Passed? for analyzing network infrastructure.
For details, see the System Infrastructure Tab on page 292.
Review Application Code Formatting For details, see page 330.
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Notes:
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Use these resources to access support information.

Technical Support Center Find help with how-to videos, FAQs, chat, user forums, and product notification updates. rok.auto/support
Knowledgebase Access Knowledgebase articles. rok.auto/knowledgebase
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